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Notice

While reasonable efforts have been made to ensure that the
information in this document is complete and accurate at the
time of printing, Avaya assumes no liability for any errors.
Avaya reserves the right to make changes and corrections
to the information in this document without the obligation to
notify any person or organization of such changes.

Documentation disclaimer

“Documentation” means information published by Avaya in
varying mediums which may include product information,
operating instructions and performance specifications that
Avaya generally makes available to users of its products.
Documentation does not include marketing materials. Avaya
shall not be responsible for any modifications, additions, or
deletions to the original published version of documentation
unless such modifications, additions, or deletions were
performed by Avaya. End User agrees to indemnify and hold
harmless Avaya, Avaya's agents, servants and employees
against all claims,

lawsuits, demands and judgments arising out of, or in
connection with, subsequent modifications, additions or
deletions to this documentation, to the extent made by End
User.

Link disclaimer

Avaya is not responsible for the contents or reliability of any
linked websites referenced within this site or documentation
provided by Avaya. Avaya is not responsible for the
accuracy of any information, statement or content provided
on these sites and does not necessarily endorse the
products, services, or information described or offered within
them. Avaya does not guarantee that these links will work all
the time and has no control over the availability of the linked
pages.

Warranty

Avaya provides a limited warranty on its hardware and
Software (“Product(s)”). Refer to your sales agreement to
establish the terms of the limited warranty. In addition,
Avaya’s standard warranty language, as well as information
regarding support for this Product while under warranty is
available to Avaya customers and other parties through the
Avaya Support website:

http://support.avaya.com

Please note that if you acquired the Product(s) from an
authorized Avaya reseller outside of the United States and
Canada, the warranty is provided to you by said Avaya
reseller and not by Avaya. “Software” means computer
programs in object code, provided by Avaya or an Avaya
Channel Partner, whether as stand-alone products or pre-
installed on hardware products, and any upgrades, updates,
bug fixes, or modified versions thereto.

Licenses

THE SOFTWARE LICENSE TERMS AVAILABLE ON THE
AVAYA WEBSITE, HTTP://SUPPORT.AVAYA.COM/

LICENSEINFO ARE APPLICABLE TO ANYONE WHO
DOWNLOADS, USES AND/OR INSTALLS AVAYA
SOFTWARE, PURCHASED FROM AVAYA INC., ANY
AVAYA AFFILIATE, OR AN AUTHORIZED AVAYA
RESELLER (AS APPLICABLE) UNDER A COMMERCIAL
AGREEMENT WITH AVAYA OR AN AUTHORIZED AVAYA
RESELLER. UNLESS OTHERWISE AGREED TO BY
AVAYA IN WRITING, AVAYA DOES NOT EXTEND THIS
LICENSE IF THE SOFTWARE WAS OBTAINED FROM
ANYONE OTHER THAN AVAYA, AN AVAYA AFFILIATE OR
AN AVAYA AUTHORIZED RESELLER; AVAYA RESERVES
THE RIGHT TO TAKE LEGAL ACTION AGAINST YOU
AND ANYONE ELSE USING OR SELLING THE
SOFTWARE WITHOUT A LICENSE. BY INSTALLING,
DOWNLOADING OR USING THE SOFTWARE, OR
AUTHORIZING OTHERS TO DO SO, YOU, ON BEHALF
OF YOURSELF AND THE ENTITY FOR WHOM YOU ARE
INSTALLING, DOWNLOADING OR USING THE
SOFTWARE (HEREINAFTER REFERRED TO
INTERCHANGEABLY AS “YOU” AND “END USER”),
AGREE TO THESE TERMS AND CONDITIONS AND
CREATE A BINDING CONTRACT BETWEEN YOU AND
AVAYA INC. OR THE APPLICABLE AVAYA AFFILIATE (
“AVAYA”).

Heritage Nortel Software

“Heritage Nortel Software” means the software that was
acquired by Avaya as part of its purchase of the Nortel
Enterprise Solutions Business in December 2009. The
Heritage Nortel Software currently available for license from
Avaya is the software contained within the list of Heritage
Nortel Products located at http://support.avaya.com/
licenseinfo under the link “Heritage Nortel Products”. For
Heritage Nortel Software, Avaya grants Customer a license
to use Heritage Nortel Software provided hereunder solely to
the extent of the authorized activation or authorized usage
level, solely for the purpose specified in the Documentation,
and solely as embedded in, for execution on, or (in the event
the applicable Documentation permits installation on non-
Avaya equipment) for communication with Avaya
equipment. Charges for Heritage Nortel Software may be
based on extent of activation or use authorized as specified
in an order or invoice.

Copyright

Except where expressly stated otherwise, no use should be
made of materials on this site, the Documentation, Software,
or hardware provided by Avaya. All content on this site, the
documentation and the Product provided by Avaya including
the selection, arrangement and design of the content is
owned either by Avaya or its licensors and is protected by
copyright and other intellectual property laws including the
sui generis rights relating to the protection of databases. You
may not modify, copy, reproduce, republish, upload, post,
transmit or distribute in any way any content, in whole or in
part, including any code and software unless expressly
authorized by Avaya. Unauthorized reproduction,
transmission, dissemination, storage, and or use without the
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express written consent of Avaya can be a criminal, as well
as a civil offense under the applicable law.

Third-party components

“Third Party Components” mean certain software programs
or portions thereof included in the Software that may contain
software (including open source software) distributed under
third party agreements (“Third Party Components”), which
contain terms regarding the rights to use certain portions of
the Software (“Third Party Terms”). Information regarding
distributed Linux OS source code (for those Products that
have distributed Linux OS source code) and identifying the
copyright holders of the Third Party Components and the
Third Party Terms that apply is available in the
Documentation or on Avaya’s website at: http://
support.avaya.com/Copyright. You agree to the Third Party
Terms for any such Third Party Components.

Note to Service Provider

The Product may use Third Party Components that have
Third Party Terms that do not allow hosting and may need to
be independently licensed for such purpose.

Preventing Toll Fraud

“Toll Fraud” is the unauthorized use of your
telecommunications system by an unauthorized party (for
example, a person who is not a corporate employee, agent,
subcontractor, or is not working on your company's behalf).
Be aware that there can be a risk of Toll Fraud associated
with your system and that, if Toll Fraud occurs, it can result
in substantial additional charges for your
telecommunications services.

Avaya Toll Fraud intervention

If you suspect that you are being victimized by Toll Fraud
and you need technical assistance or support, call Technical
Service Center Toll Fraud Intervention Hotline at +1-800-
643-2353 for the United States and Canada. For additional
support telephone numbers, see the Avaya Support website:
http://support.avaya.com.Suspected security vulnerabilities
with Avaya products should be reported to Avaya by sending
mail to: securityalerts@avaya.com.

Trademarks

The trademarks, logos and service marks (“Marks”)
displayed in this site, the Documentation and Product(s)
provided by Avaya are the registered or unregistered Marks
of Avaya, its affiliates, or other third parties. Users are not
permitted to use such Marks without prior written consent
from Avaya or such third party which may own the Mark.
Nothing contained in this site, the Documentation and
Product(s) should be construed as granting, by implication,
estoppel, or otherwise, any license or right in and to the
Marks without the express written permission of Avaya or
the applicable third party.

Avaya is a registered trademark of Avaya Inc.

All non-Avaya trademarks are the property of their
respective owners, and “Linux” is a registered trademark of
Linus Torvalds.

Downloading documents
For the most current versions of documentation, see the
Avaya Support website:

http://support.avaya.com

Contact Avaya Support

See the Avaya Support website: http://support.avaya.com
for product notices and articles, or to report a problem with
your Avaya product.

For a list of support telephone numbers and contact
addresses, go to the Avaya Support website: http://
support.avaya.com, scroll to the bottom of the page, and
select Contact Avaya Support.
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New in this release

Features

Thefollowing sections describe new features or hardwarefor AvayaCS 1000

Release 7.6.

Revision History

March 2013

April 2012

March 2012

November 2011

August 2011

Standard 06.01. This document is up-issued to support Communication
Server 1000 Release 7.6.

Standard 05.08. This document is up-issued to include information about the
surge-suppression cable for certain trunk cards.

Standard 05.07. This document is up-issued to include cabling diagrams for
Gateway Controller cards, MGC cards and CP MG cards.

Standard 05.06. This document is up-issued to include updates to Compact
Flash supported media sizes and to remove legacy content that is no longer
applicable to or supported by Communication Server 1000 systems.

Standard 05.05. This document is up-issued to support Communication
Server 1000 Release 7.5. Some of the proceduresin the Configuring the
Avaya Communication Server 1000E Call Server section were converted to
tables.
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New in this release

May 2011

May 2011

March 2011

November 2010

June 2010

June 2010

October 2009

September 2009

June 2009

May 2009

Standard 05.04. This document is up-issued to include an update to the
readiness checklist.

Standard 05.03. This document is up-issued to include an update to the
Configuring the Gateway Controller procedure.

Standard 05.02. This document is published to support Communication
Server 1000 Release 7.5.

Standard 05.01. This document is published to support Communication
Server 1000 Release 7.5.

Standard 04.02. Thisdocument i s up-issued to update the CS 1000E task flow
graphic and to include CP PM version 2 content.

Standard 04.01. This document isissued to support Communication Server
1000 Release 7.0.

Standard 03.05. This document is up-issued to support the Media Gateway
Extended Peripheral Equipment Controller (MG XPEC) card.

Standard 03.04. This document is up-issued to support the Media Gateway
1010.

Standard 03.03. Thisdocument is up-issued for Communication Server 1000
Release 6.0.

Standard 03.02. Thisdocument is up-issued for Communication Server 1000
Release 6.0.
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May 2009

February 2008

December 2007

June 2007

June 2007

May 2007

May 2007

July 2006

August 2005

September 2004

Standard 03.01. Thisdocument is up-issued for Communication Server 1000
Release 6.0.

Standard 02.02. This document is up-issued for Communication Server 1000
Release 5.5.

Standard 02.01. This document is up-issued for Communication Server 1000
Release 5.5.

Standard 01.04. This document is up-issued with corrections from CR
Q001650800 and Q001662089-01.

Standard 01.03. This document is up-issued with corrections from CR
Q001646756.

Standard 01.02. This document is up-issued with corrections from CR
Q001646756.

Standard 01.01. Thisdocument is up-issued for Communication Server 1000
Release 5.0. This document containsinformation previously contained in the
following legacy document, now retired: Communication Server 1000E:
Installation and Configuration (553-3041-210).

Standard 3.00. This document is up-issued with corrections from CR
Q001324850.

Standard 2.00. This document is issued for Communication Server 1000
Release 4.5.

Standard 1.00. This document is issued for Communication Server 1000
Release 4.5.
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Customer service

Visit the AvayaWeb site to access the compl ete range of servicesand support
that Avaya provides. Go to www.avaya.com or go to one of the pages listed
in the following sections.

Navigation
e “Getting technical documentation” on page 29
e “Getting product training” on page 29
e “Getting help from adistributor or reseller” on page 29
e “Getting technical support from the Avaya Web site” on page 30

Getting technical documentation

To download and print selected technical publications and release notes
directly from the Internet, go to www.avaya.com/support.

Getting product training

Ongoing product training is available. For more information or to register,
you can access the Web site at www.avaya.com/support. From this Web site,
you can locate the Training contacts link on the left-hand navigation pane.

Getting help from a distributor or reseller

If you purchased a service contract for your Avaya product from adistributor
or authorized reseller, contact the technical support staff for that distributor
or reseller for assistance.
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Getting technical support from the Avaya Web site

The easiest and most effective way to get technical support for Avaya
productsis from the Avaya Technical Support Web site at www.avaya.com/
support.
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System information

Subject

This document is a global document. Contact your system supplier or your
Avaya representative to verify that the hardware and software described are
supported in your area.

This document providesthe information necessary to install and configure an
Avaya Communication Server 1000E system.

WARNING

Before an Avaya CS 1000E system can be installed, a
network assessment must be performed and the network
must be VolP-ready.

If the minimum VolP network requirements are not met,
the system will not operate properly.

For information on the minimum VolP network
requirements and converging a data network with VolP,
refer to Avaya Converging the Data Network with VolP
(NN43001-260).

Note on legacy products and releases

This publication contains information about systems, components, and

features that are compatible with Communication Server 1000 Release 7.6

software. For more information on legacy products and releases, click the
Documentation link under Support on the Avaya home page:

Www.avaya.com
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Applicable systems

This document applies to the Communication Server 1000E (Avaya
Communication Server 1000E) system.

Intended audience

This document isintended for individuals who install and configure new
Communication Server 1000E systems.

Note: When installing software, memory upgrades may be required on
the Signaling Server, the Call Server, or both.

Conventions
In this document, the CS 1000E system isreferred to generically as system.

The following hardware is referred to generically as Media Gateway:

* MediaGateway Chassis (NTDK91) and Expander chassis (NTDK92)
* MediaGateway Cabinet (NTAK11)

¢ MG 1000E Chassis (NTDU14) and Expander chassis (NTDU15)

¢ MG 1010 Chassis (NTC310)

e IPE module (NT8D37) with MG XPEC card (NTDW20)

The following cards are referred to generically as Gateway Controller:

* MediaGateway Controller (MGC) card (NTDW®60 or NTDW98)

e Common Processor Media Gateway (CP MG) card (NTDW56 or
NTDW59)

* MediaGateway Extended Peripheral Equipment Controller (MG XPEC)
card (NTDW20)

In thisdocument the following hardware platforms arereferred to generically
as Server.
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e Call Processor Pentium IV (CP PIV)
e Common Processor Pentium Mobile (CP PM)
e Common Processor Media Gateway (CP MG)
e Common Processor Dual Core (CP DC)
e Commercia off-the-shelf (COTS) servers

— IBM x306m server (COTSL)

— HPDL320 G4 server (COTSL)

— IBM x3350 server (COTS2)

— Dell R300 server (COTS?)

Inthisdocument, the genericterm COTSrefersto all COTSservers. Theterm
COTS1 or COTS2 refers to the specific serversin the preceding list.

The following table shows CS 1000 supported roles for common hardware

platforms.

Table 1

Hardware platform supported roles
Hardware VxWorks Gateway
platforms Server Linux Server Co-res CS and SS Controller
CP PIV yes no no no
CP PM yes no yes no
CP DC no yes yes no
CP MG no yes (see note) yes (see note) yes (see note)
MGC no no no yes
MG XPEC no no no yes
COTS1 no yes no no
COTS2 no yes yes no
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Note: The CP MG card functions as the Co-resident Call Server and
Signaling Server, and the Gateway Controller while occupying Slot 0in
aMedia Gateway.

Related information

This section lists information sources that relate to this document.

Publications
The following publications are referenced in this document:
»  Avaya Converging the Data Network with Vol P (NN43001-260)

e Avaya|SDN Primary Rate Interface: Installation and Configuration
(NN43001-301)

e Avaya Circuit Card: Description and Installation (NN43001-311)

e Avaya Communication Server 1000E: Planning and Engineering
(NN43041-220)

» Avaya |IP Peer Networking Installation and Commissioning
(NN43001-313)

» Avaya Sgnaling Server |P Line Applications Fundamentals
(NN43001-125)

» Avaya |SDN Basic Rate Interface: Installation and Configuration
(NN43001-318)

»  Avaya Features and Services (NN43001-106)
»  Avaya Software Input/Output: Administration (NN43001-611)
» Avaya Element Manager: System Administration (NN43001-632)

¢ Avaya Sgnaling Server IP Line Applications Fundamentals
(NN43001-125)

e Avaya Telephones and Consoles: Description, Installation, and
Operation (NN43001-567)

e Avaya |IP Phones: Description, Installation, and Operation
(NN43001-368)

¢ Avaya Software Input/Output: Maintenance (NN43001-711)
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*  Avaya Communication Server 1000E: Maintenance (NN43041-700)
* Avaya |SDN Primary Rate Interface: Maintenance (NN43001-717)
» Avaya |SDN Basic Rate Interface: Maintenance (NN43001-718)

»  Avaya Co-resident Call Server and Sgnaling Server Fundamentals
(NN43001-509)

»  Avaya Linux Platform Base and Applications Installation and
Commissioning (NN43001-315)

»  Avaya Communication Server 1000M and Meridian 1 Large System
Upgrade NTPs (NN43021-458 to NN43021-474)

Other documentation

The following documentation is referenced in this document:

e Nordex BIX documentation

»  Krone documentation

Online

To access Avaya documentation online, click the Documentation link under
Support on the Avaya home page:

WWww.avaya.com

CD-ROM

To obtain Avaya documentation on CD-ROM, contact your Avaya customer
representative.
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Safety instructions

Contents

Introduction

This section contains information on the following topics:

INtroduction. . ... ... 37
Liftingsystemequipment . .......... ... 38
Handling circuitcards. . ... 38
Installingtelephones. . ........... 39
Usingtelephones. . ... ... 39

Safety issues associated with the installation of an Avaya Communication
Server 1000E (Avaya CS 1000E) are identified in this section. To avoid
personal injury and equipment damage, review the safety instructions before
handling the equipment.

WARNING

Failure to follow the safety instructions in this chapter
could result in personal injury.

CAUTION — Damage to Equipment

Failure to follow the safety instructions in this chapter
could result in damage to equipment.

Installation and Commissioning



Page 38 of 492  Safety instructions

Lifting system equipment

Care should be exercised when lifting system components. If necessary, get
assistance to lift acomponent or install acomponent in arack. The weight of
the system component can be found in the component profilesin “ System
components’ on page 47.

Before lifting or installing a component:

Ensure that the planned location and the route to that location are free of
obstacles and debris.

Determine the weight of the components (see component profilesin
“System components’ on page 47).

Get help with heavy components or components that are to be placed in
the upper section of arack.

Handling circuit cards

CAUTION WITH ESDS DEVICES

Static electricity can damage circuit cards. Wear an
antistatic wrist strap when handling circuit cards or their
components.

Follow these precautions when handling circuit cards:

1

Unpack or handle cards away from electric motors, transformers, or
similar machinery.

Handle cards by the edges only. Do not touch the contacts or
components.

Set cards on a protective antistatic bag. If an antistatic bag is not
available, hold the card or set it in acard slot unseated.

Store cards in protective packing.
Do not stack cards on top of each other unless they are packaged.

Wear a properly connected antistatic wrist strap when you work on the
equipment.

NN43041-310 Standard 06.01 March 2013




Safety instructions  Page 39 of 492

Installing telephones

Follow these safety instructions when installing telephone equipment:

Never install telephone wiring during alightning storm.

Never install atelephonejack inwet locationsunlessthejack isdesigned
for wet locations.

Never touch an uninsulated telephone wire or terminal unlessthe
telephone line is disconnected at the network interface.

Use caution when installing or modifying telephone lines.

Using telephones

These safety precautions areintended to reduce therisk of fire, electric shock,
and personal injury. Alwaysfollow these basic safety precautionswhen using
telephone equipment:

Follow all warnings and instructions marked on the product.

Before you clean atelephone, remove the plug from the wall outlet. Use
adamp cloth for cleaning. Do not use liquid cleaners or aerosol cleaners.

Do not use the telephone near water (for example, near atub or sink).

Do not place the telephone on a piece of furniture that is unstable. The
telephone can fall, causing serious damage to the telephone.

Slotsin the Media Gateway and the telephone are for ventilation. These
dotsprotect the equipment from overheating. Never block or cover these
slots.

Never block the openings on atelephone by placing it on asurfacelikea
bed, sofa, or rug. Never place atelephone near or over aradiator or heat
register. Do not placeit in abuilt-in installation, unless there is correct
ventilation.

Only operate atel ephone from the type of power source indicated on the
marking label. If you are not sure of the type of power supply, check with
your distributor.

Installation and Commissioning



Page 40 of 492

Safety instructions

Some equi pment has a three-wire grounding plug. Thistype of plug has
athird grounding pin. As a safety feature, the plug only fitsinto an
isolated ground outlet. If you cannot insert the plug completely into the
outlet, contact your electrician to replace the outlet.

Some equipment has a polarized line plug. Thistype of plug has one
blade wider than the other. As a safety feature, this plug fitsinto the
power outlet one way. If you cannot insert the plug completely into the
outlet, try reversing the plug. If the plug still does not fit, contact your
electrician to replace the outlet.

Do not place objects on the power cord. Do not locate the product where
persons can wak on the plug.

Do not overload wall outlets and extension cords, asfire or electrica
shock can result.

Never push objects of any kind into the telephone through the slots. The
objects can come in contact with dangerous voltage points. Also, parts
can short out, causing therisk of fire or electrical shock.

Never spill liquid of any kind on the product.

To reduce therisk of electrical shock, do not disassemble atelephone
product.

Remove the telephone plug from the wall outlet and refer servicing to
qualified personnel if:

— the power supply cord or plug is damaged or worn
— liquid has spilled into the telephone

— the telephone has been exposed to rain or water

— the telephone has been dropped or damaged

— the product shows a distinct change in performance

— the telephone does not function correctly under normal
operating conditions

Avoid using atelephone (except atype without a cord) during an
electrical storm. Thereisaremote risk of electric shock from lightning.

Do not use the telephone to report a gas leak in the area of the leak.
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Installation summary

Contents

Introduction

This section contains information on the following topics:

INtroduction. . ... ...
Upgrade and New Install Wizards ............................
Communication Server 1000 task flow. .. ......................
Installation tasks . . ... .o e

4
42
42
45

WARNING

Before an Avaya Communication Server 1000E system
can be installed, a network assessment must be
performed and the network must be VolP-ready.

If the minimum VolP network requirements are not met,
the system will not operate properly.

For information on the minimum VolP network
requirements and converging a data network with VolP,
refer to Converging the Data Network with VolP
(NN43001-260).

Before undertaking the installation, review the chapter entitled “ Safety
instructions’ on page 37.
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See" System components’ on page 47 to review the profiles of thekey system
components. For information on the models of telephones compatible with
the Avaya Communication Server 1000E system, see “Installing and
configuring | P Phones’ on page 389.

Upgrade and New Install Wizards

The Upgrade and New Install Wizards, components of the Health Check
Tool, are introduced in Communication Server Release 7.6 to provide
guidance through the major steps of the upgrade and new installation
processes. The Health Check tool isaPC based GUI application availablefor
download from the Avaya Support portal.

The upgrade wizard does not change the installation programs of the various
system elements. It ssimply guides the user through each process by
identifying the required tasks and recommending best practices, such as
capturing critical pre-upgrade information.

The actual installation/upgrade tasks are performed manually under the
direction of the appropriate Wizard.

TheWizard providesthe user with an estimated completion timefor each task
and references to proper documentation and/or a best practices checklists.

For more information on the Upgrade and New Install Wizards, Avaya
Upgrades Guide (NN43001-408).

Communication Server 1000 task flow

This section provides a high-level task flow for the installation or upgrade of
a Communication Server 1000E High Availability system. The task flow
indicates the recommended sequence of eventsto follow when configuring a
system and provides the publication number that contains the detailed
procedures required for the task.

For more information refer to the following publications, which are
referenced in Figure 1 on page 44:
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Avaya Linux Platform Base and Applications Installation and
Commissioning (NN43001-315)

Avaya Communication Server 1000E Installation and Commissioning
(NN43041-310)

Avaya Communication Server 1000E Software Upgrade Procedures
(NN43041-458)
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Figure 1

Communication Server 1000E task flow
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Installation tasks

Table 2 lists the tasks involved with the installation of a Avaya
Communication Server 1000E system.

Table 2
List of required installation tasks (Part 1 of 2)

Task Go to page
Rack-mounting the components 131
Installing system grounds 147
Installing and connecting Avaya CS 1000E hardware 157
Installing software on the Avaya Communication 183
Server 1000E

Installing Signaling Server software 239
Configuring a terminal and SDI ports 307
Connecting an MRV LX8020S-102AC-R Terminal 293
Server

Logging in to Element Manager 248
Installing and configuring a 345

Voice Gateway Media Card

Installing the Main Distribution Frame 379
Configuring an IP telephony node 259
Installing Line cards and cross-connecting 433
telephones

Installing and configuring IP Phones 389
Installing and cross-connecting a trunk card 315
Installing and cross-connecting a 445

Power Fail Transfer Unit
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Table 2
List of required installation tasks (Part 2 of 2)

managing the Gatekeeper database

Task Go to page
Installing and cross-connecting 465

an external alarm from a PFTU

Basic system telephony configuration 459
Configuring IP Peer Networking and 471
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System components

Contents
This section contains information on the following topics:
INtroduction. . ... ... 47
Avaya Communication Server 1000E Servers................... 51
Readinesschecklist. .. ... 55
CS 1000E Gateway Controllers .. .......oiiiiiii e 57
MC32S Voice Gateway MediaCard. .. ........................ 59
MediaGateway ChassiS .. ...t 62
MediaGateway Expander. . ... 68
MediaGateway 1010 (MG 1010) . . ..o v v e e 71
Layer 2 Ethernet switch. . ......... ... o i 87
MRV Terminal Server. . ... 87
19-inChrack. . . 89
Systemcables . ... .. 89
Miscellaneous system components. . .. ... 92
Uninterruptible Power Supply. . .......c oo 92

Introduction

The Avaya Communication Server 1000E system supports various
configurations which can run on VxWorks or Linux Operating Systems. For
information about supported hardware platform roles, see Table 1:
“Hardware platform supported roles’ on page 33.
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Supported configurations

Communication Server 1000 Release 7.6 supports the following system
configurations:

Avaya CS 1000E Standard Availability (non redundant)
CS 1000E High Availahility (redundant)
CS 1000E Cabinet option

CS 1000E Co-resident Call Server and Signaling Server (Co-res CSand
SS)

CS 1000E TDM
CS 1000E High Scalability

CS 1000E Standard Availability (non redundant)

The Avaya Communication Server 1000E Standard Availability system
consists of the following components:

Call Server

Signaling Server

Voice Gateway Media Card (optional)
Gateway Controller with DSP resources
Media Gateway

Media Gateway Expander (optional)
Layer 2 Ethernet switch

MRV Terminal Server (optional)
System cables

Note: You must order the power cord specified for your region.

The system uses the following customer-supplied components:

Layer 2 Ethernet switch
19-inch rack
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»  Shielded straight thru Ethernet cables
*  Uninterruptible Power Supply (UPS)

CS 1000E High Availability (redundant)

The Avaya Communication Server 1000E High Availability system consists
of the following components:

e Dua CPPIV or CPPM Call Servers

e Dual Signaling Servers

»  Voice Gateway Media cards (optional)

»  Gateway Controller with DSP resources
* MediaGateway

* MediaGateway Expander (optional)

* Layer 2 Ethernet switch

e MRV Terminal Server (optional)

e System cables

Note: You must order the power cord specified for your region

The system uses the following customer-supplied components:
* Layer 2 Ethernet switch

*  19inchrack

»  Shielded straight thru Ethernet cables

*  Uninterruptible Power Supply (UPS)

CS 1000E Cabinet option

The Avaya Communication Server 1000E Cabinet system consists of the
following components:

e Singleor Dua Call Servers
e Singleor Dual Signaling Servers
» Voice Gateway Media cards (optional)
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»  Gateway Controller with DSP resources
* MediaGateway

* MediaGateway Expander (optional)

* Layer 2 Ethernet switch

* MRV Terminal Server (optional)

e  System cables

Note: You must order the power cord specified for your region

The system uses the following customer-supplied components:

* Layer 2 Ethernet switch

*  19-inchrack

»  Shielded straight thru Ethernet cables

*  Uninterruptible Power Supply (UPS)
Note: For al configurations, a COTS Signaling Server may be an
option.

CS 1000E Co-resident Call Server and Signaling Server

For information about the Co-resident Call Server and Signaling Server
configuration, see “ Co-resident Call Server and Signaling Server” on

page 95.

CS 1000E TDM

For information about the CS 1000E TDM configuration, see “TDM only
configuration” on page 58.

CS 1000E High Scalability

For information about the CS 1000E High Scalability system, see Avaya
Communication Server 1000E Planning and Engineering - High Scalability
Solutions (NN43041-221) and Avaya Communication Server 1000E High
Scalability Installation and Commissioning (NN43041-312).
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Avaya Communication Server 1000E Servers

Communication Server 1000E systems can be deployed on various hardware
platforms and in various configurations. Communication Server 1000
Release 7.6 supports the following Servers:
e Cadl Processor Pentium IV (CP PIV)
e Common Processor Pentium Mobile (CP PM)
e Common Processor Media Gateway (CP MG)
e Common Processor Dual Core (CP DC)
e Commercial off-the-shelf (COTS) servers
— IBM x306m server (COTSL)
— HPDL320 G4 server (COTSL)
— IBM x3350 server (COTS2)
— Dell R300 server (COTS2)
The CPPIV and CP PM server platforms support VxWorks-based Standard
Availahility, High Availability, and Cabinet configurations.

The CPPM, CPDC, and COTS server platforms support the stand-alone
Linux-based Signaling Server configuration.

The CPPM, CP MG, CPDC, and COTS2 server platforms support the
Linux-based Co-resident Call Server and Signaling Server (Co-res CS and
SS) configuration.

The Media Gateway Controller (MGC) card, and CP MG card Gateway
Controller platforms support the CS 1000E TDM configuration.

For more information about each type of Server hardware, see Avaya Circuit
Card: Description and Installation (NN43001-311).
Choosing the slot location for a Server card

A Media Gateway performs functions under the control of the CS 1000E
Server. In traditional CP PIV based CS 1000E systems, the Server isina
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separate Call Server chassis. The CP PM, CP MG, and CP DC server cards
occupy one of the slotsin a Media Gateway cabinet or chassis.

Note: COTS serversinstall in standard 19 inch racks.

Server cards connect to a Gateway Controller by Ethernet and therefore do
not require backplane connectivity (other than power and slot ID). The
following rules apply to the preferential placement of Server cardsin the
Media Gateway:

The Server cards cannot be placed in slot 0 of any Media Gateway. Slot
O isreserved for the Gateway Controller.

Note: The CP MG card functions as the Server and the Gateway
Controller while occupying Slot 0 in a Media Gateway.

A Server card can be placed in ot 1 and higher of a Media Gateway,
with the exception of slot 4inan NTDK91 Media Gateway Chassis. The
NTDK91 Media Gateway Chassis slot 4 is dedicated to the 48 port DLC
only.The MG 1010 provides slot 22 and 23 as dedicated Server card
slots.

If utilizing the Campus Redundancy High Availability (HA) Call Server
option, place thetwo CP PM cardsin separate Media Gatewaysto allow
for increased survivability. HA is not supported on a Co-resident Call
Server and Signaling Server system.

Figure 2 on page 53 shows an example of a CS 1000E CP PM based system
in aMedia Gateway Chassis.
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Figure 2
CS 1000E CP PM based system overview

CS 1000E CP PM based system

Media Gateway Media Gateway .. Slot4
—_— — Slot 3

CP PM SS
— hE Slot 1

Media Gateway MGC [ospoa|
_— Slot 4
Slot 3
Slot 2

20d CP PM CS (opmona

IP Phones / Clients MGC [osroa]
ﬁ ﬁ Slot 4
Slot 3
Media Gateway Slot 2

=~ _—oam CP PM CS
| — MEIC Eeves]

CP PM and CP DC Serial Data Interface (SDI)

The CPPM and CP DC serversfeature two standard RS232 DTE seria ports,
port 0 and port 1. These ports are accessible through a NTAK 19 cable that
attaches to the chassis or cabinet MDF port.

The TTY Settings are:

* Baud Rate: 9600
o Databhit: 8
e Stop hit: 1
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e Parity: None

*  Fow Control: None

CP PM card dip switch settings

The CP PM card used in aVxWorks-based Server configuration must have
switch S5 in position 1 to indicate that a Compact Flash (CF) card is used for
the Fixed Media Drive (FMD).

The CP PM card used in a Linux-based Server configuration must have
switch S5 in position 2 to indicate that a hard disk is used for the FMD.

Server keycode

Keycodefilesresidein/keycode directory and have different names (no name
restrictions) but the same extension * .ked’. The following feature packages
are required:

» 368 CPP_CNI CP Pentium Backplane for Intel Machine
* 402 SOFT_SWITCH

* 403IPMG
» 390 SBO Branch Office (Required only if CP PM isinstalled as Branch
Office)

* 410HIGH_AVAIL HighAvailability (Required only if installing system
as High Availability)
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Readiness checklist

Beforeinstalling a Server in aCommunication Server 1000 system, complete
the following checklist.

WARNING

Do not modify or use a supplied AC-power
cord if it is not the exact type required in the
region where the Signaling Server is installed
and used. Be sure to replace the cord with
the correct type.
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Table 3
Readiness checklist (Part 1 of 2)

Have you:

Read all safety instructions as appropriate for your Communication Server 1000 system?

Received all equipment and peripherals?

For COTS servers:

¢ installation accessories for rack-mounting the server

¢ AC-power cord

e a DTE-DTE null modem cable (supplied)

* Linux Signaling Server software DVD for COTS servers
For Server cards:

e (CP PM only) NTM427CBES6 - CP PM Signaling Server Linux Upgrade kit, which
includes:

— NTDW®6102ES5 - CP PM Signaling Server Hard Drive kit (Linux OS preloaded)
— NTM42703 - 2 GB Compact Flash (CF) with Linux software, 2 GB blank CF
— NTDW®6109E6 - 1 GB DDR SO-DIMM memory upgrade

¢ NTAK19ECESG - 2 port SDI Cable assembly kit (required for CP PM and CP DC)

« NTC325AAES6 - Serial port adapter kit (required for MG 1010 and CP MG)

e a DTE-DTE null modem cable (supplied)

Note: Save the packaging container and packing materials in case you must ship the
product.

Made sure the area meets all environmental requirements?

Checked for all power requirements?

Made sure the CP PM hardware meets all required specifications (see Appendix B for
required media and memory configuration, CP PM Version 1 [NTDW61AAES/BAES;
NTDW66AAES/ABES; NTDW99AAES/ABES] BIOS version 18 or higher)?

Checked for correct grounding facilities?
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Table 3
Readiness checklist (Part 2 of 2)

Have you:

Obtained the following:

e screwdrivers

e an ECOS 1023 POW-R-MATE or similar type of multimeter

« appropriate cable terminating tools

* acomputer (maintenance terminal) to connect directly to the Signaling Server, with:
— teletype terminal (ANSI-W emulation, serial port, 9600 bps)

— a Web browser for Element Manager (configure cache settings to check for new
Web pages

— every time the browser is invoked, and to empty the cache when the browser is
closed)

Prepared the network data as suggested in Avaya Converging the Data Network with
VolP (NN43001-260) or Avaya Communication Server 1000E Planning and Engineering
(NN43041-220), as appropriate for your Communication Server 1000 system?

Read all safety instructions in Avaya Communication Server 1000E Planning and
Engineering (NN43041-220), as appropriate for your Communication Server 1000
system?

CS 1000E Gateway Controllers

Each Media Gateway in a CS 1000E system requires a Gateway Controller.
The Gateway Controller provides controller functions and provides DSP
resources for the Media Gateway. Communication Server 1000 Release 7.6
supports the following Gateway Controllers

» MediaGateway Controller (MGC) card
»  Common Processor Media Gateway (CP MG) card

* MediaGateway Extended Peripheral Equipment Controller (MG XPEC)
card
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Gateway Controllers do not function as a Server, with the exception of the
CP MG card. The CP MG card provides Server and Gateway Controller
functionswhile occupying Slot 0inaMedia Gateway. All CS 1000E systems
require a Server to handle call processing requests.

For moreinformation about Gateway Controller hardware, see Avaya Circuit
Card: Description and Installation (NN43001-311).

The Small System Controller (SSC) card is no longer supported and must be
replaced with a supported Gateway Controller.

MGC card DSP daughterboards

Three optional Digital Signal Processor (DSP) daughterboards (DSP DB) are
available for the MGC Card.

«  NTDWS62 32-port DSP DB (DB-32)
«  NTDWS&4 96-port DSP DB (DB-96)
«  NTDW78 128-port DSP DB (DB-128)

The MGC card provides two expansion sites for DSP daughterboards. At
least one DSP daughterboard is required on each MGC card. The DSP
daughterboards provide DSP resources for connecting |P and TDM devices,
eliminating the need for installing V oice Gateway Media Cardsin the CS
1000E Media Gateways. However, Voice Gateway Media Cards are still
supported in CS 1000E.

TDM only configuration

Y ou can configure the MGC card or CP MG card as TDM only, eliminating
the need for external network switches. This allows the system to function as
astand alone TDM system with amaximum of three Media Gateway shelves.

The mgcsetup command ismodified in the MGC advanced parameters menu
allowing you to configure the Gateway Controller asaTDM only system that
does not require any external network gear. For more information about
mgcsetup, see Procedure 27: "Configuring the Gateway Controller
(mgcsetup)" on page 167.
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Figure 3 on page 59 shows MGC card TDM only cable connections. This
alows for a maximum of three Media Gateways to be connected using only
the MGC network ports. The CE, 1E and E ports form one VLAN with all
ports enabled at all times. The CT, 2T and T ports form another VLAN with
al ports enabled at al times. Dual homing is not supported in this
configuration.

By default the MGC layer 2 switch worksasin previousrel eases and supports

dual homing.
Figure 3
MGC TDM only connections
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Adding ELAN routes

Y ou can add routes to the ELAN on the Gateway Controller. The route
information is read from an XML configuration file retrieved from the Call
Server during registration. |P addresses in the list of routes are then added to
the ELAN. The XML fileis created on the Call Server by Element Manager.

MC32S Voice Gateway Media Card

The MC32Sis a 32-channel Voice Gateway Media Card that provides 32
Digita Signal Processor (DSP) portsto facilitate connectivity between IPand
TDM devices.
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Thismediacard replacesthe existing 32-port V oice Gateway MediaCard and
enables Secure Real Time Protocol (SRTP) to encrypt the IP media path to
and from all DSP channels on the MC32S. The MC32S also provides
improved echo performance over the existing media card.

Voice Gateway Media Card

The Voice Gateway MediaCard, described in Table 4 and shownin Figure 4,
connects an | P and circuit-switched device using Digital Signal Processors
(DSPs) for either line or trunk applications. The DSPs, enabled by a Voice
Gateway application, performs media transcoding between | P voice packets
and circuit-switched devices.

The Voice Gateway Media Card also provides echo cancellation and
compression/decompression of voice streams.

Table 4
Voice Gateway Media Card profile (Part 1 of 2)

Property Description
Product Code « NTDU41DA
Media Card 32 Port IP Line 3.1/Voice Gateway
« NTDU41DB
Media Card 8 Port IP Line 3.1/Voice Gateway
Power « Powered through a Media Gateway.
Cooling « Provided by the Media Gateway.
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Table 4
Voice Gateway Media Card profile (Part 2 of 2)

Property Description
Connectors ¢ The PC Card slot can be used to deliver software
(front) or for additional storage.

« The maintenance port provides access to the card
for OA&M purposes.

Connectors ¢ The Shielded 50-pin to Serial/ELAN/TLAN

(back) adapter provides connections to the card through
the connector labelled Card 1, Card 2, Card 3, or
Card 4 that corresponds to the card location.

Note: The software installation is performed from
the back port only. The initial boot messages are
available from the back port only.

e See Figure 61 on page 178.
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Figure 4
Voice Gateway Media Card

Maintenance
port

Media Gateway Chassis

The NTDU14 Media Gateway Chassisis shown in Figure 5 on page 63 and
Figure 6 on page 64.
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Figure 5
Front of the Media Gateway

i J
Power status
DIP switch indicators
settings

i
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Figure 6
Connectors at the back of the Media Gateway Chassis
Universal AC power | Call Server to Media Gateway link |
cord connector

| Port 2 | | Dect Connector |CE-MUX |

NN43041-310 Standard 06.01 March 2013



System components  Page 65 of 492

Figure 7
25-pair Cable Connectors on the Media Gateway Chassis

CAUTION — Damage to Equipment

Do not block equipment ventilation openings.

Table 5
Media Gateway Chassis profile (Part 1 of 3)
Property Description
Product Code *« NTDU14
Height ¢ lessthan5U (1 U =1 3/4 inch or 4.4 cm)
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Table 5

Media Gateway Chassis profile (Part 2 of 3)

Property

Description

Power

« Power status indicator (Avaya logo) is located on
the unit faceplate.

* Power cord connector is located on the right rear
when viewed from the front.

* Power On/Off switch is located behind the
faceplate. See Figure 5 on page 63.

« Power supplies are factory installed and not
customer replaceable.

e Unitis AC powered (100-240 VAC); DC is not
supported.

Cooling

« Forced air cooling with side-to-side air flow.

« The fans are temperature controlled. The fans run
at a reduced speed at room temperature.

« Ensure that equipment ventilation openings are
not blocked.

Card slots

» Four usable universal card slots: 1 to 4.
* Slot 0 is reserved for the MGC.
e Slots 1 to 4 support:
— CP PM Call Server card (maximum four)
— CP PM Signaling Server card (maximum four)
— Digital Line cards (maximum four)
— Analog Line cards (maximum four)
— Analog Trunk cards (maximum four)
— Digital Trunk cards (maximum four)
— Media Cards (maximum four)

— Application cards (maximum four)
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Table 5

Media Gateway Chassis profile (Part 3 of 3)

Property

Description

Connectors
(rear)

The 25-pair cable connectors at the back panel
(see Figure 6 on page 64) provide access to the
cross-connect terminal (Main Distribution Frame).

The AUX port (see Figure 6 on page 64) connects
a Power Failure Transfer Unit (PFTU) to the
Media Gateway.

The Attachment Unit Interface (AUI) (see Figure 6
on page 64) is used with earlier version SSC
which require a Media Access Unit (MAU).

The SDI connector (see Figure 6 on page 64) in
the Media Gateway provides an interface for a
three-port SDI cable. For MG 1000E this cable is
not used unless maintenance access using TTYO
is desired.

The DS-30X and CE-MUX cables (see Figure 6
on page 64) connect the Media Gateway to the
Media Gateway Expander.

DIP switches

DIP switches are available to set the ringing
voltages, ringing frequencies, and message
waiting voltages. See Figure 5 on page 63.
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Media Gateway Expander

Figure 8 on page 68 shows the Media Gateway Expander and Table 6 on
page 68 describes the expander.

Figure 8
Media Gateway Expander

O

Slot 10
Slot 97

Slot 84

Slot 7 {5 553-CSE9032
Table 6
Media Gateway Expander profile (Part 1 of 3)

Property Description

Order Code  NTDU15

Height e lessthan5U (1 U =1 3/4 inch or 4.4 cm)
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Table 6

Media Gateway Expander profile (Part 2 of 3)

Property Description
Power « Power status indicator (Avaya logo) is located on
the unit’s faceplate.
» Power cord connector is located on the right rear
when viewed from the front.
« Power On/Off switch is located behind the
faceplate. See Figure 5 on page 63.
« Power supplies are factory installed and not
customer replaceable.
¢ Unitis AC powered (100-240 VAC); DC is not
supported.
Cooling « Forced air cooling with side-to-side air flow.

The fans are temperature controlled. The fans run
at a reduced speed at room temperature.

Ensure that equipment ventilation openings are
not blocked.
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Table 6

Media Gateway Expander profile (Part 3 of 3)

Property

Description

Card slots

¢ Four usable universal card slots: 7 to 10. See
Figure 8 on page 68.

« Logical slots 5 and 6 are not supported.
e Slots 7 to 10 support:
— CP PM Call Server card (maximum four)
— CP PM Signaling Server card (maximum four)
— Analog Trunk cards (maximum four)
— Analog Line cards (maximum four)
— Digital Line cards (maximum four)
— Media Cards (maximum four)

— Application cards (maximum four)

Connectors
(rear)

e The 25-pair cable connectors at the back of the
unit (see Figure 9 on page 71) provide access to
the cross-connect terminal (Main Distribution
Frame). A Shielded 50-pin to Serial/ELAN/TLAN
adapter can also be used.

e The AUX port connects a Power Failure Transfer
Unit (PFTU).

e The DS-30X and CE-MUX cables connect the
Media Gateway to the Media Gateway Expander.

Note: These cables are uni-directional cables with a
ferrite bead at one end that needs to be terminated
on the expansion cabinet end.
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Figure 9
Connectors at the back of the Media Gateway Expander

Universal AC power | DS-30X | |CE-MUX|

cord connector LY

25-pair
connectors

Media Gateway 1010 (MG 1010)

TheMediaGateway 1010 (MG 1010) isarack mount MediaGateway chassis
that provides alarger amount of card slots than a Media Gateway Chassis
with MediaGateway Expander. The CS 1000E Call Server can connectto and
control a maximum of 50 MG 1010s. Each MG 1010 provides a dedicated
Gateway Controller dot, two dedicated Server card slots, and ten slotsfor IPE
cards.

The MG 1010 isasingle chassisthat can provide more processing power and
card capacity than a MG 1000E with Media Gateway Expander.
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Physical description

The following sections describe the front and rear components of the
MG 1010 (NTC310).

Front components

Figure 10 on page 73 showsthe Media Gateway 1010 without the front cover.
Note the following features:

Ten |PE card slots
Two Server card dots
One Gateway Controller card slot

One Media Gateway Utility (MGU) card provides LED status, ringing,
message waiting voltage, dual homing Ethernet cable ports, and serial
cable ports

Eight RJ45 Ethernet ports on front right side for cable management.
Ports interface with rear 1/0O panel

One metal divider in chassis to separate MGU card, Server card, and
Gateway Controller cards from the | PE cards.

Ethernet coupler.
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Figure 10

MG 1010 front components

MGC serialpoit 1

MIGC serial port #£2

MG serialpodt £3

RIGC Enet podt #1

RIGC Enet podt £2

CP#1 senal port #1

CPE1 senal port #2

CPE2 senal port #1

CPE2 senal port #2

WG
glot 21

CPEZ
slot 23

MGE
slot 01

Eibemet conpler

Figure 11 on page 74 shows the MG 1010 with the front cover. Note the

following:

*  Window to view LED status of al cards, fans, and power supplies

»  Decorative cover provides additional EMC shielding

»  Two locking latchesin top corners of front cover
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Figure 11
MG 1010 front cover

Serial port connectivity

NTDW99 CPPM cardsand NTDW53 CP DC cardsin MG 1010 slots 22 and
23 use the MGU faceplate ports, shielded CATS5 Ethernet cables (customer
supplied) and the NTC325AAEG6 seria cable kit.

NTDW53 CP DC cards, NTDW99 and NTDW61 CP PM cardsin aMedia
Gateway Chassis, or MG 1010 slots 1-10 use the NTAK 19EC 2-port SDI
cable.

The NTC325AAES seria cable kit includes the N0211606 RJ45 to DB25
(male) adapter which is intended to connect the MG1010 to a DCE device
such as a modem, and two RM5 to DB9 (female) N0211605 adapters which
have an integrated null modem and are intended to connect the MG1010 to
DTE devices such as aterminal or PC serial port. A standard UTP Ethernet
cable of sufficient length must be supplied by the customer to connect the
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MGU to the appropriate adapter. Pin definitions and connection details are
provided for the DB25 adapter in Table 7 and for the DB9 adapter in
Figure 12 on page 76. The pinout for astandard DB9 RS-232 connector and
for the MGU faceplate serial portsislistedin Table 7 for reference.

Table 7
Pin definitions and connection details
N0211606 Standard
DB25 DB9serial D L
MGC SDI | MGCSDI | CP1&2 | modem | portpin es‘?”p“lon
1 2&3 SDI1&?2 (DCE) definition (signal
direction is
RJ45 | signal Signal Signal DB25 Pin | DB9Y Pin # from DTE
Pin # # perspective)
1 nc nc DSR 6 6 Data Set
Ready (in)
2 DCD nc DCD 8 1 Data Carrier
Detect (in)
3 12v nc DTR 20 4 Data
Terminal
Ready (out)
4 GND GND GND 7 5 Ground
5 RD RD RD 3 2 Received
Data (in)
6 TD TD TD 2 3 Transmitted
Data (out)
7 nc nc CTS 5 8 Clear To
Send (in)
8 12v nc RTS 4 7 Request To
Send (out)
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Figure 12
N0211605 DB9 Null Modem adapter (supplied in NTC325AAE6 cable kit)

=
m
@

View of BJ45 socket looking

into MG faceplate DGO [pin1)

1 RD (pin 2]

TD [pin 3)

DTR. (pin 4]

GND [ph 5]

DSF. [ph &)

Gateway Controller back Ethernet connections are MGU faceplate portsin a
MG 1010.

Figure 13 on page 77 shows the supported configuration for a Dual-homed
SA Call Server in an MG 1010 chassis.
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Figure 13
Dual-homed SA Call Server in an MG 1010

1. Dual-homed MGC blackplane TLAN and ELAN ports available on MGU.
2. Cable aperture in side of chassis.

3. Ethernet coupler. Use STP cables.

4. Partition for EMC/EMI.
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MGU DIP switch settings

See Table 8, Table 9 on page 78, and Table 10 on page 78 to set the MGU
DIP switch settings to set any one frequency, any one voltage level, and to
enable the ring generator.

Table 8
Frequency
SWITCH S1
FREQUENCY S1 3 S1 4
20Hz ON OFF
25Hz OFF ON
50Hz OFF OFF
Table 9
Voltage
SWITCH S1
VOLTAGE S1.5 S1.6 S1 7
70V OFF OFF OFF
75V ON OFF OFF
80V OFF ON OFF
86V OFF OFF ON
Table 10
Ringer enable
SWITCH S1
RINGER ENABLE S1 8
Ringer enable ON
Ringer disable OFF
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Set the -150 switch to be -120 and -150 based on Table 11, Table 12 on

page 79, and Table 13 on page 79.

Table 11
S2 UV_Protect

S2 UV_PROTECT

-120 OFF
-150 ON
Table 12

S4 OV_Protect

S4 OV_PROTECT

-120 ON

-150 OFF

Table 13
S3 Volt_Sel

S3VOLT_SEL

-120 OFF

-150 ON

International power supply DIP switch settings

See the following tables for international power supply DIP switch settings:
* Table14for Asic Pecific/CALA power supply DIP switch settings

e Table 15 on page 80 for European power supply DIP switch settings
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» Table 16 on page 81 for North American power supply DIP switch
settings

Table 14
Asic Pacific/CALA power supply DIP switch settings

Ring Frequency (Hz) Ringing Amplitude (Vrms) | Message waiting Lamp (VDC)
Switch Switch Switch
Setting 20 25 50 | Setting 70 75 80 86 | Setting -120 -150
S1.3 off
S1 4 on S2 on
S1 8 on S15 on S3 on
S1.6 off S4 off
S1.7 off
Table 15

European power supply DIP switch settings

Ring Frequency (Hz) Ringing Amplitude (Vrms) | Message waiting Lamp (VDC)
Switch Switch Switch
Setting 20 25 50 Setting 70 75 80 86 | Setting -120 -150
S1 3 off
S1 4 on S2 off
S1 8 on S15 on S3 off

S1.6 off S4 on

S1.7 off
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Table 16

North American power supply DIP switch settings

Ring Frequency (Hz)

Ringing Amplitude (Vrms)

Message waiting Lamp
(VDC)

Switch Switch Switch
Setting 20 25 50 | Setting 70 75 80 86 Setting -120 -150
S1 3 on
S1 4 off S2 off
S1.8 on S1.5 off S3 off
S1 6 off | S4 on
S17 on

Figure 14 on page 82 shows the dip switch settings on the board of the MGU.
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Figure 14
MGU dip switch settings

Rear components

Figure 15 on page 83 shows the rear components of the MG 1010. Note the
following:

»  Hot swappable redundant power supplies

» Hot swappablefansin aredundant N + 1 configuration for chassis
cooling

*  One DECT connector
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e OneAUX connector
e Ten MDF connectors

Figure 15
MG 1010 rear view

IMPORTANT!

If your MG1010 includes a cover over the Power Supply 2 connector,
remove the cover by loosening the two Phillips screws and sliding the
cover upwards. Once the cover is removed, tighten the two Phillips
screws again. See Figure 15 on page 83 and Figure 16 on page 85.
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MG1010 Rack Mount Kit

A 19-inch Rack Mount Kit (NTTK09AA) is available for mounting aMedia
Gateway 1010 chassis in a 19-inch rack. For more information, see
“Rack-mounting the components” on page 131.

Maintenance

NTC315 air filter

BecausetheMG1010isaforced air system, an air filter is mounted bel ow the
card cage. Thefilter is seal ed to the bottom of the card guidewhereit provides
an additional EMI attenuation barrier. See Figure 16 on page 85.
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Figure 16
MG 1010 air filter bottom mount

Installation screws
for second power
supply.

Y ou must perform aregular monthly inspection of the airfilter to avoid and
airflow issues which may cause overheating. Follow the stepsin Procedure 1

on page 86 to replace the air filter.
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Procedure 1

Replacing the NTC315 air filter

1 Insert a portion of the NTC315 air filter into the filter slot at the rear of the

chassis. See Figure 16 on page 85.

2 Withthe levers parallel to the side of the filter on both sides, insert the filter
straight into the chassis until the tips of the levers are approximately even

with the edge of the chassis, See Figure 16 on page 85.

3 Rotate the levers inward until they can be positioned behind and against

the edge of the lower bend of the opening.

Note: Do not rotate the levers inward until they are in this position.

Media Gateway 1000 Standard 19-inch Rack Mount Kit
A 19-inch Rack Mount Kit (NTTK09AA) is available for mounting aMedia

Gateway Chassis and Media Gateway Expander in a19-inch rack. Itis
described in Table 17 on page 86. For details on rack mounting a Media
Gateway Chassis and Media Gateway Expander, see “ Rack-mounting the
components’ on page 131.

Table 17
NTTKO9AA installation
Order Code Description Qty
P0904844 Left Rack Mount Bracket 1
P0904845 Right Rack Mount Bracket 1
P0906672 Left Shelf Mounting Bracket U/O 1
P097F813 Screw, .216- 24 X .500 STL 289A 8
P0719943 Sems, Ext Tooth Washer Pan Head, CR 4
TypelA, 0.164- 32 X
P0906671 Right Shelf Mounting Bracket U/O 1
P0719587 Sems, Ext Tooth Washer Pan Head, CR Type 4
1A, 0.138- 3
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Layer 2 Ethernet switch

TheLayer 2 Ethernet switch provides network connectivity for the ELAN and
TLAN subnets of a CS 1000E system. The Layer 2 Ethernet switch is
customer supplied, and must meet the Voice over IP (VolP) and Quality of
Service (QoS) requirements for your system. Avaya recommends the
Ethernet Routing Switch (ERS) portfolio of Layer 2 Ethernet switch
products.

MRV Terminal Server

The Termina Server, described in Table 18 on page 88, provides the
dedicated rlogin service used to establish serial connection between a Avaya
Communication Server 1000E and various serial devices. The IP-based
Terminal Server provides standard serial ports for applications that use a
serial port interface. These applications include billing systems that analyze
Call Detail Recording (CDR) records, Site Event Buffers (SEB) that track
fault conditions, and various legacy applications such as Property
Management System (PMS) interface and intercept Computer applications.
In addition, serial ports are used to connect maintenance terminals and
modems for support staff.

The Termina Server is configured to automatically log in to the active Core
CP PM Call Server upon start-up. It always connects to the Active CPU IP
address.

The Avaya Communication Server 1000E can configure up to 16 seria ports
for applications within the configuration Data Block. Ports can be configured
by using:

* loginuserid of "PTYnn" —=TTY ports are specified where nnisthe PTY
port number configured for aparticular TTY withinLD 17.1f a"PTY nn"
userid isspecified and that port is busy because of another login, an error
message will be produced (on the maintenance consoles, in the report
log, or as SNMP aarms).

* no userid —the highest available PTY port number is selected

The Termina Server has the following attributes:

e support “rlogin” protocol on local access mode
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e support transparent, or binary mode, on “rlogin” connection

e support port speed up to 115kbps

e support auto rlogin connection and auto-retry after being disconnected
e support BOOTP

e support DHCP

»  rack mounted to a 19-inch rack

»  provide configurable username for each port

Table 18
MRV Terminal Server profile

Property Description

Product Model MRV LX8020S-102AC-R

Height ¢« 1U(1U=13/4inchor4.4cm)

Power « Power cord connectors located on the unit’s
backplane.

« Power supplies are factory installed and not
customer replaceable.

e Unitis dual AC powered (120 V AV @ 0.5 amps).

Cooling « Forced air cooling with side-to-side air flow.
e The fans run at a single speed.

« Ensure that equipment ventilation openings are

not blocked.

Card slots * None

Connectors « Twenty console ports for modular RJ-45
connectors

¢ One RJ-45 (10BaseT) network interface
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19-inch rack

All Avaya Communication Server 1000E system componentsare mounted in
a customer-supplied 19-inch rack. Ground the rack and equipment to the
NTDU6201 Ground Bar.

System cables

Table 19 on page 90 lists the cables required with the Avaya Communication
Server 1000E system.

The base marketing package NTHU53AA provides an NTRC17 crossover
cable to connect the HSP ports of the two core CP PM Call Servers. It aso
contains two MRV Terminal Server cables (NTDU6302) to connect from
COM port 1 of both core CP PM Call Serverstothe MRV Terminal Server.

Note: Order the proper power cord for your region.
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Table 19

Avaya Communication Server 1000E cables (Part 1 of 2)

100BaseT Connection

Cables &
Component Descriptions Cable Kits Accessories Quantity
Qty of 2 MRV Terminal Server cables for connecting NTDU6302 2
COM port 1 of the CP PM Call Server to the Terminal
Server
HS cross-over cable used to connect the two call NTRC17BA 1
processors for redundancy.
Media Gateway/Media Gateway Expander
Media Gateway cable kit NTDU25BA
PC Maintenance Cable for accessing media card from NTAG81CA 1
the faceplate
AUX cable for Power Failure Transfer if required NTAK1104 1
25 pin M-F adapter, can be used with the NTBK48AA A0601396 1
cable for interconnecting to TTY ports
25 pin F-F adapter, can be used with the NTBK48AA A0601397 1
cable for interconnecting to TTY ports
Wrist strap A0783105 1
25 pin F-F Null modem adapter, can be used with the A0378652
NTBK48AA cable for interconnecting to TTY ports
25 pin M-F Null modem adapter, can be used with the A0381016
NTBK48AA cable for interconnecting to TTY ports
Expansion cable kit NTDK89AA
Expansion cable to connect the Media Gateway NTDK95BB 2
DS-30 and CE-MUX to the Media Gateway Expander.
Disposable wrist strap A0783105 1
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Table 19
Avaya Communication Server 1000E cables (Part 2 of 2)

Cables &
Component Descriptions Cable Kits Accessories Quantity
Signaling Servers, Layer two switch (BS 470), Carrier CAT5 Cables
Cards, ELAN on Gateways
MRV Terminal Server
RJ45 to 9-pin female RS232, 25 feet long, for NTVWO01iX
connecting terminal equipment to the MRV Terminal
Server
Terminal server cable kit for interfacing with various NTDU6303
terminal ports (that is, Signaling Server, Layer 2
Switch or Gateway using BK48 cable)
MRV Terminal Server cable for connecting various NTDU6302 1
Terminal Equipment to the Terminal Server
9-pin male to 9-pin female Null Modem adapter for use N0007485 1
where connecting to DCE connections
25 to 9-pin male adapter to interface with NTBK48AA N0007488 1
cable if desired
Power cords
North American power Cord NTTK14AB
UK power cord NTTK18AB
Euro power cord NTTK16AB
ANZ power cord NTTK15AA
Swiss power cord NTTK17AB
Denmark power cord NTTK22AB
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Miscellaneous system components

Table 20 contains alist of miscellaneous items that can be used with the
Avaya Communication Server 1000E system installation.

Table 20
Miscellaneous components
Order Code Description Purpose
QUABA Power Failure To transfer trunk lines during a power failure
Transfer Unit
NTBK80BA Ground bar Ground Bar Meridian 1 Option 11C for same
room AC Cabinets (1 per system and 2 or more
cabinets)
NTDU6201 Ground bar Ground Bar/LRE - Large
NT6D5304 Ground bar Ground Bar/LRE - Small
NTAK92BA External Protection Protects up to four off-premises analog
Device (500/2500-type) telephones
NT1R20BA Extended Line card Connects up to eight off-premises analog
Off-Premises (500/2500-type) telephones
700502486 Surge-suppression Connects certain trunk cards to the CS 1000
cable system MDF 50-pin connector to prevent
transient voltages. For a list of cards requiring
this cable and for installation instructions, see
Avaya Circuit Card: Description and Installation
(NN43001-311).

Uninterruptible Power Supply

Use an Uninterruptible Power Supply (UPS) to provide a backup power
supply for the entire CS 1000E system.

A UPS provides a continuous AC power supply. Refer to Communication
Server 1000E: Planning and Engineering (NN43041-220) for calculating
power consumption requirements.
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Install the UPS unit according to the manufacturer’ s instructions.
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Co-resident Call Server and Signaling

Server

Contents
This chapter contains the following topics:
OV VI BV . . et e e e 95
Supported configurations . ............ . 96
Hardware. . . ... 99
Hardware. .. ... 99
Software applications ... ... 100
ElementManager . ... e 101

Overview

An Avaya Communication Server 1000 system consists of two major
functional components, a Call Server and a Signaling Server. These two
components have historically been running on separate Intel Pentium
processor-hased hardware platforms operating under the VxWorks Operating
System.

The Co-resident Call Server and Signaling Server (Co-res CS and SS) runs
the Call Server software, Signaling Server software, and System
Management software on one hardware platform running the Linux Base
Operating System. For Communication Server 1000 Release 7.6, the Co-res
CSand SSis supported on various hardware platforms, see Table 1:
“Hardware platform supported roles’ on page 33.
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The Co-res CS and SS provides a cost effective solution for Communication
Server 1000 system installations that do not require a high user capacity or
the need for a redundant Call Server.

Thischapter providesahighlevel overview only. For moreinformation about
Co-resident Call Server and Signaling Server, see Avaya Co-resident Call
Server and Sgnaling Server Fundamentals (NN43001-509).

Supported configurations

Y ou require aMedia Gateway, Gateway Controller, and Server to deploy the
Co-resident Call Server and Signaling Server in the following configurations:

Avaya Communication Server 1000E (Avaya CS 1000E)
Branch Office Media Gateway (MG 1000B)

Survivable Media Gateway (SMG)

Survivable SIP Media Gateway (SSMG)

Communication Server 1000E TDM (for details on the CS 1000E TDM
system, see Avaya Co-resident Call Server and Signaling Server
Fundamentals (NN43001-509).

Y ou can deploy a Co-res CS and SS as a Main Office, Branch Office, SMG
or SSMG.

For information about installing an SMG or SSMG, see Avaya
Communication Server 1000 System Redundancy Fundamentals
(NN43001-507).

For information about CS 1000E capacity limitations, see Avaya
Communication Server 1000E Planning and Engineering (NN43041-220)

Co-res CS and SS based CS 1000E system

Figure 17 on page 97 provides an example of a CS 1000E system with a
Co-resCSand SSinaMG 1000E chassis. Y ou can aso use an MG 1010,
chassis, cabinet, or a COTS2 server to deploy a Co-res CS and SS.
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Figure 17
CS 1000E Co-res and SS System
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For information on adding an optional second Signaling Server to a Co-res
CSand SS, see Avaya Linux Platform Base and Applications I nstallation and

Commissioning (NN43001-315).

Co-res CS and SS based Branch Office Media Gateway
Figure 18 on page 98 provides an example of a Co-res CS and SS based
Branch Office Media Gateway (MG 1000B) system.
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Figure 18: MG 1000E Co-res CS and SS system
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Communication Server 1000E TDM

Communication Server 1000 Release 7.6 supportsa TDM only version of the
CoRes CS and SS system. The CS 1000E TDM system has the following
capacity limitations:

e 800 combined TDM users (Traditional, DECT users, including installed
plus add-on)

e 5 MediaGateways

* 16 PRI cards

200 ACD Agents
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e 0IPPhones(no UNIStim, no SIP Line, no SIP DECT)
e 0Virtua Trunks

The CS 1000E TDM system does not support NRS.

High Availability (HA) support

Hardware

In CS 1000 Release 7.6, the Co-res CS and SS does not support an HA
configuration (dua corewith either Active or Inactiverole). For systemsthat
require HA configuration, you must deploy a VVxWorks-based
Communication Server 1000 system.

The Communication Server 1000 Release 7.6 Co-resident Call Server and
Signaling Server is supported on CP PM cards, CP MG cards, CP DC cards,
and COT S2 servers running the Linux Base Operating System.

The Co-res CS and SS can run on the CP PM hardware platform introduced
in Communication Server 1000 Release 5.0, however the software changes
from VxWorksto Linux, and a CP PM Linux upgrade kit is required.

The CP PM card requires BIOS version 18 or later and memory and mediaas
listed in Appendix B to support the Co-res CS and SS configuration.

Note: CPPM version2 (NTDW66CAES/E6; NTDW99CAES/EG) does
not require a BIOS update, or upgrade kit to support the Co-res CS and
SS configuration.

NTM427CBE6 CP PM upgrade kit

The NTM427CBE6 CP PM Linux Upgrade kit includes the following items:

e NTDWS6102E5 - CP PM Signaling Server Hard Drive kit (Linux OS
preloaded)

«  NTM42703 - 2 GB Compact Flash (CF) with Linux software
* 2GB blank CF card
» NTDW®6109E6 - 1 GB DDR SO-DIMM memory upgrade
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«  NTAKI9ECEG - CP PM Signaling Server 2 port SDI Cable assembly kit
e aDTE-DTE null modem cable (supplied)

CP PM Media Storage

The CP PM card for a Co-res CS and SSincludes an internal Fixed Media
Drive (FMD). Y ou must ensure switch S5 on the CP PM card isin position 2
to enable the system to boot from the hard drive FMD. Switch S5 in position
1 configures the CP PM card to boot from an internal Compact Flash (CF)
FMD.

The CP PM card supports two types of Removable Media Drives (RMD)

* CF card, supportstheinstallation of Linux Base and Linux applications

*  USB memory stick device, supports the installation of Linux
applications (cannot use to install Linux Base)

For more information about supported media for Linux-based Co-resident
Call Server and Signaling Server installations, see Avaya Linux Platform
Base and Applications Installation and Commissioning (NN43001-315).

CP MG, CP DC, and COTS2 media storage

The CP MG card, CP DC card, and COTS2 servers all contain an internal
Fixed Media Drive (FMD) pre-loaded with the Linux Base Operating
System.

The CP MG and CP DC support USB 2.0 storage devices as Removable
Media Drives (RMD). A bootable USB 2.0 storage device can be used to
install or patch the Linux Base Operating System. The COTS servers support
bootable DVD. CF cards are not supported as RMD on CP MG, CP DC or
COTS hardware.

Software applications

The Co-res CS and SS supports the following software applications

e Linux Cal Server
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* Line Telephony Proxy Server (LTPS)

*  Unicode Name Directory (UND)

e Signaling Server Gateway including H.323 Gateway and SIP Gateway
e SIPLine Gateway

» Failsafe SIP Proxy service, Gatekeeper

*  Persona Directory (PD)

*  Network Routing Service (NRS)

— You can configure the NRS as a Primary, however you can only
configure NRS as a Secondary if the Primary isalso running on aCo-res
CSand SS.

— The CP PM Co-res CS and SS does not support a Secondary or backup
NRSto acapacity higher than the Primary NRS dueto the small disk size
and low call rateson a CP PM Co-res CS and SS system.

*  Element Manager (EM)

*  Unified Communications Management (UCM) Primary security server
in limited deployment. For more information about UCM Primary
Security Server procedures, see Avaya Linux Platform Base and
Applications Installation and Commissioning (NN43001-315).

Element Manager

The Element Manager (EM) interface includes the configuration and
enabling of Signaling Server application services such as UNIStim, LTPS,
SIP Gateway, H.323 Gateway, and SIP Line.

For more information about EM, see Avaya Element Manager: System
Administration (NN43001-632).

Secure File Transfer Protocol

Secure Shell (SSH) Secure File Transfer Protocol (SFTP) isinstalled and
enabled on CS 1000 Release 7.6 systems by default. This secure protocol
replacesregular File Transfer Protocol (FTP) and other insecure datatransfer
protocols for several CS 1000 applications.
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SFTPisanetwork protocol that provides confidentiality and integrity to data
(such asfiles or commands) transmitted between an SFTP client and aserver.
In addition, SFTP allows a client and a server to authenticate each other. In
CS 1000 Release 7.6, a password is used by an SFTP server to authenticate
an SFTP client.

For detailed information on FTP and SFTP, see Avaya Security Management
(NN43001-604).

Joining and leaving the UCM security domain

The UCM Primary Security Server acts asthe RADIUS server from which
Communication Server 1000 devices obtain authentication and access control
parametersfor CLI access. The RADIUSrelated parametersare sent from the
UCM Primary Security Server to Communication Server 1000 devices using
SSH protocol.

When adevice joinsthe UCM security domain, a mutually-trusted SSH
channel is created.

Before the UCM primary server RSA public key is added to the authorized
key file, the fingerprint of the public key must be confirmed manually. This
verification prevents third-party intercepts.

Onceamutually trusted SSH tunnel has been established for thefirst time, the
UCM Primary Security Server can send SSH remote commandsto the device
using RSA public key-based authentication.

For detailed information, see Avaya Security Management (NN43001-604).
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Media Gateway Extended Peripheral
Equipment Controller (MG XPEC)

Contents

Introduction

This section provides information on the following topics:

Introduction. .. ... . e 103
Functional description. .. ........ .o 104
Network Connection and Dual Homing . ....................... 107
AddiNg ELANTOULES . . ..ot e 110
Installation and commissioNing. .. ........oviiiiiinii 110
MaiNteNanCe . . ... .ot 129
Element Manager . ...t 129

Y ou can convert Communication Server 1000M and Meridian 1 large system
NT8D37 | PE modulesinto Communication Server 1000E Media Gateways
with a Media Gateway Extended Peripheral Equipment Controller

(MG XPEC) card. The MG XPEC card provides a solution to migrate | PE
modules from aMeridian 1 TDM system, or an Avaya CS 1000M system to
an Avaya CS 1000E system. The MG XPEC card functions as a Gateway
Controller and converts one | PE module into two Media Gateway shelves
(IPMG type MGX) for usein a CS 1000E system.
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Functional description

System architecture

The MG XPEC is adouble wide, dual card Gateway Controller assembly
based on the MGC hardware. It is used to control line cardsin an NT8D37
IPE module. The MG XPEC features a motherboard and daughterboard
architecture. The two halves of the MG XPEC card act independently to
control separate Media Gateway shelves, providing the same hardware
functionality of an MGC.

There are no removable DSP daughterboards on the MG X PEC, however
each board of the dual card assembly is populated with 192 DSP resources
which are recognized by the software as MGC DSP daughterboards.
Therefore, from a software perspective, each board of the dual card assembly
features two high density MGC DSP daughterboards.

The MG XPEC can bethought of astwo separate MGC cards bolted together.
The left board (motherboard) controls the left half of the of the |PE module
and the right board (daughterboard) controlsthe right half of the |PE module.

Loadware

The MGC and MG XPEC run the same MGC loadware. A run time check
identifies which hardware platform the MGC loadware is running on,
controlling the flow of software appropriate for each platform. For more
information about upgrading loadware, see “L oadware upgrade” on

page 233.

If one half of the dual card assembly is not configured, the other configured
half functions normally.

The Call Server recognizesthe MG XPEC as two separate Media Gateway
loops, each with an IPM G loop type of MGX. The MG XPEC communicates
with the Call Server through the ELAN instead of the DS30Y TDM loops
used by the previous XPEC card.

Note: ThelPMG package must be enabled for the Call Server to accept
IP Media Gateway connections.
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Table 21

Table 21 on page 105 providesalist of loadware files used by both the MGC.

and MG XPEC.

Loadware files used by both MG XPEC and MGC

128-port DB.

Loadware
Name Description Notes
MGCCXX## | The CSP load which Same file as MGC with a run time check to
contains the Avaya codeto | determine if MGC or MG XPEC platform.
control the MGX during
normal operation.
MGCBXX## | This is the boot code. Same file as MGC with a run time check to
determine if MGC or MG XPEC platform.
MGCGXX## | The goldimage installedat | Same file as MGC with a run time check to
manufacturing. determine if MGC or MG XPEC platform.
MGCAXX## | This is the application file Same file as MGC with a run time check to
for special functionality. determine if MGC or MG XPEC platform.
MGCFEXX## | The FPGA load. Same file as MGC.
The internal FPGA files are different for the MGC
and MG XPEC. The install routine programs the
correct file into the FPGA based on platform.
MGCMXX## | Mindspeed load for the Same file as MGC no modifications.
Chagall.
DSP1XX## Mindspeed load for Same file as MGC no modifications.
96-port DB.
DSP2XX## Mindspeed load for Same file as MGC no modifications.
32-port DB.
DSP3XX## Mindspeed load for Same file as MGC no modifications
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Each half of the MG XPEC functionsidentically to the MGC, except where
stated below:

Each board of the dual card assembly controls eight slots of the IPE
module, for atotal of 16 slots. The MGC controls 10 slots. The
motherboard controlsthe 8 | PE slotsto the left of the MG XPEC and the
daughterboard controlsthe 8 | PE dlotsto theright of the MG X PEC. Card
slots are numbered from 0 to 7 for the motherboard and 0 to 7 for the
daughterboard. MGC card slots are numbered from 1 to 10.

CEMUX cards such as Digita Trunks are not supported in IPE modules
with MG XPEC cards. You can use CEMUX cardsin aMedia Gateway
cabinet or chassiswith aMGC card. The following | PE cards supported
by the NT8D01 XPEC card are not supported by the NTDW20

MG XPEC card.

— NT6D70 BRI SILC Voice/Circuit/Packet Data Lines
— NT6D71 BRI UILC Voice/Circuit/Packet Data Lines
— NT6D72 BRSC Basic Rait Concentrator

— NT7D16 Data Access Line Card

The Card LAN bus is shared between the motherboard and
daughterboard.

Thethird TTY on the MG XPEC motherboard is dedicated for support
of themaster XSM card (NT8D22AEES5). Thethird TTY isnot available
on the MG XPEC daughterboard. An XSM cable (NTDW26BAES) is
required to monitor XSM status.

The MG XPEC motherboard also provides arelay contact to replace the
Power Fail Transfer Unit (PFTU) contact in the XSM module located in
the base of the column.

The MG XPEC motherboard and daughterboard each provide 192 DSP
ports. The software detects the 192 DSP ports astwo 96 port MGC DSB
daughterboards. Logical cards slots 8 to13 are dedicated for the DSP
resources.

— carddots 8, 9, and 10 are dedicated for 96 port DSP
daughterboard 2

— carddots 11, 12 and 13 are dedicated for 96 port DSP
daughterboard 1
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*  The MG XPEC registersto the Call Server as an IPMG type of MGX.

Network Connection and Dual Homing

Each half of the MG XPEC card has four physical network connections, for
atotal of eight physical network faceplate connections. There are no physical
network back plane connections. Figure 19 on page 108 provides a view of
the MG XPEC faceplate.
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Figure 19
MG XPEC faceplate
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Each half of the MG XPEC must have its own network connections as well
asitsown set of |P addresses. To connect an MG XPEC for Dual Homing
each half requirestwo ELAN and two TLAN physical connectionsaswell as
one ELAN IP address and three TLAN IP addresses. Thisisatotal of four
ELAN physical connections, four TLAN physical connections, two ELAN IP
address and six TLAN IP addresses for each MG XPEC card. See Figure 20
on page 1009.
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The dual homing feature on the MG XPEC works identically to the MGC
except al four network connections are on the faceplate. Dual homing works
independently for each half of the MG XPEC. Network traffic isindependent
for each half of the dual card assembly. For example, Network traffic sent and
received on the motherboard is not seen by daughterboard.

If you do not require Dual Homing, then you only require onephysical ELAN
connection and one physical TLAN connection for each half of the dual card
assembly.

Figure 20
Connecting MG XPEC to the network
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Adding ELAN routes

Y ou can add routes to the ELAN on the MG XPEC card. The route
information is read from an XML configuration file retrieved from the Call
Server during registration. |P addresses in the list of routes are then added to
the ELAN. The XML isfile created on the Call Server by Element Manager.

Sincethetwo halves of the M G X PEC control separate MediaGateway |00ps,
you must configure separate routes on each half of the dual card assembly.

Installation and commissioning

The following tools are needed to modify the NT8D37 IPE module:

*  5mm /4" socket and ratchet
» largestraight slot screwdriver
» éectric screwdriver with PH1 Phillips bit and small straight slot bit

» sidecutting pliers

The following hardware is needed to install an MG XPEC card:
«  NTDW20AAE6 MG XPEC hardware pack
NTDW25AAES cablekit, which includes:

i. 2new /O Panels (Note: both are identical with labelling for
installation on the left hand side on one face and the right hand
side of the other face)

ii. 2NTDW26ABE6TTY cables

iii. 8 Cat-5e shield straight through ethernet cables (sufficient to
route all ethernet ports for dual-homing configuration)

iv. 12 RJ5 couplers
v. 1Card Slot label

« NTDW26BAE6 XSM (eXtended System Monitor) cable (only required
if MG XPEC is connected to an NT8D22AEES master XSM)
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Note: Yourequireonly one XSM cablefor each migrated Meridian 1 or
CS 1000M large system. Connect one MG XPEC motherboard to the
master X SM with the NTDW26BAE6 X SM cable to enable monitoring
of the XSM status. See “ Extended System Monitoring and Power Fail
Transfer” on page 118.

Installing the MG XPEC

Installing the MG XPEC involves the following procedures:

Installing the new /O panels (see Procedure 2 on page 112)
Cabling the MG XPEC motherboard (see Procedure 3 on page 113)
Cabling the MG X PEC daughterboard (Procedure 4 on page 115)
Installing the MG XPEC pack (see Procedure 5 on page 116)
Installing the new card dot label (see Procedure 6 on page 116)
Installing the Ethernet cables (see Procedure 7 on page 117)
(Optional) Installing the XSM cable (see Procedure 8 on page 121)

(Optional) Installing the Clock Reference cables (see Procedure 9 on
page 126)

9 Preparing the IPE module for configuration (see Procedure 10 on
page 127)

10 Configuring the MG XPEC card (see Procedure 11 on page 127)

o N o o B~ W N P
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Procedure 2
Installing the new I/O panels

1 Disconnect power to the IPE module.
« Ifthe module is powered by AC, turn off the AC breakers on the front
of the module.
e If the module is powered by DC, disconnect DC power from the
pedestal.
DANGER OF ELECTRIC SHOCK
You must disconnect power to the IPE module before
installing equipment.
Use caution when disconnecting AC or DC power.
Electric shock can occur.

2 Remove the middle access panel from the rear of the module.

3 Remove the DS30Y cables from rear backplane connectors, SLO-SL3, of
the controller slot and remove all DS30Y cables from the IPE module.

4 Unscrew the upper hex nut and lower screw from each MDF connector
(retain the hardware for reuse with the new panel).

5 Remove each MDF connector from the 1/O panel and mark with letter
corresponding to the 1/0 panel slot from which it was removed (A - H) to
aid reinstallation in the new panel.

6 Remove and retain the 8 screws that fasten the 1/O panel to the chassis.

7 Remove the I/O panel.

8 Install the new I/O panel (side labelled Right facing outwards) using the 8
screws.

9 Reinstall the MDF connectors to the appropriate slots in the new 1/O
panel.

10 Remove metal punch-outs from the four ethernet and two TTY openings
in the new 1/O panel.

11 Insert the RJ45 couplers into these openings.
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12 Repeat these steps to install the left side of the I/O panel (side labelled

Left facing outwards).

End of Procedure

Procedure 3
Cabling the MG XPEC motherboard

1

Align the P1 connector of one of the NTDW26ABE6 TTY Cables with
backplane connector SL1 (Note the orientation of the arrow labelled “UP”
on the P1 connector).

Insert P1 into the backplane connector of SL1.

Align J1 (labelled TTY-0) and J2 (labelled TTY-1) connectors of the
NTDW26ABES6 cable with the respective RJ45 couplers on the right hand
side I/O Panel (see Figure 21 on page 114) and insert cables.
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Figure 21
TTY cables

End of Procedure
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Procedure 4
Cabling the MG XPEC daughterboard

1 Repeat as for motherboard TTY connector but use the second
NTDW26ABES6 TTY cable to connect the backplane connector SL3 to the
left hand side I/O Panel (see Figure 22 on page 115).

Figure 22
Daughterboard connection

End of Procedure
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Procedure 5
Installing the MG XPEC pack

1 Removethe XPEC card from the controller slot.
2 Insert the MG XPEC card into the controller slot.

End of Procedure

Procedure 6
Installing the new card slot label

1 Remove the backing from the new Card Slot label to expose the adhesive.

2 Apply the new Card Slot label to the right hand side of the lower card
guide/rail, covering up existing markings for slots 8 through 15.

3 Align slot 0 of the new label with slot 8 of the existing marking (see
Figure 23 on page 116).

Figure 23
Slot card label
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End of Procedure
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Procedure 7
Installing the Ethernet cables

1
2
3

Remove the right hand side access cover from the front of the shelf.
Remove the left hand side access cover from the rear of the shelf.

Connect one of the supplied Cat-5e ethernet cables to the RJ45 coupler
(labelled “E™) on the right hand side of the I/O Panel (see Figure 24 on
page 118).

Route this cable through the left side access to the front of the shelf.

Connect this cable to the MG XPEC MB side faceplate port (also labelled
“E").

Repeat for MG XPEC MB “T".

Repeat the above connections for the MG XPEC DB “E” and “T” ports
using the left hand side I/O panel.

Note: If this is a dual-homing configuration, repeat the above
connections for the “1E” and “2T” ports of both MG XPEC MB and DB.
Route the MB connections to the right hand side rear I/O Panel and the
DB connections the left hand side rear 1/0O Panel.
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Figure 24

Ethernet connections (rear)
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End of Procedure

Extended System Monitoring and Power Fail Transfer

The CS 1000E Call Server can monitor the eXtended System Monitor (XSM)
status of thelarge system columns. The MG XPEC card can activate a Power
Fail Transfer (PFT) if alink to the Call Server islost, or if the MG XPEC card
reboots.

Y ou need the following equipment to enable X SM status monitoring:

MG XPEC card in an |PE module

Master XSM for MG XPEC (NT8D22AEE5)

XSM cable (NTDW26BAESG)

NT8D46AG cablein aMeridian 1 or CS 1000M core/net shelf

The following equipment is optional, but required to enable PFT features:
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PFT unit connected to the MDF field

Customer provided and modified Cat-5 cable for PFT

The NTDW26BAE6 XSM cable is shown in Figure 25 on page 119.
Figure 25
NTDW22BAE6 XSM cable
A
_;.x,f._
¥
i .
B> }
T : i !
W o &
.=
The NT8D46AG cableis shown in Figure 26 on page 120.
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Figure 26
NT8D46AG cable
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Procedure 8
Installing the XSM cable

1 Connect the P1 connection of the NTDW26BAE6 XSM cable to the SLO
connector on the backplane of the NT8D37 IPE module (see Figure 27 on
page 121).

Figure 27
NT8D37 IPE module SLO connector

2  Connect the J2 connection of the NTDW26BAE6 XSM cable to a RJ45
coupler in the 1/0 panel on the IPE module.

3 Route the NTDW26BAE6 XSM cable from the IPE module to the core/net
shelf which contains a NT8D46AG cable.

4  Disconnect the P3 connection on the NT8D46AG cable from the SDI card
in the core/net shelf (see Figure 28 on page 122).

Installation and Commissioning



Page 122 of 492  Media Gateway Extended Peripheral Equipment Controller (MG XPEC)

Figure 28
NT8D46AG cable P3 connector in core/net shelf

5 Connect the P3 connector on the NT8D46AG cable into the J1 connector
on the NTDW26BAE6 XSM cable.

6 Ensure the master XSM is NT8D22AEES5 to support the MG XPEC card,
see Figure 29 on page 123. Configure switches on master XSM to the
following to identify connection to a MG XPEC card:

— SW1-1 switch to OFF
— SW2-2 switch to ON

Also ensure the XSM switches are configured for master XSM.
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Figure 29
NT8D22AEES5 master XSM

Note: Running an older master XSM firmware (NT8D22AC/AD), or
failure to set the XSM switches properly causes the column top alarm LED
to light, and disables the IPE ring generator.

7 To enable PFT, connect two signals from the XSM cable J2 connector to
PFT signals LFBEN and LFBENR at the MDF field. A PFT wiring
schematic is shown in Figure 30 on page 125.

You must modify the Cat-5 cable to relay the following signals.

— J2.1=LFBEN
— J2.2=LFBENR
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You only need to modify the Cat-5 cable at the end connecting to the MDF
field. Connect the RJ45 connector on the Cat-5 cable to the J2 connector on

the IPE module 1/0 panel. Connect the modified end of the Cat-5 cable to the
MDF field connections for your PFT unit.
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Figure 30
MDF field PFT wiring to XSM
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PFT activates if the relay connection between LFBEN and LFBENR closes.
The PFT automatically activates if the MG XPEC link to the Call Server is lost,
or if the MG XPEC motherboard reboots.

End of Procedure

Clock reference

In configurationswith DECT spanning of multiple IPE modules (or with Call
Pilot MGATE cards), Clock Reference cables synchronize the backplane
TDM clocks of multiple MG XPECs.

Y ou do not require clock synchronization of multiple |PE modulesin normal
situations with DLC, ALC, or other ordinary peripherals.

Procedure 9
Installing the Clock Reference cables

1 Connect a customer provided Cat-5 or Cat-5e straight through cable to
the faceplate CLK-OUT port of the MG XPEC selected as clock master
(selected at random).

Note: Do not connect a cable to the CLK-IN port on the MG XPEC card
you selected as clock master.

2 Route this cable to the next MG XPEC in the clock chain.
3  Connect to the CLK-IN port of this MG XPEC.
4  Repeat this series of connections for all MG XPECs in the clock chain.

Note: A maximum of 4 MG XPECs may be chained. Avaya recommends
you to use Ethernet cables shorter than 5 meters for clock referencing.

End of Procedure

Final assembly and configuration

After performing the MG XPEC card installation procedures, perform the
following procedures to configure the MG XPEC card.
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Procedure 10
Preparing IPE module for configuration

After all equipment is installed:

1

2
3
4
5

Replace all covers removed during installation.

Connect all IPE MDF cables to I/O panel.

Connect all LAN cables to I/O panel.

Re-label MDF connections to match new loop and card assignments.

Route both TTYO cables to a local workstation to perform initial
configuration.

Re-connect AC or DC power to the IPE module.

End of Procedure

Procedure 11
Configuring the MG XPEC card

Note: You must perform the configuration procedure twice for an
MG XPEC card. You must individually configure the MG XPEC
motherboard and daughterboard with mgcsetup to fully configure an
MG XPEC card.

Connect one of thetwo TTY 0 serial cablesto alocal workstation.

Configure the local workstation terminal to 9660 baud 8-N-1 and VT-100
emulation.

Turn on power to IPE module. The first time the MG XPEC card boots, it
automatically enters the mgcsetup menu.

Enter the ELAN IP, gateway, subnet mask, and Call Server IP address
with mgcsetup. Y ou configure the MG XPEC card the same way as
configuring aMGC card, see “ Configuring the Gateway Controller
(mgcsetup)” on page 166.

Repeat steps 1 to 4. Use the other TTYO serial cable to configure the other
half of the MG XPEC card

End of Procedure
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Figure 31 on page 128 and Figure 32 on page 129 show an IPE shelf with

XPEC and MG XPEC installed.

Figure 31
IPE Shelf with XPEC Installed
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Figure 32
IPE Shelf with MG XPEC Installed
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Maintenance

For MG XPEC Overlay configuration information, see Communication
Server 1000E: Maintenance (NN43041-700).

Element Manager

Media Gateway display type

Element Manager displaysaMedia Gateway type of MGX for an MG XPEC.
See Figure 33 on page 130.
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For details on configuring an MGX type Media Gateway in Element
Manager, see “ Configuring the Media Gateway” on page 279.

Figure 33
MGX type in Element Manager
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Contents

Introduction

This section contains information on the following topics:

INtroduction. . ... ... 131
Liftingsystemcomponents. . ...t 132
Guidelines for component placementinarack. .................. 133
Rack-mounting a Media Gateway 1000, Media Gateway 1010, or

MediaGateway Expander. ... 134

All Avaya Communication Server 1000E system componentsareinstalledin
a customer-supplied, 19-inch rack. Also refer to the equipment layout plan
and card slot assignment plan for additional information.

Component air circulation is either from front to back or from side to side.
Therefore, components can be mounted immediately above or below an
installed component. The rack’s u pattern provides adequate clearance
between components. For example, a Media Gateway Expander could be
installed in the next 5u pattern of mounting holes below an aready installed
Media Gateway. The Media Gateway Expander would be approximately
1/4 in from the Media Gateway 1000.

Note: Inthe5u pattern, a“u” isequal to 1.75 in. and includesthree holes
spaced at 5/8in. + 5/8in. + 1/2in.
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Other data communications equipment can be installed in arack with Avaya
Communication Server 1000E system components.

IMPORTANT!

Ensure that the unit’'s power cord is appropriate for the area’s electrical
service. Do not modify or use the supplied AC power cord if it is not the
correct type.

This chapter contains the following procedures:

*  Procedure 12; "Removing the cover of aMedia Gateway or Media
Gateway Expander" on page 134

»  Procedure 13; "Rack-mounting a Media Gateway 1000 or Media
Gateway Expander" on page 136

»  Procedure 14: "Removing the cover of a Media Gateway 1010" on
page 140

*  Procedure 15: "Rack-mounting a Media Gateway 1010" on page 141

Lifting system components

Exercise care when lifting system components. If necessary, get assistanceto
lift acomponent or install componentsin arack. Table 22 on page 132 lists
examples of Avaya Communication Server 1000E system component
weight. Consult the manufacturer’ s documentation for the weight of other
components installed during the Avaya Communication Server 1000E
system installation.

Table 22
Approximate weight of Avaya Communication Server 1000E system
components (Part 1 of 2)

Component Lbs Kg

Media Gateway 1000
— without cards 26 12
— with 4 cards 30 13.5
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Table 22

Approximate weight of Avaya Communication Server 1000E system
components (Part 2 of 2)

Component Lbs Kg
Media Gateway Expander
— without cards 26 12
— with 4 cards 30 135
Media Gateway 1010
— with MGU only 58 26.5
— MGU and 1 power supply 66 30
— MGU and 2 power supplies 74 335
— MGU, 2 power supplies, 2 CP PM, 95 43
1 MGC, and 10 typical IPE cards)
Layer 2 Ethernet Switch - approximate 15 6.8
typical weight
MRV Terminal Server 11 5

Guidelines for component placement in a rack

When installing equipment, the Layer two switches should be in a central
location to alow for easy access of all LAN cabling. The Media Gateway
1000s, Media Gateway 1010s, and Media Gateway Expanders must be
mounted together vertically, and they must be powered from the same power
rail. Typical vertical power barsin equipment racks are rated at 15/20 amps
@ 120 volts. Ensure that the equipment load does not exceed the power bar
rating. Refer to Communication Server 1000E: Planning and Engineering
(NN43041-220) for information on power consumption. Do not place

redundant equipment on the same electrical circuit.

There are no thermal concerns about equipment placement.
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Note 1: Leave wall space for the cross-connect terminal.

Note 2: Position the rack so that you have access to both the front and
rear.

Rack-mounting a Media Gateway 1000,
Media Gateway 1010, or Media Gateway Expander

The Media Gateway Expander can be mounted either above or below the
Media Gateway 1000.

Thefollowing items are required to mount each Media Gateway 1000, Media
Gateway 1010, or Media Gateway Expander in a 19-inch rack:

*  equipment layout plan

*  8—#10-32 machine screws

*  19-Inch Rack Mount Kit (NTTKQ9)

The 19 Inch Rack Mount Kit (NTTK09) contains the following accessories:
o 1-—left guide bracket

e 1-—right guide bracket

o 1-Ieft ear bracket

e 1-—right ear bracket

* 4 —#8-32 machine screws

Follow Procedure 12 on page 134 to remove the cover on a Media Gateway
1000 or a Media Gateway Expander.

Procedure 12
Removing the cover of a Media Gateway or Media Gateway Expander
1 If the cover lock latches are in their locked position:

a. Use a flat screwdriver to slide the icon away from the latch. Refer to
Figure 34 on page 135.

b. Slide both spring-loaded latches simultaneously down toward the
bottom of the Media Gateway 1000, and pull forward. Then lift the
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cover upward to remove it from the Media Gateway 1000. Refer to
Figure 35 on page 136.

Note: The bottom of the front cover is supported by, but not secured to,
the Media Gateway 1000. Do not drop it.

Figure 34
Unlock the latches
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Figure 35
Unlock the cover

End of Procedure

Procedure 13
Rack-mounting a Media Gateway 1000 or Media Gateway Expander

1 Fasten the right guide bracket to the right rack support.

a. Insert two #10-32 machine screws into the two middle slots in the
guide bracket and into the respective holes in the right rack support.
See Figure 36.

b. Fasten the screws.
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Figure 36
Guide bracket installed in a rack

2 Fasten the left guide bracket to the left rack support.

a. Insert two #10-32 machine screws into the two middle slots in the
bracket and into the respective holes in the left rack support.

b. Fasten the screws.

3 Attach the right ear bracket (marked with an “R”) to the holes on the right
side of the Media Gateway 1000.

a. Use two #8-32 machine screws. Position the ear bracket so that the
four holes on the bracket flange are nearer to the rear of the Media
Gateway 1000.

Note: To determine the front of the bracket, locate the “R” on the bracket.
The “R” must be at the top of the bracket and face the front of the Media
Gateway 1000 (see Figure 37).
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Figure 37
Right ear bracket on a Media Gateway 1000

Bracket flange marked
with an “R”. Attach this
ear bracket to the right-
hand side of the
Media Gateway.

Attach the
ear bracket to
these holes.

4  Attach the left ear bracket (marked with an “L”) to the holes on the left side
of the Media Gateway 1000 (near the front).
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a. Use two #8-32 machine screws. Position the ear bracket so the four
holes on the bracket flange are closer to the rear of the Media
Gateway 1000.

Note: To determine the front of the bracket, locate the “L” on the bracket.
The “L" must be at the top of the bracket and face the front of the Media
Gateway 1000.

WARNING

A Media Gateway 1000, Media Gateway 1010, or a
Media Gateway Expander each weighs approximately
30 Ib. (13.5 kg) with circuit cards installed and 26 Ib.
(12 kg) without circuit cards installed. If necessary, get
assistance when lifting the equipment.

5 Place the Media Gateway 1000 on the guide brackets.

a. Carefully slide the Media Gateway 1000 into the rack until the ear
brackets come to rest against the rack support.

Note: Make sure that the rear of the Media Gateway 1000 is on the guide
brackets. See Figure 38 on page 139.

6  Use the four remaining #10-32 machine screws to fasten the Media
Gateway 1000 to the rack supports (two screws on each side).

Figure 38
Media Gateway 1000 installed in a rack

Use two screws on
each side to fasten
the Media Gateway

End of Procedure
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Procedure 14
Removing the cover of a Media Gateway 1010

1 If the cover lock latches are in their locked position:
a. Use a flat screwdriver to unlock the latches.

b. Push both spring-loaded latches simultaneously to open (or close)
the MG1010 door. Then lift the cover upward to remove it. Refer to
Figure 39 on page 140.

Figure 39
Unlock the cover

End of Procedure
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Procedure 15
Rack-mounting a Media Gateway 1010

1 Fasten the right guide bracket to the right rack support.

a. Insert two #10-32 machine screws into the two middle slots in the
guide bracket and into the respective holes in the right rack support.
See Figure 36.

b. Fasten the screws.

Figure 40
Guide bracket installed in a rack

#10-32

2 Fasten the left guide bracket to the left rack support.

a. Insert two #10-32 machine screws into the two middle slots in the
bracket and into the respective holes in the left rack support.

b. Fasten the screws.
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3 Slide the MG1010 chassis into place. See Figure 41

Figure 41
Media Gateway 1010 chassis
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%
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4 Install the remaining 10 screws, 5 on each side. See Figure 42 on
page 143.
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Figure 42
Media Gateway 1010 chassis screws

5 The tabs on the bottom of the MG1010 door fit into the slots at the bottom
of the chassis. See Figure 43 on page 144.

With the door tabs positioned into the MG1010 chassis slots, pivot the
MG1010 door closed. See Figure 44 on page 145.
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Figure 43
Media Gateway 1010 chassis door tabs
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Figure 44

Closing the Media Gateway 1010 chassis door

f

End of Procedure
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Contents
This section contains information on the following topics:
INtroduction. . ... ... 147
Installingaground bar. ........... ... .. i 148

Grounding a Media Gateway powered by the same electrical panel .. 151
Grounding a Media Gateway powered by multiple electrical panels.. 153

Grounding aMediaGateway Expander ........................ 153
Grounding other rack-mounted components. .. .................. 154
Grounding equipment intheUK . ............................. 156

Introduction

This chapter contains the following procedures:
»  Procedure 16: "Installing an NTBK80 Ground Bar" on page 149
*  Procedure 17: "Installing an NTDU6201 Ground Bar" on page 150

*  Procedure 18: "Grounding Media Gateways powered by the same
electrical panel" on page 151.

*  Procedure 19: "Grounding Media Gateways powered by multiple
electrical panels' on page 153

*  Procedure 20: "Grounding a Media Gateway Expander" on page 154
*  Procedure 21: "Grounding equipment in the UK" on page 156
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Refer to your grounding plan for additional information.

WARNING

Correct grounding is very important. Failure to complete
the grounding procedures could result in a system that is
unsafe for the personnel using the equipment.

CAUTION — Service Interruption

If your system is not grounded correctly, it cannot be
protected from lightning or power surges, and it could be
subject to service interruptions. You must use insulated
ground wire for system grounding.

CAUTION — Service Interruption

To prevent ground loops, power all equipment from the
same dedicated electrical panel.

WARNING

For rack configurations, equipment must be powered
from the same electrical panel.

> B> BP

Installing a ground bar

Install the NTBK80 Ground Bar for up to six Media Gateways with their
Expander. Install the NTDU6201 Ground Bar for up to 35 ground
connections. Reference to ground bar in this publication refers to either the
NTBKS80 or the NTDU6201 Ground Bar.
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Follow Procedure 16 to install a ground bar.
Procedure 16
Installing an NTBK80 Ground Bar
1 Place the ground bar near the equipment.
Note: The ground bar is a bridging point for ground wires from up to

six components.

2 Connectthe ground bar to the ground bus in the AC electrical panel using
#6 AWG wire. See Table 23 on page 149 for region-specific grounding
requirements.

WARNING

A qualified technician or electrician must make the
connection in the AC electrical panel.

3 Place atag marked DO NOT DISCONNECT on the ground wire at the
electrical panel.

4  Test the ground
Refer to Figure 45 on page 150 for the NTBK80 Ground Bar

Table 23
Region-specific grounding wire requirements

Region Grounding wire requirements

Germany #8 AWG (8.36 mm?) green/yellow
wire

Other regions in Europe not smaller than #6 AWG

(13.3 mm?) at any point

UK two green/yellow wires no thinner
than two 10 mm?
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Figure 45
NTBK80 Ground Bar

End of Procedure

Follow Procedure 17 to install an NTDU6201 Ground Bar.
Procedure 17

Installing an NTDU6201 Ground Bar

1 Place the NTDU6201 Ground Bar near the equipment.

Note: The ground bar is a bridging point for ground wires from up to
48 components.
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2 Connectthe NTDU6201 Ground Bar to the ground bus in the AC electrical
panel, or to TGB for an ANSI/EIA/TIA 607 installation using #6 AWG wire.
See Table 23 on page 149 for region-specific grounding requirements.

WARNING

A qualified technician or electrician must make the
connection in the AC electrical panel.

3 Place atag marked DO NOT DISCONNECT on the ground wire at the
electrical panel.

4  Test the ground.

End of Procedure

Grounding a Media Gateway powered by the
same electrical panel

Follow Procedure 18 to ground one or more Media Gateway powered by the
same electrical panel.

Procedure 18
Grounding Media Gateways powered by the same electrical panel
1 Disconnect the AC power cord from the power outlet.

2 Install a#6 AWG ground wire from the ground lug, as shown in Figure 46
on page 152, at the back of the Media Gateway to the ground bar.

3 Place a DO NOT DISCONNECT tag on the ground wire.
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Figure 46
Media Gateway and Media Gateway Expander ground lug location

Ground wire
tie wrap lug

Ground wire to
ground bar

Media Gateway to
Media Gateway Expander
ground lugs

4  Test the ground.

End of Procedure
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Grounding a Media Gateway powered by
multiple electrical panels

Follow Procedure 19 on page 153 to ground multiple Media Gateway that are
powered by multiple electrical panels.

Procedure 19
Grounding Media Gateways powered by multiple electrical panels

1
2
3

Disconnect the AC power cord from the power outlet.
Identify the electrical panel powering each component.
Install a ground bar for each electrical panel identified above.

Note: Each component must be grounded to the electrical panel that
provides the power to that component.

Install a #6 AWG ground wire from the ground lug on the rear of the Media
Gateway to the ground bar identified for that component’s power source.

Place a DO NOT DISCONNECT tag on the ground wire.
Test the ground.

End of Procedure

Grounding a Media Gateway Expander

The Media Gateway Expander and the Media Gateway are considered asthe
same ground.

Ground the Media Gateway Expander to the Media Gateway.

IMPORTANT!

Power each Media Gateway and Media Gateway Expander pair from
the same electrical panel.

IMPORTANT!
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Follow Procedure 20 to ground a Media Gateway Expander.
Procedure 20

Grounding a Media Gateway Expander

1 Disconnect the AC power cord from the power outlet.

2 Install a#6 AWG ground wire from the ground lug on the rear of the Media
Gateway Expander to the Media Gateway. See Figure 46 on page 152.

3 Place a DO NOT DISCONNECT tag on the ground wire.
4  Test the ground.

End of Procedure

Grounding other rack-mounted components

To ground multiple pieces of equipment in arack, use a separate ground
connection from each piece of equipment to the ground bar. If apiece of data
communications equipment in arack does not have a grounding lug then
ground the rack to the ground bar.

When the rack is grounded to the ground bar, the equipment is grounded
using the Single Point Grounding method, as shown in Figure 47 on
page 155.
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Figure 47
Grounding multiple pieces of equipment in a rack
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Grounding equipment in the UK

Follow Procedure 21 to ground equipment in the UK.

Procedure 21
Grounding equipment in the UK

1 Connect a protective and functional ground wire from the grounding strip
on the Krone Test Jack Frame to the ground at the building entry point.
Use a green/yellow wire no thinner than 10 mm?.

Consider each Media Gateway and Media Gateway Expander pair as one
ground.

2 Jumper the Media Gateway Expander ground to the Media Gateway
ground. See Figure 46 on page 152.

3 In each Media Gateway:

a. Connect a ground wire from the ground lug in the equipment to the
ground connection at the Test Jack Frame. Use a green/yellow wire
no thinner than 10 mm?.

b. Place a DO NOT DISCONNECT tag on the grounding wire.

c. Measure the resistance of the ground between the Krone Test Jack
Frame and the Media Gateway frame ground. The resistance must
not be more than 0.25 Ohm.

End of Procedure
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Installing and connecting Avaya
CS 1000E hardware

Contents

Introduction

This section contains information on the following topics:

INtroduction. . . ... oo 157
Connecting Server 0to Server 1 (CPPIV,CPPM) ............... 158
Installing Server cards and Gateway Controllercards . ............ 160
Cablingthecards. . ... 171
Inserting a Shielded 50-pin to Seria/ELAN/TLAN

adapter ontoaMediaCard . ... 177
Connecting a Voice Gateway Media Card to the ELAN subnet. . . . .. 179
Connecting a Voice Gateway Media Card to the TLAN subnet. . . . .. 180
Connecting aMG 1000E to aMedia Gateway Expander........... 180

Severa system connections are required to make the Avaya Communication
Server 1000E operational. The Avaya Communication Server 1000E must be
connected to the Media Gateway through the ELAN subnet. The system’s
components, such as the Servers and the Voice Gateway Media Cards
installed in the Media Gateway require both ELAN subnet and TLAN subnet
connections.

This chapter contains the following procedures:
*  Procedure 22: "Connecting co-located Call Servers' on page 159
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*  Procedure 23: "Connecting Campus Redundant Call Servers' on
page 159

*  Procedure 26: "Installing a DSP Daughterboard” on page 166
*  Procedure 24: "Installing the MGC card" on page 161
»  Procedure 28: "Installing the Server card (CP PM, CP DC)" on page 170

*  Procedure 29: "Inserting a Shielded 50-pin to Serial/ELAN/TLAN
adapter” on page 178

*  Procedure 30: "Connecting a Media Card to the ELAN subnet” on

page 179

*  Procedure 31: "Connecting a Media Card to the TLAN subnet” on
page 180

*  Procedure 32: "Connecting aM G 1000E to aMedia Gateway Expander”
on page 180.

Connecting Server 0 to Server 1 (CP PIV, CP PM)

The Avaya Communication Server 1000E redundant architecture allows for
the separation of Server 0 and Server 1. The two processors are connected by
either adirect 100BaseT crossover cable or a carefully engineered Layer 2/
VLAN infrastructure.

Campus Redundancy provides the ability to separate the CS 1000E Call
Serversin acampus environment for “campus mirroring”. This feature
enablestwo CP PM or two CP PIV Call Servers, one active and one
redundant, to be connected through an Ethernet network interface. Campus
Redundancy can operate using any vendor’s Layer 2 Ethernet switching
products. The distance depends upon network parameter limitations specified
in Communication Server 1000: System Redundancy (NN43001-507).

To separate the redundant Call Servers, the ELAN subnet and the subnet of
the High Speed Pipe (HSP) can be extended between the two processors with
an Ethernet switch, using Layer 2 protocol.

If the two Servers are collocated, they can be connected using a standard
shielded CAT5e or CATG6 crossover cable, limited to 100 metersin length.
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For detailed information on Campus Redundancy, refer to Communication
Server 1000: System Redundancy (NN43001-507).

TheLayer 2 switch allowsthe ELAN subnet and the subnet of the High Speed
Pipe (HSP) to be extended between the two processors.

The method used to connect Server 0to Server 1 depends on the proximity of
the units. If the units are co-located, follow Procedure 22 to connect the
Servers. If the units are configured for Campus Redundancy, follow
Procedure 23 to connect the Servers.

Connecting co-located Servers
Follow Procedure 22 to connect co-located CP PM or CP PIV Servers.

Procedure 22
Connecting co-located Call Servers

1 Plug one end of the CAT5E RJ-45 crossover cable (NTRC17) into the
HSP connector on the front of Server 0.

2 Plug the other end of the CAT5E RJ-45 NTRC17 crossover cable into the
HSP connector on the front of Server 1.

End of Procedure

Connecting Campus Redundant Call Servers

The port-based VLANSs used in the Layer 2 switches operate in accordance
with the IEEE 802.1Q tagging rules. VLAN ports are grouped into broadcast
domains by assigning them to the same VLAN. Frames received in one
VLAN can be forwarded only within that VLAN. For more information, see
Communication Server 1000: System Redundancy (NN43001-507).

Procedure 23
Connecting Campus Redundant Call Servers

1 Connect the CAT5E RJ-45 HSP port of Call Server 0 to a 100BaseT
ELAN network interface on the local Layer 2 switch.

2 Connectthe CAT5E RJ-45 HSP port of Call Server 1 to a 100BaseT port
on the remote Layer 2 switch.
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3 Link the two switches with two high-speed single-mode fiber uplinks (1
Gbps per link).

4 Assign three VLANS to the Layer 2 switch ports.
¢ VLAN 1 - Default
¢ VLAN 2 -HSP

— Two ports connect CP PM card HSP ports in Call Server 0 and
Call Server 1.

— Four high-speed fiber uplinks (GBIC ports)
¢ VLAN 3 -ELAN

— Includes 2 ELAN network interfaces on the Call Servers, for
example, for ELAN connections for Media Gateways, Avaya
CallPilot™, Symposium, Element Manager.

— Four high-speed fiber uplinks (GBIC ports)

End of Procedure

Installing Server cards and Gateway Controller cards

Server cards and Gateway Controller cards are circuit cards for usein an
Avaya CS 1000E Media Gateway. The following sections describe the
installation of Server cards and Gateway Controller cards. Preform the
installation procedures appropriate for your hardware.

Gateway Controller installation

The Gateway Controller residesin slot 0 of a Media Gateway. The Gateway
Controller can be a Media Gateway Controller (MGC) card, Common
Processor Media Gateway (CP MG) card, or Media Gateway Extended
Peripheral Equipment Controller (MG XPEC) card.

Note: The MG XPEC card can only beinstalled in aLarge System
UEM. For more information about MG XPEC card installation, see
“Media Gateway Extended Peripheral Equipment Controller (MG
XPEC)” on page 103.
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Perform the following procedure to install an MGC card into a Media
Gateway.

Procedure 24
Installing the MGC card

1 Insert the MGC into Slot O of the Media Gateway.

2 Connect the 3-port SDI cable (NTBK48AA) to the SDIO port on the
Chassis.

Note: The 3-port SDI cable (NTBK48AA) is not required for an MGC
installation in an MG 1010 chassis. The MG 1010 MGU card provides the
serial connection. Use an RJ45 to 9 pin RS232 serial port cable when
cabling a MG 1010. For more information, see “Serial port connectivity”
on page 74.

For the MG 1000E, connect the 3-port SDI cable (NTBK48AA) to the SDIO port
on the Media Gateway. Connect the opposite end of the cable to a
maintenance terminal.

For the MG 1010, connect a shielded CAT5 or better Ethernet cable to the
NTC325AAES® serial cable kit. Connect this cable to the MGU faceplate port
labelled TTYO in the Media Gateway. Connect the opposite end of the cable
to a maintenance terminal.

Avaya recommends you use direct connections from the faceplate jacks of the
Gateway Controller to the Layer 2 switch. Figure 48 on page 162 illustrates a
Media Gateway chassis with a MGC connected directly to a Layer 2 switch.
Figure 49 on page 162 illustrates a Media Gateway cabinet with MGC
connected directly to the Layer 2 switch.
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Figure 48 Figure 49
MGC MG Cable MGC Cabinet Cable

3 Power on the Media Gateway.
¢ MGC display will read BOOT.
¢ Power on self-test will begin. MGC display will read PCST.

« If self-test completes successfully, MGC display changes to PASS.
otherwise, an error code Exxx is displayed.

e The MGC begins loading application software. Display changes to
LQAD.

End of Procedure

Perform the following procedure to install a CP MG card into aMedia
Gateway
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Procedure 25
Installing the CP MG card

1 Ensure that the security dongle is inserted on the CP MG card.
2 Insert and slide the CP MG card into Slot 0 of a Media Gateway.
3 Lock the card in place with the faceplate latches.
4 Connect the serial cable:

Note: The NTC325AAE6 serial port adapter kit is required.

e Connect a CAT5e or CAT6 Ethernet cable to the TTY1 port on the
CP MG faceplate.

¢« Connect a NTC326AAES serial port adapter (9 pin or 25 pin) to the
other end of the CAT5e or CAT6 Ethernet cable.

e Connect the CAT5e or CAT6 Ethernet cable with adapter to a serial
port on a maintenance terminal. If you require a longer cable to reach
your maintenance terminal, you can attach a standard serial port
cable to the adapter for extended cable length.

5 Configure the maintenance terminal for VT-100 emulation, 9600 bps,
8-N-1.

The Gateway Controller portion of the CP MG card is ready to configure.

The CP MG card functions as a Server and a Gateway Controller. Perform the
following steps to connect the Server portion of the CP MG card to the CS
1000E network.

6 Connect the ELAN cable:

¢ Connectone end of a shielded CAT5e or CAT6 Ethernet cable to the
1E (ELAN) port on the CP MG faceplate.

¢  Connect the other end of the cable to the ELAN subnet of the
CS 1000E network.

7 Connect the TLAN cable:

¢ Connect one end of a shielded CAT5e or CAT6 Ethernet cable to the
2T (TLAN) port on the CP MG faceplate.

¢ Connect the other end of the cable to the TLAN subnet of the
CS 1000E network.
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Figure 50

In a MG 1000E or a MG 1010 with a Server card in slots 1-10, the SDI port of
the CP PM or CP DC card routes through the backplane to the 50-pin
Amphinol connector on the back of the Media Gateway. An NTAK19EC cable
is required to adapt the 50-pin Amphinol connector to two 25-pin DB
connectors. Use Port 0 for maintenance access, and Port 1 for an external
modem connection.

In a MG 1010, the MGU provides TTYO and TTY1 serial ports for the Server
card in slot 22 and slot 23. Connect a shielded CATS5 or better Ethernet cable
to a NTC325AAES6 serial port adapter. Attach this cable to the MGU port
labelled TTYO for CP1 or CP2. CP1 is for slot 22, CP2 is for slot 23.

Avaya recommends you use direct connections from the faceplate jacks of the
Server cards to the Layer 2 ethernet switches. Figure 50 on page 164
illustrates a Media Gateway chassis with a CP PM Call Processor connected
directly to a Layer 2 switch. Figure 51 on page 164 illustrates a Media
Gateway chassis with a CP PM Signaling Server connected directly to a Layer
2 switch.

Figure 51
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Figure 52 on page 165 illustrates a Media Gateway cabinet with CP PM Call
Processor connected directly to a Layer 2 switch.Figure 53 on page 165
illustrates a Media Gateway cabinet with a CP PM Signaling Server connected
directly to a Layer 2 switch.

Figure 52 Figure 53
CP PM CP Cabinet cable CP PM SS Cabinet cable
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8 Power on the Media Gateway.
e CP MG display will read BOOT.
*  Power on self-test will begin. CP MG display will read POST.

« Ifself-test completes successfully, CP MG display changes to PASS.
otherwise, an error code Exxx is displayed.

e The CP MG begins loading application software. Display changes to
LQAD.

End of Procedure

Installing a Media Gateway Controller DSP Daughterboard

The MGC card provides two expansion slots for Digital Signal Processor
(DSP) daughterboards (DB). Y ou must install the DSP DB on the MGC card
before installing the MGC card into the Media Gateway .

Note: The CP MG card and MG XPEC card contain non-removable
DSP resources.

Thefollowing procedure describes how to install aDSP DB on an MGC card:
Procedure 26
Installing a DSP Daughterboard

1 Place the MGC card on a safe ESD surface.

2 Place the DSP DB in either DB position 1, position 2, or both, depending
on how the Daughterboards will be configured. The MGC card supports
the DB-32, DB-96 and DB-128 Daughterboards.

3 Ensure the DSP DB is securely attached to the MGC (using the four
supplied screws and standoffs).

End of Procedure

Configuring the Gateway Controller (mgcsetup)

To configure the Gateway Controller in Element Manager, initial
configuration of the Gateway Controller must be completed through the
command line first using ngcset up (see Procedure 27 on page 167).
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There are 3 ways to enter ngcset up:

* If no IPinformation exists on the Gateway Controller, it boots directly
into the setup menu

e If IPinformation does exist, the prompt Press any key to stop
aut o- boot and enter ngcsetup... appears

* ngcset up may be entered as a shell command

Note: The Gateway Controller shipswith “gold” softwarein onboard
flash memory. Thisis upgraded automatically if centralized software
upgrade is enabled on the Call Server. It can be upgraded manually
through LD 143.

Procedure 27
Configuring the Gateway Controller (mgcsetup)

Note: All entered parameter values for this procedure are examples only.
1 Enter network IP information at the mgcsetup menu.

Note: You must configure the TLAN with Element Manager on current
MGC loadware. TLAN configuration information only appears if the
loadware on the MGC card is older than the MGCBAD loadware.

Pl ease define the data networking parameters for this
MG 1000E now.

Host nane: M3C_N313 (optional)
ELAN | P: 0.0.0.0 192. 168. 3. 33
ELAN subnet mask: 0.0.0.0 255. 255. 255. 0
ELAN gat eway | P: 192.168.3. 1

Primary CS IP: 192. 168. 3. 32

Enter port and security paraneters. if required:
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ELAN security = “ISec,” based on IPSec standard. Must be configured on
every component expected to communicate across the ELAN, or not
configured at all. There are 4 options:

¢ None - no security used
e Opti - optimal: XMsg + PbxLink ports.

¢ Func - functional: all ELAN communication between node
components is secured, but external communication (eg: Avaya
CallPilot™, maintenance PC) is not.

e Full - all communication uses ISec. Exceptions are SSL & SSH
(already encrypted), NTP (has its own authentication method) and
AML (legacy support requires unsecured link).

Change MSC advanced parameters? (y/[n]) : vy
TLAN is set to auto negotiate, change? (y/[n]) : vy

Note: Turning off auto negotiate on the TLAN
will default it to 100Mops full dupl ex.

Set TLAN to auto negotiate? ([y]l/n) : vy
ELAN is set to auto negotiate, change? (y/[n]) : vy

Note: Turning off auto negotiate on the ELAN
will default it to 100Mops full dupl ex.

Set ELAN to auto negotiate? ([y]l/n) : vy
ELAN security Disabled, change? (y/[n]) : n

Note: Spaces ~ * ° @[ ] and # are not supported in
passwor ds.

Pl ease input PSK(16-32 chars): (input is not echoed)
Strength of PSK: Wak
Pl ease reenter PSK(16-32 chars): (input is not echoed)

Set MXC to TDMonly? (y/[n]) : n
Note: Turning on TDMonly will not allow
the M3C to be connected to a network.

2 Review the network information and enter “y” to confirm.

You have entered the followi ng paraneters for this M5
1000E:

NN43041-310 Standard 06.01 March 2013



Installing and connecting Avaya CS 1000E hardware  Page 169 of 492

Host name : M3C_N313

ELAN | P : 192.168. 3. 33
ELAN subnet nask . 255.255.255.0
ELAN gat eway | P :192.168.3.1
TLAN | P : 192.168.19. 33
TLAN subnet mask : 255.255.255.0
TLAN gateway | P :192.168.19.1
Primary CS Hostname : CS 1000E_N313
Primary CS IP : 192.168. 3.32
Alternate CS 1 Hostnane :

Alternate CS 1 IP : 0.0.0.0
Alternate CS 2 Hostnane :

Alternate CS 2 | P : 0.0.0.0

TLAN set to auto negoti ate.
ELAN set to auto negoti ate.
ELAN security Enabled, level is Optimzed Security

Is this correct? (y/n/[a]bort) : vy

3 IP changes require a reboot. Enter “y” at the prompt.

Do you want to continue? (y/n/[a]bort) : vy

reboot (-1) has been called...

After reboot, the Gateway Controller connects to the Server and downloads

the remaining configuration information.

If centralized software upgrade has been enabled, the Gateway Controller will
register and upgrade its software by downloading it from the Server.

After the software has been upgraded, another reboot will be triggered.

After reboot, the Gateway Controller registers to the Server and the LED
displays the superloop and shelf (eg: 4 0) of the Media Gateway. If registration
fails, it shows “UNRG.”

If the card does not register, disable sFTP by issuing the following command
inLD 117:

DI S TRANSFERS SECURE

End of Procedure
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Installing the Server card

Thefollowing procedure describes how to install the CP PM or CP DC server
card in aMedia Gateway.

Note: Ensurethat the CPPM DIPswitchisset correctly. The DIP switch
determines whether the CP PM bootsfrom ahard drive or compact flash.
For the CP PM Server, the S5 dip switch should be set to position O.

For CS 1000 Release 7.6, CP PM cards must have aminimum of 2 GBytes of
memory and a40 GB disk drive. If you need to upgrade either the memory or
hard drive on a CP PM card, see Avaya Circuit Card: Description and
Installation (NN43001-311).

Procedure 28
Installing the Server card (CP PM, CP DC)

1 Ensure that the security dongle (the one that comes as part of the
software kit) is inserted on the Server.

2 Insert the Server card:
e Slide the Server card into Slot 1 (or higher) of the Media Gateway.
e Slide the Server card into Slot 22 or 23 of the MG 1010 chassis.

3 Lock the card into the faceplate latches.

4 Connect the serial cable:
¢ On a Media Gateway, attach the SDI cable. The 50-pin Amphenol

connects the back of the chassis, to the port that corresponds to the
slot that you placed the Server card.

¢« Onan MG 1010, attach the RJ45 to 9 pin RS232 serial cable to tty0
or ttyl port on the MGU card. tty0 is for slot 22, tty1 is for slot 23.

e Servercards in slots 1-10 require the NTAK19EC 2-port SDI cable for
serial connections.

*  Connect the other end of the serial cable to the serial port on the
maintenance terminal.
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Figure 54
2-port SDI cable (NTAK19EC) cable

End of Procedure

Cabling the cards

The following sections describe the process required to cable Gateway
Controller and Server cards.
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Cabling the MGC card

The 3-port SDI cable (NTBK48AA) isconnected to the SDI (RS-232) port on
the Media Gateway. Figure 60 on page 176 showsfront of MGC. The CE and
CT ports are reserved for connections to the Server card. The CE connectsto
the ELAN port of the Server. The 1E and 2T ports must be attached to the
Layer 2 Ethernet switch.

For MG1010 you must connect to the MGU card for serial port connections.

Avayarecommendsyou use direct connectionsfrom thefaceplatejacks of the
Gateway Controller to the Layer 2 switch. Figure 48 on page 162 illustratesa
Media Gateway chassis with aMGC connected directly to aLayer 2 switch.
Figure 49 on page 162 illustrates a Media Gateway cabinet with MGC
connected directly to the Layer 2 switch.

Figure 55 Figure 56
MGC MG Cable MGC Cabinet Cable
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MGC Ethernet Capabilities

AnMGC features six Ethernet interfaces set to auto-negotiate by default: four
on thefaceplate (see Figure 60 on page 176), and two on the back. For details,
see Appendix A: “ Supported cabling options.” on page 475.

Cabling the CP MG card

The CP MG card provides two serial port connections on the CP MG
faceplate. An NTC325AAESG serial port adapter kit is required to connect a
9-pin or 25-pin serial cable to the RJ-45 connector on the faceplate.

The CP MG card provides four external Ethernet connections. Two
connections are on the faceplate, and two connections are on the backplane.
The two faceplate Ethernet ports (1E, 2T) provide TLAN and ELAN
connections.

The CP MG Server and Gateway Controller components are connected
internally through the embedded Ethernet switch on the CP MG card. The
Server and Gateway Controller are co-located on the motherboard of the
CP MG card, therefore you do not require any external cabling to establish IP
datalinks between the CP MG Server and the Gateway Controller.

Avayarecommendsyou use direct connectionsfrom thefaceplatejacks of the
Server cards to the Layer 2 ethernet switches. Figure 57 on page 174
illustrates a Media Gateway chassis with a CP PM Call Processor connected
directly to a Layer 2 switch. Figure 58 on page 174 illustrates aMedia
Gateway chassiswith a CP PM Signaling Server connected directly to a
Layer 2 switch.
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Figure 57 Figure 58
CP PM CP MG Cable CP PM SS MG cable

= =

CP PM Signaling Server

Figure 59 on page 175 illustrates a Media Gateway cabinet with a CP PM
Signaling Server connected directly to aLayer 2 switch.
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Figure 59
CP PM SS Cabinet cable
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For more information on connecting the CP MG cables, see Procedure 25 on

page 163.

Connecting the Servers to a Media Gateway

A Media Gateway performs functions determined by the CS 1000E Server.
The Media Gateway detects stimulus events from its interface cards and
passes these events to the Server, where the high-level call processing

decisions are made.

The NTBK48AA 3-port SDI cable connects to the SDI port on the Cabinet.
Figure 60 on page 176 shows front of MGC card with the “bulkhead”
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connectors (1E and 2T) that connect to numbers 1 and 2 bulkhead. The CE
and CT connect to the ELAN port. The 100 Base T ports 1 and 2 connect to
the bulkhead, while ports 1 and 2 in the lower left connect to the backplane.

Figure 60
MGC faceplate

CE: ELAN 1E: ELAN
Dedicated for Dual homed with
CS Backplane E

.
CT: TLAN
Dedicated for |
CS

2T: TLAN
Dual homed with |
| Backplane T ;

~——

Note: The Media Gateway can be connected directly to the ELAN
subnet, or it can be connected to the ELAN subnet through a Layer 2
Ethernet switch.

Cabling the Server

Inatypical configuration, the COM (SDI) port of the Server isrouted through
the backplane of the M edia Gateway to the 50-pin Amphinol connector onthe
back of the shelf. An NTAK19EC cable shipswith the Server that adapts the
50-pin Amphinol to a 25-pin DB connector. Port 0 is used for maintenance
access, and Port 1 isfor an external modem connection.
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Inan MG 1010, the MGU provides athe serial connectionsto the Server card
in slot 22 and slot 23. Connect an RJ42 to 9 pin RS232 seria cableto MGU
port ttyO or tty1. ttyO isfor slot 22, ttyl isfor slot 23. The NTAK19EC cable
isrequired for any Server cardsinstalled in dots 1-10.

Connect the ELAN of the Server, or LAN 1 of the CPPIV Call Server, to the
CE port of the MGC card or tothe VLAN of the Layer 2 Ethernet switch that
isdedicated to ELAN traffic for the system.

Appendix A: “Supported cabling options.” on page 475 illustrates the
different ways to connect the Call Servers, Gateway Controllers, and
Signaling Server cards.

Inserting a Shielded 50-pin to Serial/ELAN/TLAN
adapter onto a Media Card

The Shielded 50-pin to Serial/ELAN/TLAN adapter shown in Figure 61
provides accessto the TLAN and ELAN Ethernet Ports. The adapter breaks
out the signals from the 1/0O connector to the following:

* ELAN (management) network interface
*  TLAN (telephony) network interface
* 0neRS-232 (local console) port
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Figure 61
Shielded 50-pin to Serial/ELAN/TLAN adapter

TLAN RJ-45 ELAN RJ-45 RS-232 Connector
LAN socket LAN socket Voice Gateway Media Card
maintenance port

Identification Label 50-pin connector

Procedure 29
Inserting a Shielded 50-pin to Serial/[ELAN/TLAN adapter

1 Open the Media Card package NTDU41CA.
2 Remove the Shielded 50-pin to Serial/ELAN/TLAN adapter.

3  Save the other items from the package for use in “Installing a Compact
Flash (CF) card” on page 358.

4  Insert the adapter, shown in Figure 61, into the connector Card 1, Card 2,
Card 3, or Card 4 that corresponds to the location of the Media Card.

For example, in Figure 62 on page 179, the Media Card is installed in card
slot 1. Therefore, the adaptor is installed in connector Card 1.

End of Procedure
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Connecting a Voice Gateway Media Card to the ELAN

subnet

Follow Procedure 30 to connect a V oice Gateway Media Card to the ELAN.
Procedure 30
Connecting a Media Card to the ELAN subnet

1 Connect a standard CAT5 patch cable to the ELAN network interface on
the Adaptor (Figure 62 on page 179).

2 Connect the other end of the standard CATS5 patch cable to an RJ-45
ELAN network interface on the Layer 2 Ethernet switch.

Figure 62
Shielded 50-pin to Serial/ELAN/TLAN adapter on the Media Gateway

End of Procedure
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Connecting a Voice Gateway Media Card to the TLAN
subnet

Follow Procedure 31 to connect a Voice Gateway Media Card to the TLAN
subnet.

Procedure 31
Connecting a Media Card to the TLAN subnet

1 Connect a standard CAT5 patch cable to the TLAN network interface on
the adaptor (see Figure 62 on page 179).

2 Connect the other end of the standard CATS5 patch cable to an RJ-45
TLAN network interface on the Layer2 Ethernet switch.

End of Procedure

Connecting a MG 1000E to a Media Gateway Expander

Procedure 32 describes how to connect a Media Gateway Expander to the
MG 1000E. The Media Gateway Expander Cable Kit (NTDK89) contains
two NTDK 95 cables used to connect the M edia Gateway Expander tothe MG
1000E. One cable provides DS-30X connectivity while the second cable
provides CE-MUX connectivity to slot 10 only.

Note: The MG 1010 does not require or support a Media Gateway
Expander.

Procedure 32
Connecting a MG 1000E to a Media Gateway Expander

1 Connectthe non-labeled side of NTDK95 cable to the CE-MUX connector
at the back of the MG 1000E and labeled side of NTDK95(labeled as
Expansion Cabinet DS-30/CE-MUX Conn) to the CE-MUX connector at
the back of the Media Gateway Expander.

2 Tighten the screws on the connectors.

3 Connect the other NTDK95 cable (non-labeled side) to the DS-30X
connector at the back of the MG 1000E and labeled side of
NTDK95(labeled as Expansion Cabinet DS-30/CE-MUX Conn) to the
DS-30X connector at the back of the Media Gateway Expander.
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4  Tighten the screws on the connectors. Figure 63 on page 181 shows the
MG 1000E and Media Gateway Expander connected with the two
NTDK95 cables.

Note: The NTDK95 cable is a uni-directional cable with a ferrite bead at
one end that needs to be terminated on the expansion cabinet end. The
NTDK95 cable direction can be identified by the label on the cable. This
label must be installed at the expansion cabinet end.

Figure 63
MG 1000E and Media Gateway Expander connections

NTDK95
cables

CE-MUX
connector

End of Procedure
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Installing software on the Avaya
Communication Server 1000E

Contents
This section contains information on the following topics:
INtroduction. . . ... oo 183
Softwarelnstall Kit. . ........ ... 184
Creating a Call Processor software Compact Flashcard ........... 186
Installingthesoftware. ............ ... i 194
Reconfigure I/O portsand call registers. .. ................... 213
TestingtheCall Server. ... i 214
Install the software on the second Call Server................. 214
Configuring primary and secondary call server IP addresses . . . .. 215
Verifying Call Server Qisactive .......... ... ... ... ...... 216
Makingthesystemredundant. . ............................ 216
Completetheinstallation .............. ... .. ..., 222
Configuring the Media Gateway zoneand IPaddress. ... ....... 227
Initial configuration of the Gateway Controller .................. 228
Rebootingthe MGC . . ... . 233
Loadwareupgrade .. .......ii it 233
Introduction

This chapter provides local software installation information for Avaya
Communication Server 1000E Standard Availability and High Availability
(CPPIV and CP PM) VxWorks-based systems. For information about
Linux-based softwareinstallations, or Deployment Manager remote software
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installations, see Avaya Linux Platform Base and Applications Installation
and Commissioning (NN43001-315). For information about Co-resident Call
Server and Signaling Server systems, see Avaya Co-resident Call Server and
Sgnaling Server Fundamentals (NN43001-509).

Software Install Kit

The Software Install Kit required to install CP PM and CP PIV contains 3
Compact Flash (CF) cards:

1 The128MB RMD isused to backup the call server database

2 The software installation RMD contains the following:

a
b

c

An Avaya CS 1000E Release 7.6 software

keycode files

CS 1000E Release 7.6 Dependency List (PEPs) for systems
default database (if initiated during the installation)
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3 The1GB FMD isthe hard drive for the VxWorks-based CP PM Call
Server

Note: The 1GB CF FMD is required for a VxWorks-based SA or HA CP
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IMPORTANT!

Systems and components delivered to customer sites
may include preinstalled software. However, the
pre-installed software versions are typically older and are
included only for manufacturing and order management
purposes. Do not attempt to operate the system with
the pre-installed software. You must download the
latest software from the Avaya Software Download web
site and install the software as part of the installation
process.

PM configuration.

Creating a Call Processor software Compact Flash card

The RMD installation CF card ships pre-formatted and bootable from Avaya.
If the Avaya CF card does not boot, you can make it bootable by performing
Procedure 33 on page 187.

For VxWorks based CP PIV and CP PM cards, see Appendix B for supported
media and memory sizes. USB devices are not supported.

Note: Avayadoes not provide support for customer provided CF cards.

Perform the following procedure to create abootable Call Server software CF
card.

CAUTION — Data Loss

The PC utility used in the following procedure
(mkbootrmd.bat) does not validate whether the drive
letter entered is a valid RMD or size of the media. You
must enter the correct drive letter when prompted or risk
formatting the incorrect drive.

Note: This utility is supported by all versions of
Microsoft Windows.
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Procedure 33
Creating a bootable Call Server software CF card

1

Figure 64

Download the latest software load zip file for your platform type (CP PIV,
CP PM) from the Avaya website to a folder on your PC.

Navigate to the folder on your PC where you downloaded the file.

Extract all the files to a temporary folder. Unzip the Call Server software
load zip file to create the following six directories:

\backup

\install

\keycode

\licenses

\swload

\utilities

Insert the CF card into the PC.

Click on My Computer icon to verify the drive letter assigned to the CF
drive, see Figure 64 on page 187.

In this example, the CF card is assigned to drive letter F.

Verify CF card drive letter

My Computer

fle Edit View Favorites Tooks Hep ay
L Qe @ - T POsea [ roes [T
My Computer > e
e e Name Free Space Total Size . Type ~
| mTa ¥
BT o pre—remmm—pmm—m5n
h “esDATA (D:) 22.7G8 41.2GB  Locsl Disk
_ Devices with Removable Storage
Details (JMPHANTSC_3(E)  Obytes 6.65GB CD Drive
COMPACTF (F) Removable L.
Removable Disk
File System: FAT _ Other
F oLl rirndicd Bein Cureharm Falds
£ | .
4 My Computer
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6  Navigate to the folder on your local PC where you unzipped the Call
Server software load files.

7  Open the Utilities directory and locate the mkbootrmd.bat file, see Figure
65 on page 188.

The mkbootrmd batch file can format the CF card and make the CF card
bootable.

Figure 65
mkbootrmd.bat folder

@ D:\temp\cfimkboot

File - Edit Wew Favorites Tools Help

Qe - © 3 ;ﬂd'i [ Foders | [T33)-

 Address | Ditempcfimkboot v] Go
Type =~ | Size |

Details - - . Application 40 KB

a EIN File 468 KB

mkbootrmd.bat M3-DOS Applicalion 3ZKE
Ms-DOS Batch File . MS-DOS Batch File 4 KB

Date Modified: Thursday, . System file 1KE
October 19‘, 2006, 6:55 PM E 3 Text Document 2 KE

Size: 3.80 KB

Type: M3-DOS Batch File Date Modified: 10/12/2005 5:55 PM S 3.80 KB ¢ My Computer

8 Double-click mkbootrmd.bat file to start the application.

The warning screen is shown, see Figure 66 on page 189. Press any key
to continue.
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Figure 66
mkbootrmd.bat

\YWINDOWS  system32 . cmd.exe
mkbootrmd. bat

THIS UTILITY FORMATS THE RMD
THE DATA ON THE CARD WILL BE ERASED

This utility creates Bootabhle RHMD for CS5 16888BHM and C5 1888E.
vhich can be used to boot a system with CPPIU or CPPM processors

This utility aszumes that the drive entered is correct.
S0, please enter the correct RMD drive.

For more information pleaze read README_BOOTABLE_RHD.txt

30E-JoE-JoE-JoE-of-ef - J0f 3o -Jof-Jof-Jof-Jof-of 30 -J0f-Jof-Jof-Jof-Jof-Jof-ef-J0f-J0f-Jof-Jof-Jof-Jof-Jof-oE- 30 -J0f-Jof-Jof-Jof-Jof-Jof-30E -0 -J0f-Jof-Jof-Jof-Jof-Jof -0 -J0f-Jof-Jof-Jof-Jof-uE -0 -J0f-Jof-Jof-Jof-Jof-3af -3 -Jef-Jef-Jof -

Please insert a RMD <{Compact Flash>» in drive now.

to continue .

9 Enter the drive letter assigned to your RMD, see Figure 67 on page 190.
Use the CF card drive letter assigned from your PC that you verified in
step 5.
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IMPORTANT!

The mkbootrmd.bat file does not verify the drive
assignment. It is possible to format other drives on the PC
or Laptop.

Figure 67
mkbootrmd.bat RMD selection

MWINDOWS' system 32 cmd.exe
WARMING:

THIS UTILITY FORMATS THE RMD
THE DATA ON THE CARD WILL BE ERASED

This utility creates Bootahle RMD for C8 1888BHM and CS5 1008E.
wvhich can be wused to hoot a system with CPPIU or CPPHM processor

This utility assumes that the drive entered is correct.
%0, please enter the correct RHD drive.

For more information please read READMHE_BOOTABLE_RHD.txt

Please insert a RMD (Compact Flash?» in drive now.

Press any key to continue . .
Pleaze enter the Drive letter uf vour RHD:e

Insert new dizk for drive E:
and press EMTER when ready. ..

10 Press Enter to create a bootable Call Server CF card. The CF card
formats and the system copies files, see Figure 68 on page 191.
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Figure 68
mkbootrmd.bat creation

SWINDOWS' sy stem 32 cmd.exe

16,384 bytes in each allocation unit.
62,233 allocation units available on disk.

16 hitsz in each FAT entey.
Uolume Serial Mumber is FCDS—4F6A
RHD format Successful ...

Installing Boot sector ...

Copying files . . .
bootrom.sys copied OK.

Check whether the following output shows
"1l the specified file{s>» are contiguons'

#* # * UARNING = = =
IF THE FILES ARE NOT CONTIGUOUS,
PLEASE RECHEATE THE RMD

S M B B M M W W W W
to continue . . .

P
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11 The boot sector files (bootrom.sys and nvram.sys) are successfully
copied making the RMD bootable. Press any key to continue, see Figure
69 on page 192.

Figure 69
mkbootrmd.bat boot sector successfully installed

INDOWSh system32hcmd.exe

Check whether the following output shows
"A11 the specified file<=>» are contiguouns"

#* # ®* LJARMIMG = = =
IF THE FILES ARE WOT GONTIGUOUS .
PLEASE RECREATE THE RMD
- B B B B B B B W B M
Pres= any key to continue . . .
The type of the file system is FAT.
Uolume CS180@BO0OT created 3-25-20108 1:38 PHM
Uolume Serial MWumber is FCDS—4F6A
WHindows is verifying files and folders...
File and folder verification is complete.
WHindows has checked the file system and found no prohlems.

1,.819.625.472 bhytes total disk space.
524,288 bytez in 1 files.
1,819,181 .184 hytes availahle on disk.

16,384 hyte=s in each allocation unit.

62,233 total allocation units on disk.

62,2001 allocation units available on disk.
All specified files are contiguous.

Presz any key to continue . . .

12 Verify the following message is shown:
"Al'l the specified files are contiguous”.

If this message is not shown, repeat this procedure starting from step 8.

Note: This message indicates that the RMD formatting processis
successful and the CF card is now ready to load the Call Server software
and system components.

13 Press any key to close the mkbootrmd.bat program.

14 Click My Computer to verify the CF drive is renamed to CS 1000BOOT,
see Figure 70 on page 193.
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Figure 70
CS 1000BOOT drive name

Edit Wiew Favorites  Tools  Help

System Tasks Q} :

G PCSRP3LL (C:)
S DATA (D)

Details

15 Double-click the CF drive to verify that it contains the bootrom.sys and
nvram.sys files, see Figure 71 on page 193.

Figure 71
CF card boot files

EEK
Edit View Favorites Tools Help (ﬁ
Qo - @ - B O seach [ roders | [~
Address |Se Fiy _V| Go
- S A Name Size | Date Modified | Typd
File and Folder Tasks &/ | B bootrom.sys 463K  10/19/2006 6:55PM  Systel
'E:? Wi b sl ot rwram.svs 1KE 10/19/2006 6:55PY  Syste
&3 Publish this folder to
the Web
li? Share this folder
Other Places
& My Computer
lEi My Documents Tjié — ST - | }
2objects 46518 4 My Computer |
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16 Navigate the folder on your PC that contains the Call Server software load
folders and files.

17 Copy all the folders to the CF card.

Note: Thiscan take up to 12 minutes depending on the speed of the
computer. Thefilesare copied from the hard drive on thelocal PC to the
CF card in the CF drive.

When all subfolders and files are copied successfully to the CF card, it
can be used to install or upgrade the software on a Call Server.

18 Remove the CF card from the CF drive and label it appropriately.

An example for a label is, Call Processor, CS-x.xx.xx, where X.XX.xx
represents the Call Server software version.

End of Procedure

Installing the software

This section provides the stepsinvolved in the local installation of VxWorks
based CS 1000 software.

Perform the following procedure to install the software on the Call Server.
Procedure 34

Installing the software on the Call Server

1 Connect the terminal to SDIO with the NTAK19EC cable.

2 Insert the CF card into the Call Server faceplate.

3 Reboot the card by pressing the RST button on the faceplate of the Call
Server or power up the chassis.
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4  For CP PM version 1 cards, once prompted (see Figure 72), Press F to
“force board to boot from faceplate drive” (prompt may appear twice if
booting a CP PM card that has had software previously installed).

For CP PM version 2 cards (NTDW66CAES/E6; NTDW99CAES/EG),
press F immediately after the card starts to boot (see Figure 73) to load
the boot action menu. The prompt will be replaced by [Entering boot
action menu] in acknowledgement. When the memory test completes, the
boot action menu displays (see Figure 74 on page 196). Using the cursor
keys, move the highlight to the Faceplate RMD row and press Enter to
boot from the faceplate CF card.

Figure 72
CP PM version 1 boot sequence

Presz=z F to force board to boot from faceplate drive.

Attempting to boot from faceplate drive.

Figure 73
CP PM version 2 boot prompt

F=Select different boot device “C=preboot menu ESC=skip memory tests

00000000EE Memory Passed
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Figure 74
CP PM version 2 boot action menu

T —— e +
IDE 0/Pri Master, S5T940815R |Press enter to select|
Faceplate BMD, S5TI Flash B.0.0 |la boot action cor
Enter BIOS Preboot Screen | [ESC] to exit.

Enter BIOS Setup Screen |
Reboot System
Enter BIOS Debugger
USE Fleppy

U5SB Hard Drive

USB CDRCM Drive

|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
+

The VxWorks banner screen appears (see Figure 75 on page 197). Press
enter to continue.
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Figure 75
VxWorks banner

Conpunicacios Server 1000 Softvare/Dacabagas,/EO00TROH RHD Iratall Tool

Avaya
Comounication Jecver 1000 Softoeare

Tnacal. Tool wersion 23

Copprlight 1903 - 2000

Flemse press <CR> when Teady .o

L e ey

FARHTMG:

This softwsre does 331 support THS configured on FESEPE

b= lvwe=, Upgreding -0 thi=s scitosre relesss will perpsnently
dimsble mll THs configured om PESFEPE mnd will mat mllaw naw
THa £o b= eonfigueed.

PeEaocesd wich che upirada? (Y/N| v

I TEITEITE IR I TR IR ICR I TR ICRTCCICTIICCICTIICCICTIICCICTIICCITTITTINET

MARRING;

Tpgreding from pre-w=lesse 4.5 sarfcwars o Relesse 4.5 o higher
will result ip the systen PIT pRssoarcs baing caset ca gafellc,

Procead with the upgcade? (Y/H| ¥

5 Pressy for both software warnings to proceed with the installation.

Page 197 of 492

Note: Thewarnings appear but can beignored for new installations. PE/
EPE is not applicable for thisinstallation. Upgrade warnings are not

applicable because you are performing a new system installation.

A disk check occurs and the following information appears:

>Cbt ai ni ng and checki ng system configuration

>Val i date hard di sk partitions
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Val i dat e nunber of hard drive partitions and size ...
The size of partition /p is 0O M:

Di sk check failed: the disk is not correctly partitioned
I NSTO010 Unable to validate Hard di sk partition "/u"

errNo : 0xd0003

Pl ease press <CR> when ready ...

I NSTO010 Unable to validate Hard disk partition "/p"

Pl ease press <CR> when ready ...

I NSTO010 Unable to validate Hard disk partition "/e"

Pl ease press <CR> when ready ...

The Fix Media Device on Core 0 is blank.

Install cannot continue unless the FMD is partitioned.
Note: I NSTALL WLL REBOOT AFTER THI S PROCEDURE AND FI X
MEDI A WLL BE EMPTY AFTER YOU PARTI TION I T. | NSTALL
REMOVABLE MEDI A MUST BE IN THE DRIVE AT THI S TI ME.

Pl ease enter:

<CR> -> <a> - Partition the Fix Mdia Device.

<> -

Enter choi ce>

6 Press a or <CR> to partition the fixed media device. The partitions are
formatted and the system reboots.
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7 Once prompted, Press F to force board to boot from the faceplate drive
(see Figure 72, Figure 73, and Figure 74 on page 196) and continue with
the installation.

The VxWorks banner screen appears (see Figure 76 on page 199). Press
enter to continue.

Figure 76
VxWorks banner

Conpunicacios Server 1000 Softvare/Dacabagas,/EO00TROH RHD Iratall Tool

Avaya
Comounication Jecver 1000 Softoeare

Tnacal. Tool wersion 23

Copprlight 1903 - 2000

Flemse press <CR> when Teady .o

L e ey

FARHTMG:

This softwsre does 331 support THS configured on FESEPE

b= lvwe=, Upgreding -0 thi=s scitosre relesss will perpsnently
dimsble mll THs configured om PESFEPE mnd will mat mllaw naw
THa £o b= eonfigueed.

PeEaocesd wich che upirada? (Y/N| v

I TEITEITE IR I TR IR ICR I TR ICRTCCICTIICCICTIICCICTIICCICTIICCITTITTINET

MARRING;

Tpgreding from pre-w=lesse 4.5 sarfcwars o Relesse 4.5 o higher
will result ip the systen PIT pRssoarcs baing caset ca gafellc,

Procead with the upgcade? (Y/H| ¥

8 Pressy for both software warnings to proceed with the installation.

Note: Thewarnings appear but can beignored for new installations. PE/
EPE is not applicable for this installation. Upgrade warnings are not
applicable because you are performing a new system installation.
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A disk check occurs, the FMD is ready for software installation.
The Software Installation Tool Main Menu appears (see Figure 77 on
page 200).

Figure 77
Software Installation Tool Main Menu

Ccommunication Server 1000 Software/Database/BOOTROM RMD Install Tool

MATIN MENU

The sSoftware Installation Tool will install or upgrade
Communication Server 1000 software, Database and the CP-BOOTROM.

You will be prompted throughout the installation and given the
opportunity to quit at any time.

Please enter:

<CR> -> <U> - To Install Menu.
<t> - To Tools Menu.
<g> - Quit.

Enter choices
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9

Press u or <CR> to access the Install Menu (keycode authorization). The
following screen appears (see Figure 78 on page 201).

Note: If your keycode files reside on a separate CF card, remove the
software installation CF card and insert the CF card containing the
keycode files. Typically the keycode files reside in the keycode folder of
the software installation CF card.

The system searches for available keycode files in the keycode directory of the
CF card.

Figure 78
Keycode files

The following keycode files are available on the removable media:

Name Size Date Time
<CR> -»> <1> - KEYCODE.KCD 1114 Aug-08-2007 14:45
<g= - Quit

Enter choices

»Validating keycode ...
=>Copying "/cf2/keycode/KEYCODE. KCD" to "/u/keycode" -

>The provided keycode authorizes the install
=of X210500 software (all subissues)
>for machine type 4021 (CPPM processor on €5 1000E).

10

11

The keycode file(s) appear in a list. Select the appropriate keycode file for
this system and install the keycode.

Note 1: A maximum of 20 keycode files can be stored under the
“keycode” directory on the RMD. The keycode files must have the same
extension “.kcd".

Note 2: If the CF card was exchanged, insert the CF card containing CS
1000 Release 7.6.

The system validates the selected keycode and displays the software
release and machine type authorized. Press <CR> or y to confirm that the
keycode matches the system software on the RMD (see Figure 78 on
page 201 and Figure 79 on page 202).
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Figure 79
Keycode confirmation

communication serwver 1000 software/Database/BOOTROM RMD Install Tool

Please confirm that this keycode matches the System 5/W on the RMD.

Please enter:
<CR> -= <y=> - Yes, the keycode matches. Go on to Install Menu.
<n= - No, the keycode does not match. Try another keycode.

Enter choices
=0btaining database file names ...

12 The Install Menu appears (see Figure 80 on page 202). Press b to install
the software, database, and CP-BOOTROM. Option b allows you to either
install the default database or choose to install a preconfigured customer
database.

Figure 80
Install Menu

communication Server 1000 software/Database/BOOTROM RMD Install Tool

INSTALL MENLU

The software Installation Tool will install or upgrade
communication Serwver 1000 software, Database and the CP-BOOTROM.

you will be prompted throughout the dinstallation and given the
opportunity To quit at any time.

Please enter:
<CR> -» <ax> - To install software, CP-BOOTROM.
<h> - To install software, Database, CP-BOOTROM.
<C> - To install Database only.
<d> - To install CP-BOOTROM only.
<t> - To go to_the Tools Menu.
<k> - To install Keycode only.
For Feature Expansion, use OvL143.
<p> - To install 3900 Set Languages.
<g= - Quit.

Enter choice= b

The following screen appears (see Figure 81 on page 203):

13 Press <CR> ory to confirm that the call processor is set to side 0 or press
n if you need to change the side to side 1.
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Figure 81
Side information

Communication Server 1000 sSoftware/Database/BOOTROM RMD Install Tool

This €5 1000 Call Processor is set to side 0O

Please confirm that the side information is correct.

Please enter:

<CR> -> <y> - Yes, the side information is correct. . .

<m= - No, the side information is incorrect. Go on to Side setting Me

Enter choices

14 The location information screen appears (see Figure 82 on page 203),
indicating that the call processor is located in loop 0 and shelf 0 of the
IPMG. Press <CR> or y to confirm their location. If you need to change
loop or shelf information, press n and follow the prompts.

Figure 82
Call processor location

Communication Server 1000 software/Database/BOOTROM RMD Install Tool

This s 1000 call processor is currently located in the IPMG
configured as:

100E 0

shelf O

Please confirm that the IPMG loop and shelf information is correct.
Note: If the IPMG has not been configured yet, the IPMG loop and

shelf information can be left as the current wvalue. To update
the Toop and the shelf dinformation later, use ovL117.

Please enter:
<CR> -> <y> - Yes, the IPMG loop and shelf information is correct.
<n= - No, the IPMG 100ﬁ and shelf information is incorrect.
GD on Tto Loop/shelf setting Menu.

Enter choicex

15 Ensure the CF card containing CS 1000 Release 7.6 installation software
is installed in the drive and press <CR> or a (see Figure 83 on page 204).
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Figure 83
Insert RMD

communication serwver 1000 software/Database/BOOTROM RMD Install Tool

Please insert the Removable Media Device into the drive on Core 0.

Please enter:
<CR> -> <@> - RMD 15 now in drive. continue with s/w checking.
<gQ= - Quit.

Enter choices>

16 Press <CR> ory to confirm that you have the correct software version
(see Figure 84 on page 204).

Figure 84
Confirm software version

communication Server 1000 software/Database/BOOTROM RMD Install Tool

The RMD contains System 5/W version X2105xX_x].

Please enter:

<CR> -= <y> - Yes, this is the correct version. Continue.

<f= - No, this is not the correct version. Try another RMD
or a different keycode.

Enter choices

17 Press <CR> ory to install dependency lists and continue with the upgrade
(see Figure 85 on page 205).

Note: If Dependency Lists are not installed on media, the following
prompts do not appear. Proceed to step 18 on page 205.
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Figure 85
Install Dependency Lists

communication Serwver 1000 software/Database/BOOTROM RMD Install Tool

Do you want to install Dependency Lists?.

Please enter:
<CR> -> <y=> - Yes, Do the Dependency Lists installation
<M= - No, Continue without Dependency Lists installation

Enter choices

18 Press <CR> ory (the default) to enable the Automatic Centralized
Software Upgrade (CSU) feature (see Figure 86 on page 205).

Figure 86
Centralized Software Upgrade

Communication Server 1000 software/Database/BOOTROM RMD Install Tool

Enable Automatic Centralized sSoftware Upgrade (C5U) Feature 7 (Defaul
Please enter:

<CR> -> <y> - Yes
<M= - NO

Enter choices
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19 Setthe CSU feature to Sequential. Press <CR> or y (see Figure 87 on
page 206).

Note: if Sequential is selected <1>, the Media Gateway installations are
performed across the LAN in a sequential manner. One Media Gateway
is installed at a time. No other Media Gateway installations are initiated
until the current Media Gateway completes its installation.

If Simultaneous is selected <2>, the Media Gateway installations are
performed simultaneously across the LAN. Up to eight Media Gateways
are installed at the same time. If there are more than eight Media
Gateways, the installation of the next Media Gateway begins after the
installation of one Media Gateway is complete. The following warning is
presented to the installer:

WARNING:
Call Processing is not guaranteed to operate on the call server
during simultaneous upgrades.
Do you wish to proceed? (y/n)

Figure 87
Automatic Centralized Software Upgrade Mode

communication server 1000 software/Database/BOOTROM RMD Install Tool

Set Automatic Centralized Software Upgrade Mode to:

|
Please enter:

<CR= -= <1> - Sequential
=2> - Simultaneous

Enter choice=
>Processing the install control file ...

20 The PSDL Installation Menu appears (see Figure 88 on page 207). Select
the appropriate location based on your geographical location.
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Figure 88
The PSDL Installation Menu

PSDL INSTALLATION MENU
The P5DL contains the Toadware for all downloadable
cards in the system and loadware for M3900 series sets.

select oNE of the SEVEN PSDL files:
Global 10 Languages

western Europe 10 Languages
Eastern Europe 10 Languages
Morth america & Languages
Spare Group A

Spare Group B

Packaged Languages

"\-lml."l-P-l.Uth—‘

[@]uit, <CR> - default

By default option 1 will be selected.
Enter your cnoice ->1

=Copying new PSDL ...

Once you select a geographic location, the PSDL, loadware and language files
are installed.

21 The Installation Status Summary screen appears (see Figure 89 on
page 208). Verify the parameters and press <CR> when ready.
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Figure 89

Installation Status Summary

+
| Option | Choice | Status |
E e e e e e e e e e et
| §W: BMD to FMD | ves |
e Fo—————— F—————— +
| Dependency Listsz yeg |
e Fo—————— F—————— +
| AUTO-CSU Feature| 3SEQ | |
B e E e e o e +
| IFHMG Software: yes |
B e E e e o e +
| Databhase | no |
B e E e e o e +
| CP-EBOOTROHM ¥ES |
o —— o o +

Please enter:

<CR» -» <y» - ¥es, start installation.

<n> = No, =top installation. Return to the Main Menu.

Enter choices

>Checking system configuration

Figure 90

22 Press <CR> or y to begin the installation (see Figure 90 on page 208).

Install Tool

CR> -=

Communication Server 1000 software/Database/BOOTROM RMD Install Tool

you selected to install software release: 0700= on the new system.

This will create all necessary directories and pre-allocate
files on the hard disk.

You may continue with software dinstall or guit now and leave
your software unchanged.

Please enter: . .
<a> - Continue with new system install.
<= - Quit.

Enter choice=
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The installation process begins.
A message appears indicating that the installation on Core 0 was successful
(see Figure 91 on page 209).

Figure 91
Core 0 software installation complete

Communication Server 1000 software/Database/BOOTROM RMD Install Tool

software release 0700x was installed successfully on Core 0.

all files were copied from RMD To FMD.

Please press «<CR> when ready ...

23 Press <CR>to continue. The following screen appears (see Figure 92 on
page 209).

Figure 92
Database installation

communication Server 1000 software/Database/BOOTROM RMD Install Tool

You will now perform the database installation.

Flease enter:
<CR> -» <a> - Install CUSTOMER database.
The Removable Media Device containing the customer database
must_be in the drive.

<h> - Install DEFAULT database and DEFAULT accounts.

The system 5/W media must be in drive.)
<d> - Transfer sSmall System database.

The RMD containing the database must be in the drive
<g> - Check the database that exists on the Fix Media Device.
=g> - Quit.

24 Select the database you wish to install. If you are installing a previously
programmed customer database, select option a. If you are installing the
default database and accounts prior to programming, then selection
option b.

25 A confirmation appears. Verify that it is the correct database and press a
or <CR> (see Figure 93 on page 210).
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Figure 93
Default database installation

Ccommunication Server 1000 software/Database/BOOTROM RMD Install Tool

vou selected to transfer the default database from the System S5/W
RMD onto the FMD, from release: 471A to release: 471A.

This will erase the database on the FMD. If you quit now, the
database will be left unchanged.

Please insert the System 5/W RMD into the drive
if you are transferring the database.

Please enter:
<CR> -» <a> - Continue with default database install.
<> - Quit.

Enter choice=
=5tarting database install

26 The Installation Status Summary screen appears, indicating that the
installation was a success (see Figure 94 on page 210). Press <CR> to
continue.

Figure 94
Installation Status Summary

=>Installing release 07=mxx

+ + + + +
| option | choice | status | comment |
+ + + + +
| sw: RMD To FMD | ves " | From 07.00.xx to 07.00.xx |
tommmmmmmm e +———————- B et +
| Dependency Lists| wes | | |
tomm—mmmmmm e +———————- B et +
| AUTO-CSU Feature| SEQ | | sEQ-C5U Enabled |
tommmmmmmm e +———————- B +
| IPMG Ssoftware: | yes | ak | From O7.00.xx to 07.00.xx |
o mmmmm e +———————- B et +
| Database |  yes | | |
o mm e +———————- B et +
| CP-BOOTROM |  yes | ok | |
tommmmmmmm e +———————- tmmmm - +
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Figure 95
Install Menu

27 TheInstall Menu appears (see Figure 95 on page 211). Press q to quit the

Install Tool.

communication Serwver 1000 software/Database/BOOTROM EMD Install Tool

Enter

<p>= -
<0> -

To
To
To
To
To

For Feature Expansion, use OwvL143.
To install 3900 Set Languages.

INSTALL

The software Installation Tool will install or upgrade
Communication Serwver 1000 Software, Database and the CP-BOOTROM.

you will be prompted throughout the installation and given the
opportunity to gquit at any time.

FPlease enter:
<CR> -> <a> - TO
<hb= -
<C> -
<d> -
=T> -
<k= -

install software, CP-BOOTROM.
install software, Database, CP-BOOTROM.

install Database only.
install CP-BOOTROM only.
0 to_the Tools Menu,
install keycode only.

quit.

choice= g

MENU

Figure 96
Quit Install Tool

figure.

28 Press <CR> or y to confirm your selection, as shown in the following

Communication Server 1000 software/Database/BOOTROM RMD Install Tool

You selected to quit.

Please enter:
<CR> -> <y> - Yes, quit.
<= - No, DON'T quit.

Enter choices>

Please confirm.
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29 Press <CR> ory to reboot the system, as shown in the following figure.

Once the system has completed its reboot, remove the CF from the
faceplate.

Figure 97
System reboot

Communication Server 1000 software/Database/BOOTROM RMD Install Tool

You selected to quit the Install Tool.
You may reboot the system or return to the Main Menu.

Please enter:
<CR> -»> =a>= - Reboot the system.
<m= - Return to the Main Menu.

Enter choice:>

=Rebooting system ...

End of Procedure
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Reconfigure 1/0O ports and call registers

Procedure 35
Reconfiguring I/O ports and call registers

1 Evaluate the number of call registers and 500 telephone buffers that are
configured for the system (suggested minimum values are 4500 and 1000
respectively). If changes are required, reconfigure the values in LD 17:

LD 17 Load program

REQ CHG Change

TYPE PARM

500B 1000 Use 2000 as a minimum value

NCR 20000 Use 35000 as a minimum value.
Press enter until you are returned to the REQ
prompt.

*hkk Exit program

Note: For these changes to take effect the customer must save the
data (LD 43, EDD and then INI the active core).

2 Print the Configuration Record to confirm the changes made in Step 1:

LD 22 L oad program
REQ PRT Set the print option
TYPE CFN Print the configuration

*kokk Exit program

End of Procedure
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Testing the Call Server

Note: Before performing the testing procedures bel ow, the database
must be programmed, the system must be configured, and theinstallation
must be completed.

Procedure 36
Testing the Call Server

1 Verify that the Call Server is active.
LD 135 L oad program
STAT CPU Get the status of the CPUs

Check dial-tone.

Verify that the Call Server is active, redundant, and single.
Make internal, external, and network calls.

Check attendant console activity.

Check IP Peer networking for incoming and outgoing calls.

~N o o b~ o WwN

Check applications (Avaya CallPilot, Symposium, and so on).

End of Procedure

Install the software on the second Call Server

Procedure 37
Installing the software on the second Call Server

Complete the steps in Procedure 34 on page 194 for the second Call Server.
Please note the following:

» the second Call Server must be side 1 and must be assigned a
different Loop

. it is recommended that the second Call Server be in a second
chassis

End of Procedure
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Configuring primary and secondary call server IP addresses

Procedure 38
Configuring primary and secondary call server IP addresses

Given: Primary IP address: 47.1.1.10; Secondary IP address: 47.1.1.11;
Subnet mask: 255.255.255.0; Default Gateway IP: 47.1.1.1

1
2

3

Load Overlay 117

Create host entries. Enter one of the following commands:
NEW HOST PRIMARY_IP 47.1.1.10
NEW HOST GATEWAY_IP 47.1.1.1 (if connected to customer LAN)
NEW HOST GATEWAY_IP 47.1.1.1 (if connected to customer LAN)

Assign host to primary and/or secondary IP address(es). Enter one of the
following commands:

CHG ELNK ACTIVE PRIMARY_IP
CHG ELNK INACTIVE SECONDARY _IP (for Dual CPU only)

Verify your IP address for Ethernet by entering the PRT ENLK command.

Note: To reuse the active host entry and/or associated IP address, the
existing entry must be removed. Prior to removing the existing entry, you
must first create a temporary host entry and make it active. Out the
original host entry, then proceed to Step 2.

Set up Ethernet subnet mask. Enter the command:

CHG MASK 255.255.255.0

Verify subnet mask setting by entering the command:

5

6

PRT MASK
Set up routing entry. Enter the command:
NEW ROUTE 0.0.0.0 47.1.1.1 (if connected to customer LAN)

Where: 0.0.0.0 = destination network IP and 47.1.1.1 = default
gateway IP

Note: When more than one gateway exists, replace 0.0.0.0 with the
destination network address for each entry of the routing table.

Verify default routing by entering the command:
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PRT ROUTE
Note 1: For a single CPU machine, the secondary IP is not used.

Note 2: The secondary IP is accessible only when a system is in split
mode.

Note 3: The subnet mask must be the same value used for the system
Ethernet network.

Note 4: The system private Ethernet (ELAN subnet) is used for system
access and control. Use an internet gateway to isolate the system private
Ethernet from the Customer Enterprise Network.

Note 5: Routing information is required if an internet gateway or router
connects a system private network (ELAN subnet) to the Customer
Enterprise Network. New routes use network IPV4 classification to
determine whether the route is network or host-based. INI is required for
the activation of subnet Mask.

End of Procedure

Verifying Call Server 0 is active

Use the following commands to verify that Call Server O is active.

LD 135 Load program
STAT CPU Get the status of the CPUs
CFN

Making the system redundant
At this point, Core/Net 0 is ready to be synchronized with Core/Net 1.
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Procedure 39
Making the system redundant

1

Check to see if the HSP cable is attached. If not, attach the HSP cable
(this is a crossover cable) to the CP PM faceplate connectors on both
CP PM cards.

Make the system redundant in LD 135 by typing the command JOIN.

LD 135

JOIN Restores redundancy to a system put in
single mode by the SPLIT command

*hkk Exit the program

Once the synchronization of memories and drives is complete, STAT the
CPU and verify that the CPUs are in a true redundant state.

LD 135
STAT CPU Get status of CPU and memory

*hkk Exit the program
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.stat cpu

cp 0 16 PASS -- STDBY

TRUE REDUNDANT

DI SK STATE = REDUNDANT

HEALTH = 20

VERSI ON = Mar 3 2005, 16:26:40
Side = 0, DRAM SI ZE = 512 MBytes

cp 1 16 PASS -- ENBL

TRUE REDUNDANT

DI SK STATE = REDUNDANT

HEALTH = 20

VERSI ON = Mar 3 2005, 16:26:40
Side = 1, DRAM SI ZE = 512 MBytes

4  Tier 1 and Tier 2 health of both Call Servers must be identical in order to
successfully switch service from Call Server 1 to Call Server 0.

LD 135
STAT HEALTH  Get status of CPU and memory

*rkx Exit the program
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.stat health
Local (Side 0, Active, Redundant):
Conponents without TIER 1 Health contribution:

disp 0 15 1:In Service
sio2 0 15 1:1n Service
cp 0 16:1n Service
ipb 0:1n Service
TIER 1 Heal th Count Breakdown:

sio8 0 16 1: 0002
sio8 0 16 2: 0002
sutl 0 15: 0002
strn 0 15: 0002
xsnmp 0 15 1: 0002

eth 0 16 0: 0002
Local TIER 1 Health Total: 20
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TIER 2 Health Count Breakdown:

ELAN 16 |P : 47.11.138.150 Health = 2
ELAN 17 IP : 47.11.138.153 Health = 2
Local AML over ELAN Total Health:4
Local Total IPL Health = 6

333333
Local TIER 2 Health Total: 10

Renote (Side 1, Inactive, Redundant):
Conponents without TIER 1 Health contribution:
disp 1 15 1:In Service
sio2 1 15 1:1n Service
cp 1 16:1n Service
ipb 1:1n Service
TIER 1 Heal th Count Breakdown:

sio8 1 16 1: 0002
sio8 1 16 2: 0002
sutl 1 15: 0002
strn 1 15: 0002
xsnmp 1 15 1: 0002

eth 1 16 0: 0002

Renpbte TIER 1 Health Total: 20

I PL connection history:33333333333333
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Renote AML over

TIER 2 Health Count Breakdown:

ELAN 16 I P : 47.11.138.150 Health
ELAN 17 IP : 47.11.138.153 Health

Renote Total IPL health = 6

Renpote TIER 2 Health Total : 10

1 1
N N

ELAN Total Health:4

5 Get status of links to the Media Gateways (STAT IPL).

LD 135
STAT IPL

*kk*k

Get status of MG 1000E (Media Gateway)

Medi a Gat eway
Medi a Gat enay
Medi a Gat enay
Medi a Gat enay

LI NK UP
LI NK UP
LI NK UP
LI NK UP

RNk

Exit the program

The system now operates in full redundant mode with
Call Server 1 active.

End of Procedure
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Complete the installation

Testing the Call Servers

Procedure 40
Testing Call Server 0

At this point in the installation, Call Server 0 is tested from active Call Server 1.
Upon successful completion of these tests, call processing is switched and the
same tests are performed on Call Server 1 from active Call Server 0. As a final
step, call processing is then switched again to Call Server 1.

From active Call Server 1, perform the following tests on Call Server 0:

1 Perform a redundancy sanity test:
LD 135
STAT CPU Get status of CPU and memory
TEST CPU Test the CPU

2  Check the LCD states

a. Perform a visual check of the LCDs.

b. Testand LCDs:
LD 135
TEST LED Test LEDs
DSPL ALL
c. Check that the LCD display matches the software check.
3  Test the System Utility card
LD 135 Load program
STAT SUTL Get the status of the System Utility card
TEST SUTL Test the System Utility card

Note: SUTL commands only apply to Pentium Il and Pentium IV based
CS 1000E systems.

NN43041-310 Standard 06.01 March 2013



Installing software on the Avaya Communication Server 1000E = Page 223 of 492

4  Test system redundancy and media devices:

LD 137
TEST RDUN
DATA RDUN
STAT FMD

STAT RMD

Load program
Test redundancy
Test database integrity

Status of one or both Fixed Media Devices
(FMD)

Status of one or both Removable Media Devices
(RMD)

5 Clear the display and minor alarms on both Call Servers:

LD 135
CDhsP
CMAJ
CMINALL

Load program
Clear the displays on the cores
Clear major alarms

Clear minor alarms

End of Procedure
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Switch call processing

Procedure 41
Switching call processing

LD 135 Load program

SCPU Switch call processing from Call Server
1to Cal Server 0

Call Server 0 is now the active call processor.

End of Procedure

Procedure 42
Testing Call Server 1

From active Call Server 0, perform these tests on Call Server 1:

1 Perform a redundancy sanity test:
LD 135 Load program
STAT CPU Get status of CPU and memory
TEST CPU Test the CPU

2  Check the LCD states.

a. Perform a visual check of the LCDs.

b. TestLCDs:
LD 135 Load program
TEST LCDs Test LCDs
DSPL ALL

c. Check that the LCD display matches the software check.
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3 Test the System Utility card:

LD 135
STAT SUTL
TEST SUTL

Load program
Get the status of the System Utility card
Test the System Utility card

4  Test system redundancy and media devices:

LD 137
TEST RDUN
DATA RDUN
STAT FMD

STAT RMD

*kk*

Load program
Test redundancy
Test database integrity

Status of one or both Fixed Media Devices
(FMD)

Status of one or both Removable Media Devices
(RMD)

Exit the program

5 Clear the display and minor alarms on both Call Servers:

LD 135
CDSP
CMAJ
CMINALL

Load program
Clear the displays on the CP PM Call Servers
Clear mgjor dlarms

Clear minor darms

End of Procedure
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Switch call processing

Procedure 43
Switching call processing

LD 135 Load program

SCPU Switch call processing from Call Server
Oto Cal Server 1

Call Server 1 is now the active call processor.

End of Procedure

Perform a customer backup data dump (installation release)

Procedure 44
Performing a data dump to backup the customer database:

1 Login to the system.

2 Insertthe 128 MByte CF card into the active Call Server RMD slot to back
up the database.

3 Load the Equipment Data Dump Program (LD 43). At the prompt, enter:
LD 43 Load program.
EDD

4  When “EDDOO0Q” appears on the terminal, enter:

EDD Begin the data dump.
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CAUTION — Service Interruption

Loss of Data

If the data dump is not successful, do not continue;
contact your technical support organization. A data
dump problem must be corrected before proceeding.

5 When “DATADUMP COMPLETE” and “DATABASE BACKUP
COMPLETE” appear on the terminal, enter:

*kk K Exit program

The installation is now complete.

End of Procedure

Configuring the Media Gateway zone and IP address

Note: Before you can configure zones, you must create a customer in
LD 15.

The next step in the process involves configuring the Media Gateway zone
and IP address in Overlay 97 on the Call Server.

Note: This procedure may be performed through Element Manager
following the installation of the Signaling Server. To configure aMedia
Gateway using Element Manager see Procedure 55 on page 280.

1 Loginto Overlay 97 to configure the MGC that will register to the call
server:

>LD 97

SCSYS000
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MEM AVAI L: (U P): 103979814 USED U P: 230475 59531
TOT: 104269820

REQ prt
TYPE supl
SUPL

SUPL SUPT SLOT XPECO XPEC1 IPMG ZONEO/1 |1PRO/1

REQ chg

TYPE supl

SUPL 0

SLOT

SUPT ipmg

IPRO <IP addressfor shelf 0>

IPR1 <IP addressfor shelf 1>

IPMG_TYPOmgc

ZONEO 1

**xx ALL VWG CHANNELS MUST BE OUTED AND
RECONFIGURED AFTER IPMG ZONE CHANGE
DESO

-CE

Initial configuration of the Gateway Controller

Note: Coordinate all Nars/Bars and NRS changes to ensure that your
cutover plan is designed for minimum downtime.

The Gateway Controller must be given a superloop and shelf reference on the
Call Server (see Table 24).

Table 24

Gateway Controller superloop configuration
Loop Shelf IPMG #
000 0 1
000 1 2
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Table 24
Gateway Controller superloop configuration
Loop Shelf IPMG #
004 0 3
004 1 4
008 0 5
096 0 49
096 1 50

Perform the following procedure to initially configure the Gateway

Controller.

Procedure 45

Configuring the Gateway Controller on the Call Server

Note: Initial configuration of the Gateway Controller is command line

ONLY.

The Gateway Controller is shipped with “gold” software in onboard flash
memory. If centralized software upgrade is enabled on the Call Server, the
Gateway Controller is upgraded automatically (or it can be upgraded manually

through LD 143).

There are two ways to enter mgcsetup:

. If no IP information exists on the Gateway Controller, it will boot

directly into the setup menu.

. If IP information does exist, use <CTRL>L<CTRL>D<CTRL>B
(provide LDB username and password to access LDB). Then Invoke

the ngcset up command.
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The MGC Shells can be accessed using the following commands:

¢ <CTRL> QAM (provide OAM username and password to access
OAM shell)

e <CTRL> LDB, (provide LDB username and password to access
LDB)
1 Enter network IP information at the mgcsetup menu.

Note: TLAN IP information must be entered with Element Manager. If
mgcsetup prompts for TLAN information, the Gateway Controller
loadware is older than version MGCBAD.

Pl ease define the data networking parameters for this
M5 1000E now.

Host nane: MEC_N313 (optional)
ELAN | P: 0.0.0.0 192. 168. 3. 33
ELAN subnet mask: 0.0.0.0 255. 255. 255. 0
ELAN gat eway | P: 192.168.3.1

Primary CS | P: 192. 168. 3. 32

Enter port and security paranmeters, if required:

ELAN security = “ISec,” based on IPSec standard. Must be configured on
every component expected to communicate across the ELAN, or not
configured at all. There are 4 options:

« None - no security used
e Opti - optimal: XMsg + PbxLink ports.

¢ Func - functional: all ELAN communication between node
components is secured, but external communication (eg: Avaya
CallPilot™, maintenance PC) is not.

¢ Full - all communication uses ISec. Exceptions are SSL & SSH
(already encrypted), NTP (has its own authentication method) and
AML (legacy support requires unsecured link).

Change M3C advanced paraneters? (y/[n]) : vy
TLAN is set to auto negotiate, change? (y/[n]) : vy

Note: Turning off auto negotiate on the TLAN
will default it to 100Mops full dupl ex.
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Set TLAN to auto negotiate? ([y]/n) : vy
ELAN is set to auto negotiate, change? (y/[n]) : vy

Note: Turning off auto negotiate on the ELAN
will default it to 100Mops full dupl ex.

Set ELAN to auto negotiate? ([y]/n) : vy

ELAN security Di sabled, change? (y/[n]) : vy
Enabl e ELAN security ? (y/[n]) : vy

Enter security level OPTI, FUNC or FULL : opti

Note: Spaces ~ * ° @[ ] and # are not supported in
passwor ds.

Pl ease input PSK(16-32 chars): (input is not echoed)
Strength of PSK: Wak
Pl ease reenter PSK(16-32 chars): (input is not echoed)

Set MXC to TDMonly? (y/[n]) : n

Note: Turning on TDMonly will not allow
the M3C to be connected to a network.

2 Review the network information and enter “y” to confirm.

You have entered the followi ng paraneters for this MG

1000E:

Host nane : MEC_N313

ELAN | P : 192.168. 3. 33
ELAN subnet nask . 255.255.255.0
ELAN gat eway | P :192.168.3. 1
TLAN | P :192.168.19. 33
TLAN subnet mask . 255.255.255.0
TLAN gateway | P :192.168.19.1
Primary CS Hostname : CS 1000E_N313
Primary CS IP : 192.168. 3. 32
Alternate CS 1 Hostnane :

Alternate CS 1 IP : 0.0.0.0
Alternate CS 2 Hostnane :

Alternate CS 2 | P : 0.0.0.0
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TLAN set to auto negoti ate.
ELAN set to auto negoti ate.
ELAN security Enabled, level is Optimzed Security

Is this correct? (y/n/[a]bort) : vy

3 IP changes require a reboot. Enter “y” at the prompt.

Do you want to continue? (y/n/[a]bort) : vy

reboot (-1) has been called...

Following the reboot, the Gateway Controller connects to the Call Server and

downloads the remaining configuration information.

If centralized software upgrade has been enabled, the Gateway Controller will
upgrade its loadware by downloading it from the Call Server.

After the software has been upgraded, another reboot will be triggered.

After reboot, the Gateway Controller registers to the Call Server and the LED
displays the superloop and shelf (for example: 4 0) of the Media Gateway. If
registration fails, it shows “UNRG.”

End of Procedure
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Rebooting the MGC
The MGC reboots and registers with the Call Server.

Found device : | NTEL 82365SL

Engcode: NTDWSOBA REL 08

ELAN nac address is:00:13:65:ff:ee:ed

TLAN mac address is:00:13:65:ff:ee:ec

RESET reason: Hard Reset.

Daught er board 1: NTDW62AA RO2 00: 13:65:ff: f8:fd.
Daught er board 2: NOT | NS

VxWor ks Syst em Boot

Copyright 1984-2005 Wnd River Systems, Inc.
CPU. Chagal |

Version: VxWrks5.5.1

Boot code version: M3CBAA20

aut o- boot i ng. . .

Loadi ng MSP from CF... 1375736

Booti ng ARMD (MSP) at 0x00000100 ...
Loadi ng CSP from CF... 6643712 + 5849088
Booti ng ARML (CSP) at 0x80010000 ...

Found device : | NTEL 82365SL

Loadi ng synbol table from/p/ minos.sym...done

Loadware upgrade

If the Gateway Controller loadwareis out of date (compared to the loadware
on the Call Server), an upgrade of the loadware occurs based on the
Centralized Upgrade setting defined during the softwareinstall and the values
set in overlay 143. The default values are set so that the upgrade starts
automatically once registration is achieved with the Call Server.

There are seven pieces of loadware that are updated on the Gateway
Controller. These updates are downloaded from the Call Server.
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Note: Not al of theloads are upgraded during each softwareinstall. The
system upgrades |oads which are out of date. DBL1 and DBL 2 |oads are
only used if you have the appropriate daughter boards installed on the
MGC card.

-> Recei ved an upgrade request. Preparing M3C for upgrade.
Auto conmmit option has been enabl ed.

Upgr ade of

CSP | oadware initiated.

OW [P link is UP between Prinmary Call Server and MC 1

Upgr ade of
Upgr ade of
Upgr ade of
Upgr ade of
Upgr ade of

MSP | oadware initiated.
APP | oadware initiated.
FPGA | coadware initiated.
DBL1 initiated.

DBL2 initiated.

-> 0x86f8bc30 (tMClnst):

Upgr adi ng FPGA Loadware. . .

| ogTask: 1
0x86f 8bc30
0x86f 8bc30
0x86f 8bc30
0x86f 8bc30
0x86f 8bc30
0x86f 8bc30
conpl et ed

0x86f 8bc30
in effect.

| og nessages | ost.

(tMXClnst): Programm ng FPGA ...

(tMCl nst): FPGA Upgrade conpl et ed.

(tMXClnst): Upgrading Application Loadware ...
(tMXlInst): CGold CSP imge upgraded

(tM3Cl nst): ngcBoot Li neFi x: fi xing the bootline
(tMXInst): Upgrade Application Loadware

(tM3Clnst): Rebooting M3C to take the upgrade

IMPORTANT!
At this point the IPMGs synchronize with the Call Server.

End of Procedure
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Contents

This section contains information on the following topics:

Signaling Server task flow ........ ... ... i 236
Supported hardware. . ... 238
[P subnet configuration. ........... i 238
ISP1100 MIgration. . .. ..cov it e 238
Installing Signaling Server hardware . ......................... 238
Installing Signaling Server software. ............. ... ..., 239
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Signaling Server task flow

Avaya Linux Platform Base and Applications Installation and
Commissioning (NN43001-315) provides installation, upgrade, and
configuration information for Signaling Servers. Y ou must follow the proper
sequence of eventsto correctly install or upgrade the Linux base and
applications. Use the task flow information in this chapter to determine the
proper stepsfor theinstallation or upgrade of the Linux base and applications.
The task flow refers to the publication number that contains the detailed
procedures required for the task.

For more information refer to the following publications, which are
referenced in Figure 98 on page 237:

e Avaya Linux Platform Base and Applications Installation and
Commissioning (NN43001-315)
e Avaya Element Manager: System Administration (NN43001-632)

e Avaya Sgnaling Server |P Line Applications Fundamentals
(NN43001-125)
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Figure 98
Signaling Server taskflow

CS 1000 Network

Back up databases

v

Establish UCM Deployment
Server and Primary
Security Server

v NN43001-315

Build software library and
provide keycodes

,1, NN43001-315

Define pre-deployment
strategy and commit

1 NN43001-315

Deploy applications to servers
with bootable Linux media
or patched release 6.0

v

Signaling Server

Servers

Back up databases

Linux Server
VxWorks Call Server
Network Services

IM Presence
M_AS
NRS
. Subscribér Managér
CS 1000 Systems
... DO
CS 1000 HS

Signaling Server

i, NN43001-315

Manage Security

NIN43001-604
End

v

Install Linux Base bootable
media on server

vy NN43001-315

Define pre-deployment
strategy and commit to
Signaling Server

y NN43001-315

Deploy to server with bootable
Linux media or patched
release 6.0

¥ NN43001-315
Configure Signaling Server
v NN43001-125

Associate Element Manager®
to Call Server
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Supported hardware

Avaya Communication Server 1000 Release 7.6 supports the following
hardware platforms as stand-alone Signaling Servers:

*  Server cards
— Common Processor Pentium Mobile (CP PM) card
— Common Processor Dual Core (CP DC) card

e Commercia off-the-shelf (COTS) servers

For more information about the supported roles for hardware platforms, see
Table 1: “Hardware platform supported roles’ on page 33.

IP subnet configuration

Avaya CS 1000 Release 7.6 Signaling Servers support IPv6 and |Pv4
addresses. If the Signaling Server and Call Server reside in different IP
subnets, you must manually add a route from Base Manager in order for
Element Manager to communicate and interact with the Call Server. For more
information, see Avaya Linux Platform Base and Applications Installation
and Commissioning (NN43001-315).

ISP1100 migration

CS 1000 Release 7.6 does not support the 1ISP1100 Signaling Server. To
migrate an | SP1100 Signaling Server to a CS 1000 Release 7.6 hardware
platform, see Avaya Sgnaling Server |P Line Applications Fundamentals
(NN43001-125).

Installing Signaling Server hardware

For Signaling Server hardware installation information, see Avaya Linux
Platform Base and Applications Installation and Commissioning
(NN43001-315).

For information about the hardware platforms, see Avaya Circuit Card:
Description and Installation (NN43001-311).
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Installing Signaling Server software

Signaling Server software requires the Linux base operating system. For
information on performing Linux software installations, see Avaya Linux
Platform Base and Applications Installation and Commissioning
(NN43001-315) and Avaya Sgnaling Server IP Line Applications
Fundamentals (NN43001-125).

Installation and Commissioning



Page 240 of 492  Installing a Signaling Server

NN43041-310 Standard 06.01 March 2013



Page 241 of 492

Configuring the Avaya Communication
Server 1000E Call Server

Contents

Introduction

This section contains information on the following topics:

INtroduction. . . ... oo 241
Configuring login IDsand passwords. . .. ..., 242
Enabling the multi-useroption .. ............................. 244
Configuring pseudo-terminas (PTYS) ... vviiiii it 244
Checking PTY Status. . ... ..o e e 246
Configuring Virtual Tone and Conference Circuits .. ............. 246
Bandwidth Management Zones. .. ..., 247
LoggingintoElementManager ..., 248
Importing preconfigured IPtelephony files .. ................... 252
Reviewing and submitting I P telephony node configuration files . ... 253
Adding a Follower Signaling Server to an IP telephony node . . . . . .. 254
Performingadatadump. .. ... 254
Portblocking. . ... 256

The Avaya Communication Server 1000E system requires the configuration
of an IPtelephony node. The configuration datais storedinthe BOOTP.TAB
and CONFIG.INI files on the Avaya Communication Server 1000E. Copies
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of both files are maintained on each node component (Signaling Server and
Voice Gateway Media Card).

The preconfigured | P telephony configuration filesfrom the leader Signaling
Server must beimported. Thesefilesare saved on the Avaya Communication
Server 1000E as:

»  c:/u/db/node/nodex.cfg where x is the node number

*  c:/u/db/node/nodex.btp where x is the node number

IMPORTANT!

Do not attempt to alter the configuration files either manually or with IP
Phone management. Use Element Manager only.

The node databasefiles are backed up along with the customer database using
the LD 43 EDD command.

This chapter contains the following procedures:
e Procedure 46: "Launching Element Manager" on page 248

e Procedure 47: "Importing an existing node" on page 252

e Procedure 48; "Performing a datadump using Element Manager" on
page 254

Configuring login IDs and passwords

Note: Any username and password created on the Call Server will no
longer be accessible after joining the UCM security domain. To avoid
confusion, consider using the same username and password for both. For
UCM password conventions and restrictions, see Avaya Unified
Communi cations Management Common Services Fundamentals
(NN43001-116).

Y ou must be logged in as a user with admin2 level privilegesin order to
change the default username and password.
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For increased security:

*  Change the default login username and password.
The default login is username adminl and password 0000, as used
throughout this guide.

»  Configure the Limited Access Password (LAPW) IDs and passwords.

LD 17--Configure login username and password

Prompt Response Comment

REQ: CHG Change

TYPE: PWD Configuration Record

PWD2 a...a Enter valid password for admin2 login

PSWD_COMP (OFF) Turns (OFF) the password complexity check for the
ADMIN, LAPW and PDT passwords

ACCOUNT_REQ | NEW Change Account Request

PWD_TYPE pwd2 Specifies the user type being changed. Choices
are: PWD2, PWD1, LAPW

USER_NAME a...a Unique user name - up to 11 characters

PASSWORD a...a Validates the login credentials of the user. Must be
4 to 16 characters in length.

CONFIRM a...a Confirm the password

PDT pdt2 PDT2 for PDT access. This prompt is only
available when adding or modifying LAPW, Level 1
(PWD1) and Level 2 (PWD2) users

OVLA ALL For access to all Overlays
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Prompt Response Comment

CUST aaa Customer Number to be accessible by way of
PWnn (Password)

HOST (NO) YES Enable HOST mode Log In for password PWnn
MAT (NO) YES Enable MAT Log In for password PWnn
OPT a..a Options for password PWnn

Note: The message PWD ACCOUNT SETTINGS SAVED displays
when the user input information is completed. The completed user
information is saved to protected memory. If you end the program with
**%% or ** gbort, the changes are not reset.

Enabling the multi-user option

LD 17--Enable multi-user option

Prompt Response Comment

REQ CHG Change existing data
TYPE ovly

MULTI_USER on

REQ *kkk

Configuring pseudo-terminals (PTYs)

AvayaCommunication Server 1000E providestwo ports (COM 1 and COM2)
onthe CPU. A Terminal Server is used to provide additional seria portsfor
specific applications, such as CTY, MCT, PMS, and TRF. Each configured
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Terminal Server serial port automatically starts an rlogin session with a user
ID to adedicated pseudo (PTY) port in the Avaya CS 1000E system. Avaya
recommends configuring at least two PTY sfor general use (rlogin sessions

with no user ID). In practice, amaximum of 14 PTY s can be used, leaving 2
TTYsfor COM1and COM2 onthe CPU card. Loginto PTY iscase sensitive.

Every PTY configuredisgivenauser ID “PTY X", wherex isthe port number
assigned to the PORT prompt. If no input isentered for the PORT prompt, the
default value isthe same asthe TTY number. Avaya recommends using the
default value for easy management. When an rlogin session isinitiated with
auser ID, the Call Server searches for afree PTY with amatching user ID.
The search starts with the highest configured PTY number and progressesin
descending order of the PTY number. If no free PTY with amatching user ID
isfound, the connection is refused. In this case, TTY 012 message is printed
on the administration terminal. When an rlogin session isinitiated with no
user 1D specified, the Call Server searches for afree PTY. The search starts
from the lowest configured PTY number and progresses in ascending order
of the PTY number. Thefirst available PTY isused to open therlogin session.
In order to minimizethe probability of havingaPTY configured for aspecific
application being used for general rlogin sessions, PTY s of specific
applications are configured to start with the highest TTY number, such as 15,
and progressin descending order. PTY sfor general use are configured to start
with the lowest number and progress in ascending order.

LD 17--Configuring pseudo-terminals (PTYs)

Prompt Response Comment

REQ CHG Change existing data

TYPE CFN

ADN NEW TTY <x> Where <x> = an available TTYP number (0-15)
CTYP PTY

PORT <y> Where <y> = an available PTY port (0-7)
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Prompt Response Comment

DES <z> Where <z> = designator (for example “"ether 1”)
FLOW NO

USER MTC BUG

SCH

TTYLOG NO

BANR YES

ADAN *kk%k

Checking PTY status

Pseudo-terminals show enabled only if you are using them.

LD 37--Check PTY status

Prompt

Response

Comment

STAT

Provide status of all system input/output devices.

LD 43--Perform a datadump

Prompt

Response

Comment

EDD

Invoke the datadump program to save changes.

Configuring Virtual Tone and Conference Circuits

Virtual Tone and Conference Circuits must be defined for use by each
MG 1000E. Use LD 17 to add MGTDS and MG Conference loops. The
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configuration of TDS loops and conference |oops are separated. The loop
number for TDS and conference can be any number from 0-255.

LD 17--Add Virtual Tone and Conference loops

Prompt Response Comment

REQ CHG Change existing data

TYPE CEQU Common Equipment

MGTDS X x=superloop number

IPMG ab (a=loop of MG, b=shelf of MG)
MGCONF | X (x=superloop number)

IPMG ab (a=loop of MG, b=shelf of MG)

Bandwidth Management Zones

For more information about configuring Bandwidth Management zones, see
Avaya Converging the Data Network with Vol P (NN43001-260).

The type of any Bandwidth Management Zone for MG 1000E with
conference resources configured must be shared.

Distortion in Music is expected when G.729AB codec is used. Hence the
Interzone and the Intrazone policies for an MG 1000E Bandwidth
Management Zone should have Best Quality to give preference to G711
codec to minimize of occurrence of music distortion.

IMPORTANT!

Currently, the Avaya Communication Server 1000E only supports
Recorded Announcement Broadcast and Music Broadcast.
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Ensure that the bandwidth provisioned is adequate to provide the acceptable
blocking level of the resourcesin the MG 1000E. Refer to the
Communication Server 1000E: Planning and Engineering (NN43041-220)
for details.

Logging in to Element Manager

Element Manager (EM) is a component of the Avaya Unified
Communications Management Common Services (UCM Common Services).
The UCM Common Services provides security and navigation infrastructure
services for the web-based management applications: Element Manager
(EM), NRS Manager and Subscriber Manager. Refer to Avaya Unified
Communi cations Management Common Services Fundamentals
(NN43001-116) for detailed information on UCM Common Services.

Tologinto Element Manager, follow the stepsin Procedure 46 on page 248.
Element Manager supports Microsoft ™ Internet Explorer 6.0.2600 for
Windows operating systems.

Before following this procedure, see Avaya Signaling Server IP Line
Applications Fundamental s (NN43001-125) for information about setting up
abrowser for optimal performance of Element Manager.

Note: This procedure requires Service Pack 1 and Java Runtime
environment.

Procedure 46
Launching Element Manager
1 Open the Web browser.

2 Inthe address field, enter the Fully Qualified Domain Name (FQDN) or IP
address of a UCM Common Services server that is a member of the
Security Domain that the EM server is a member of.

Note: The FQDN of the ECM server can be bookmarked in the Internet
Explorer Favorites list.

3 The Security Alert Web page opens, as shown in (see Figure 99).
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Figure 99
Security Alert Web page

X

rir‘jl Information you exchange with this site cannot be viewed aor
?. changed by others. However, there is a problem wih the site's
; securty cerificate.

& The security cedificate was issued by a company you have
not chosen to trust. View the certficate to defermine whether
you want to trust the certifying authority.

a The security cerificate date is valid.

a The securty cerificate has a valid name matching the name
of the page you are trying to view.

Do you want to procesd?

fes | | Mo I View Certficate

4  Click Yes. The UCM log in Web page opens, as shown in Figure 100.
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Figure 100
UCM log in

Go to central login for Single Sign-On

Usar D

Password

Figure 101

5 Enter User Name and Password in the text boxes. Click the Log in button.

The UCM Elements Web page opens, as shown in Figure 101 on

page 250.

UCM elements web page

Network
Elements
CS 1000 Senvices
Corporate Directory
IPSec
Numbering Groups
Paiches
SNMP Profiles
Secure FTP Token
Software Deployment
Subscriber Manager
User Senices
Administrative Users
External Authentication
Password
Security
Roles
Palicies
Cerificates
Active Sessions
Tools
Logs
Data

Host Hame: 172.16.101.30

Software Version: 02.10.0021.00(3599)

User Name admin

Elements

MNew elements are registered into the security framework, or may be added as simple hyperlinks. Click an element name to
launch its management service. You can optionally filter the list by entering a search term

H Search l Reset

[ ) e

[ ElementName

1[] Eblon co-res-cppm

2[] CallPilot

3[] co-res-
copm.innlab. avaya.com
primary

4[] NRSM on co-fes-cpom

Element Type Release
Cg1000 70
CallPilot Messaging 5.0
Linux Base 70
Network Routing 70

Senice

Address
172.16.100.30

1234

172.16.101.30

172.16.100.30

[F ue

Description
New
element
DocTest
Call Pilot
Base 08
element.

New
element
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6 Click the link to the Element Manager in the Element Name column. The
Element Manager System Overview Web page opens, as shown in
Figure 102 on page 251.

Element Manager System Overview Web page

- UCM Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+Core Equipment
-Peripheral Equipment
+IP Metwork
+Interfaces
-Engineered Values
+Emergency Services
+Geographic Redundancy
+Software
- Customers
-Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
~Electronic Switched Network
- Flexible Code Restriction
-Incoming Digit Translation
-Phones
-Templates
-Reports
- Views
- Lists
-Properties
- Migration
-Tools
+Backup and Restore
- Date and Time
+Logs and reports
- Security
+Passwords
+Policies
+Login Options

Wanaging: 1721610030 Usemanme: admin2
System Overview

System Overview
‘Th\s system has insecure passwords. Change the password to comply with security rules.

IP Address: 172.16.100.30
Type: Avaya Communication Server Linux
Version: 4121
Release: 700 G

End of Procedure
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Importing preconfigured IP telephony files

Follow Procedure 47 to import the preconfigured 1P telephony files from the
Signaling Server.

Procedure 47
Importing an existing node
1 Select Nodes: Servers, Media Cards from the navigator.

The IP Telephony Nodes web page appears. No nodes are defined.

2 Import the Node files from the leader Signaling Server.
a. Click the Import button on the IP Telephony Nodes web page.

The Import IP Telephony Nodes screen in Figure 103 on page 253
appears.

b. Select the Existing Server radio button and enter the ELAN IP
address of the leader Signaling Server in the input box.
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Figure 103

Import IP Telephony Nodes — Retrieve and upgrade configuration files

AVAYA

€S1000 Element Manager

- UCM Hetwork Services
-Home
- Links
=Virtual Terminals
- System
+Alarms
- Maintenance
~Core Equipment
- Loops
- Superloops
-MSDLMISP Cards
- Conference/TDSMultifreque.
- Tone Senders and Detectors
- Peripheral Equipment
- 1P Network
= Nodes: Severs, Media Card
- Maintenance and Reports
- Wedia Galeways
-Zones
-Host and Route Tables
= Network Address Translatior
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Enginaered Values
+Emergency Sernvices
+Geographic Redundancy
+Software
- Customers
- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
= Dialing and Numbering Plans

=] Managing: 172.46.100.2 Username: admin2

System » P Network » |p Jesphony Nodes

[LEELAIP Telephony Nodes
Step 1: Select a source file.

Source data wil be parsed and presented for your review

Data source:

[ Biowse.

& XML file:

€ Existing server Telephony Nodes

0.0.0.0

The file must contain a valid XML structure defining a single IP Telephony Node
and all its properties. For more information refer to the XML definition of IP

Click Preview to continue. You will be able to review and edit the imported IP Telephony Node before saving

Preview. Cancel

3 Click Preview.
4  Click Import.
A success message appears.

5 Click OK to go to the next procedure.

End of Procedure

Reviewing and submitting IP telephony node
configuration files

To review and submit IP telephony node configuration files, please refer to
Avaya Signaling Server |P Line Applications Fundamentals (NN43001-125).
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Adding a Follower Signaling Server to an
IP telephony node

To add afollower signaling server to an | P telephony node, follow the
procedure as given in Avaya Signaling Server IP Line Applications
Fundamentals (NN43001-125) or Linux Platform Base and Applications
Installation and Commissioning (NN43001-315).

Performing a datadump

Follow Procedure 48 to perform a datadump using Element Manager. This
procedureis an aternative to using the CL1 to perform a datadump. The
datadump backs up new |P Telephony node files on the Avaya
Communication Server 1000E at the sametimethat it backs up the customer
database.

Procedure 48
Performing a datadump using Element Manager

From Element Manager (see Figure 100 on page 250 for details on logging in),
do the following:

1 Choose Tools> Backup and Restore > Call Server from the navigator.

The Call Server Backup and Restore web page opens (see Figure 104
on page 255).
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Figure 104
Call Server Backup and Restore web page

AVAVA CS$1000 Element Manager
= UCM Network Services Managing 172.16.100.30 Us=rmname: admin
- Home Toos » Backup and Restore » Cal Server Backup and Restore
- Links
= Virual Tenminals Call Server Backup and Restore
- System
+ Alarms
I'c"f:’,'";';i',':,i?,,, Backup Archive Summary

- Peripheral Equipment Last Backup Archive: Friday, Octaber 01, 2010 12
~IP Netwark s Failed
=Nodes: Servers, Medla Cards Automatic via Backup Rule 1
= Maintenance and Reports
= Media Gateways
- 2ones
- Host and Routa Tablas
- Network Addrass Translation (N
- Q08 Thresholds
- Personal Directories Backup
- Unicode Name Direclory

Pt Available

+Inteitaces Parferm a backup of the Call Server data 1o ha Call Servers primary and intemal backup drives
- Engineered Values Restore
+ Emergency Sarvices
+Gangraphic Reduncancy Reslore backed up fles from the intemal backup memory device to the primary memory device.
+ Software Backup Rules
= Customers "
e aid Tk Conngure and view the Backug Rules
- Routes and Trunks Backup Schedules
-D-Channels
~ Dighal Trunk Interface Configure and view the Backup Schedules

- Dialing and Numbering Plans
- Electronic Swilched Network
- Flexible Code Restriction
- Incoming Digit Translation

- Phones
- Templates
-Repots

2  Select Backup.

The Call Server Backup web page appears (see Figure 105 on
page 256).
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Figure 105
Avaya Communication Server 1000E Backup

Managing: 192.167.104.53
Toolz » Backup and Restore » Call Server Backup and Restore » Call Server Backup

Call Server Backup

Action |Backup ~| Submit | Cancel

‘Back
Backup ClearifEDD CLR)
Backup According to Rule(BKR X)

3 Select Backup from the Action drop-down list box.
4  Click Submit.

The message displays indicating “Backup in progress. Please wait...”
5 Click OK in the EDD complete dialog box.

The Backup function then displays information in a tabular form, indicating
the actions that were performed.

End of Procedure

Port blocking

Y ou can use port blocking to prevent port-based attacks on system
components by configuring port blocking rules. Theserules are installed
during initial CS 1000 software installation and require no specialized
installation procedure. The rules are preconfigured with factory default
settings.

A port blocking state indicating fileindicates whether the featureis currently
active or not. The rules are automatically propagated from the Call Server to
dependent VGMC platforms.
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Y ou can configure the port blocking rulesusing LD 117 or Element Manager,
but there are afew mandatory rules that cannot be modified or deactivated.
The mandatory rules are considered system essential and remain in an
activated state regardless of whether the port accessis configured with default
or customized settings.

The port access rules can only be activated on servers with VxWorks
platforms (MGC, MC32S, CP PIV and CP PM). The Co-resident Call Server
and Signaling Server (Co-res CS and SS) uses a Linux-based platform with a
shell application called VxWorks (VXELL) Call Server. Asaresult, you
cannot enable the port access restrictions rules directly for a Co-res CS and
SS, but you can administer the port access for other VxWorks components.

TheCall Server component of thisfeatureisdirectly related to the Call Server
software release. If an upgrade is performed and the software is later backed
out or downgraded, reinstalling a previous release will overwrite the access
restrictions default and state files.
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Configuring an IP telephony node

Contents

Introduction

This section contains information on the following topics:

INtroduction. . ... ... 259
Beforeyoubegin. . ... . 260
Configuring MS Internet Explorer . ..., 261
LoggingintoElementManager ..., 263
Importing preconfigured IPtelephony files ..................... 268
Reviewing and submitting | P telephony node configuration files . ... 270
Adding a Follower Signaling Server to an IPtelephony node . . ... .. 274
Performingadatadump. . .......... . i 275

An IP Telephony node is defined as a collection of Signaling Servers and
Voice Gateway Media Cards. Each network node has a unique Node ID,
which isaninteger value. A node has only one Leader Signaling Server. All
other Signaling Servers and Voice Gateway Media Cards are defined as
Followers. An IP Telephony node must be configured to make an Avaya
Communication Server 1000 system operational . For moreinformation about
IP Telephony nodes and their configuration, refer to Avaya Sgnaling Server
IP Line Applications Fundamentals (NN43001-125).

The IP Telephony node database files are backed up, a ong with the customer
database, by using the EDD command in LD 43. Refer to Software Input/
Output: Administration (NN43001-611) for details about this command.
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The preconfigured | P telephony configuration filesfrom the leader Signaling
Server must beimported. Thesefilesare saved on the Avaya Communication
Server 1000E as:

» c:/u/db/node/nodex.cfg where x is the node number

*  c:/u/db/node/nodex.btp where x is the node number

IMPORTANT!

Do not attempt to alter the configuration files either manually or with IP
Phone management. Use Element Manager only.

This chapter contains the following procedures:

e Procedure 49: "Turning off browser caching in Internet Explorer" on
page 261

e Procedure 50: "Launching Element Manager" on page 264
e Procedure 51: "Importing an existing node" on page 268

»  Procedure 52; "Reviewing and submitting | P telephony node
configuration" on page 270

»  Procedure 53; "Adding a Follower Signaling Server to the IP telephony
node in Element Manager" on page 274

e Procedure 54: "Performing a datadump using Element Manager" on
page 275

Before you begin

Perform a datadump

Use Element Manager to perform a datadump before making any changesto
the 1P telephony node. A datadump backs up both the IP telephony node
configuration files and the customer database files. The datadump procedure
using Element Manager is outlined in Procedure 54 on page 275.
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Configuring

Enable the multi-user option

Enable the multi-user option to access Command Line Interface (CLI)
overlays and Element Manager at the sametime. For more information about
Limited Accessto Overlays, see Features and Services (NN43001-106) and
Software Input/Output: Administration (NN43001-611).

MS Internet Explorer

Element Manager is available to configure | P telephony parameters on the
system. It is accessed by pointing M S Internet Explorer (version 6.0.2600 or
higher) to the ELAN subnet, TLAN subnet, or node IP address of the
Signaling Server.

Note: Element Manager requires Microsoft Internet Explorer 6.0.2600
or higher. The Netscape browser is not supported.

IMPORTANT!

Internet Explorer caching must be turned off. If Internet Explorer caching
is on, the user cannot see the changes in real-time.

Follow Procedure 49 to prevent caching of web pages by Internet Explorer.
Procedure 49

Turning off browser caching in Internet Explorer

1 Launch Internet Explorer.

2 Click Tools > Internet Options. The Internet Options window opens
(see Figure 106 on page 262).
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Figure 106

Internet Explorer — Internet Options

firemetapiors 2
General |Security| Privacyl Contentl Connedionsl Programsl Advancedl

—Home page

You can change which page to use foryour home page.
Address:

Lse Current | Use Default Use Blank

— Temparary Internet files

“ Pages you view on the Intermet are stored in a special folder for
& quick viewing later.

Delete Cookijes... Delete Files.. Settings...

—Histony

% The History falder contains links to pages vou've visited, far guick
access to recently viewed pages.

Days to keep pages in history: ID 3: Clear History |

Colors... | Fonts... | Languages... | Accessibility... |

oK | Cancel | Apply |

On the General tab, under the Temporary Internet files section, click
Settings. The Settings window opens (see Figure 107 on page 263).
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Figure 107
Temporary Internet files — Settings window

Settings illl
Check for newer versions of stored pages:

i)

" Every time you start Internet Explorer
 Automatically
= Mever

— Tempoarary Internet files folder

Current location:  Ci\Documents and
Settingstnibovd'Local
SettingshTemporary Internet Files,

Amount of disk space o use:

[ -
- 36l = B
J

Move Folder. .. | Wiew Files. .. | Wiew Objects... |

oK I Cancel |

4  Click Every visit to the page. This checks for new versions of stored
pages on every visit to the web page.

5 Click OK in the Settings window.
6 Click OK in the Internet Options window.

End of Procedure

Logging in to Element Manager

Element Manager (EM) for Avaya CS 1000 is a component of the Avaya
Unified Communications Management Common Services (UCM Common
Services). The UCM Common Services provides security and navigation
infrastructure services for the web-based management applications: Element
Manager (EM), NRS Manager and Subscriber Manager. Refer to Avaya
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Unified Communications Management Common Services Fundamentals
(NN43001-116) for detailed information on UCM Common Services.

Tologinto Element Manager, follow the stepsin Procedure 50 on page 264.
Element Manager supports Microsoft ™ Internet Explorer 6.0.2600 for
Windows operating systems.

Before following this procedure, see Avaya Sgnaling Server IP Line
Applications Fundamental s (NN43001-125) for information about setting up
abrowser for optimal performance of Element Manager.

Note: This procedure requires Service Pack 1 and Java Runtime
environment.

Procedure 50
Launching Element Manager
1 Open the web browser.

2 Inthe browser’s address field, enter the Fully Qualified Domain Name
(FQDN) or IP address of a UCM Common Services server that is a
member of the Security Domain that the EM server is a member of.

Note: The FQDN of the ECM server can be bookmarked in the Internet
Explorer Favorites list.

3 The Security Alert Web page opens, as shown in (see Figure 108).
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Figure 108
Security Alert Web page

X

rir‘jl Information you exchange with this site cannot be viewed aor
?. changed by others. However, there is a problem wih the site's
; securty cerificate.

& The security cedificate was issued by a company you have
not chosen to trust. View the certficate to defermine whether
you want to trust the certifying authority.

a The security cerificate date is valid.

a The securty cerificate has a valid name matching the name
of the page you are trying to view.

Do you want to procesd?

fes | | Mo I View Certficate

4  Click the Yes button. The UCM log in Web page opens, as shown in
Figure 109.

Installation and Commissioning



Page 266 of 492  Configuring an IP telephony node

Figure 109
UCM log in

Go to central login for Single Sign-On

Usar D

Password

5 Enter User Name and Password in the text boxes. Click the Log in button.
The UCM Elements Web page opens, as shown in Figure 110 on

page 266.

Figure 110
UCM elements web page

Host Name: 172.16.101.20 Software Version: 02.10.0021.00(3599)

User Hame admin

Elements

| ” Search ” Reset]

MNew elements are registered into the security framework, or may be added as simple hyperlinks. Click an element name to
launch its management service. You can optionally filter the list by entering a search term.

Add___| \ = a o
[] Element Mame Element Type « Release Address Description
+[] EMon co-res-cppm CsS1000 7o 172.16.100.30 New
element
Fl Call Pilot CallPilot Messaging 5.0 1234 DocTest
Call Pilot
a[] cofes- Linux Base 7.0 172.16.101.320 Base 0S
cppm.innlab avaya.com element.
primary
a1 NRSM on co-res-cppm MNetwork Routing 7.0 172.16.100.30 MNew
Service element
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6 Click the link to the Element Manager in the Element Name column. The
Element Manager System Overview Web page opens, as shown in
Figure 111 on page 267.

Figure 111

Element Manager System Overview Web page

Managing: 172.16.100.30 Username: admin2
System Overview

System Overview

|TI1|5 system has insecure passwords. Change the password to comply with security rules.

IP Address: 172.16.100.30

Type: Avaya Communication Server Linux

Wersion: 4121
Release: 700 G
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Importing preconfigured IP telephony files

Follow Procedure 51 to import the preconfigured 1P telephony files from the
Signaling Server.

Procedure 51
Importing an existing node
Figure 112 displays the Element Manager System Information home page.

Figure 112
Element Manager — System Information

AVAYA CS1000 Element Manager
- UCM Network Services wanaging ame: samn
- Home
- Links
- Virtual Terminals System Overview
- System e = R — N—
- Alarms [Inus system has insecure passwords.Change the password to comply with security rules.
- Events

- SNMP
- Maintenance
- Care Equipment

tian Server 1000E CPPM Linux

phic Redundanc
=

er PEPs

- Customers

- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface

- Diating and Numbering Plans
- Elecironic Switched Netwark
- de Restriction

ing Digit Transiation
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1 Select Nodes: Servers, Media Cards from the navigator.

The IP Telephony Nodes web page appears. No nodes are defined.

2 Import the Node files from the leader Signaling Server.
a. Click the Import button on the IP Telephony Nodes web page.

The Import IP Telephony Nodes screen in Figure 113 on page 269
appears.

b. Select the Existing Server radio button and enter the ELAN IP
address of the leader Signaling Server in the input box.

Figure 113
Import IP Telephony Nodes — Retrieve and upgrade configuration files

AVAYA €S1000 Element Manager
- UCM Network Services &| Managing: 172.16.100.2 Username: adminZ
— Home System » IP Network » |F Telephony Hodes
- Links lul:LldIP Telephony Nodes
- Viftual Terminals Step 1: Select a source fie
- System Saurce data wil be parsed and prasented for your review.
+Alamms
- Maintenance
- Core Equipment
-Loops Data source
-Superloops ,7 B
- MISDLMISP Cards SRR
- Conference/TDSMultifreque The file must contain a valid XML structure defining a single IP Telephony Node
- Tone Senders and Detectors & XML fite: and all its properties. For more infermation refer ta the XML definition of IP
- Peripheral Equipment € Exsting server Telephony Nodes.
=P Network
- Nodes: Servers. Wedia Card 0000
- Maintenance and Reports . . _ "
~Media Galeways Click Preview to continue. You will be able to review and edit the imported IP Telephony Node before saving
-Zones
-Host and Roule Tables
- Network Address Translatior Preview. Cancel I
-Q0S Thresholds
- Personal Directories
-Unicode Name Directory

+Interfaces e
=Engineered Values
+Emergency Services
+Geographic Redundancy
+Software

- Customers

- Routes and Trunks
-Routes and Trunks
=-D-Channels
- Digital Trunk Interface

- Dialing and Numbering Plans

3 Click Preview.
4  Click Import.

A success message appears.
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5

Click OK to go to the next procedure.

End of Procedure

Reviewing and submitting IP telephony node
configuration files

Follow Procedure 52 to review and submit I P tel ephony node configuration
files.

Procedure 52
Reviewing and submitting IP telephony node configuration

1

From the Node Summary web page (see Figure 138 on page 348), click
Edit to view the node parameters.

The Edit web page appears as shown in Figure 139 on page 349.

Note 1: Clicking Transfer / Status displays the Transfer / Status web
page (see Figure 117 on page 273). This sends the node configuration
files to all IP Telephony components in the node.

e If any element within the node fails to transfer either BOOTP or
CONFIG files, Transfer / Status is highlighted in red.

e Transfer / Status is highlighted in yellow if the transfer status of the
node elements is unavailable.

Note 2: Delete is used to delete the corresponding node. The node is not
automatically deleted. A message displays and asks if you are sure you
want to delete the node.

Review the node parameters by opening each tab.

Note: For detailed information on each of the node parameters, refer to
Avaya Signaling Server IP Line Applications Fundamentals
(NN43001-125).

Click Save and Transfer.

Click OK to save the node configuration to the Avaya Communication
Server 1000E and transfer the configuration to all elements.

After a few seconds, the Transfer Progress web page opens and
displays each of the elements in the node (see Figure 114 on page 271).
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The Voice Gateway Media Cards retrieve the CONFIG.INI and
BOOTP.TAB files from the Avaya Communication Server 1000E. A check
mark is added to each field as the card receives its CONFIG.INI and
BOOTP.TAB files.

The status column provides the progress of the transfer:

¢ The Status column displays “Starting” as the transfer begins (see
Figure 114 on page 271).

e The Status column displays “Transfer” as the node configuration is
transferred to the elements (see Figure 115 on page 272).

¢ The Status column displays “Complete” if the transfer is successful
for an element (see Figure 116 on page 272).

e The Status column displays “Fail” if the transfer is unsuccessful.

Figure 114
Transfer Progress — Starting

lManaging: 192.167.102.3
System » IP Metwork » Nede Configuration » IP Telephony; Node ID S » Transfer / Status » Transfer Progress

Transfer Progress

Transfer in Progress Please Wait

et L st L onip | contg

192.167.102.4 Starting I
192.167.102.18 Starting i r
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Figure 115
Transfer Progress — Transferring

anaging: 192.167.102.3
System » IP Network » Node Configuration » IP Telephony: Node ID 9 » Transfer / Status » Transfer Progress

Transfer Progress
‘e} Transfer in Progress Please Wait

o cud L Saue L oo [ contig_

1921671024 Transferring
192.167.102.18 Transferring I7 I'

When the file transfer is complete, the Transfer Progress web page
displays a status of complete (see Figure 116 on page 272).

Figure 116
Transfer Progress — Complete

[{anaging: 192.167.102.3
System » IP Network » Node Configuration » IP Telephony: Node ID 8 » Transfer / Status » Tranzsfer Progress

Transfer Progress

mm

1921671024 Complete v
192.167.102.18 Complete 7 |7
zl

! E Transfer succesful to all elements in the node
L

5 Click OK in the dialog box.
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The Transfer / Status web page displays.

Note: The Transfer / Status web page (see Figure 117) can also be
displayed from the Node Summary web page by clicking Transfer /
Status. This web page indicates if the transfer was successful or not. For
example, Figure 117 shows some elements as unreachable; you can
transfer to these elements again.

Figure 117
Transfer / Status web page

Managing: 192.167.102.3
System » IP Network » Node Configuration » IP Telephony: Node ID § » Transfer / Status

Transfer / Status

\ SelectAll | UnselectAll | Transferto Selected Elements

Hostname ELAH IP ™ Type Role Transfer Status ~ Transfer Status

(BOOTP) (CONFIG)
[~ CS1000E_PIV  192.167.102.4 ISSIgrﬁ\ér;g Server - Leader Finished Finished
[T mc32s_piv 192.167.102.18 4010 MC32S Card Follower Finished Finished

| cancal |

The previous status of the node displays, and the failure reason is
displayed for elements in nodes that failed to get configuration files
(BOOTP.TAB and CONFIG.INI) from the Avaya Communication
Server 1000E.

The Transfer / Status web page has five buttons:

. Selected All. Selects all the elements in the node (that is, it adds a
check mark in each element’s check box).

¢ Unselect All. Unselects all the elements in the node (that is, it
removes the check marks for all the selected elements).

« Transfer to Selected Elements. Re-transfers node configuration
files only to selected elements, regardless of a “Transfer Failed”
state.

« Transfer to Failed Elements. Transfers only node configuration files
to elements in a “Transfer Failed” state. The Transfer to Failed
Elements button is displayed only when at least one element on the
Node failed to transfer either a BOOTP.TAB or CONFIG.INI in the
previous operation.
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e Cancel. Closes the Transfer / Status pages without performing any
action, and displays the Node Summary web page.

6 If the Signaling Server configuration was changed on the Edit web page,
reboot the Signaling Server.

End of Procedure

Adding a Follower Signaling Server to an
IP telephony node

Follow Procedure 53 to add a Follower Signaling Server to the I P telephony
node in Element Manager.

Procedure 53
Adding a Follower Signaling Server to the IP telephony node in
Element Manager

Note: After software installation and reboot, the Follower Signaling
Server sends out BootP requests and waits for a response. Because the
Follower Signaling Server has not booted successfully before, it waits for
a non-existing BootP response. Do not wait for this response; proceed to
the next steps.

In Element Manager:
1 Click Edit on the Node Configuration web page.
2  Click Add beside the Signaling Server row.

3 Enterthe Follower Signaling Server data to an IP telephony node. Include
the ELAN MAC address (used to answer BootP requests).

4  Click Save and Transfer to save the changes and the Leader Signaling
Server then obtains a copy of the node files.

5 Click OK to save the node configuration to the Avaya Communication
Server 1000E and transfer the configuration to all elements.

When the file transfer is complete, the Transfer/ Status web page
appears.

The Leader Signaling Server responds to the Follower Signaling Server's
BootP request.

The Follower Signaling Server initializes its network interfaces.
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The Follower Signaling Server attempts to FTP the BOOTP.TAB file from
the node master (Leader Signaling Server).

Note: Since the Follower cannot obtain the system login and password,
the FTP fails (for first-time Follower Signaling Server installation only). It
does not have the current CONFIG.INI file that contains the Avaya
Communication Server 1000E IP address. Subsequent FTPs succeed.

6 Transfer the node files again, so that the Follower Signaling Server
obtains a copy of CONFIG.INI.

7 Reboot the Follower Signaling Server so that all its applications can start
based on the new CONFIG.INI file.

The Signaling Server uses BootP to obtain its network data, and it then
FTPs the BOOTP.TAB file from the node master (Leader Signaling
Server).

End of Procedure

Performing a datadump

Follow Procedure 54 to perform a datadump using Element Manager. This
procedure is an alternative to using CLI to perform a datadump. The
datadump backs up new |IP Telephony node files on the Avaya
Communication Server 1000E at the same timethat it backs up the customer
database.

Procedure 54
Performing a datadump using Element Manager

From Element Manager (see Figure 109 on page 266 for details on logging in),
do the following:

1 Choose Tools>Backup and Restore > Call Server from the navigator.

The Call Server Backup and Restore web page opens (see Figure 118
on page 276).
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Figure 118
Call Server Backup and Restore web page

€S81000 Element Manager
B |

Managing: 172.46.400.30

admin

Cab Sefver Backup and Restare

108 » Backup

Call Server Backup and Restore

Backup Archive Summary
Last Backup Archiva: Friday, Octaber 01, 2010 12:04.00 Al
Stalus: Failed
Backup Archive Inthation Automatic via Backup Rule 1
Last Succassful Backup Archive: Hot Avallable

Backup Archilve Inlbation: Mot svailable

2  Select Backup.

The Call Server Backup web page appears (see Figure 119 on
page 276).

Figure 119
Avaya Communication Server 1000E Backup

Managing: 192.167.104.63
Toolz » Backup and Restore » Call Server Backup and Restore » Call Server Backup

Call Server Backup

Action |Backup ~|  Submit Cancel

(Backup Clear(EDD CLR)
Backup According to Rule(BKR X)

3 Select Backup from the Action drop-down list box.

4  Click Submit.

The message displays indicating “Backup in progress. Please wait...”
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5 Click OK in the EDD complete dialog box.

The Backup function then displays information in a tabular form, indicating
the actions that were performed.

End of Procedure
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Configuring the Media Gateway

Contents

This section contains information on the following topics:

Configuring the Media Gateway in Element Manager . .. .......... 279
Configuring conference TDS ... ... 285
Configuring DSP Daughterboard Voice gateway channels . ..... ... 290

Configuring the Media Gateway in Element Manager

Procedure 55 on page 280 describes how to configure the Media Gateway in
Element Manager.

Perform the following procedure to configure a Media Gateway in Element
Manager.
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Procedure 55
Configuring the Media Gateway (Element Manager)

Note: You must use Element Manager to add Media Cards and Media
Gateway Controllers to Communication Server 1000 or Communication
Server 1000 HS systems. If you use CLI to configure these elements, you
must save the configurations again using Element Manager. If you
upgrade a system to Communication Server 1000 Release 7.0 from an
older release you must use EM to save the existing Media Card and
Media Gateway Controller configurations. Otherwise, the elements do
not appear in the IPSec targets list.

1 In Element Manager, select IP Network > Media Gateways. Select the
appropriate Superloop Number and Shelf. See Figure 120 on page 280.
2 Click Add.

Figure 120
Add IPMG

=T TR I E Managing: 172.16.100.30 Username: admin2

=TI BRI 200 BEREE System » IP Network » Media Gateways » Add PMG
- Peripheral Equipment

- IP Metwork
-Modes: Servers, Media Cards Add IPMG
- Maintenance and Reports
- Media Gateways
-Zones
S 05t and Route iables Choose a Superloop Mumber:| 0 % | and Shelf: |0 ¥ Add
- Metwork Address Translation
- Q03 Thresholds
-Personal Directories
- Unicode Name Directory

+Interfaces
-Engineered Values Cancel

+Emergency Services

Enter the IP address, zone number, and the IPMG type. The remaining
fields are automatically filled in.

You can use a Media Gateway Controller (MGC) card, a Common
Processor Media Gateway (CP MG) card, or a Media Gateway Extended
Peripheral Equipment Controller (MG XPEC) card as the Gateway
Controller in a Media Gateway.

NN43041-310 Standard 06.01 March 2013



Configuring the Media Gateway = Page 281 of 492

MGC is the default IPMG type. If you use an MG XPEC as the Gateway
Controller, select IPMG type MGX. If you use a CP MG card as the
Gateway Controller, select IPMG type MGS. See Figure 121 on

page 281.

Figure 121
Select IPMG type in Element Manager

CS 1000 ELEMENT MANAGER Help | Logaut

Mansgng $1.11,85,191 Userhame. sdmind
System » P Netvork » Mochy Gl » Add FIG

Add IPMG
Choase a Supenoop Number | 100 = angsner 0 = Add
ELAN IP address: +
Bandwidth zone number Peatiga: 0. 255
|PMO b [ MOC
ELAN passtrough port MoK
Facapiste ELAN port (e
Backnlane ELAN connection: | 1ELAN

TLAN passmmough port CT
Fateplats TLAN port 2T

Datkplane TLAN connection: 2TLAN

Saw_| [ Cancet |

3 Click Save.

Note: The IP address entered here is the same IP address as the one
configured on the Media Gateway in an earlier procedure.

4  Enter the Gateway IP addresses and Voice LAN IP addresses (IPv4 and
IPv6). If the MGC has DSP daughterboards connected, select the type
and enter the IP addresses. See Figure 122 on page 282.

If configuring an MGX type Media Gateway, see Figure 123 on page 283.

Note: IPMG type MGX only allows for the configuration of the DB96
daughterboard.

If configuring an MGS type Media Gateway, select DB32 or DB128 as the type
of DSP daughterboard.

Note: The CP MG card is available with 32 or 128 DSP ports. IPMG type
MGS only allows for the configuration of the DB32 or DB128
daughterboard
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Figure 122
Media Gateway MGC type configuration

Maraging 192168123130 Ussrnsme: admand
System » P Network » Media Gatewsys » PHG 4 0 Weda Galeway Controlér (MGC) Configuration

CS 1000 ELEMENT MANAGER

IPMG 4 0 Media Gateway Controller (MGC) Configuration

- Media Gateway Controller
Embedded LAN (ELAN) IP address |192 16812355
Embedded LAN (ELAN) gateway IP address | 132168 123.1
Embedded LAN (ELAN) subnet mask |265 255 2550
Telephony LAN (TLAN) 1P address |152 168236 15
Telephony LA (TLAN) gateway IP address |152 1652351
Telephony LAN (TLAN) subnet mask |255 2552550
- DSP Daughterboard 1
Type of the DSP daughterboard | D896
Telephony LAN (TLAN) IP address |192 168236 16
Telephony LAN (TLAN) gateway IP address 192.168.236.1
Telephony LAN (TLAN) IPv6 address |2005 ca00240-160
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Figure 123

Media Gateway MGX type configuration

AVAYA €$1000 Element Manager
-1 Netwonk Services Monsgr SLALBSAN Userare: acnn? &
—Home System s PNetwerk » Medin Gatevrays » WG 64 0 Media Galvway XPEC MGK) Canfiguration
~Links.

=Virual Terminals IPMG 64 0 Media Gateway XPEC (MGX) Configuration
- Systom

+hlsms

=Mainfenance

+Core Equipment ~Media Gateway XPEC

it -

~Modes: § Media Card:

7 M:‘;M::';:;u ;“:M:’ # Enibeduded LAN (ELANHIP address |47 1165 105

- Media Galeways

s - Embebied LA (ELAN) gateway 1P ailress |47 11651

~Host and Roule Tables

- Network Address Translabion (N Embedided LAN(ELAN) subnet mask | 265 26625410

- 008 Threshols:

- Personal Dlrectories
- Unicode Narne Diectory

slnterfates

- Engineered Valuss

+ Emerganey Senices

+Gesgraphic Redundancy

+Software
~Customers
=Routes and Tiumks

- Routes and Trunks

~D-Channels

- Dipital Trunk Ineface
~Dialing anl Nunberng Plans

~Electronic Switched Netwark

~Flaxibli Cods Restricton

- Intagning Dig Trans!ation
~Pliones

- Ternplates

~Reports

- Propartes

- Migraion
=Tools.

+Backyp and Restore

= Call Server inttialization

- Date ana Time

+Logs and reports
~Sacurity

+Policies

+Login Optons

Telephony LUK (TLANY IR adress (1000
Telephory LAN (TLAN) gateway 1P address 0000
Telaphony LAN{TLAN) subnet mask | 265 765 25400
-DSP Danghtetboard 1
Typerof the DSP daugiterboard | NODB
Telophony LAN (TLAM 1P address [poge
Talaphony LAN (TLAN) gateway 1P aiess s
Telephory LAN{TLAN) subnét mask 255.255.254.0
Hostmame
-DSP Danghterboard 2
Tyve of the DSP daugliterboard | NODE »
Telephony LAN (TLANHIP aress
Telephony LAN (TLAN) gaeway 1P aidress 0.0.0.0
Telephony LAN(TLAN) subnet mask 255.255.254.0
Hostname
VG and 1P phiane codec profile
+008.
~Call Server LAN
Embodderl LAN (ELAN) configur tion

Geographic tedundacy [

5 Once configuration of the Media Gateway is complete, the Media
Gateways screen appears (Figure 124 on page 284), listing the

Page 283 of 492

superloop and shelf numbers, IP address (IPv4 or IPv6), zone, and type
of the recently configured Media Gateway. Click the radio-button next to
the superloop. From the drop-down list select Add VGW channels.
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Figure 124
Media Gateways

CS 1000 ELEMENT MANAGER Heli | Logout

e itwert - Wk e
Media Gateways
(] (ogmaiTromng.] (Raeoet ] (Daivin | [ Tormvinat ] [More Actoms = el
IPMG P Address Zone Type
’: 004 00 47 11 8BS 100 oo it
00009 AT 1167184 oo MOC
01200 AT11.65107 000 woc
[a] 036 00 471111233 ong MGC
H 04000 AT ana HOC
(CTHC 474165105 0o WO
10001 10101010 000 MGE
6 The Add VGW channels screen appears (Figure 125 on page 284).
Select the number of required channels, the Terminal Number (the
superloop and shelf numbers of the Media Gateway, the card number,
and the unit). Provide a name and the daughterboard and customer type.
7  Click Save.
Figure 125

Add VGW channels

CS 1000 ELEMENT MANAGER *E

Managing: 172.16.100.2 Username: admin2
System » IP Network » Media Gateways » |PMG 4 0 Property Configuration » IPMG 4 0 Media Gateway Controller (MGC) Configuration » VGY
IPMG 004 0 » Add VGW channele

Add VGW channels

Number of VGW Channels:[ ]
Trunkdata block [VGw
TerminalNumber: [oo40110 | -
Designatorfieldfortrunic ||
Extended Trunk Iﬁ =
Customer number Ij *

Save
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Figure 126

Figure 126 on page 285 appears.The Media Gateway has been added to
the list.

VGW Channels - IPMG

CS 1000 ELEMENT MANAGER Help | Logout

Managing: 192.167.100.3
System » IP Network » Media Gateways » VGW Channelz - IPMG 004 00
VGW Channels - IPMG 004 00
sdi | Delete | multi-Delete | Refresh
Terminal No Description Customer
C 00401100 MGC_VGW 0 000
00401104 MGC_VGW 0 0oo
00401102 MGC_VGW 0 ooo
00401103 MGC_VGW 0 ooo
C 00401104 MGC_VGW 0 000
00401105 MGC_VGW 0 ooo
C 00401106 MGC_VGW 0 000
00401107 MGC_VGW 0 ooo
O 00401108 MGC_VGW 0 0oo
00401109 MGC_VGW 0 ooo
N —— oo s o o =]

End of Procedure

Configuring conference TDS

Procedure 56 on page 286 describes how to configure conference TDSfor a
Media Gateway using the CLI1. To configure conference TDS for the Media
Gateway using Element Manager see Procedure 57 on page 287.
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Configuring the Media Gateway

Procedure 56
Configure conference TDS (CLI)

1 EnterLD 17.

>LD 17
CFNOOO
MVEM AVAI L: (U P): 99278047 USED U P: 4965412 26361
TOT: 104269820
DI SK SPACE NEEDED: 20 KBYTES
DCH AVAI L: 255 USED: 0 TOT: 255
AML AVAI L: 16 USED: 0 TOT: 16
REQ chg
TYPE cequ
MPED
TERM
REMO
TERD
RENMD
TERQ
REMQ
DDCS
DTCS
XCT
MGTDS 126
I PMG x X
MGTDS
M3CONF 127
IPM5 0 0
MGCONF
M=SD
DTDT
DLOP
PRI 2
APVL
DTI 2
EXTO
EXT1
SYNM
MEM AVAI L: (U P): 99277361 USED U P: 4966043 26416
TOT: 104269820
DI SK SPACE NEEDED: 20 KBYTES

End of Procedure
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Procedure 57 describes how to configure conference TDS for aMedia
Gateway using Element Manager.

Procedure 57
Configuring conference TDS (Element Manager)

1 Inthe Element Manager screen, select IP Network > Media Gateways.
The Media Gateway Configuration page appears.

2 Selectthe IPMG superloop (see Figure 127). Click the Digital Trunking
button.

Figure 127
Media Gateway configuration

CS 1000 ELEMENT MANAGER

Managing: 192.167.102.3
Syztem » IP Metwork » Media Gatewavys

Media Gateways

Add.. |  Digital Trunking.. | Reboot | Delete | [More Actions ]
IPMG IP Address Zone
C 004 00 192.167.102.2 000

The loop configuration page appears.

3 From the drop down menu (see Figure 128 on page 288), select TDS
from the first drop down box to add a TDS loop.
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Figure 128
Loop configuration

CS 1000 ELEMENT MANAGER

Managing: 192.167.102.3
Syetem » IP Network » Media Gatewaws » Digital Trunking for IPMG 004 00

Digital Trunking for IPMG 004 00

|Add j |I'-p1aintenance j Enable Disable Delete

DLOP
PRI2 MGTDS 004 0
OTIZ

DDCs MGETDS 004 0
TDS

Conference

Clock Controller

D-Channel

The TDS loop configuration page appears (see Figure 129).
4  Enter the TDS loop number (0 — 255).

Figure 129
TDS Loop configuration

CS 1000 ELEMENT MANAGER

Managing: 192.167.104.53
System » [P Network » Media Gatewavs » Digital Trunking for IPMG 004 00 » IPMG 004 00 TDS

IPMG 004 00 TDS

TDS Loop Number:|20-0|

NN43041-310 Standard 06.01 March 2013



Configuring the Media Gateway  Page 289 of 492

5 Click Save. It does not become available until a loop number has been
entered and TAB has been used to move the cursor.

The following message box appears:

Figure 130
Confirmation

Microsoft Internet Explorer,

! 3 Updating comrmon equipment data successhully,
Click. on [ OF ] to reload common eguipment information,

(HOOZ1)

6 Click OK to complete the configuration.

The updated loop configuration page appears (see Figure 131). The new
Conference loop is displayed.

Figure 131
Loop configuration (updated)

CS 1000 ELEMENT MANAGER

Managing: 192.167.102.3
System » IP Network » Media Gatewaws » Digital Trunking for IPMG 004 00

Digital Trunking for IPMG 004 00

| Add x| |maintenance ~| Enable | Disahle | Delete |
Number Type IPMG Card

. 060 MGTDS 004 0

. 061 MGTDS 004 0

End of Procedure
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Configuring DSP Daughterboard Voice gateway channels

Procedure 58 describes how to configure DSP Daughterboard V oi ce gateway
channels using the Command Line Interface (CL1). To configure DSP
Daughterboard V oice gateway channels using Element Manager see Steps 5
and 6 of Procedure 55 on page 280.

MG XPEC considerations

For DB32, if the TN ison an MG XPEC an SCH2303 error message is
printed. DB32 cannot be configured on this type of IPMG.

For DB96, if the TN ison an MG XPEC and the card is not between 8 and 13,
an SCH2304 error messageis printed. DB96 can only be configured on card
dlots 8,9,10,11,12,13.

CP MG considerations

For DB96, if the TN ison a CP MG a SCH2303 error message is printed.
DB96 cannot be configured for this type of IPMG.

Perform the following procedure to configure DSP resources using the CLI.

Procedure 58
Configure DSP Daughterboard Voice gateway channels (CLI)

1 EnterLD 14

>LD 14

REQ new 32
TYPE vgw
TN 4000
DES db32
XTRK db32
CUST O

NEW TRK TN 004 0 00 00 RT O MB O
MEM AVAI L: (U P): 15721651 USED U P: 6241131 26590

TOT: 21989372
DI SK SPACE NEEDED: 24 KBYTES
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2MB BACKUP DI SKETTE(S) NEEDED: 1 (PROQJECTED LD43 - BKO

TNS

>LD 20

REQ
TYPE:
™
CDEN
cusT
XTRK
DATE
PAGE
DES
™
TYPE
cusT
XTRK
ZONE

prt

vgw
<ent er >
<ent er >
<enter>
<enter >
<enter >
<ent er >
DB32
004 0 00 OO0
VGW

0

DB32
004

AVAI L: 32751 USED: 16 TOT: 32767

VI RTUAL

End of Procedure
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Connecting an MRV LX8020S-102AC-R
Terminal Server

Contents

This section contains information on the following topics:

INtroduction. . . ... oo 293
ConfiguringaTerminal Server...... ... ... 295
Telnet Terminal Server virtual managementport. ................ 298
Telnet to CS 1000E COM portfromaPC ...................... 299
Configuring an rlogin port for various applications . . ............. 300
Accessing an MRV Console Port through the on-board modem . . . . . 304
CS1000E COM POt tYPeS . . . v ve et e e e e 305

Introduction

Many third-party applications require seria port interfaces to provide a
connection to aPBX. Aswell, support staff traditionally use seria portsto
connect maintenance terminal s and modemsto a system for maintenance. As
the Avaya Communication Server 1000E Call Server providesonly two local
seria ports for these purposes, an |P-based Terminal Server isrequired to
provide the necessary standard serial ports for applications.

The Avaya CS 1000E system currently supports the

MRV LX8020S-102AC-R (ROHS) Terminal Server. The IR-8020M-101
(non-ROHS) is no longer supported. This chapter contains information on
connecting the LX8020S-102AC-R.
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The Termina Servers can be located anywhere on the LAN. One connection
from each Call Server COM1 port is connected to the Terminal Server.

Upto 16 TTY ports can be configured with the CS 1000E Call Server. The
Terminal Servers can be used as a central point to manage several devices
through their seria ports.

Terminal Servers are used with the CS 1000E system to provide serial
connectionsfor accessing the CS 1000E COM ports. The user can accesseach
COM port from alocal PC through telnet sessions or from aremote PC by
dialing the on-board modem.

The Terminal Servers provide IP connectionsto each Pseudo TTY (PTY)
ports 0-15 for monitoring CDR and traffic reports.

The LX8020S-102AC-R — L X Series Standalone has 20 Console Portsand a
V.90 internal modem. A 19-inch rack-mount kit is provided with the unit.

TheDIAG port at the front end of the MRV LX8020S-102A C-Risthe default
management port. It will be used for primary configuration of the | P address,
mask address and gateway address. The 20 Ports at the rear can be configured
for Serial Data Interface for CS 1000E system components.

IMPORTANT!

Before connecting the Terminal Server to another component of the

CS 1000E system, read and understand the documentation provided by
the Terminal Server’'s manufacturer including the Quick Start Guide for
MRV server, LX Series Configuration Guide and MRV LX Series
Commands Reference Guide.

This chapter contains the following procedures:
*  Procedure59: "Connecting a Terminal Server to the system™" on page 296

*  Procedure 60: "Configure | P address for the Terminal Server" on
page 297

*  Procedure 61: "Running telnet from PC" on page 298
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*  Procedure 62: "Accessing a Avaya Communication Server 1000E from
a PC through telnet Terminal Server" on page 299

»  Procedure 63: "Configuring an rlogin port for various applications’ on

page 301

*  Procedure 64: "Accessing an MRV Console Port through the
on-board modem" on page 304

Configuring a Terminal Server

Follow Procedure 59 to connect a Terminal Server with a Avaya
Communication Server 1000E system. Table 25 liststhe MRV cables
required to install the LX8020S-102AC-R Terminal Server in aAvaya
Communication Server 1000E system.

Table 25

Required MRV serial cables and connectors

Order Code

Description

NTDU6302

NTDU6303
P/N-151-3028

P/N-350-0308

Connects MRV Terminal Server to any standard
DTE port or DCE port when a Null modem is
used

Used for telnet, rlogin connections

Male RJ-45 to Male RJ-45 with connectors,
10 feet

Female RJ-45 to Female DB9
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Customer-made cables with the following pin out can also be used. See Table
26.

Table 26
Customer made cable pin out (same as NTDU6302)

Pins on DB9 Female Pins on RJ-45 Male (MRV Terminal Server)

1 DCD 2 DTR

6 DSR

2 RXD 3 TxD

3 TXD 6 RxD

4 DTR 7 DSR/DCD

5 S GND 4 TxD GND
5 RxD GND

7 RTS 1 CTS

8 CTS 8 RTS

9 N/C

Procedure 59
Connecting a Terminal Server to the system

1 Connectthe above mentioned MRV serial cable from the Terminal Server
Diag port at the front of the Terminal Server to the PC COM port.

2 Start the MRV HyperTerminal application. In Windows:

Start > Programs > Accessories > Communication >
HyperTerminal.exe

3 Configure HyperTerminal to communicate with the Terminal Server’'s
management port:

a. Set baud rate to 9600.
b. Set data bits to 8.

o

Set parity to none.
d. Setstophitto 1.

e. Set flow control to “None”.
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f.  Set Terminal Emulation to VT100.

g. Press <CR> until you receive a log-in prompt.
4  Log in to the Terminal Server. Enter:

Log in: InReach <Enter>

Password access
5 Tolog into Superuser mode:

InReach: 0 >enable <enter>

6  Enter the default password. Enter:

System

End of Procedure

Configuring the Terminal Server IP address

Procedure 60
Configure IP address for the Terminal Server

Note: The IP address can be configured or changed only from the local
Management/ DIAG port.

1 Configure the Terminal Server's IP address:
InReach:0 >>config interface 1 address <ip address>
2 Configure the Terminal Server’s IP subnet mask:
InReach:0 >>config interface 1 mask <subnet mask>
3 Configure the Terminal Server’s IP primary gateway address:
InReach:0 >>config gateway <gateway ip address>
4  Save the configuration and check it:
InReach:0 >>save config flash
InReach:0 >>show system chara
InReach:0 >>show interfacel chara
Example commands:

InReach:0 >>config interface 1 address 47.11.244.101
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InReach:0 >>config interface 1 mask 255.255.255.0

InReach:0 >>config gateway 47.11.244.101

End of Procedure

Telnet Terminal Server virtual management port

Connect the Terminal Server ethernet port to the ELAN subnet usingaCAT5
ethernet cable. Thevirtual management port O isaccessiblefrom an online PC
using atelnet session. The Termina Server can now be configured from the
on-line PC.

Procedure 61
Running telnet from PC

1

In Windows, input the Telnet command
>Start > Run
telnet IP address port#

Where:

IP address = Terminal Server IP address

Port# = port no. (calculation of port shown below in Procedure 63 on
page 301

Example: telnet 47.11.244.101 2100 (ifitis port 1)
Note: No port is used for the virtual management port.
Press <CR> until the MRV login prompt appears.

Input login password and username to log in to the virtual management
port.

End of Procedure
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Telnet to CS 1000E COM port from a PC

Connect port xx (xx = 1 - 20) of the Terminal Server to COM1 port of the
CS 1000E Call Server.

Follow Procedure 62 to establish access to a Call Server from a PC through
telnet Terminal Server. Use the same port number for each procedure step.

Procedure 62
Accessing a Avaya Communication Server 1000E from a PC through
telnet Terminal Server

1

Connect to the management port or virtual management port as shown in
Procedure 61 on page 298 or Procedure 59 on page 296.

Define the port baud rate to equal the baud rate of the Avaya
Communication Server 1000E COM port. Enter:

InReach:0 >>config port async <xx> speed <Baudrate>
InReach:0 >>config port async 1 speed 9600

Where: xx = Port number from 1-20 and BAUDRATE = the baudrate of
the connected Call Server COM port.

To avoid autohangup:

InReach:0 >>config port async <xx> no autohangup
InReach:0 >>config port async 1 no autohangup
Turn off authentication.Then save the configuration and check it:

InReach:0 >> config port async <xx> no authentication
outbound

InReach:0 >>save config flash
InReach:0 >>show port async <xx> chara

InReach:0 >> config port async 1 no authentication
outbound

InReach:0 >>save config flash
InReach:0 >>show port async 1 chara

Run telnet on the PC.
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a. In Windows:
Start > Run
b. Enter the Input telnet command.
TELNET XXX .XX.X.XX XXXX
Where:
XXX.XX.X.XX = Terminal Server IP Address
xxxx = telnet port (for port 1 to 20)

Note: The value of the target telnet port, xxxx, is determined using the
following formula:

TELNET PORT =2 000 + (port number xx x 100)
For example, if the telnet port is 1, then:

TELNET PORT = 2 000 + (1 x 100)
=2 000 + (100)
== 2100

If the Terminal Server IP Address is 47.11.244.101 and the telnet port is
1, then TELNET command line is:

telnet 47.11.244.101 2100
Example:

telnet 47.11.244.101 (telnet to virtual management port)

End of Procedure

Configuring an rlogin port for various applications

The CS 1000E system uses Pseudo TTY (PTY) portsas TTY ports. All serid
applications, such as CDR and Traffic, can be implemented through PTY
ports. PTY ports are configured in LD 17. An external device, such asa
printer, can access a Call Server PTY port through the Terminal Server by
using aremote login (rlogin) session. Using HyperTerminal, follow
Procedure 63 to configure atransparent rlogin port.
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Procedure 63
Configuring an rlogin port for various applications

1 Enable TCP keep alive timer.

TCP Keepalive feature allows to change polling intervals, number
retries, etc.The TCP keep alive timer is mainly required to check if the
link is up.

This procedure explains how to modify the sysctl.conf file, which
contains the TCP Keepalive settings.

2 To modify the sysctl.conf file:

a. Connect to the management port or virtual management port

b. Atthe InReach: 0>> prompt, type shell. The shell window opens.
InReach: 0 >>shell

BusyBox v1.1.3 (2006.10.20-12:27+0000) Built-in shell
(ash)

c. It will then go to the LX prompt as shown below. Type the below
command to start editing.

LX:/config# vi sysctl.conf.

d. Once the VI editor starts, start by pressing the letter “i” to enter the
insert mode. Using the arrow keys, the cursor can be moved to the
place where the settings of the keep alive timer are there so that they
can be changed if required.

e. Hitthe “Esc” to exit insert mode followed by a “ZZ” to QUIT and
WRITE only if changes where made, to exit and not saving changes
type: q! After the “Esc”.

i.  The following command fixes a problem with zmodem. It limits
the size of the tcp window:

sysctl -w net.ipv4._tcp_rmem=""128 256 512"
Note: The above command is typed in the sysctl.conf.

Similarly many other parameters of the keep alive timer can be
modified.

Use the command: sysctl -a

Examples are (the 3 numbers are the minimum, average and
maximum values):
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net.ipv4._tcp_keepalive_intvl=75 ; inseconds
net.ipv4._tcp_keepalive_probes =9
net.ipv4._tcp_keepalive_time = 180; in Seconds
Here the TCP keep alive timer has been changed to 3 min.

f.  After saving the changes using vi editor, exit to Inreach prompt and
reboot the LX server.

InReach:0 >>reboot.
3 Enable the RLOGIN daemon on the LX.
InReach:0>>configure rlogin enable.
4  Configure the rlogin port for various applications.

InReach: 0>> config port async xx connect command rlogin
-1 user_name host_ip_address

InReach: 0 >>config port async 1 connect command rlogin -1
pty8 47.11.244.101

Here PTY8 is the user name.lt is the port no. used while configuring the PTY.
It has to be configured in overlay 17 of the switch

5 To bring up a connection from the LX to some device on LAN
InReach: 0>> config port async xx access local
6 To build up the autoconnection to a specified IP client

InReach:0>>config port async n connect command
telnet n.n.n.n

where n = the port number you are configuring, and n.n.n.n = the IP
address of the host

7  Preventauthentication inbound or outbound. These commands disable
authentication on the LX port which would prevent the ability to make a
connection without intervention.

InReach:0>>config port async n no authentication outbound
InReach:0>>config port async n no authentication inbound
8 To avoid autohangup:

InReach:0 >>config port async <nn> no autohangup

Here are the commands you would perform on an IR to do the same thing;
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Note: DEFINE/SET PORT port-list AUTOCONNECT ENABLED
DEFINE/SET PORT port-list AUTOHANGUP DISABLED

9 Enable the transparency mode and save the configuration information.
InReach:0>> config port async xx no telnet negotiation
InReach:0>> config port async xx transparency enable
InReach:0>> config port async xx Fflowcontrol cts
InReach:0 >>save config flash

Note 1: It is not advisable to use putty software while trying to do rlogin

Note 2: MRV definition of autoconnect: In Procedure 62 on page 299
and Procedure 63 on page 301 this feature of autoconnect is required.

This command is used to specify whether or not the port will automatically
connect to either a dedicated service or a preferred service when the user logs
onto a port. Autoconnect is automatically enabled for a port when a dedicated
or preferred service is defined for that port. However, it is not disabled when
service is disabled.Autoconnect also specifies whether or not the port should
attempt to re-connect a session when a connection failure occurs.
Re-connection attempts occur at intervals specified by the SERVER
KEEPALIVE TIMER command (between 10 and 180 seconds), and a status
message displays whenever ports that are not configured with a dedicated
service attempt to connect (no messages are given for ports that are
configured with a dedicated service). Re-connection attempts continue until a
connection is made or the user terminates further attempts by entering the
local command mode.

Finally, Autoconnect helps control In-Reach Element Manager activity when
the port uses modem control signals (for example, a port connected to a

dial-up line). Before you can enable Autoconnect, you must define the port for
LOCAL access, enable MODEM CONTROL, and define a dedicated service.

End of Procedure
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Accessing an MRV Console Port through the
on-board modem

Procedure 64
Accessing an MRV Console Port through the on-board modem

1
2
3

Connect an analog phone line to the MRV phone line (Telco) port.
Set up the rlogin connection using Procedure 63 on page 301.

Dial in to the MRV onboard modem from the PC. This can be done after
configuring the modem port as Rlogin.

From the PC, run HyperTerminal. Enter the command:
ATD [phone no.]

Screen response:

CONNECT 9600/ARQ/V34/LAPM/VA2BIS

Login

Log in to the LX-series Element Manager using the default password,
(see steps 4,5,6,and 7 in Procedure 59 on page 296).

Once logged into the onboard modem, it is possible to telnet to ports 1-20.It is
also possible to rlogin to different IPs.

IMPORTANT!

For this version of the LX series, always remember that the modem port
is 21.And this port can be configured as telnet or rlogin port.

End of Procedure
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CS 1000E COM port types
Table 27 lists various components of the CS 1000E system and their COM

port types.

Table 27

System components and COM port type

System component

COM port type

NTDU27 Signaling Server

A0852632 Media Card L-adapter
A0870611 MIRAN L-adapter
P0609204 Media Card L-adapter
P0609205 MIRAN L-adapter

NTDU14 Gateway

9-pin DTE (male)

Signaling Server comes with a
six-foot female-to-female null
modem cable.

9-pin DCE (female)
9-pin DCE (female)
9-pin DTE (male)
9-pin DTE (male)

9-pin DTE (male) (modified to
isolate pins 6, 7, and 8)

Use PORT 0 of NTBK48AA 3-port
SDI cable.
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Configuring a terminal and SDI ports

Contents

Introduction

This section contains information on the following topics:

INtroduction. . ... ... 307
Settingthe TTY terminal port. ............ ... ... 308
Traditional terminal SDI connection. .................covvun... 308
Avaya CS 1000E CP PM Call Server serial port connections .. .. ... 309
MG 1000E SDI CONNECLION. . . . oo vttt 310
Voice Gateway MediaCard SDI connection .................... 312
Voice Gateway MediaCard SDI connection .. .................. 312
Voice Gateway MediaCard SDI connection .................... 312

In the Avaya Communication Server 1000E system, each component (CP PM
Cadll Server, Media Gateway, Signaling Server, and Layer 2 switch) hasa
Serial Data Interface (SDI) port to be used for software installation and

mai ntenance access. The SDI port can be accessed by running a Telnet
session through the Terminal Server locally or remotely. See “Configuring a
Termina Server” on page 295 for Terminal Server Setup. The SDI port can
also be accessed by alocal terminal through the SDI connection.
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Setting the TTY terminal port

A TTY terminal can be any standard PC running terminal software, (for
example, HyperTerminal). The TTY terminal port must be configured as:

Bits per second - Baud rate must be the same as the speed of SDI port.
Databits- 8

Parity- None

Stop bit—1

Flow control — None

Terminal Emulation- VT100

Traditional terminal SDI connection

Figure 132 shows the setup values for atraditional terminal setup.
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Figure 132
VT220 setup values

Global Set-Up

On Line

Sessions on Comm1
CRT Saver

Display Set-Up
80 Columns
Interpret Controls
Auto Wrap

Jump Scroll

General Set-up

VT200 Mode, 7-bit Controls
User Defined Keys Unlocked
User Features Unlocked
Multinational

Communications Set-Up
Transmit=2400
Receive=Transmit

Xoff at 64

8hits, No Parity

1 Stop Bit

Printer Set-Up
Speed=9600
Normal Print Mode
8bits, No Parity,

1 Stop bit

Keyboard Set-up
Typewriter Keys
Caps Lock

Auto Repeat
Keyclick High
Margin Bell

Tab Set-Up Screen

Leave this screen at the default values

Comm1=RS232
70Hz
Printer Shared

Light Text, Dark Screen
Cursor
Block Style Cursor

Application Keypad
Normal Cursor Keys
No New Line

No Local Echo

Data Leads Only
Disconnect, 2 s Delay
Limited Transmit

Print Full Page
Print National Only
No Terminator

Warning Bell
Break
Answerback=
Not Concealed

Avaya CS 1000E CP PM Call Server serial port connections

There are two seria ports on the CP PM Call Server, Port 0 and Port 1. They
are accessed through an NTAK 19 cable that attaches to the MDF port at the
back of the chassis or cabinet. Both ports are standard RS232 DTE ports. The
supported TTY settings for both ports are:

» Baud rate - 9600
o Databhit-8
e Stophit-1
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e Parity - none
*  Fow control - none

The baudrate setting can be changed in Overlay 17, however changing this
setting is not recommended since it will only used when SL1 is loaded.

Note that only the Port 0 serial port displays the boot sequence from BIOS,
Bootrom & OS before the call server application is started. Port 1 will only
start displaying output when call server application is started (Sysload
Phasel).

Note: You do not requirethe NTAK19 cable for CP PM cardsinstalled
in slots 22 or 23 of an MG 1010 chassis. The Server serial connections
for slots 22 and 23 are provided by the MG 1010 Media Gateway Utility
(MGU) card.

MG 1000E SDI connection

SDI connection to the MG 1000E is made at the back. See Figure 133 on
page 311 for location of the 9-pin DTE (male) connector. It is modified to
isolate pins 6, 7, and 8. Use PORTO of NTBK48AA 3-port SDI cable for
termina connection.

Note: Connection must be madeinitially to each MG 1000E to set the
I P address.

MGC serial ports

Each Gateway Controller installed in a CS 1000E provides 3 remote SDIs.
The maximum number of TTY s does not change. Therefore, once the
maximum TTY s are configured, no additional TTY s are supported.

The MGC and CP MG provide three Gateway Controller serial ports: SDIO,
SDI1 and SDI2.

The serial ports can be used for local debug purposes or can be configured in
the CS 1000E Call Server as system terminalsin Overlay 17.
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During initial configuration either SDI0 or SDI1 must be connected to access
theinstallation menu.

Note: Only SDI0 hasfull modem support, as SDI1 and SDI2 do not have
hardware flow control.

SDI2isnot available during the Gateway Controller bootup, it cannot be used
to access the installation menus.

All of the SDI ports on the Gateway Controller are configured via software.
There are no DIP switches on the Gateway Controller for configuring the
baud rate of SDIO.

Procedure 65
Connecting SDI ports on the Media Gateways

1 Connect the NTBK48 3-port SDI cable to the 9-pin SDI port (RS-232) at
the rear of the Media Gateways (see Figure 133).

Figure 133
SDI port access to the Media Gateway MGC card

=SS . F T

NTDUIL

e
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2 Connect the system terminal to the cable marked “port 0” on the NTBK48
3-port cable. You require a Modem Eliminator adapter to connect the
system to a TTY terminal. This adapter is included in the Avaya
Communication Server 1000E and the Media Gateway cable kits.

3 Ifthe system is accessed remotely, connect the system modem to the
cable marked “port 1” on the NTBK48 cable.

4 When instructed, connect the modem to an outside line.

5 When instructed, test the modem for correct operation when the system
is operating.

Note: You can use the remaining ports for other equipment, such as
CDR devices or TTYs.

End of Procedure

Voice Gateway Media Card SDI connection

The SDI ports on a Voice Gateway Media Card can be used for basic
configuration or maintenance. Figure 134 shows the maintenance port
location on the V oice Gateway Media Card and the Shielded 50-pin to Serial/
ELAN/TLAN adapter.

NN43041-310 Standard 06.01 March 2013



Configuring a terminal and SDI ports ~ Page 313 of 492

Figure 134

Maintenance port location on the Voice Gateway Media Card and the
Shielded 50-pin to Serial/ELAN/TLAN adapter

| Shielded 50-pin to
| Serial/ELAN/TLAN
adapter

Maintenance port

The Voice Gateway Media Card faceplate provides afemale 8-pin mini-DIN
serial maintenance port connection. The maintenance port on the Shielded
50-pinto Serial/ELAN/TLAN adapter providesan aternativeto the faceplate
maintenance port. Both are DTE ports with a speed of 9600 bit/s.

CAUTION — Service Interruption

Do not connect maintenance terminals or modems to
the faceplate and I/O panel DB-9 male serial
maintenance port at the same time.
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Installing and cross-connecting a
trunk card

Contents

Introduction

This section contains information on the following topics:

INtroduction. . . ... oo 315
Circuit card OptionS. . . .. oot 319
Digital trunk cards. .. ...t 319
Connectingatrunk ... 320
Universal Trunk card cOnnections. . ... .......ooieienenaan .. 321
E&M Trunk card cONNECtions. . .. ... oo vt 324
Trunk connectionS (EUrOPE) . .. . oo v v e e e 326
Trunk connections (UK) .. ... ..o 336
Verifying trunk functionality ............ ... ... .. ... .. ... ... 344

The following sections outline the placement of circuit cardsin the Media
Gateways and Media Gateway Expander. Analog trunks can beinstalled in
MG 1010, MG 1000E and Media Gateway Expander. For information about
the circuit cards,see Avaya Circuit Card: Description and Installation
(NN43001-311).
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IMPORTANT!

Digital Trunk cards can be installed only in slots 1 to 4 of the
Media Gateway 1000E. Digital Trunk cards can be installed in slots 1-10
of the Media Gateway 1010.

Figure 135 shows the circuit card slotsin a Media Gateway 1000E. To view
the circuit card slots availablein aMedia Gateway Expander, see Figure 136
on page 317.

Figure 135
Circuit card assignments in the Media Gateway 1000E

S0t0 MGC card

583 0EES)2S
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Figure 136
Circuit card assignments in the Media Gateway Expander

Slot 7 0

553-CSE9032

WARNING

Use caution when installing or modifying telephone lines.
Avoid installing telephone wiring during a lightning storm.
Do not install telephone jacks in wet locations unless the
jacks are designed for wet locations. Never touch
uninsulated telephone wiring unless the line is
disconnected at the network interface.
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Before you proceed, install the cable from the slot that containsthe Line card
associated with the telephone being connected. Refer to “Installing the Main
Distribution Frame” on page 379, if you require additional cable installation.

DANGER OF ELECTRIC SHOCK

Always use caution when installing or modifying
telephone lines. Do not install telephone wiring during a
lightning storm. Do not install telephone jacks in wet
locations unless the jacks are designed for wet locations.
Never touch uninsulated telephone wiring unless the line
is disconnected at the network interface.

Refer to the Avaya Circuit Card: Description and Installation
(NN43001-311) for full descriptions of country-specific circuit cards and
their installation procedures.

CAUTION WITH ESDS DEVICES

Always handle circuit cards with caution to avoid
damage caused by static electricity. Always store circuit
cards that are not in use in an antistatic bag or the
original packaging

Wear an antistatic wrist strap, such as the one shown in
Figure 137 on page 319, when handling circuit cards.
Static electricity can damage circuit card components.
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Figure 137
Antistatic wrist strap

Antistatic

wrist strap ‘g

Circuit card options

A circuit card that has a switch symbol on its faceplate is equipped with
option switches, strapping plugs, or both. Ensure that the option switches or
strapping plugs are set correctly. Circuit cards can also have daughterboards
or other add-on devicesinstalled on them.

Digital trunk cards

Digital trunk cards can beinstalled only in slots 1 to 4 in aMedia Gateway.
The following Digital trunk cards can be installed:

*  NTAKO09 1.5 Mbit DTI/PRI
* NTAK102.0 Mbit DTI

*  NTAK79 2.0 Mbit PRI

« NTBK22 MISP

* NTBKS50 2.0 Mbit PRI
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NTRB21 TMDI 1.5 Mbit DTI/PRI
NT6D70 SILC
NT6D71 UILC

Note: Now NT6D70 SILC and NT6D71 UILC Digita trunk cards can
beinstalled in slots 7 to 10 in a Media Gateway Expander.

For additional information about installing Digital trunk cards, refer to the
following documents:

ISDN Primary Rate Interface: Installation and Configuration
(NN43001-301)

ISDN Basic Rate Interface: Installation and Configuration
(NN43001-318)

ISDN Primary Rate Interface: Maintenance (NN43001-717)
ISDN Basic Rate Interface: Maintenance (NN43001-718)

Connecting a trunk

Follow Procedure 66 to connect a trunk.

Procedure 66
Connecting a trunk

1

From the assignment record, determine the location of the trunk
connection and its associated Terminal Number (TN) at the
cross-connect terminal.

With cross-connect wire, connect the trunk to the TN.

Make sure that the wiring is not reversed and that it is on the correct
terminals.

¢ Table 28 on page 321 to Table 30 on page 324 list the connections
for trunks.

«  For European trunk connections, see Table 31 on page 326 to
Table 39 on page 335.

e For UK trunk connections, see Table 40 on page 337 to Table 46 on
page 344.
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Note: See “Installing and cross-connecting a Power Fail Transfer Unit”
on page 445 for connecting trunks with the PFTU.

End of Procedure

Universal Trunk card connections

The Universal Trunk card (NT8D14) provides eight Analog trunks that can
function in the modesidentified in Table 28. Refer to Table 29 on page 322
for the connections to the Universal trunk at the cross-connect terminal.

Table 28

NT8D14 Universal Trunk card — modes and option settings
Modes Location Jumper strap
Central (CO) Ji, J2 OFF
2-way TIE trunk (loop Dial Repeat) Ji, J2 OFF
2-way TIE trunk (Outgoing Incoming J1, J2 OFF
Dial)
Recorded Announcement (RAN) Ji, J2 OFF
Paging trunk J1, 32 OFF
Japan CO/DID operation J1,J2 OFF
DID operation J1, J2 ON
Loop length>2000 ohms
DID operation Ji, J2 OFF
Loop length <2000 ohms
Note 1: OFF indicates that no strap is present.
Note 2: J1 and J2 locations apply to all eight trunks.
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Table 29
NT8D14 Universal Trunk connections (Part 1 of 2)
RAN Paging All other
Cable from equipment Unit mode mode modes
Pair Color Designations
1T W-BL TO TO TO
1R BL-W RO RO RO
0
2T W-O CP A
2R Oo-W MB PG
3T W-G T1 T1 T1
3R G-W R1 R1 R1
1
4T W-BR CP A
4R BR-W MB PG
5T W-S T2 T2 T2
5R S-wW R2 R2 R2
2
6T R-BL CP A
6R BL-R MB PG
7T R-O T3 T3 T3
7R O-R R3 R3 R3
3
8T R-G CP A
8R G-R MB PG
9T R-BR T4 T4 T4
9R BR-R R4 R4 R4
4
10T R-S CP A
10R S-R MB PG
11T BK-BL T5 T5 T5
11R BL-BK R5 R5 R5
5
12T BK-O CP A
12R 0O-BK MB PG
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Table 29

NT8D14 Universal Trunk connections (Part 2 of 2)

RAN Paging All other
Cable from equipment Unit mode mode modes
Pair Color Designations
13T BK-G T6 T6 T6
13R G-BK R6 R6 R6
6
14T BK-BR CP A
14R BR-BK MB PG
15T BK-S T7 T7 T7
15R S-BK R7 R7 R7
7
16T Y-BL CP A
16R BL-Y MB PG

Note: Remaining pairs are spare.
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E&M Trunk card connections
Table 30 lists the connections required by the E&M Trunk card (NT8D15).

Table 30
NT8D15 E&M Trunk card (Part 1 of 2)
Cables
Card 1 through 2W 2W 4w 4w
Card 10 from Paging Type 1 Type 1 Type 2
equipment Unit mode mode mode mode

Pair Color Designations

1T W-BL TO TO TA TA
1R BL-W RO RO B B
2T W-0 RA RA
2R O-W 0 RB RB
3T W-G E E EA
3R G-W M M EB
4T W-BR A ESC MA
4R BR-W PG ESCG MB
5T W-S T1 T1 TA TA
5R S-W R1 R1 B B
6T R-BL RA RA
6R BL-R 1 RB RB
T R-O E E EA
7R O-R M M EB
8T R-G A ESC MA
8R G-R PG ESCG MB
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Table 30
NT8D15 E&M Trunk card (Part 2 of 2)
Cables
Card 1 through 2w 2W 4w 4w
Card 10 from Paging Type 1 Type 1 Type 2
equipment Unit mode mode mode mode

Pair Color Designations

9T R-BR T2 T2 TA TA
9R BR-R R2 R2 B B
10T R-S RA RA
10R S-R 5 RB RB
11T BK-BL E E EA
11R BL-BK M M EB
12T BK-O A ESC MA
12R O-BK PG ESCG MB
13T BK-G T3 T3 TA TA
13R G-BK R3 R3 B B
14T BK-BR RA RA
14R BR-BK 3 RB RB
15T BK-S E E EA
15R S-BK M M EB
16T Y-BL A ESC MA
16R BL-Y PG ESCG MB

Note: A and B are the transmit and receive pairs, where:
TA = Transmit Tip, and RA = Receive Tip
TB = Transmit Ring, and RB = Receive Ring
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Trunk connections (Europe)

Trunk connections for Europe are provided in the following tables:

e Table31l: “E&M TIE trunk card (2-Wire)” on page 326

e Table32: “E&M 2-wire Type 2" on page 327

e Table33:“E&M TIE Trunk card (4-Wire)” on page 328

e Table34: “E&M TIE Trunk card” on page 330

e Table35: “E&M 2280 Hz TIE Trunk connections’ on page 331

e Table36: “E&M 2-wire Recorded Announcement Trunk connections’
on page 332

e Table37: “E&M 2-wire Music Trunk connections’ on page 333

 Table 38: “Central Office & Direct Dial Inward Trunk connections’ on
page 333

e Table 39: “Central Office Trunk connections’ on page 335

Table 31
E&M TIE trunk card (2-Wire) (Part 1 of 2)
Column 3
Cables Card 1 through Card 10 Column 1 Column 2 Type 5
from equipment Paging Paging (BPO)
Pair Color Unit Pins Lead Designations
1T W-O 27 TO TO TO
1R Oo-w 2 RO RO RO
0
2T W-BR 29 A SIGB E
2R BR-W 4 PG SIGA M
3T R-BL 31 T1 T1 T1
3R BL-R 6 R1 R1 R1
1
4T R-G 33 A SIGB E
4R G-R 8 PG SIGA M
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Table 31
E&M TIE trunk card (2-Wire) (Part 2 of 2)
Column 3
Cables Card 1 through Card 10 Column 1 Column 2 Type 5
from equipment Paging Paging (BPO)
5T R-S 35 T2 T2 T2
5R S-R 10 R2 R2 R2
2
6T BK-O 37 A SIGB E
6R O-BK 12 PG SIGA M
T BK-BR 39 T3 T3 T3
7R BR-BK 14 R3 R3 R3
3
8T Y-BL 41 A SIGB E
8R BL-Y 16 PG SIGA M
Table 32
E&M 2-wire Type 2 (Part 1 of 2)
Lead
designations Pins Pair color Unit number

TO 27 W-O

RO 2 O-W

El 28 W-G

E2 3 G-W 0

M1 29 W-G

M2 4 G-W

T1 31 R-BL

R1 6 BL-R

El 32 R-O

E2 7 O-R 1

M1 33 R-G

M2 8 G-R
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Table 32
E&M 2-wire Type 2 (Part 2 of 2)
T2 35 R-S
R2 10 S-R
El 36 BK-BL
E2 11 BL-BK 2
M1 37 BK-O
M2 12 0O-BK
T3 39 BK-BR
R3 14 BR-BK
El 40 BK-S
E2 15 S-BK 3
M1 41 Y-BL
M2 16 BL-Y
Table 33
E&M TIE Trunk card (4-Wire) (Part 1 of 2)
Cables Card 1 through Column 1 Column 2
Card 10 from equipment Typel&5 Typel&5
Unit
Pair Color # Pins Lead Designations
1T W-BL 26 RA TA
1R BL-W 1 RB B
2T W-0O 27 TA RA
2R O-W 0 2 B RB
3T W-G 28 E E
3R G-W 3 M M
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Table 33
E&M TIE Trunk card (4-Wire) (Part 2 of 2)

Cables Card 1 through Column 1 Column 2

Card 10 from equipment Typel&5 Typelé&5
4T W-S 30 RA TA
4R S-W 5 RB B
5T R-BL 31 TA RA
5R BL-R 1 6 B RB
6T R-O 32 E E
6R O-R 7 M M
7T R-BR 34 RA TA
7R BR-R 9 RB B
8T R-S 35 TA RA
8R S-R 2 10 B RB
9T BK-BL 36 E E
9R BL-BK 11 M M
10T BK-G 38 RA TA
10R G-BK 13 RB B
11T BK-BR- 39 TA RA
11R BR-BK 3 14 B RB
12T BK-S 40 E E
12R S-BK 15 M M

Note: The cable pair designated TA, TB is the transmit pair. The pair
designated RA, RB is the receive pair.
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Table 34
E&M TIE Trunk card (Part 1 of 2)
Cables Card 1 through Column 1 Column 2
Card 10 from equipment Type 2 Type 2
Unit
Pair Color # Pins Lead Designations
1T W-BL 26 RA RA
1R BL-W 1 RB RB
2T W-O 27 TA TA
2R O-W 0 2 B B
3T W-G 28 El E
3R G-W 3 E2 M
4T W-BR 29 M1 SIGOA
4R BR-W 4 M2 SIGOB
5T W-S 30 RA RA
5R S-W 5 RB RB
6T R-BL 31 TA TA
6R BL-R 1 6 B B
T R-O 32 El E
7R O-R 7 E2 M
8T R-G 33 M1 SIG1A
8R G-R 8 M2 SIG1B
9T R-BR 34 RA RA
9R BR-R 9 RB RB
10T R-S 35 TA TA
10R S-R 2 10 B B
11T BK-BL 36 El E
11R BL-BK 11 E2 M
12T BK-O 37 M1 SIG2A
12R O-BK 12 M2 SIG2B
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Table 34

E&M TIE Trunk card (Part 2 of 2)
Cables Card 1 through Column 1 Column 2
Card 10 from equipment Type 2 Type 2
13T BK-G 38 RA RA
13R G-BK 13 RB RB

3

14T BK-BR 39 TA TA
14R BR-BK 14 B B
15T BK-S 40 El E
15R S-BK 15 E2 M
16T Y-BL 41 M1 SIG3A
16R BL-Y 16 M2 SIG3B

Note: The cable pair designated TA, TB is the transmit pair. The pair
designated RA, RB is the receive pair.

Table 35

E&M 2280 Hz TIE Trunk connections (Part 1 of 2)

Lead
designations Pins Pair color Unit number
TA 26 W-BL
B 1 BL-W
0
RA 27 W-O
RB 2 Oo-W
TA 30 W-S
B 5 S-W
1
RA 31 R-BL
RB 6 BL-R
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Table 35
E&M 2280 Hz TIE Trunk connections (Part 2 of 2)
TA 34 R-BR
B 9 BR-R
2
RA 35 R-S
RB 10 S-R
TA 38 BK-G
B 13 G-BK
3
RA 39 BK-BR
RB 14 BR-BK
Table 36
E&M 2-wire Recorded Announcement Trunk connections
Lead
designations Pins Pair color Unit number
TO 26 W-BL
R 1 BL-W
0 0
SIGB 29 W-BR
SIG A 4 BR-W
Tl 30 W-S
R1 5 S-W 1
SIGB 33 R-G
SIGA 8 G-R
T2 34 R-BR
R2 9 BR-R 5
SIGB 37 BK-O
SIG A 12 O-BK
T3 38 BK-G
R3 13 G-BK 3
SIGB 41 Y-BL
SIGA 16 BL-Y
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Table 37
E&M 2-wire Music Trunk connections
Lead
designations Pins Pair color Unit number
TO 26 W-BL
RO 1 BL-W 0
T1 30 W-S
R1 5 S-W 1
T2 34 R-BR
R2 9 BR-R 2
T3 38 BK-G
R3 13 G-BK 3
Table 38
Central Office & Direct Dial Inward Trunk connections (Part 1 of 2)
Cable from
equipment Column 1 Column 2 Column 3
Pair Color Unit Pins Lead designations
1T W-BL 26 TO TO A0
1R BL-W 1 RO RO BO
0
2T W-O 27 PPMO Cco
2R Oo-W 2 — Spare
3T W-G 28 T1 T1 Al
3R G-W 3 R1 R1 B1
1
4T W-BR 29 PPM1 C1
4R BR-W 4 — Spare
5T W-S 30 T2 T2 A2
5R S-W 5 R2 R2 B2
2
6T R-BL 31 PPM2 c2
6R BL-R 6 — Spare
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Table 38
Central Office & Direct Dial Inward Trunk connections (Part 2 of 2)
Cable from
equipment Column 1 Column 2 Column 3

Pair Color Unit Pins Lead designations

T R-O 32 T3 T3 A3

7R O-R 7 R3 R3 B3
3

8T R-G 33 PPM3 C3

8R G-R 8 — Spare

9T R-BR 34 T4 T4 A4

9R BR-R 9 R4 R4 B4
4

10T R-S 35 PPM4 C4

10R S-R 10 — Spare

11T BK-BL 36 T5 T5 A5

11R BL-BK 11 R5 R5 B5
5

12T BK-O 37 PPM5 C5

12R O-BK 12 — Spare

13T BK-G 38 T6 T6 A6

13R G-BK 13 R6 R6 B6
6

14T BK-BR 39 PPM6 C6

14R BR-BK 14 — Spare

15T BK-S 40 T7 T7 A7

15R S-BK 15 R7 R7 B7
7

16T Y-BL 41 PPM7 c7

16R BL-Y 16 — Spare
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Table 39
Central Office Trunk connections (Part 1 of 2)
Cable from
equipment

Pair Color Unit Pins Lead designations
iT W-BL 26 TO
1R BL-W 1 RO
2T W-O 27

2R O-W 2

0

3T W-G 28

3R G-wW 3

4T W-BR 29

4R BR-W 4

5T W-S 30 Tl
5R S-W 5 R1
6T R-BL 31

6R BL-R 1 6

T R-O 32

7R O-R 7

8T R-G 33

8R G-R 8

9T R-BR 34 T2
9R BR-R 9 R2
10T R-S 35

10R S-R 2 10

11T BK-BL 36

11R BL-BK 11

12T BK-O 37

12R 0-BK 12
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Table 39
Central Office Trunk connections (Part 2 of 2)
Cable from
equipment
Pair Color Unit Pins Lead designations
13T BK-G 38 T3
13R G-BK 13 R3
14T BK-BR 39
14R BR-BK 3 14
15T BK-S 40
15R S-BK 15
16T Y-BL 41
16R BL-Y 16

Trunk connections (UK)

Trunk connections for the UK are provided in the following tables:
» Table40: “NT5K17 Direct Inward Dial card terminations’ on page 337
» Table41: “NT5K18 Exchange line trunk card cross-connect

terminations’ on page 338

» Table42: “NT5K19 2W paging mode terminations’ on page 340
“NT5K19 2W Type 1 mode terminations’ on page 340
“NT5K 19 4W Type 1 mode terminations’ on page 342

“NT5K19 AC15 mode pair terminations’ on page 343

“NT5K19 Recorded Announcement mode pair terminations”

 Table43:

 Tabled4:

 Table4s:

* Table4e6:
on page 344
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Table 40
NT5K17 Direct Inward Dial card terminations (Part 1 of 2)

Pair Pins Pair color Unit

TO 26 W-BL

RO 1 BL-W 0
27 W-O
2 o-w

T1 28 W-G

R1 3 G-W 1
29 W-BR
4 BR-W

T2 30 W-S

R2 5 S-W 2
31 R-BL
6 BL-R

T3 32 R-O

R3 7 O-R 3
33 R-G
8 G-R

T4 34 R-BR

R4 9 BR-R 4
35 R-S
10 S-R

T5 36 BK-BL

R5 11 BL-BK 5
37 BK-O
12 O-BK

T6 38 BK-G

R6 13 G-BK 6
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Table 40
NT5K17 Direct Inward Dial card terminations (Part 2 of 2)
Pair Pins Pair color Unit
39 BK-BR
14 BR-BK
T7 40 BK-S
R7 15 S-BK 7
41 Y-BL
16 BL-Y

Note: The connections on the NT5K 18 Exchange Line Trunk card are

polarity-sensitive. Make sure the ground side of thetrunk is connected to
the A leg of the NT5K 18 circuit. Make surethe-50 Volt side of thetrunk
is connected to the B leg of the NT5K 18 circuit.

Table 41
NT5K18 Exchange line trunk card cross-connect terminations
(Part 1 of 2)

Pair Pins Pair color Unit

TO 26 W-BL

RO 1 BL-W 0
27 W-0O
2 Oo-W

T1 28 W-G

R1 3 G-W 1
29 W-BR
4 BR-W

T2 30 W-S

R2 5 S-W 2
31 R-BL
6 BL-R
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Table 41
NT5K18 Exchange line trunk card cross-connect terminations
(Part 2 of 2)

Pair Pins Pair color Unit

T3 32 R-O

R3 7 O-R 3
33 R-G
8 G-R

T4 34 R-BR

R4 9 BR-R 4
35 R-S
10 S-R

T5 36 BK-BL

R5 11 BL-BK 5
37 BK-O
12 O-BK

T6 38 BK-G

R6 13 G-BK 6
39 BK-BR
14 BR-BK

T7 40 BK-S

R7 15 S-BK 7
41 Y-BL
16 BL-Y
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Note: The speech pairs on the NT5K 19 card are polarity-insensitive.
The E& M signaling pairs, however, are polarity-sensitive. Make sure the
ground side of thetrunk is connected to the A leg of the NT5K 19 circuit.
Make sure the -50 Volt side of the trunk is connected to the B leg.

Table 42

NT5K19 2W paging mode terminations
Pair Pins Pair color Unit
TO 27 W-O
RO 2 Oo-W 0
A 29 W-BR
PG 4 BR-W
T1 31 R-BL
R1 6 BL-R 1
A 33 R-G
PG 8 G-R
T2 35 R-S
R2 10 S-R 2
A 37 BK-O
PG 12 0-BK
T3 39 BK-BR
R3 14 BR-BK 3
A 41 Y-BL
PG 16 BL-Y

Table 43

NT5K19 2W Type 1 mode terminations (Part 1 of 2)
Pair Pins Pair color Unit
TO 27 W-O
RO 2 Oo-w 0
E 28 W-G
M 3 G-W
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Table 43

NT5K19 2W Type 1 mode terminations (Part 2 of 2)
Pair Pins Pair color Unit
T1 31 R-BL
R1 6 BL-R 1
E 32 R-O
M & O-R
T2 35 R-S
R2 10 S-R 2
E 36 BK-BL
M 11 BL-BK
T3 39 BK-BR
R3 14 BR-BK 3
E 40 BK-S
M 15 S-BK
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Table 44
NT5K19 4W Type 1 mode terminations
Pair Pins Pair color Unit
TA 26 W-BL
B 1 BL-W
RA 27 W-O
RB 2 o-wW 0
E 28 W-G
M 3 G-W
RA 30 W-S
RB 5 S-W
TA 31 R-BL
RB 6 BL-R 1
E 32 R-O
M 7 O-R
TA 34 R-BR
B 9 BR-R
RA 35 R-S
RB 10 S-R 2
E 36 BK-BL
M 11 BL-BK
TA 38 BK-G
B 13 G-BK
RA 39 BK-BR
B 14 BR-BK 3
E 40 BK-S
M 15 S-BK
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Table 45
NT5K19 AC15 mode pair terminations
Pair Pins Pair color Unit
TA 26 W-BL
B 1 BL-W 0
RA 27 W-O
RB 2 o-w
TA 30 W-S
B 5 S-W 1
RA 31 R-BL
RB 6 BL-R
TA 34 R-BR
B 9 BR-R 2
RA 35 R-S
RB 10 S-R
TA 38 BK-G
B 13 G-BK 3
RA 39 BK-BR
B 14 BR-BK
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Table 46

NT5K19 Recorded Announcement mode pair terminations
Pair Pins Pair color Unit
TO 26 W-BL
RO 1 BL-W 0
SIGB 29 W-BR
SIG A 4 BR-W
T1 30 W-S
R1 5 S-W 1
SIGB 33 R-G
SIGA 8 G-R
T2 34 R-BR
R2 9 BR-R 2
SIG B 37 BK-O
SIGA 12 0O-BK
T3 38 BK-G
R3 13 G-BK 3
SIGB 41 Y-BL
SIG A 16 BL-Y

Verifying trunk functionality

Y ou can now use the trunks. To test the trunks, make trunk calls.
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Installing and configuring a
Voice Gateway Media Card

Contents
This section contains information on the following topics:
INtroduction. . . ... oo 345
Configuringacard. .. ... ..o 347
Addingacardtoan IPtelephonynode. . ....................... 348
Configuring voice gateway channels using Element Manager . . . . . .. 353
Configuring voice gateway channelsusingLD 14................ 355
Saving configurationchanges. .. ..., 357
Installing aCompact Flash (CF)card . .. ... 358
InstallingacardinaMediaGateway .......................... 362
Verifyingacard. . ... 368
Disablingacard. ...... ... 373
Disablingacardunit. . ... 374
Enablingacard . ......... 375
Enablingacardunit. .. ... ... ... 376
Verifying functionality . ......... ... ... 377

Introduction

A Voice Gateway Media Card runsthe |P Line software. It provides voice
gateway channels (DSPs) to transcode voice data between |P and TDM
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(analog/digital). The cards node properties, as well as the voice gateway
channels, must be configured. The cards areinstalled in aMedia Gateway or
aMedia Gateway Expander.

TPS functions are not supported on the Voice Gateway Media Cards. They
do not participate in the Election process to be come a Master if the Leader
fails.

Voice Gateway Media Card is aterm used to encompass the Media Card
32-port card, and the Media Card 32S card. These cards plug into an
Intelligent Peripheral Equipment (IPE) shelf in the Avaya Communication
Server 1000M systemsand into aM edia Gateway and M edia Gateway 1000E
Expander in the Avaya CS 1000E system.

The Media Card 32-port and the Media Card 32S card occupy one slot.

The Media Card 32S card provides the following features:

*  Secure Real-time Transport Protocol (SRTP)

» two Digita Signal Processors (DSP), based on an ARM processor
» channel density of 32 ports

*  cost improvement over existing Media Cards

The Media Card 32-port card provides the following features:

»  32-port card packet processing power is greater than that of the ITG-P
24-port line card

» increasesthe channel density from 24 to 32 ports (for the 32-port version)
»  reducesthe slot count from adual IPE slot to asingle |PE slot

For more details, see Avaya Sgnaling Server IP Line Applications
Fundamentals (NN43001-125).

This chapter contains the following procedures:

*  Procedure67: "Adding aVoice Gateway Media Card to an | P telephony
node" on page 348

*  Procedure 68: "Adding voice gateway channelsusing Element Manager"
on page 353
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Procedure 69: " Configuring voice gateway channelsusing LD 14" on
page 356

Procedure 70: "Installing the CF card" on page 359

Procedure 71: "Installing aV oice Gateway MediaCard in acard slot”" on
page 365

Procedure 73: "Displaying the Voice Gateway Media Card status' on
page 368

Procedure 74: "Displaying the Voice Gateway status
for al voice gateway channels’ on page 369

Procedure 75: "Displaying the status of Voice Gateway Media Card
units" on page 370

Procedure 76: "Displaying the status of one unit on aVoice Gateway
Media Card" on page 373

Procedure 77: "Disabling a Voice Gateway Media Card using Element
Manager" on page 373

Procedure 78: "Disabling a Voice Gateway Media Card unit using
Element Manager" on page 374

Procedure 79: "Enabling a V oice Gateway Media Card using Element
Manager" on page 375

Procedure 80: "Enabling a Voice Gateway Media Card unit using
Element Manager" on page 376

Configuring a card

A Voice Gateway Media Card requires configuration of:

the IP telephony properties defined with Element Manager (the Voice
Gateway Media Cards are assigned to an | P telephony node). See
“Configuring an | P telephony node” on page 259.

the voice gateway channels defined on the Avaya Communication
Server 1000E. See “ Configuring voice gateway channels using
Element Manager” on page 353.
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Adding a card to an IP telephony node

The Voice Gateway Media Card is added to an I P telephony node using
Element Manager only. See Element Manager: System Administration
(NN43001-632) for details.

Procedure 67

Adding a Voice Gateway Media Card to an IP telephony node

1 Login to Element Manager.

2  Select IP Network > Nodes: Servers, Media Cards from the navigator.
The Node Configuration web page opens, as shown in Figure 138.

Figure 138
Node Configuration web page

Managing: 207.179.153.99
IP Telephony » Modes: Servers, Media Cardz » Mode Configuration

Node Configuration

Mew Node I to Add |

Import Mode Files |

+Node: 8 Mode IP: 192.168.253.7 Edit|  Transfer/Status | Delete |

3 Click Node, then click Select.
4  Choose Media Card then click Add. See Figure 139 on page 349.
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Figure 139
Add Media Card

CS 1000 ELEMENT MANAGER

|+ Managing: 47.11.45.7 Uszername: admin A
i System = P Metwork = IP Telephony Modes

Node Details {ID: 1457 - LTPS, Gateway { SIPGw, H323Gw ))

Telephony LAH (TLAH} Embedded LAH (ELAH)
Mode [P Address: [47.11.45.23 * Gateway IP address: |47.11.45.1 *
Subnet Mask: |255.255.255.240 |+ Subnet Mask: |255.255.255.240 | ¢
IP Telephony Hode Properties Applications (elick to edit configuration)
« Woice Gateway (VEW) and Codecs + Terminal Proxy Server (TPS)
e Quality of Service (Qo05) + Gateway (SIPGw & H323Gw)
. LAN » Personal Directories (PO
= SHTP
e Murnbering Zones
« MCDOMN Aternative Routing Treatment (MALT) Causes

* Required Valuie.

[] Hostharme «
[ tht-prim

available in the servers list

Associated Signaling Servers & Cards

Mote: Only server(s) that are not part of any other IP telephony node and deployed application(s) that match the service(s) selected for this node are

Print | Ref
Tune Deploved Applications ELAM IP TLAM P Raole
Signaling Server LTPS, Gateway, PD 4711.457 4711.45.22 Leade —

The Cards tab expands (see Figure 140 on page 350).

Enter your data for this Voice Gateway Media Card. The ELAN MAC
address is on a faceplate sticker. The TN is the Voice Gateway Media
Card logical card slot.

Note: For more detail on Voice Gateway Media Card properties, see
Avaya Signaling Server IP Line Applications Fundamentals
(NN43001-125).
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Figure 140
New media card details

Embedded LAN (ELAN} IP address ID.D.I}.D *

Embedded LAN (ELAN) MAC address IDD:DD:DD:DD:DD:DD *

Telephony LAN (TLAN) IP address |D.D.D.D *

Voice LAN (TLAN) gateway IP address |D.D.D.‘l

Hostname |Hostname *

Card TH | .

Card processor type |Voice Gateway Media Card j

H3231D |CS1000E_PMT

Enable Line TPS |

If Telephony LAN[TLAN) IF address and Telephony LAN{TLAN) gateway IF address are
not in the same subnet as Telephony LAM{TLAN) Mode |F address when Line TPS is
enabled, then the TPS application will not run.

Primary Call Server IP address |'§2_'E?.'34.53 *

Alternate Call Server! IP address |D,D,I},I} *

6 Click Save the node.
7  Verify card has been added. See Figure 141 on page 351.

Note 1: In order to perform a successful “Sync and Save” (receive the
updated IP Telephony node configuration files), the Media Card must be
joined to the security domain using the joi nSecDonmai n command from
the MC32 or MC32S command line:

j oi nSecDomai n <I P Address of Primary UCM Security
Server>

See Avaya Security Management (NN43001-604).

Note 2: You may also need to upgrade the Media Card’s loadware
before joining the security domain. See Avaya Signaling Server IP Line
Applications Fundamentals (NN43001-125).
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Figure 141
Media Card added

|
A

- Engineerad Yalues

- Flexible Code Restriction

- Incoming Digit Translation
-Phones

- Templates

4  Managing: 47.11.45.7 Username: admin

v

-UCM Network Services
_Home System » IP Network » P Telephony Nodes
_Links Node Details (ID: 1457 - LTPS, Gateway ( SIPGw, H323Gw ))
- Wirtual Terminals
- System 3
+Alarms Mode [0: *(0-9389)
- Maintenance
+Core Eguigmert Call Server P Addrese: |47.11.457 '
- Peripheral Equipment
- |P Network Telephony LAH (TLAH) Embedded LAH (ELAH)
- Nodes: Servers, Media Cards Mode IP Address: [47.11.45.23 Gatewiay IP address: 4711451 :
- Maintenance and Repaorts
'gema Cebuae Subnet Mask: [256.265.256.240 | Subnet Mask: [255.255.266 240 |
-Zones
-Hostand Route Tahles _ IP Telephony Hode Properties Applications (click to edit configuration)
—gegwg;kﬁ\dﬁr‘edssTranslatmn + Vaice Gateway (YGW) and Codecs + Teminal Proxy Serer (TPS
oot Dttt o Quality of Senice (Q05) + Gateway (SIPGw & HI23Gw)
Ui R AT o LAN « Personal Directaries (PO v
+ Interfaces * Regired Value:

+Emergency Senvices i L
+Geographic Redundancy Associated Signaling Servers & Cards
é S;ﬂware Server(s) with (hostname. ELAN IP-TLAN IP) not registered with primary security server: (mc-47.1145.9.47.11.45.24)
-Lustomers
-Routes and Trunks Select to add v Print | Refresh
- Routes and Trunks
-D-Channels [] Hostnarne « Tipe Deployed Applications ELANIP TLANIP Role
=DM iEiEes Ome MediaCary  MONE 4711459 4T114524 Fallawer
- Dialing and Numbering Plans -
~ Elactronic Switched Netwark [ thd-prim Signaling Server  LTPS, Gateway, PO 4711457 47114522 Leader

Mote: Only server(s) thet are not part of any other [P telenhony node and deployed application(s) thet match the service(s) selected for this node are
awalahle in the servers list

<

8

Click Save. The Node Saved screen appears. See Figure 142 on
page 352.

Installation and Commissioning




Page 352 of 492

Installing and configuring a Voice Gateway Media Card

Figure 142
Node saved
- ICM Network Senvices = | Managing: 47.11.63.20 Username: paulhaig
System » IP Netwirk » P Telephony Nodes
-Home
-Links Node Saved
- Virtual Terminals
-System
+Alanms Wode ID: 3430 has been saved on the call server.

- Maintenance
+Core Equipment
- Peripheral Equipment
- IP Metwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Host and Route Tables
- Metwark Address Translation
- Q05 Threshalds
-Personal Directories
- Unicode Name Directary
+Interfaces

The new configuration must also be transferred to associated servers and media cards

Transfer Mow. .. ou will be given an option to select individual servers, or transfer to all
Show Modes You may initiate a transfer manually at a [ater time.

—Fnainaarar Valiac +|al | ﬂ
4 L2
& Done l_l_!_!_ré_ %] Local intranet 4
9 Click Transfer Now. The Synchronize Configuration Files screen
appears. See Figure 143.
Figure 143

Synchronize Config

uration Files

-UCH Network Services
-Home
-Links
=Yirtual Terminals
- System
+Alarms
- Maintenance
+ Care Equipment
- Peripheral Equipment
- IF Metwark
- Nodes: Servers, Media Cards
- Maintenance and Repors
- Media Gateways
- Zones
- Host and Route Tables
- Metwork Address Translation
- Gog Thresholds
- Persanal Directaries
- Unicode Mame Directory
+Interfaces
= Fnainepred Valias

K

«| Managing: 47.11.63.20 Username: paulhaig
System = IP Metwork » P Telephony Nodes

Synchronize Configuration Files (Node ID <3430>)

Select components to synchronize their configuration files with call server data. This process transfers server IN| files to selected compo
restart? of applications on affected server(s) when complete.

Start Sync I Cancel'

Restart Applications |

v Hosthatne Type Applications Synchronization Status
W bwwhuffyss0 Signaling Server LTPS, Gateway, PD Syne required
¥ vwhuffysst Signaling Server LTPS, Gateway, FD Sync required
W MC32_63_23 Media Card MNONE Syne required
W MC325 63 24 Media Card NONE Syne required
¥ MC325_63_26 Iedia Card MONE Sync required
W MC_RhAY Media Card NONE Syne required

b

]

* Application restart is only required for inttial 2ystem configuration of if changes have been made to general LAN configurstions, SMTP < =

E |‘3 Local intranet

4
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10 Select all of the elements and click Start Sync.

End of Procedure

Configuring voice gateway channels using
Element Manager

The voice gateway channels are also called “ DSP channels’ or the card’s
“physical TNs'. Follow Procedure 68 to configure the voice gateway
channels using Element Manager.

Note: Thevoice gateway channels can also be configured using LD 14.
To configure the voice gateway channelsusing LD 14, follow
Procedure 69 on page 356.

Procedure 68
Adding voice gateway channels using Element Manager
1 Select IP Network > Nodes: Servers, Media Cards from the navigator.

The Node Configuration web page opens, as shown in Figure 138 on
page 348.

2 Click the + next to the desired node to expand it.
3 Click VGW Channels next to the desired card.

If no VGW channels are configured yet, an alert box is displays. Click OK
to close the alert box.

The VGW channels configuration for this card opens, as shown in
Figure 144.

Figure 144
VGW Channel web page

Managing: 192.167.102.3
System » IP Network » Node Configuration » WGW Channels - IP Telephony Node 8, Card 192.167.102.18, TH 4 01

VGW Channels - IP Telephony Node 9, Card 192.167.102.18, TN40 1

TH Description Customer ZONE Addl Deletel
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4  Click Add.
The Add VGW channels web page opens, as shown in Figure 145.

Figure 145
Add VGW channels

IManaging: 192.167.102.3
System » IP Network » Node Confiquration » VGW Channels - IP Telephony Node 9. Card 152.167.102.18, TN 4 0 1 » Add VGW channels

Add VGW channels

NumberoWGWChannels:l 2
Trunk data block: [VGW

Terminal numper [r0132 | -
Designatorﬂe\dfortrunk:l
EnendedTrunk:r
Cuslumemumherm *

Save Cancel |

5 Enter the appropriate parameters to configure the VGW channels.
The TN is the logical TN of the first Voice Gateway Media Card unit.
Note: The Media Card has 32 channels.

6 Click Submit.

The VGW channels for this card are displayed. See Figure 146 on
page 355.
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Figure 146
VGW channels list

Managing: 192.167.102.3

System » IP Network » Node Configuration » WYGW Channels - IP Telephony Node &, Card 192.167.102.18, TN 401

™

00400100

00400101

00400102

00400102

00400104

00400105

00400106

00400107

oo400108

00400109

00400110

Description
MC325
MC325
MC325
MC328
MC323
MC325
MC325
MC325
MC328
MC323

MC323

Customer ZONE Addl Deletel

0

0

0

VGW Channels - IP Telephony Node 9, Card 192.167.102.18, TN4 01

000

000

000

000

000

000

000

000

000

000

000

Edi

Edi

1

m
=]

Edi

518 |2 |2 2 12 e

End of Procedure

Configuring voice gateway channels using LD 14

The voice gateway channels are also called “ DSP channels’ or the card’s
“physical TNs.” Follow Procedure 69 on page 356 to configure the voice

gateway channelsusing LD 14.

Note: Thevoicegateway channelscan also be configured using Element
Manager. To configure the voice gateway channels using Element

Manager, follow Procedure 68 on page 353.
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Procedure 69
Configuring voice gateway channels using LD 14
1 Log into the Avaya Communication Server 1000E.
a. Enter the command:
LOG <usernane>
System response:
PASS?
b. Enter the default password:
<passwor d>
2 Access LD 14. Enter the command:
LD 14
3  Enter responses shown in Table 47.
Table 47

LD 14 — Configure physical TNs (Part 1 of 2)

Prompt Response Description
REQ NEW 32 Create 32 voice Media Gateway channels on a Media Card.
TYPE VGW Voice Gateway.
TN Iscu TN of the first Voice Gateway Media Card unit.
See Table 48 on page 365 for TN assignments.
DES aa....... a Description for gateway channels.
Identify the channels using the card’s TLAN IP address or MAC
address.
XTRK MC32 Media Card 32-port and the Media Card S 32-port (MC32S)
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Table 47
LD 14 — Configure physical TNs (Part 2 of 2)

Prompt Response Description

MAXU 32 32 is the maximum number of voice Media Gateway channels on
the Media Card.

ZONE 0-255 Zone number to which the Voice Gateway Media Card Physical
TNs belong.

Verify that the zone exists in LD 117.

The ZONE prompt is not available when configuring VGW in an
MG 1000E. The VGWs are assigned the same zone as the
MG 1000E.

Note: If the Zone of an MG 1000E is changed, all VGW in the
MG 1000E must be removed and reconfigured to assume the
new Zone of the MG 1000E.

CUST XX The customer to which the IPTN resources are assigned.

Note: This means that for multi-customer Avaya Communication
Server 1000E systems, each customer must have a dedicated IP
Telephony node for IP Phones.

4  Exit from LD 14. Enter the command:

*k k%

End of Procedure

Saving configuration changes

Perform a datadump to save configuration changes. Complete the stepsin
Procedure 54: "Performing a datadump using Element Manager" on
page 275.
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Installing a Compact Flash (CF) card

The Voice Gateway Media Card requires a Compact Flash (CF) card to
operate. The CF card contains the |P Line software.

CAUTION WITH ESDS DEVICES

Wear an antistatic device to avoid damage to the Voice
Gateway Media Card.

The Voice Gateway Media Card package includes the following:

+ MediaCard

e CF card and Retaining Pin (nylon pillar)

e Shielded 50-pin to Serial/ELAN/TLAN adapter

The CF card must be installed on the V oice Gateway Media Card prior to

installing the V oice Gateway Media Card in the system. Figure 147 on
page 359 shows the CF card location on the Voice Gateway Media Card.
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Figure 147
CF card location

CF card

Procedure 70
Installing the CF card

1 Remove the Media Card and CF card from the packaging.

2 Locate the CF card socket in the lower left-hand corner of the Voice
Gateway Media Card (see Figure 148 on page 360).
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3 Position the CF card with the label facing up, the metal clip pulled up, and
contact pins toward the socket as shown in Figure 148.

Figure 148
Position the CF card in socket

4 Insert the CF card in the socket.

Press firmly until it is fully seated and the Eject button extends. Ensure
force is applied equally at both ends of the CF card when pushing it in.
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5 Gently insert the CF card, so that it is fully in contact with the connectors
on the drive.

6  Push the metal clip down so that the CF card is locked in.
7  Turn the Voice Gateway Media Card over to view the back of the card.
Identify the hole for the Retaining Pin. The hole (labeled a in Figure 149)

is located approximately 1 inch (2.5 cm) above the lower lock latch and 1
inch (2.5 cm) from the card’s faceplate.

Figure 149
Retaining pin hole

8 Insert the Retaining Pin in this hole (labeled 1 in Figure 150).

Press the Retaining Pin into the hole until the pin clicks as it locks into
position (labeled 2 in Figure 150). The underside of the head of the
Retaining Pin should be flat against the card.
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Figure 150
Inserting the retaining pin

9 Turnthe card over to view the front of the card. Ensure the Retaining Pin
is in place.

End of Procedure

Installing a card in a Media Gateway

A Voice Gateway Media Card can beinstalled in a Media Gateway or a
Media Gateway Expander slot. See Figure 151 on page 363 and Figure 152

on page 364 to make sure that you insert the Voice Gateway Media Card in
the correct dlot.

Note: Seeyour installation worksheet, provided by your Planning and
Engineering group for the correct slot for the VVoice Gateway Media
Cards.

Figure 151 shows the circuit card assignmentsin the Media Gateway 1000E.
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Figure 151
Media Gateway 1000E card slot location

Slot 0

The Media Gateway 1010 (MG 1010) supports Voice Gateway Media Cards
indots1to 10.

Figure 152 on page 364 shows the circuit card assignments in the Media
Gateway Expander.
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Figure 152
Media Gateway Expander card slot location

0

Slot 10
Slot 907
Slot 81

Slot 7.1 553-CSE9032

Table 48 on page 365 shows the TN assignments for the MG 1000E.
Communication Server 1000 Release 7.6 supports up to 50 MG 1000E.
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Table 48
TN assignments for MG 1000E

MG 1000E MG 1000E Expander
Slots 1 2 3 4 7 8 9 10
TN Isc Isc Isc Isc Isc Isc Isc Isc

MG 1000E
1 000001 | 000002 |000003]|000004]000007 000008 |000009]|000010
2 000101 |000102|000103|000104|000107|000108|000109|000110
3 004001 |004002]004003|004004|004007)004008 (004009004010
4 004101|004102|004103]004104]004107|004108|004109]|004110
5 008001 | 008002 |008003|008004]008007|008008|008009]|008010
6 008101 (008102]008103|008104|008107)|008108|008109]008110
7 012001 (012002]012003|012004 012007012008 [ 012009 | 0120 10
8 012101(1012102|012103]012104]012107(012108|012109]012110
9 016001016002 016003 016004016007 | 016008 | 016009 | 016 0 10
10 016101(016102|016103|016104]016107|016108|016109|0161 10
11 020001 (020002 |020003 | 020004 | 020007 | 0200 08 [ 020 0 09 | 020 0 10
12 0201011020102 |020103]020104]020107 020108 |020109]|0201 10
13 0240011024002 |024003]024004]1024007 024008 |024009|024010
14 024101(1024102|024103]024104]1024107|024108|024109]024110

127 | 252001 |252002 (252003252004 | 252007 | 252008 | 252009 | 252 0 10
128 2521011252102]252103|252104]1252107(252108|252109]252110
Note: The bottom most card slot in the Media Gateway Is reserved for the MGC card.

Procedure 71
Installing a Voice Gateway Media Card in a card slot

The ELAN subnet and TLAN subnet should already be connected on the back
of the Media Gateway. If not, refer back to “Installing and connecting Avaya
CS 1000E hardware” on page 157.
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Optionally, you can connect a maintenance terminal to the maintenance port
on the Voice Gateway Media Card, to see the Voice Gateway Media Card’s
boot messages or to perform maintenance on it. The Voice Gateway Media
Card has two serial data interface ports on the master MSP. The default tty
settings for both ports are:

e Baud rate: 9600
« Data bit length: 8.
e Stop bit: 1.

e Parity: none.

¢ Flow control: none.

The installation menu can by accessed through either port.

1

Install the Voice Gateway Media Card into the card slot.
a. Pullthe top and bottom locking devices away from the card faceplate.

b. Insertthe Voice Gateway Media Card into the card guides and gently
push it until it makes contact with the backplane connector.

c. Hook the locking devices.
Observe the Voice Gateway Media Card faceplate display.

The red LED remains lit until the card is configured and enabled, at which
point it turns off. If the card is an MC32, it will display “ITG2” when it has
finished booting. If the card is an MC32S, it will display “MC32S”. See
Avaya Signaling Server IP Line Applications Fundamentals
(NN43001-125) for details.

If required, you can now perform maintenance on the card using Element
Manager, or through the card’s maintenance port if you connected a
maintenance terminal to it. See Avaya Signaling Server IP Line
Applications Fundamentals (NN43001-125) for detailed maintenance
procedures.

Once the card initializes you need to upgrade the loadware to CS 1000
Release 7.6. See “Loadware upgrade” on page 233.

Login with SEC_ADMIN priv (admin2)

Join the UCM security domain (j oi nSecDomai n). For details, see Avaya
Security Management (NN43001-604).
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7 Save and transfer is ONLY NOW successful from Element Manager.

Note: MC32S cards (NTDW65AAEDS) prior to Pack Release 6.0 may
require a manual operation for them to find the system node leader to
retrieve their IP address. Older MC32S cards are not compatible with the
Linux OS bootp server and the bootp request will fail. The MC32S card
uses this to request their IP address automatically. This problem has been
resolved on new MC32S cards with Release 6.0 and higher.

For system upgrades where the MC32S card is already installed in an
established system network, the IP address may have already been
retrieved from a previous bootp attempt and saved to the card’s Flash
ROM. In this case, no manual action is required.

End of Procedure

Manually assigning the MC32S card an IP address

If the MC32S card isanew install or the system’ s | P addresses are changing,
you must manually connect to the MC32S card and run the set | eader
command to assign the card an | P address. See Procedure 72: "Manually
assigning the MC32S card an IP address" on page 367.

Procedure 72
Manually assigning the MC32S card an IP address

1 Connect the PC to the MC32S card via com port or telnet. The TTY
Settings are:

e Baud Rate: 9600

e Data bit: 8

e Stopbit: 1

e  Parity: None

¢ Flow Control: None

2  Power on the MC32S card.

If software was not previously installed, the card boots into the card
default “gold image”. Proceed to step 7.

If software was previously installed, complete step 3 to step 6.

3 Access the pdt login prompt via either serial port or over telnet.
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4  Enter Control-p Control-d Control-t.
5 Enter the pdt username and password.

6 Atthe pdt > prompt... enter the set | eader command followed by three
arguments:

set Leader [el an ip][gateway][subnet mask]
7 Interrupt the bootp process by typing +++
8 Atthe “gold image” prompt - >, type the set | eader command.
9 Enter the information for the Elan IP address, subnet mask & gateway.
10 Answer yes to configure the card as a leader.
11 Answer no, to change the MC32S advanced parameters.

12 Answer yes, to reboot the card.

End of Procedure

Verifying a card
Verifying acard involves:

»  Procedure 73: "Displaying the Voice Gateway Media Card status' on
page 368

»  Procedure 74: "Displaying the Voice Gateway status
for al voice gateway channels’ on page 369

»  Procedure 75: "Displaying the status of Voice Gateway Media Card
units" on page 370

»  Procedure 76: "Displaying the status of one unit on aVoice Gateway
Media Card" on page 373

Procedure 73

Displaying the Voice Gateway Media Card status

1 In Element Manager, select IP Network> Maintenance and Reports
from the navigator.

The Node Maintenance and Reports web page opens.
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2 Expand the desired node by clicking on the + next to the Node ID.

This displays the Signaling Servers and Voice Gateway Media Cards
belonging to the node,

3  Click Status for the desired Voice Gateway Media Card.

The output from this command is displayed in the window pane
(result box).

The output can be one of the following:
XX. XXX. XXX. xxx : Di sabl ed

XX. XXX. XXX. XxX : Enabl ed

XX. XXX. XXX. XxX : Unequi pped

Where xx.xxx.xxx.xxx is the ELAN IP address of the Voice Gateway
Media Card and the meaning of the status is:

« Disabled — The card is configured but out-of-service.
* Enabled — The card is configured and operational.

« Unequipped — The card is not configured in the Call Server.

End of Procedure

Procedure 74
Displaying the Voice Gateway status for all voice gateway channels

1 In Element Manager, select IP Network > Maintenance and Reports
from the navigator.

The Node Maintenance and Reports web page opens.
2 Expand the desired node by clicking on the + next to the Node ID.

This displays the Signaling Servers and Voice Gateway Media Cards
belonging to the node.

3 Click the GEN CMD button associate with the Voice Gateway Media
Card.

The General Commands web page opens.
4  From the Group drop-down list, select Vgw.
5 From the Command drop-down list, select vgwShowAll.

6 Click RUN.

Installation and Commissioning



Page 370 of 492 Installing and configuring a Voice Gateway Media Card

The output of the vgwShowAlIl command is displayed in the text area at
the bottom of the window.

7  To view the VGW Channel configuration, from the Command drop-down
list, select Print VGW Channels and click the RUN button.

End of Procedure

Procedure 75
Displaying the status of Voice Gateway Media Card units

1 Select System > Maintenance from the navigator.

The Maintenance web page opens as shown in Figure 153. This page
allows you to perform maintenance using overlays or using a selected
functionality. The default is overlay, as shown in Figure 153.

Figure 153
Maintenance (by Overlay) web page

[Managing: 192.167.102.3
System » Maintenance

Maintenance

& Select by Qverlay " Select by Functionality

=3elect by Overlay=

LD 30 - Network and Signaling

LD 32 - Network and Peripheral Equipment
LD 34 -Tone and Digit Switch

LD 36 -Trunk

LD 37 -Input/Output

LD 39 -Intergroup Switch and System Clock
LD 45 - Background Signaling and Switching
LD 46 - Multifrequency Sender

LD 48 -Link

LD 54 - Multifrequency Signaling

LD 60 - Digital Trunk Interface and Primary Rate Interface
LD 75 - Digital Trunk

LD 80 - Call Trace

LD 96 -D-Channel

LD 117 - Ethernet and Alarm Management
LD 135 - Core Common Equipment

LD 137 - Core Input/Qutput

LD 143 - Centralized Software Upgrade

2  Select Select by Functionality.
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The list in the web page changes to show a list of diagnostics you can use,
as shown in Figure 154 on page 371.

Figure 154
Maintenance (by functionality) web page

Managing: 192.167.102.3
System » Maintenance

Maintenance

" Select by Qverlay & Select by Functionality

=5elect by Functionality=

AML Diagnostics

Background Signaling and Switching

Call Trace Diagnostics

Centralized Software Upgrade

Clock Controller Diagnostics

Core Commen Equipment Diagnostics

Core Input/Qutput Diagnostics

D-Channel Diagnostics

D-Channel Expansion Diagnostics

Digital Trunk Diagnostics

Digital Trunk Maintenance Diagnostics
Emergency Services Diagnostics

Ethernet Diagnostics

Ethernet Quality of Service Diagnostics
Geographic Redundancy Diagnostics
Input/Cutput Diagnostics

InterGroup Switch and System Clock

MSDL Diagnostics

Multifrequency Sender Diagnostics
Multifrequency Signaling Diagnostics v
Metwork and Peripheral Equipment Diagnostics
Metwork and Signaling Diagnostics

TMDI Diagnostics hd|

3  Select Network & Peripheral Equipment Diagnostics from the list in
Figure 154.

The Network and Peripheral Diagnostics web page opens, as shown in
Figure 155 on page 372.
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Figure 155
Network & Peripheral Diagnostics web page

Managing: 192.167.102.3
System » Maintenance » Network & Peripheral Diagnostics

Network & Peripheral Diagnostics

| - —— Loop Commands -— jl Sub|
[ - — shelf Commands — =10 [ sup)
|——Card Commands — L” Sub|
|——Unncummands— L” Sub|
[ - — m39:2¢ Unit Commands — = i)
[-—DSL Commands — =10 Sub)
| - —— Application Commands — LI I ﬂ
Tnstruction: Select command, add value and click on [Submit] =1

4 il
Cancel

4  Choose the STAT — Get card status command from the Card
Commands drop-down list.

5  Enter the card number in the corresponding Command Parameter text
box.

6 Click Submit to the right of the text box.

The output from this command is shown in the text box in the lower half
of the web page.

End of Procedure
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Procedure 76
Displaying the status of one unit on a Voice Gateway Media Card

1

Select System > Maintenance from the navigator.

The Maintenance web page opens as shown in Figure 153 on page 370.
This page allows you to perform maintenance using overlays or using a
selected functionality. The default is overlay, as shown in Figure 153.

Select Select by Functionality.

The listin the web page changes to show a list of diagnostics you can use,
as shown in Figure 154 on page 371.

Select Network & Peripheral Equipment Diagnostics from the list in
Figure 154 on page 371.

The Network and Peripheral Diagnostics web page opens, as shown in
Figure 155 on page 372.

Choose the STAT — Get unit status command from the Unit
Commands drop-down list.

Enter the card number and unit number in the corresponding Command
Parameter text box.

Click Submit to the right of the text box.

The output from this command is shown in the text box in the lower half
of the web page.

End of Procedure

Disabling a card

Follow Procedure 77 to disable a V oice Gateway Media Card using
Element Manager.

Procedure 77
Disabling a Voice Gateway Media Card using Element Manager

1

Select System > Maintenance from the navigator.

The Maintenance web page opens as shown in Figure 153 on page 370.
This page allows you to perform maintenance using overlays or using a
selected functionality. The default is overlay, as shown in Figure 153.

Select Select by Functionality.
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The list in the web page changes to show a list of diagnostics you can use,
as shown in Figure 154 on page 371.

3 Select Network & Peripheral Equipment Diagnostics from the list in
Figure 154 on page 371.

The Network and Peripheral Diagnostics web page opens, as shown in
Figure 155 on page 372.

4  Select the DISC — Disable Peripheral card command from the Card
Commands drop-down list.

5 Enter the card number in the corresponding Command Parameter text
box.

6 Click Submit to the right of the text box.

The output from this command is shown in the text box in the lower half
of the web page.

End of Procedure

Note: For graceful disabling of the voice gateway channelsrefer to
“Graceful Disable” in Avaya Sgnaling Server |IP Line Applications
Fundamentals (NN43001-125).

Disabling a card unit

Follow Procedure 78 to disable a V oice Gateway Media Card unit in
Element Manager.

Procedure 78
Disabling a Voice Gateway Media Card unit using Element Manager
1 Select System > Maintenance from the navigator.

The Maintenance web page opens as shown in Figure 153 on page 370.
This page allows you to perform maintenance using overlays or using a
selected functionality. The default is overlay, as shown in Figure 153.

2  Select Select by Functionality.

The list in the web page changes to show a list of diagnostics you can use,
as shown in Figure 154 on page 371.

3 Select Network & Peripheral Equipment Diagnostics from the list in
Figure 154 on page 371.
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The Network and Peripheral Diagnostics web page opens, as shown in
Figure 155 on page 372.

Select the DISU — Disable unit command from the Unit Commands
drop-down list.

Enter the card number and unit number in the corresponding Command
Parameter text box.

Click Submit to the right of the text box.

The output from this command is shown in the text box in the lower half
of the web page.

End of Procedure

Enabling a card

Follow Procedure 79 to enable a V oice Gateway Media Card using
Element Manager.

Procedure 79
Enabling a Voice Gateway Media Card using Element Manager

1

Select System > Maintenance from the navigator.

The Maintenance web page opens as shown in Figure 153 on page 370.
This page allows you to perform maintenance using overlays or using a
selected functionality. The default is overlay, as shown in Figure 153.

Select Select by Functionality.

The list in the web page changes to show a list of diagnostics you can use,
as shown in Figure 154 on page 371.

Select Network & Peripheral Equipment Diagnostics from the list in
Figure 154 on page 371.

The Network and Peripheral Diagnostics web page opens, as shown in
Figure 155 on page 372.

Select the ENLC — Enable and reset card command from the Card
Commands drop-down list.

Enter the card number in the corresponding Command Parameter text
box.

Click Submit to the right of the text box.
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The output from this command is shown in the text box in the lower half
of the web page.

End of Procedure

Enabling a card unit

Follow Procedure 80 to enable a V oice Gateway Media Card unit using
Element Manager.

Procedure 80
Enabling a Voice Gateway Media Card unit using Element Manager

1

Select System > Maintenance from the navigator.

The Maintenance web page opens as shown in Figure 153 on page 370.
This page allows you to perform maintenance using overlays or using a
selected functionality. The default is overlay, as shown in Figure 153.

Select Select by Functionality.

The list in the web page changes to show a list of diagnostics you can use,
as shown in Figure 154 on page 371.

Select Network & Peripheral Equipment Diagnostics from the list in
Figure 154 on page 371.

The Network and Peripheral Diagnostics web page opens, as shown in
Figure 155 on page 372.

Select the ENLU — Enable unit command from the Unit Commands
drop-down list.

Enter the card number and unit number in the corresponding Command
Parameter text box.

Click Submit to the right of the text box.

The output from this command is shown in the text box in the lower half
of the web page.

End of Procedure
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Verifying functionality

Y ou can now use the Voice Gateway Media Card to transcode voice data
between IP and TDM. To test the voice gateway channels (DSPs), perform a
variety of analog or digital callsto IP Phones and vice-versa.

Note: Yourequireanalog or digital telephones or trunksto perform this
test.
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Installing the Main Distribution Frame

Contents

Introduction

This section contains information on the following topics:

INtroduction. . ... ... 379
Terminal block requirements ........... ... ... ... i 380
Installing aBIX cross-connectterminal ........................ 380
Installing aKrone Test Jack FramefortheUK .................. 382
Connecting the cablesto the MediaGateways. . ................. 386

This chapter describes how to install and connect an Avaya Communication
Server 1000E system using the BIX, or Krone Test Jack Frame (UK)
cross-connect terminals.
This chapter contains the following procedures:
1 Procedure 81: “Installing a BIX cross-connect terminal” on page 380.
2 Procedure 82: “Ingtalling the Krone Test Jack Frame (UK)” on page 384.
3 Procedure 83: “Connecting the cables to the Media Gateways’ on

page 386.

Note: The use of the BIX system is not mandatory; however, it isthe
recommended option.
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Terminal block requirements

The cross-connect terminal requires enough connecting blocks to terminate
up to four 25 pair cables for each Media Gateway and each Media Gateway
Expander. When Ethernet connections are used instead of traditional cabling,
the Media Card Input/Output adapter is used:

For the 1.5 Mbit DTI/PRI circuit card NTRB21, use the NTBK04 cable.

For the 2.0 Mbit DTI circuit card NTAK 10, 2.0 Mbit PRI circuit card
NTAK79, and 2.0 Mbit PRI circuit card NTBK50, use the NTBK05
cable.

Each | PE card slot equipped with aLineor Trunk card requires a 25-pair
cable from the host Media Gateway or Media Gateway Expander.

Four conductors for the AUX cable from the Media Gateway.
One 25-pair cable from each Power Fail Transfer Unit (PFTU) QUAG.

Wiring from telephones and trunks

DANGER

Do not install telephone wiring during a lightning storm.
Never touch uninsulated telephone wiring, unless the
line is disconnected at the network interface.

Installing a BIX cross-connect terminal

Procedure 81 describes how to install a BIX cross-connect terminal. For
detailed information, refer to the Nordex BIX documentation.

Procedure 81
Installing a BIX cross-connect terminal

1

2

Refer to the equipment layout plan to determine where to place the
cross-connect terminal.

Lay out the terminal blocks as shown in Figure 156 on page 381.
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3 Attach labels on the cross-connect terminal to indicate the terminal blocks
assigned to the following:

e  25-pair cables from the system
¢ AUX wiring

e PFTUs

¢ Telephones and consoles

e Trunks

e Miscellaneous equipment

Figure 156
Typical BIX cross-connect terminal layout

Media Gateway

[IIIIXT Cable card 1 [TIIT] OIIIAT  AUuX cable AT
[IIIIXT cable card2 [IIIO IIIIXT PFTU T
L[IIIIXT cable card 3 OIIIT [NNEEE INNEE SNNEE INEEE AREEE |
[IIIXO cable card 4 IIIT [NNEEE INEEN SNSNE INNEE SNENE]
m oI T un mmmEs)

COCCOT  Telephones (TP

and
Media Gateway Expansion LT |, mn nnmmn
y p  maaE Miscellaneous
ELIIIED cable Card 7 CELTIT) (FRmas aans sanns inann wnens]

[IIIIXT cable card 8 OIIN
[IIIXD cable card 9 [TIIT
LIIITET] cable card 10 XTI 553-CSE9026A

End of Procedure
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Installing a Krone Test Jack Frame for the UK

The Krone Test Jack Frame provides terminating strips that hold ten pairs of
cable. Generally, only eight of ten pairs are used. As aresult, one 25-pair
cable requires three terminating strips (8 pairs/strip x 3 strips = 24 pairs).

Figure 157 on page 383 shows how one 25-pair cableisdivided among three
terminating strips on the Krone Test Jack Frame.
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Figure 157

25-pair cable on three Krone strips
Pair Pin Number | Wire Colour | Krone Strip
1T 26 W-BL
1R 1 BL-W
2T 27 W-O
2R 2 o-W
3T 28 W-G
3R 3 G-W
4T 29 W-BR 1
4R 4 BR-W
5T 30 W-S
5R 5 S-W
6T 31 R-BL
6R 6 BL-R
T 32 R-O
7R 7 O-R
8T 33 R-G
8R 8 G-R
9T 34 R-BR
9R 9 BR-R
10T 35 R-S
10R 10 S-R
11T 36 BK-BL
11R 11 BL-BK
12T 37 BK-O >
12R 12 0-BK
13T 38 BK-G
13R 13 G-BK
14T 39 BK-BR
14R 14 BR-BK
15T 40 BK-S
15R 15 S-BK
16T 41 Y-BL
16R 16 BL-Y
17T 42 Y-0
17R 17 o-Y
18T 43 Y-G
18R 18 G-Y
19T 44 Y-BR
19R 19 BR-Y
20T 45 Y-S
20R 20 S-Y
21T 46 V-BL
21R 21 BL-V 3
22T 47 V-0
22R 22 0-v
23T 48 V-G
23R 23 G-V
24T 49 V-BR
24R 24 BR-V
25T 50 V-S
25R 25 S-V

553-CSE0019
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Procedure 82 describes how to install the Krone Test Jack Frame for the UK.
For detailed information, refer to the Krone documentation.

Procedure 82
Installing the Krone Test Jack Frame (UK)

1 Refer to the equipment layout plan to determine where to place the
cross-connect terminal.

2 Lay out the terminal blocks as shown in Figure 158 on page 385.

3 Attach labels on the cross-connect terminal to indicate the terminal blocks
assigned to the following:

e Analog Line cards

« DC15/AC15/RAN/PAG cards

« Data Access cards

e AUX wiring

e Power Fail Transfer Units

e Digital Line cards

e Telephones

e Exchange Line Trunk cards

«  Direct Dialing Inward trunk cards

¢ Miscellaneous equipment
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Figure 158
Typical Krone cross-connect terminal layout (UK)

__Pair Pair

|NEEEE BE Spare L LLLLY
17 OIIIXT IO 24
s Y I s
termination
1 OOIIIAT I, s

Oth_er 1 IIIIET Auxcable IKIIIO 6
equipment IIIIXT Grounding block T

17 OOXT IIIII 24

9 T X110 16

|1 O TETI11]1 8

7 O W 24
9 [IIIIIIIIcard 10 [T 16
1 T JITTTTETTTT] 8
7 O I 24
9 OIIIIXIO card o I 16
Media Gateway __ | 1 DI e JITTIIITIT] 8
Expansion 7 OO O 24
9 [IIIIXIO card s [CIIIEIIIN 16
1 M ST 8
7 O I 24
9 I card 7 I 16

Media Gateway — 9 [IITIIII] Card 2 [IITITIIIII] 16

9 M card 1 TIIXIIIN 16
— 1 e JITTTNTTTTN 8

553-CSE9033

End of Procedure
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Connecting the cables to the Media Gateways

DANGER

Always use caution when installing or modifying
telephone lines. Do not install telephone wiring during a
lightning storm. Never touch uninsulated telephone
wiring unless the line is disconnected at the network
interface.

Each Media Gateway and each Media Gateway Expander requires up to four
25-pair cables. The Avaya Communication Server 1000E requires an
additional terminal block at the cross-connect terminal to terminate the 9-pin
conductor auxiliary cable for the QUA6 Power Fail Transfer Unit (PFTU).

WARNING

Do not use the NE-A25B cable with the NTRB21,
NTAK10, NTBK50, or NTAK79 circuit cards.

Procedure 83
Connecting the cables to the Media Gateways

1 Loosen the velcro straps at each connector you plan to use.

2 Connect a 25-pair cable to each of the connectors that contains a line or
trunk card. Refer to the card slot assignment plan.

3 Tag both ends of each cable with the equipment and connector numbers.
See Figure 159 on page 387 and Figure 160 on page 387.
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Figure 159
Cable connectors at the back of the Media Gateway

Figure 160
Cable connectors at the back of the Media Gateway Expander

connectors
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4

Figure 161
AUX cable connector

8

Tighten the velcro straps when you have connected each cable to the
system.

Terminate all the 25-pair cables installed at the cross-connect terminal.

Label all the cables at the cross-connect terminal blocks according to the
card slot assignment plan.

Connect the AUX cable in the upper 9-pin connector located on the top
left-hand side of the Media Gateway. See Figure 161 on page 388.

_!-ﬂl}lllll

‘G0
-— 1"

When auxiliary power is required from the QUA6 PFTU, terminate the
AUX cable at the PFTU cross-connect terminal, according to Table 60 on
page 448.

End of Procedure
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Installing and configuring IP Phones

Contents

This section contains information on the following topics:

INtroduction. . ... ... 390
VolP bandwidth management zones. .. ........................ 403
Configuring virtual superloops. . ... 403
Configuringan IPPhoneusingLD 11 ........ ... ... .. ... ..., 404
Setting administrator and temporary |P Telephone Installer passwords 410
Installing IP Phone hardware components . . .................... 413
Configuring the IP Phone boot parameters. .. ................... 417
Entering P Phone boot parameters using manual configuration . . . .. 418
Entering |P Phone boot parameters using full DHCP parameters .. .. 421
Entering boot parameters using partial DHCP parameters. ... .. ... 423
Using Set-Based Installation. . ................. ... 426
Installing the Avaya 2050 IP Softphone. .. ..................... 428
Verifying IP Phone functionality ............................. 432
Displaying registered IPPhones. . ..o, 432
Upgrading firmware .. ... 432
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Introduction

For detailed information on the various telephones supported on the Avaya
Communication Server 1000E system, refer to Telephones and Consoles:
Description, Installation, and Operation (NN43001-567) and Avaya

IP Phones: Description, Installation, and Operation (NN43001-368).

Thefollowing IP Phonescan beinstalled on an AvayaCommunication Server
1000E system:

IP Phone 2001, IP Phone 2002, |P Phone 2004 and Avaya 2007 IP
Deskphones

Avaya 2050 | P Softphone
Avaya 2033 IP Conference Phone

Avaya 1120E |P Deskphone, Avaya 1140E |P Deskphone and Avaya
1150E IP Deskphone

Avaya 1110 IP Deskphone

Expansion Module for Avaya 1100 Series |P Deskphones
WLAN Handsets 2210/2211/2212

MV C 2050

The system must be configured before the |P Phones can beinstalled. The
configuration includes:

TheIP Phone TN blocks must be defined on the Call Server (See“VolP
bandwidth management zones” on page 403 or “Using Set-Based
Installation” on page 426).

The IP Phones are assigned to an | P telephony node, and use the IP
telephony node properties defined using Element Manager (see
“Configuring an IP telephony node” on page 259).

The IP Phones require local boot parameter configuration (see
“Configuring the IP Phone boot parameters’ on page 417).
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Package components for the IP Phones

Table 49 lists the P Phone 2001 package components and product codes.

Table 49
IP Phone 2001 components list (Part 1 of 2)

IP Phone 2001 package contents include:
e IP Phone 2001

¢ Handset

* Handset cord

* Footstand

e 7 ft. Cat5 Ethernet cable

¢ Getting Started card

IP Phone 2001 (Ethergray) with Icon keycaps NTDU90AA16/A0533387
IP Phone 2001 (Ethergray) with English text label keycaps NTDU90BA16/A0533388
IP Phone 2001 (Charcoal) with lcon keycaps NTDU90AA70/A0053389
IP Phone 2001 (Charcoal) with English text label keycaps NTDU90BA70/A0533390
IP Phone 2001 (Charcoal with Bezel) with Icon keycaps NTDU90AB70

IP Phone 2001 (Charcoal with Bezel) with Icon keycaps (RoHS) | NTDU90AC70E6

IP Phone 2001 (Charcoal with Bezel) with English text label NTDU90BB70

keycaps

IP Phone 2001 (Charcoal with Bezel) with English text label NTDU90BC70E6
keycaps (RoHS)

Replacement parts

7 ft. Cat5 Ethernet Cable A0648375

Handset, Ethergray A0788874

Handset, Charcoal A0758634

Handset cord, Ethergray; for IP Phone 2004 and IP Phone 2001 | A088682
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Table 49
IP Phone 2001 components list (Part 2 of 2)

Handset cord, Charcoal; for IP Phone 2004 and IP Phone 2001 | NOOO0O764

IP Phone 2001/2002/2004 Power Adapters

Power transformer (117/120 VAC 50/60 Hz) (North America) A0619627

Power transformer 3 prong AC to AC, direct plug-in, 8W, 240 A0656598
VAC, 50Hz to 16 VAC at 500 mA (Ireland and UK)

Power transformer AC to AC, direct plug-in, 8W, 230 VAC, 50/ A0619635
60 Hz, to 16 VAC at 500 mA (Europe)

Power transformer 2 prong wall plug direct plug-in AC to AC, A0647042
8W, 240 VAC, 50 Hz, to 16 VAC at 500 mA (Australia and New
Zealand)

Power transformer AC to AC, direct plug-in, 8W, 100 VAC, 50 A0828858
Hz, to 16 VAC at 500 mA

Table 50 lists the IP Phone 2002 package components and product codes.

Table 50
IP Phone 2002 components list (Part 1 of 2)

IP Phone 2002 package contents include:
¢ |P Phone 2002

e Handset

e Handset cord

¢ Footstand

e Tft Cat5 Ethernet cable

¢ Getting Started card

IP Phone 2002 (Ethergray) with Icon keycaps NTDU91AA16/A0533404
IP Phone 2002 (Ethergray) with English text label keycaps NTDU91BA16/A0533405
IP Phone 2002 (Charcoal) with Icon keycaps NTDU91AA70/A0533406
IP Phone 2002 (Charcoal) with English text label keycaps NTDU91BA70/A0533407
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Table 50
IP Phone 2002 components list (Part 2 of 2)

IP Phone 2002 (Charcoal with Bezel) with Icon keycaps NTDU91AB70
IP Phone 2002 (Charcoal with Bezel) with Icon keycaps (RoHS) | NTDU91AC70E6
IP Phone 2002 (Charcoal with Bezel) with English text label NTDU91BB70
keycaps

IP Phone 2002 (Charcoal with Bezel) with English text label NTDU91BC70E6
keycaps (RoHS)

Replacement parts

7 ft. Cat5 Ethernet cable A0648375
Handset, Ethergray A0788874
Handset, Charcoal A0758634
Handset cord, Ethergray A0897725
Handset cord, Charcoal NO000763
Footstand, Charcoal (used for Ethergray and Charcoal models) | A0891619

IP Phone 2001/2002/2004 Power Adaptors

Power transformer (117/120 VAC 50/60 Hz) (North America) A0619627
Power transformer 3 prong AC to AC, direct plug-in, 8W, 240 A0656598
VAC, 50Hz to 16 VAC at 500 mA (Ireland and UK)

Power transformer AC to AC, direct plug-in, 8W, 230 VAC, 50/ A0619635

60 Hz, to 16 VAC at 500 mA (Europe)

Power transformer 2 prong wall plug direct plug-in AC to AC, A0647042
8W, 240 VAC, 50 Hz, to 16 VAC at 500 mA (Australia and New

Zealand)

Power transformer AC to AC, direct plug-in, 8w, 100 VAC, 50 A0828858

Hz, to 16 VAC at 500 mA
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Table 51 lists the IP Phone 2004 package components and product codes.

Table 51
IP Phone 2004 component list (Part 1 of 2)

IP Phone 2004package contents includes
* IP Phone 2004

¢ Handset

* Handset cord

* Footstand

e 7 ft. Ethernet cable

¢ Getting Started card

IP Phone 2004 (Ethergray) with Icon keycaps NTDU92AA16/
A0533408

IP Phone 2004 (Ethergray) with English text label keycaps NTDU92BA16/
A0533409

IP Phone 2004 (Charcoal) with Icon keycaps NTDU92AAT70/
A0533410

IP Phone 2004 (Charcoal) with English text label keycaps NTDU92BA70/
A0533411

IP Phone 2004 (Charcoal with Bezel) with Icon keycaps NTDU92AB70

IP Phone 2004 (Charcoal with Bezel) with Icon keycaps (RoHS) NTDU92AC70E6

IP Phone 2004 (Charcoal with Bezel) with English text label NTDU92BB70

keycaps

IP Phone 2004 (Charcoal with Bezel) with English text label NTDU92BC70E6

keycaps (RoHS)

IP Phone 2004 wall mount kit (Charcoal), used with Ethergray and NTMN15BA70/

Charcoal models A0503076

Replacement parts
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Table 51
IP Phone 2004 component list (Part 2 of 2)

16 VAC at 500 mA

7 ft. Ethernet Cat5 cable A0648375
Handset (Ethergray) A0788874
Handset (Charcoal) A0758634
Handset cord (Ethergray) A0788682
Handset cord (Charcoal) N0000764
Footstand (Charcoal), used for Ethergray and Charcoal models A0538587
IP Phone 2004 Power Adaptors

Power transformer (117/120 VAC 50/60 Hz) (North America) A0619627
Power transformer 3 prong AC to AC, direct plug-in, 8W, 240 VAC, A0656598
50Hz to 16 VAC at 500 mA (Ireland and UK)

Power transformer AC to AC, direct plug-in, 8W, 230 VAC, 50/60 A0619635
Hz, to 16 VAC at 500 mA (Europe)

Power transformer 2 prong wall plug direct plug-in AC to AC, 8W, A0647042
240 VAC, 50 Hz, to 16 VAC at 500 mA (Australia and New Zealand)

Power transformer AC to AC, direct plug-in, 8W, 100 VAC, 50 Hz,to | A0828858
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Table 52 lists the Avaya 2007 | P Deskphone package components and
product codes.

Table 52
Avaya 2007 IP Deskphone component list (Part 1 of 2)

Avaya 2007 IP Deskphone package contents includes NTDU96AB70

* Avaya 2007 IP Deskphones (charcoal with metallic bezel)
¢ Handset

* Handset cord

* Footstand

e 7 ft. (2.3 m) CAT5 Ethernet cable

¢ Getting Started card

Replacement parts

7 ft. CAT5 Ethernet cable A0648375
Handset (charcoal) A0758634
Handset cord (charcoal) N0000764
Footstand (charcoal) A0538587

Avaya 2007 IP Deskphone power adapter

Global power adapter N0014020

Avaya 2007 IP Deskphone power cords

Cord 9.9 ft. NA Power, NEMA, 125Vac 132 NTTK14AB
NA, M.East, Taiwan, Indonesia, Philippines, Korea, Thailand,
Vietnam, Japan

Cord 8 ft., ANA Power AS-3, 240Vac 10A NTTK15AA
Australia, New Zealand, PRC

Meridian 1 Option 11C Standard European Power Cord 250Vac NTTK16AB
Other EMEA, Kenya

Meridian 1 Option 11C Swiss Power Cord, 9.9 ft. 125Vac NTTK17AB
Switzerland
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Table 52
Avaya 2007 IP Deskphone component list (Part 2 of 2)

Meridian 1 Option 11C UK Power Cord 240Vac NTTK18AB
Hong Kong, Ireland, UK, Singapore, Malaysia, India, Bangladesh,
Pakistan, Brunei, Sri Lanka

Meridian 1 Option 11C Denmark Power Cord Kit, 9.9 ft. 125Vac NTTK22AB
Denmark

Table 53 liststhe Avaya 2033 | P Conference Phone package components and
product codes.

Table 53
Avaya 2033 IP Conference Phone components list

Avaya 2033 IP Conference Phone package contents include:
* Avaya 2033 IP Conference Phone (charcoal) NTEX11AA70
e 7 ft. CAT5 Ethernet cable

« Power Interface Module (PIM) with 25 ft. console cable

¢ Avaya 2033 IP Conference Phone Quick Reference Card

« Universal power supply

Avaya 2033 IP Conference Phone package contents include:
¢ Avaya 2033 IP Conference Phone (charcoal) NTEXL1BA7O
e 7 ft. CAT5 Ethernet cable

« Power Interface Module (PIM) with 25 ft. console cable

e Avaya 2033 IP Conference Phone Quick Reference Card
e 2 Extension microphones (charcoal)

e Universal power supply

Additional Extension microphones with 7 ft. cable NTEX11DA70

Power accessory kit (PIM, Universal power supply, cabling) NTEX11CA

IP Phone Avaya 2033 IP Conference Phone Power cords
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NA NEMA 5-15P, 125V 13A (10ft.) NTTK14AB
Euro CEE (7) VII, 250V, 10A (2.5m) NTTK16AB
ANZ AS3112, 250V 10A (2.5m) NTTK15AA
Swiss SEV 1011, 250V 10A (8ft.) NTTK17AB
UK/Ireland BS1363, 240V 10A (8ft.) NTTK18AB
Denmark AFSNIT, 250V 10A (2.5m) NTTK22AB
Argentina IRAM 2073, 250V 10A (8ft.) A0814961

Table 54 lists the Package components for the WLAN Handsets.

Table 54
WLAN Handset component list (Part 1 of 4)

WLAN Handset 2210 kit North America

WLAN Handset 2210 kit Global (power supply not included)
North American kit includes:

WLAN 2210 Handset

WLAN Handset 2210 Battery Pack

WLAN Handset 2210 Desktop Charger

WLAN 2210/2211 Charger & Avaya Application Gateway 2246-64
Power Supply for North America

Global kit is the same as the North American kit without the power
supply

NTTQ40AA/A0548444
NTTQ40BA/A0548450

NTTQ4010/A0548445
NTTQ4050/A0548446
NTTQ4060/A0548447
NTTQ4101/A0548449
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Table 54

WLAN Handset component list (Part 2 of 4)
WLAN Handset 2211 kit North America) NTTQ50AA/A0548451
WLAN Handset 2211 kit Global (power supply not included NTTQ50BA/A0548455
North American kit includes:
WLAN 2211 Handset NTTQ5010/A0548452
WLAN Handset 2211 Battery Pack NTTQ5050/A0548453
WLAN Handset 2211 Desktop Charger NTTQ5060/A0548454
WLAN 2210/2211 Charger & WLAN Application Gateway 2246-64 NTTQ4101/A0548449
Power Supply for North America
Global kit is the same as the North American kit without the power
supply
WLAN Handset 2211 Gang Charger NTTQ5070/A0548039
WLAN Handset 2210 Clothing Clip NTTQ4080/A0548940
WLAN Handset 2211 Clothing Clip NTTQ5101/A0548941
WLAN Handset Headset with noise cancellation NTTQ5501/A0548946
WLAN Handset Headset, over ear A0548947
WLAN Handset Headset quick disconnect cord NTTQ5521/A0548948
WLAN Handset 2210/2211 User Guide CD ROM NTLH21AB/A0548993
WLAN Handset 2211 carrying case, black NTTQ/5111/A0548942
WLAN Handset 2211 carrying case, (key cover) black NTTQ5131/A0548944
WLAN Handset 2211 carrying case, yellow NTTQ5121/A0548943
WLAN Handset 2211 carrying case, (key cover) yellow NTTQ5141/A0548945
WLAN IP Telephony Manager 2245, a minimum of one Telephony NTTQ60AA/A048950
Manager is required per system order
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Table 54
WLAN Handset component list (Part 3 of 4)

WLAN Application Gateway 2246
64 users

128 users

256 users

512 users

1,024 users

10,000+ users

NTTQ65AB/N0023211
NTTQ65BA/A0548971
NTTQ65CA/A0548972
NTTQ65DA/A0548973
NTTQ65EA/A0548974
NTTQ65FA/A0548975

The following items must be ordered with the applicable power supply:
WLAN Handset 2210 Desktop Charger

WLAN Handset 2211 Desktop Charger

WLAN Handset 2211 Gang Charger

WLAN IP Telephony Manager 2245

WLAN Application Gateway 2246 - 64 users
WLAN Application Gateway 2246 - 128 users
WLAN Application Gateway 2246 - 256 users
WLAN Application Gateway 2246 - 512 users
WLAN Application Gateway 2246 - 1024 users
WLAN Application Gateway 2246 - 10,000 users
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Table 54
WLAN Handset component list (Part 4 of 4)

Power supplies —

WLAN Handset 2211 Gang Charger:

North America

Europe

UK-HK

Switzerland
Australia-New Zealand

Mexico

WLAN Handset 2210/2211 Charger & WLAN Application Gateway
2246-64:

North America

Europe

UK-HK

Switzerland
Australia-New Zealand

Mexico

WLAN IP Telephony Manager 2245 & WLAN Application Gateway
2246 (128+ users):

North America

Europe

UK-HK

Switzerland
Australia-New Zealand

Mexico

NTTQ4301/A0548951
NTTQ4311/A0548952
NTTQ4321/A0548953
NTTQ4331/A0548954
NTTQ4341/A0548955
NTTQ4351

NTTQ4101/A0548499
NTTQ4111/A0548956
NTTQ4121/A0548958
NTTQ4131/A0548959
NTTQ4141/A0548960
NTTQ4151

NTTQ4201/A0548961
NTTQ4211/A0548962
NTTQ4221/A0548964
NTTQ4231/A0548966
NTTQ4241/A0548967
NTTQ4251
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Connectivity and power requirements

Each |P Phone requires:

adedicated 10BaseT or 100BaseT or 10/100BaseT Ethernet interface

asmall desktop hub or switch if sharing an existing desktop Ethernet
connection with a PC.

alocal power supply appropriate for the voltage in the area or a Power
over LAN unit. (The |P Phone 2002 comes with a built-in 3-port switch
and isready for LAN powering.)

Installation and configuration procedures

This chapter contains the following procedures:

Procedure 84: "Configuring virtual superloops' on page 403
Procedure 85: "Configuring the P Phones' on page 404

Procedure 86: " Setting passwords for the administrator and temporary
IP Telephone Installer” on page 410

Procedure 87: "Installing 1P Phone hardware components" on page 413

Procedure 88: "Entering | P Telephone boot parameters using manual
configuration" on page 418

Procedure 89: "Entering | P Phone boot parameters using full DHCP
parameters' on page 421

Procedure 90: "Entering boot parameters using partial DHCP
parameters' on page 423

Procedure 91: "Using Set-Based Installation™ on page 426
Procedure 92: "Configuring the Avaya 2050 | P Softphone" on page 429
Procedure 93: "Installing the USB Headset Kit" on page 430

Procedure 94: "Installing the Avaya 2050 | P Softphone on your PC" on
page 430

Procedure 95: "Displaying registered | P Phonesin Element Manager" on
page 432
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VolP bandwidth management zones

Vol P bandwidth management zones can be configured with Element
Manager or using the CLI.

For moreinformation about configuring V ol P bandwidth management zones,
see Avaya Converging the Data Network with Vol P (NN43001-260). For
more information about Element Manager, see Avaya Element Manager:
System Administration (NN43001-632).

Configuring virtual superloops

Follow Procedure 84 to configure the virtual superloops. For more details on
virtual superloops, see Sgnaling Server |P Line Applications Fundamentals
(NN43001-125).

Procedure 84

Configuring virtual superloops

1 Access LD 97. Enter the command:
LD 97

2  Enter responses shown in Table 55.

Table 55
LD 97 — Configure a Virtual Superloop.
Prompt Response Comment
REQ CHG Change existing data
TYPE SUPL Superloop
SUPL VXXX V stands for a virtual superloop and xxx is the number of the virtual
superloop.
xxx = 0-252 in multiples of four for Media Gateways
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3 Exit from LD 97. Enter the command:

*k Kk k

End of Procedure

Configuring an IP Phone using LD 11

Follow Procedure 85 to configure an | P Phone. The configuration can be
completed using the CL1I.

Procedure 85

Configuring the IP Phones

1 Access LD 11. Enter the command:
LD 11

2 Enter the appropriate responses shown in Table 56.

Table 56
LD 11 — Configure an IP Phone (Part 1 of 5)
Prompt Response Description
REQ: NEW CHG Add new or change existing data
TYPE: 1110 For Avaya 1110 IP Deskphone, Avaya 1120E IP
1120E Deskphone, Avaya 1140E IP Deskphone, Avaya 1150E
1140E IP Deskphone, IP Phone 2001, IP Phone 2002, IP
1150E Phone 2004, Avaya 2007 IP Deskphones, Avaya 2033
2001 IP Conference Phone, Avaya 2050 IP Softphone.
2002
2004
2007
2033
i2050
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Table 56
LD 11 — Configure an IP Phone (Part 2 of 5)

Prompt Response Description
TN Terminal Number
Iscu Format for Avaya CS 1000E, where:

=0, 4, 8, - 252: superloop number in multiples of 4
s = 0-1: MG 1000E on superloop

c=1-4,7-10

u = 0-31, (see Table 66 on page 464)

DES d.d Office Data Administration System Station Designator
CUST XX Customer number as defined in LD 15

ZONE 0-255 Zone number to which this IP Phone belongs

CLS ADD Class of Service

ADD - Automatic Digit Display, (default for IP Phone)

For a complete list of responses, refer to Avaya Software
Input/Output: Administration (NN43001-611).

KEY xx aaa yyyy (cccc or D) zz..z

Telephone function key assignments

The following key assignments determine calling options
and features available to a telephone. Note that KEY is
prompted until just a carriage return <CR> is entered.

xx = key number

aaa = key name or function

yyyy = additional information required for the key
zz..z = additional information required for the key aaa.
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Table 56
LD 11 — Configure an IP Phone (Part 3 of 5)

Prompt Response Description

The cccc or D entry deals specifically with the Calling
Line identification feature. Where:

cccc = CLID table entry of (0)-N, where N = the value
entered at the SIZE prompt in LD 15 minus 1.

D = the character “D”. When the character “D” is
entered, the system searches the DN keys from key 0
and up, to find a DN key with CLID table entry. The CLID
associated with the found DN key will then be used.

Note: The position of the (cccc or D) field varies depending on
the key name or function.

You may enter a CLID table entry if aaa = ACD, HOT d,
HOT L, MCN, MCR, PVN, PVR, SCN or SCR.

Type xx NUL to remove a key function or feature.

Some data ports require specific key assignments. Refer
to the Meridian Data Services publications for
information regarding these requirements.

Key number limits that can be assigned are as follows:

0-7 for Meridian Communications Adapter (MCA)
0-5 for M2006
0-7 for M2008

0-59 for M2616, varies with number of add-on
modules

0-79 for 12002, varies with value of KEM

0-79 for 12004, varies with value of KEM

Note: The first IP Phone KEM is assigned keys 32-55, and the
second IP Phone KEM is assigned keys 56-79.

Type xx = NUL to remove a key function or feature for
i2002 and i2004.
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Table 56

LD 11 — Configure an IP Phone (Part 4 of 5)

Prompt

Response

Description

If either the Meridian Programmable Data Adapter
(MPDA) or the Display Module is equipped, then key 7
on sets M2008, M2216, and M2616 sets and key 5 on
set M2006 will become Program keys which cannot be
used as function keys.

Any printout of the TN block will not show key 7 because
it is a local function key.

On the M2616, if CLS = HFA, key 15 on the voice TN
defaults to the Handsfree key. No other feature
assignment is accepted.

Primary and secondary data DNs must be unique.

A station SCR, SCN, MCR, or MCN DN must be
removed as a member from all Group Hunt lists before
the DN can be modified.
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Table 56
LD 11 — Configure an IP Phone (Part 5 of 5)

Prompt Response Description

On the Avaya 3903 Digital Deskphone, keys 4-15 are
blocked. No feature assignment is accepted for keys
2-15.

On the Avaya 3903, 3904, and 3905 Digital
Deskphones, keys 29-31 are reserved. No feature
assignment is accepted for keys 29-31 other than NUL.

On the Avaya 3904 Digital Deskphone, no feature
assignment is accepted for keys 12-15.

On the Avaya 3905 Digital Deskphone, the technician
can assign NUL or a server application on key 5. On key
6, the craftsperson can assign NUL or a local
application.

On the Avaya 3905 Digital Deskphone, the technician
can assign NUL or the program key on key 7.

On the Avaya 3905 Digital Deskphone, the technician
can assign AAG, AMG, ASP,DWC, EMR, MSB, or NRD
on keys 8-11. Other features are blocked.

For IP Phones:

xx = Keys 0-5 (and 6-11 using Shift key). These are
self-labeled physical keys that can be programmed with
any feature.

Note 1: The IP Phone 2002 does not have a Shift key.
Only keys 0-3 can be programmed.

Note 2: Keys 16-26 are reserved for dedicated IP
Phone soft keys.

Table 57 on page 4009 lists the dedicated IP Phone key
name values (aaa). Other key name values can be found
in Avaya Software Input/Output: Administration
(NN43001-611).
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3 Configure the dedicated soft keys, as shown in Table 57.

Table 57

IP Phone dedicated soft key assignment (Part 1 of 2)

IP Phone key number

Response(s) Allowed

Key 16

MWK, NUL

MWK — Message Waiting key

Key 17

TRN, NUL
TRN — Call Transfer key

Key 18

AO03 or A06, NUL

AO3 — 3-party conference key
AOG6 — 6-party conference key

Key 19

CFW, NUL
CFW — Call Forward key

Key 20

RGA, NUL
RGA — Ring Again key

Key 21

PRK, NUL
PRK — Call Park key

Key 22

RNP, NUL
RNP — Ringing Number pickup key

Key 23

SCU — Speed Call User

SSU — System Speed Call User
SCC - Speed Call Controller

SSC — System Speed Call Controller

NUL

Key 24

PRS, NUL
PRS — Privacy Release key
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Table 57

IP Phone dedicated soft key assignment (Part 2 of 2)

IP Phone key number

Response(s) Allowed

Key 25 CHG, NUL
CHG — Charge Account key
Key 26 CPN, NUL

CPN — Calling Party Number key

4  Repeat Steps 2 and 3 for each IP Phone.

End of Procedure

Setting administrator and temporary IP Telephone

Installer passwords

IP Phone Installer Passwords is an optional feature that provides protection
against unauthorized modification of the TN on the IP Phones. For detailed
information about the I P Phone Installer Passwords, see Sgnaling Server IP

Line Applications Fundamentals (NN43001-125).

The IP Phone Installer Passwords are configured on either aSignaling Server
or aMediaCard in anode. The passwordsthen apply to al componentsin the

node.

Procedure 86

Setting passwords for the administrator and temporary

IP Telephone Installer

Note: This procedure can also be performed from the CLI of a Signaling
Server or Media Card.

1 Loginto Element Manager.
2 Select INetwork > Maintenance and Reports from the navigator.

The Node Maintenance and Reports web page opens, as shown in
Figure 2 on page 369.

3  Click the desired node to expand it.
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4  Click GEN CMD for the chosen Signaling Server or Media Card.

The General Commands web page opens, as shown in Figure 162.

Figure 162
General Commands

IManaging: 192.167.102.3
System » IP Network » Node Maintenance and Reports » General Commands

General Commands

Element|F :192.167.102.18 Element Type : MC325 Card

Groupl 'l Commandl—SeIectA Group — 'l RUM
IP addressl192_‘|5?.‘|02.3 NumberofPingSIS FING |
Click a button to invoke a command. ﬂ

5 Select NodePwd from the Group drop-down list.
6 Select nodePwdShow from the Command drop-down list.
7  Click RUN.

The current node password information displays in the text area at the
bottom of the web page.

8 Select nodePwdSet from the drop-down list.
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9 Enter the administrator IP Phone Installer Password in the Node
Password box (see Figure 163).

Figure 163
Node Password

GrouplNodePwd 'ICOmmand|nodeTemprdSet j PassTvﬂodrg Uses|1 Timeoutlm RUN |

Note: The entered password appears as asterisks. The valid characters
are 0-9 * #. The password can be null or 6 to 14 digits in length.

WARNING

If the administrator password is null (zero length), then
the Node ID, TN, and Password screens are not
displayed on the IP Phones during their registration
process. This provides security as it prevents any entry
of passwords or TNs on the IP Phones. However, it is
impossible to install new IP Phones (unless a temporary
password is set).

10 Select NodePwd from the Group drop-down list.
11 Select nodePwdShow from the Command drop-down list.
12 Click RUN.

The updated administrator IP Phone Installer Password is displayed in the
text area at the bottom of the web page.

13 Enter the temporary IP Phone Installer Password (see
Figure 164):

a. Enter the password in the Node Password text box.
Select NodePwd from the Group drop-down list.

c. Select nodeTempPwdSet from the Command drop-down list.
The area then displays the Uses and Timeout text boxes.

d. Enter avalue for the number of uses or a value for timeout (in hours)
or both.

14 Click SET.

The temporary password is set.
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Figure 164
Node Temp Password

GroupINodePwd vl Command|nodeTemprdSet j PassTvﬁg Uses|1 Timeoutlw RUN |

Note 1: The entered password appears as asterisks. The valid
characters are 0-9 * #. The password can be 6 to 14 digits in length.

Note 2: The temporary password automatically deletes itself after it has
been used the defined number of times or when the duration expires,
whichever comes first.

15 Select NodePwd from the Group drop-down list.

16 Selectthe nodePwdShow command from the Command drop-down list.

17 Click RUN.

The updated temporary IP Phone Installer Password is displayed.

End of Procedure

Installing IP Phone hardware components

Follow Procedure 87 to install 1P Phone hardware components.

Procedure 87
Installing IP Phone hardware components

For details on installing hardware components, see Avaya IP Phones:
Description, Installation, and Operation (NN43001-368).

1 Refer to Figure 165 on page 414, when installing the following:

a.

b.

o o

Footstand

3-Port Switch only on the IP Phone 2004, required if a single Ethernet
connection is shared with a PC

Ethernet cable from the set to the 3-Port Switch
Power Transformer or Power Splitter for Power over LAN unit
Handset

Handset cord
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Figure 165
IP Phone 2004 components

Power Transforme
connection

Power Splitter
corneaction
{powear avar LAN)

CATE line i

cable ﬂ
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Connect one end of the CATS line cable to the Ethernet jack at the back
of the telephone. See Figure 165 on page 414.

Connect the other end into the IP voice network (Ethernet), using an
RJ-45 connector. See Figure 166 on page 416.

WARNING

Do not plug the IP Phone into an ISDN connection.
Severe damage can result. Consult the system
administrator to ensure that the telephone is being
plugged in to a 10/100BaseT Ethernet jack.

Power the IP Phone with one of the following methods:

a. Using a 16V AC power adaptor, plug the AC power transformer into
the nearest power outlet. Check the IP Phone User Guide for
country-specific parameters.

b. Using a Power over LAN unit, connect the Power over LAN unit as
shown in Figure 166 on page 416.

Secure the telephone footstand to the base of the telephone. Use the
angle adjustment grip on the top rear of the telephone to adjust the
position.
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Figure 166
IP Phone connections

Hack wewr

)
P
5

To PC HIC card

TWithowt Itena Tdephone Switch WModule

Passpoxt $1005600 ox

Hework Energy Source
48 Whattery +Tectifiers

Inside the wiring clozet

- AL LH240
= DC4ETOR:

= Dita
== Data+D0C 423 wolkc

End of Procedure
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Configuring the IP Phone boot parameters

The IP Phone boot parameters are configured during tel ephone installation.
The following configuration modes are available:

Manual configuration

— All of theIP Phone's boot parameters are statically configured at the
IP Phone.

— See Procedure 88: "Entering | P Telephone boot parameters using
manual configuration" on page 418.

Partial Dynamic Host Configuration Protocol (DHCP) mode

— Workswith standard DHCP server. The DHCP server automatically
provides the IP Phone with an | P address; the remainder of the IP
Phone's boot parameters are statically configured at the |P Phone.

— See Procedure 89: "Entering | P Phone boot parameters using full
DHCP parameters' on page 421.

Full DHCP mode

— Requires special configuration of the DHCP server to recognize the
IP Phone. The DHCP server provides all boot parametersto the IP
Phone, including I P address and server address.

— See Procedure 90: "Entering boot parameters using partial DHCP
parameters' on page 423.

For configuration of the DHCP server, see Avaya Converging the Data
Network with Vol P (NN43001-260).
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Entering IP Phone boot parameters
using manual configuration

Follow Procedure 88 to enter |P Telephone boot parameters using manual
configuration.

Procedure 88
Entering IP Telephone boot parameters using manual configuration

1

Power the IP Phone.
Within four seconds, the Avaya logo appears.

When the Avaya logo appears on the display, you have one second to
press the four feature keys at the bottom of the display in sequence, from
left to right.

Note: If the Avaya logo times out, repeat step 1 and step 2.
For the following prompts:

a. Pressthe BKSpace (backspace) or Clear keys to change an entry.
b. Enter new values using the telephone’s keypad.

c. Pressthe OK key to accept your selection.

The IP Phone prompts:

DHCP? (0-No, 1-Yes): O

Enter O for manual boot parameter configuration.

The IP Phone prompts:

SET I P: X.X.X.X

Enter the IP Phone IP address.

The IP Phone prompts:

NETMBK:  X. X. X. X

Enter the subnet mask.

The IP Phone prompts:

DEF GW Xx. X. X. X
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10

11

12

13

Enter the default gateway.

The IP Phone prompts:

S1 IP: X.X.X.X

Enter the Server 1 IP (node IP).

The IP Phone prompts:

S1 PORT: 4100

Enter the Server 1 port.

The IP Phone prompts:

S1 ACTION: 1

Enter the Server 1 action.

The IP Phone prompts:

S1 RETRY COUNT: 10

Enter the Server 1 retry count.

The IP Phone prompts:

S2 ...

Enter same information as for Server 1.

The IP Phone prompts:

VLAN?( 0- No, 1- Ma, 2- Au) O

Choose one of the following:

a. Enter 0 to configure no VLAN.
The IP Phone displays:
Locating server...

After several seconds, the IP Phone prompts:

Connect Svc
Node: x
TN: X. X

Go to step 14 on page 420.
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14

15

16

b. Enter 1 to configure manual VLAN.
The IP Phone prompts:
VLAN: x
Go to step 14 on page 420.

c. Pressthe OK key.

The IP Phone prompts:
Invalid TN: x.Xx
Reason: Unequi pped.
Go of fhook to do SBI

Enter the VLAN ID.

The IP Phone displays:

Locating server...

If you did not configure an IP Phone Installer Password, after several
seconds, the IP Phone prompts:

Node: x
TN: X. X

Enter the node number and the IP Phone's (virtual) TN, then go to Step
18.

If you configured an IP Phone Installer Password, the IP Phone prompts:

Node: x
PassWrd: x

Enter the node number and the temporary or administrator IP Phone
Installer Password.

Note 1: An asterisk is displayed for each password digit entered; the
actual password is not displayed.

Note 2: If this screen times out, or if you do not successfully enter the
password in three attempts, the IP Phone continues its registration
process as if no entry had been made to this prompt. You can reboot the
telephone and try again if more tries are needed.

The IP Phone prompts:
N Xx.X
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17 Enter the IP Phone’s (virtual) TN.

The IP Phone displays the logo, the date and time, and the DN keys.

18 Check for dial tone and the correct DN above the display.

End of Procedure

Entering IP Phone boot parameters
using full DHCP parameters

Follow Procedure 89 to enter | P Phone boot parameters using full DHCP
parameters.

Procedure 89
Entering IP Phone boot parameters using full DHCP parameters

1

Power the IP Phone.
Within four seconds, the Avaya logo appears.

When the Avaya logo appears on the display, you have one second to
press the four feature keys at the bottom of the display in sequence, from
left to right.

Note: If the Avaya logo times out, repeat step 1 and step 2.
For the following prompts:

a. Pressthe BKSpace (backspace) or Clear keys to change an entry.
b. Enter new values using the telephone’s keypad.

c. Pressthe OK key to accept your selection.

The IP Phone prompts:

DHCP? (0-No, 1-Yes): O

Enter 1 to use DHCP.

The IP Phone prompts:

DHCP: O- Ful |, 1-Partial:0

Enter the 0O to use Full DHCP.

The IP Phone prompts:

VLAN?( 0- No, 1- Ma, 2- Au) O
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6 Choose one of the following:

a.

Enter O to configure no VLAN.
The IP Phone displays:

Locating server...

After several seconds, the IP Phone prompts:

Connect Svc
Node: x
TN: X. X

Go to step 7 on page 422.

Enter 1 to configure manual VLAN.
The IP Phone prompts:

VLAN: X

Gotostep 7.

Enter 2 to configure automatic VLAN.
The IP Phone prompts:

VLAN: X

Gotostep 7

7  Enter the VLAN ID.

The IP Phone displays:

Locating server...

If you did not configure an IP Phone Installer Password, after several

seconds, the IP Phone prompts:

Node: x
TN: X. X

8 Enter the node number and the IP Phone's (virtual) TN, and then go to

step 11 on page 423.

If you configured an IP Phone Installer Password, the IP Phone prompts:

Node: x
Passwrd: 0
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10

11

Enter the node number and the temporary or administrator IP Phone
Installer Password.

Note 1: An asterisk is displayed for each password digit entered; the
actual password is not displayed.

Note 2: If this screen times out, or if you do not successfully enter the
password in three attempts, the IP Phone continues its registration
process as if no entry had been made to this prompt. You can reboot the
telephone and try again if more tries are needed.

The IP Phone prompts:

TN X. X

Enter the IP Phone’s (virtual) TN.

The IP Phone displays the logo, the date and time, and the DN keys.

Check for dial tone and the correct DN above the display.

End of Procedure

Entering boot parameters using partial DHCP parameters

Follow Procedure 90 to enter |P Telephone boot parameters using partial
DHCP parameters.

Procedure 90
Entering boot parameters using partial DHCP parameters

1

Power up the IP Phone.
Within four seconds, the Avaya logo appears.

When the Avaya logo appears on the display, you have one second to
press the four feature keys at the bottom of the display in sequence, from
left to right.

Note: If the Avaya logo times out, repeat step 1 and step 2.

For the following prompts:

a. Pressthe BKSpace (backspace) or Clear keys to change an entry.
b. Enter new values using the telephone’s keypad.

c. Pressthe OK key to accept your selection.

The IP Phone prompts:
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DHCP? (0-No, 1-Yes): O
4  Enter 1 to use DHCP.
The IP Phone prompts:
DHCP: O-Ful I, 1-Partial:0
5 Enter the 1 to use Partial DHCP.
The IP Phone prompts:
S1 IP: X.X.X.X
6 Enter the Server 1 IP (node IP).
The IP Phone prompts:
S1 PORT: 4100
7  Enter the Server 1 port.
The IP Phone prompts:
S1 ACTION: 1
8 Enter the Server 1 action.
The IP Phone prompts:
S1 RETRY COUNT: 10
9 Enter the Server 1 retry count.
The IP Phone prompts:
S2 ...
10 Enter same information as for Server 1.
The IP Phone prompts:
VLAN?( 0- No, 1- Ma, 2- Au) 0
11 Choose one of the following:
a. Enter 0 to configure no VLAN.
The IP Phone displays:
Locating server...

After several seconds, the IP Phone prompts:
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12

13

14

Connect Svc
Node: x
TN: X. X

Go to step 12.
b. Enter 1 to configure manual VLAN.
The IP Phone prompts:
VLAN: x
Go to step 12 on page 425.
c. Enter 2 to configure automatic VLAN.
The IP Phone prompts:
VLAN: X
Go to step 12.
Enter the VLAN ID.
The IP Phone displays:
Locating server...

If you did not configure an IP Phone Installer Password, after several
seconds, the IP Phone prompts:

Node: x
TN: X. X

Enter the node number and the IP Phone's (virtual) TN then go to step 16.
If you configured an IP Phone Installer Password, the IP Phone prompts:

Node: x
PassWwrd: 0

Enter the node number and the temporary or administrator IP Phone
Installer Password.

Note 1: An asterisk is displayed for each password digit entered; the
actual password is not displayed.

Note 2: If this screen times out, or if you do not successfully enter the
password in three attempts, the IP Phone continues its registration
process as if no entry had been made to this prompt. You can reboot the
telephone and try again if more tries are needed.

The IP Phone prompts:
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TN X.X
15 Enter the IP Phone’s (virtual) TN.

The IP Phone displays the logo, the date and time, and the DN keys.
16 Check for dial tone and the correct DN above the display.

End of Procedure

Using Set-Based Installation

Set-Based Installation enables the delegation of telephone installation to
trusted users. To have atrusted user perform this function, configure a
temporary |P Phone Installer Password for the system. See “ Setting
administrator and temporary | P Telephone Installer passwords’ on page 410.

Note: Thisfeaturecan beanalternativeto LD 11 to configure |P Phones
on the Call Server.

Follow Procedure 91 to use Set-Based I nstallation.
Procedure 91

Using Set-Based Installation

This procedure is the same as Procedure 88 on page 418, Procedure 89 on
page 421, and Procedure 90 on page 423, except when the system response,
displayed on the IP Phone, is as follows:

If you did not configure an IP Phone Installer Password, the IP Phone prompts:

Node: x
TN: X. X

1 Enter the node number and the IP Phone's (virtual) TN, then go to Step 4.
If you configured an IP Phone Installer Password, the IP Phone prompts:

Node: x
PassWwrd: 0

2 Enter the node number and the temporary or administrator IP Phone
Installer Password.
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10

11

12

Note 1: An asterisk is displayed for each password digit entered; the
actual password is not displayed.

Note 2: If this screen times-out, or if you do not successfully enter the
password in 3 attempts, the IP Phone continues its registration process
as if no entry had been made to this prompt. You can reboot the telephone
and try again if more tries are needed.

The IP Phone prompts:

TN X. X

Enter the IP Phone’s (virtual) TN.

Press the OK key.

The IP Phone responds Unequipped...

Lift the handset. The system accepts the TN.

Listen for the continuous dial tone.

The system response, displayed on the IP Phone, is as follows:
Model ? (20)

Press the # key to select the default model, or enter the model number
and press #.

Listen for a special tone.

The system response, displayed on the IP Phone, is as follows:

OK, ZONE? (0)

Press the # key to select the default zone, or enter the zone number and
press #.

The system response, displayed on the IP Phone, is as follows:

OK, EXTENSION? 2244

Press the # key to select the default DN, or enter a DN and press #.

Listen for a relocation tone.
The system response, displayed on the IP Phone, is as follows:
K

Replace the handset.
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The set displays the logo, the date and time, and the DN keys The set
based installation is complete.

End of Procedure

Installing the Avaya 2050 IP Softphone

This chapter contains the following procedures:

Procedure 92: "Configuring the Avaya 2050 | P Softphone" on page 429
Procedure 93: "Installing the USB Headset Kit" on page 430

Procedure 94: "Installing the Avaya 2050 | P Softphone on your PC" on
page 430

“Running the Avaya 2050 IP Softphone for the first time” on page 431
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Procedure 92
Configuring the Avaya 2050 IP Softphone

1 Access LD 11. Enter the command:
LD 11
2 Enter appropriate responses shown in Table 58.
Table 58
LD 11 — Configure the Avaya 2050 IP Softphone
Prompt | Response Description
REQ: NEW Add new data
CHG Change existing data
TYPE: 12050pc Type of data block
TN Iscu Terminal number
DES X.o X ODAS telephone designator
CUST XX Customer number, as defined in LD 15
ZONE 0-255 Zone number
FDN X...X Flexible CFNA DN
CLS aaa Class of service
HFA - Digital Telephone Handsfree Allowed is default for Avaya 2050
IP Softphone to enable the USB interface

End of Procedure

Installing and configuring on the PC

Installing the USB Headset Kit

Installing the USB Headset Kit application after the Avaya 2050 | P Softphone
software application enables the Avaya 2050 | P Softphone application to
show it as an audio device option during the installation. If the USB Headset
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Kitisinstalled, you can till choose it as the audio device from the
Configuration Utility.

Procedure 93
Installing the USB Headset Kit

1 Connect the coiled lower cord to the headset cord with the Quick
Disconnect connector. Ensure the Quick Disconnect is securely fastened.

2 Connect the headset cord to the RJ9 jack on the adaptor.

3 Connect the USB cable to the headset adaptor and to one of the USB
jacks at the back of your PC or USB hub.

End of Procedure

The first time the headset adapter is plugged in, there is adelay while
Windows ® configures the device and locates appropriate driver software.
During the installation you can be prompted to supply the original Windows
CD-ROM so that Windows can locate the required drivers.

Installing the Avaya 2050 IP Softphone application

Procedure 94
Installing the Avaya 2050 IP Softphone on your PC

1 Insert the CD-ROM disk into the CD-ROM drive of your PC.

Note: Installation should proceed automatically. If it does not, then
continue with step 1. Otherwise go directly to step 5.

On the PC desktop, double-click the My Computer icon.
Double-click the CD icon.
Double-click the Setup icon.

Follow the prompts that appear on the screen.

o o0~ WN

Run the Avaya 2050 IP Softphone Configuration Utility to assign a server
address, select sound devices, and select a server type.

End of Procedure
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Running the Avaya 2050 IP Softphone for the first time

Installation places the Avaya 2050 | P Softphone in the Windows Start menu
at Start > Programs > Avaya > Avaya 2050 | P Softphone. The
Configuration Utility is placed in the Windows Control Panel.

The Avaya 2050 I P Softphone application is started by one of the following:
» Select Start > Programs > Avaya > Avaya 2050 | P Softphone.
*  Click the desktop shortcut (if one was created during the installation).
« Automatic start-up sequence.
Note: |f you want the Avaya 2050 | P Softphone to start automatically

when the PC boots, place a shortcut to the application in the Start-up
folder.

When an Avaya 2050 | P Softphone startsfor thefirst time and connectsto the
network, it executes a start-up sequence. The elements of the start-up
sequence are as follows:

*  GettheIP parameters.

* Find agateway server, and authenticate the user.

Asthe Avaya 2050 | P Softphone registers with the system, the following
oCCurs:

» If anon-null node password isenabled, it promptsfor anode number and
password. Enter the node number and password using the keyboard or
numeric keypad. After the password is verified, enter the TN of the
Avaya 2050 IP Softphone. See Sgnaling Server IP Line Applications
Fundamentals (NN43001-125) for more on the password feature.

e |If thenull node password is configured and enabled, these screens are
skipped and no option is provided to change the password.

e |If the node password is disabled or not configured, it prompts for anode
number and TN. Enter the node number and TN using the keyboard or
numeric keypad.

The Avaya 2050 I P Softphone configuration is compl ete.
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Verifying IP Phone functionality

Y ou can now use the | P Phones. To test the tel ephones, make | P Phone-to-1P
Phone calls.

Displaying registered IP Phones

Follow Procedure 95 to display the IP Phones registered on a Signaling
Server or Voice Gateway Media Card.

Procedure 95
Displaying registered IP Phones in Element Manager
1 Loginto Element Manager.

2 Select System > IP Network > Maintenance and Reports from the
navigator.

3 Click the desired node to expand it.

4  Click GEN CMD for the desired Signaling Server or Media Card.
a. Select Iset from the Group Drop Down List box.
b. If prompted, select the range of sets to display.
c. Click RUN.

The status of all IP Phones registered on this Signaling Server or Media Card
is displayed.

End of Procedure

Upgrading firmware

Refer to the Signaling Server IP Line Applications Fundamentals
(NN43001-125), to check for the latest |P Phone firmware version and how
to upgrade to the latest IP Phone firmware.
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Installing Line cards and
cross-connecting telephones

Contents

Introduction

This section contains information on the following topics:

INtroduction. . . ... oo 433
Card placement in a Media Gateway or aMedia Gateway Expansion. 436
Cross-connecting telephones. . ............. ... i 436
Connecting atelephonewithout aPFTU ....................... 438
Connecting an off-premisetelephone. ......................... 439
Connecting an attendantconsole. .. ........... ... .. ... 441

This chapter contains instructions for connecting telephone Line cards
located in the Media Gateway and Media Gateway Expander to the MDF
cross-connect terminal .

This chapter contains the following procedures:

*  Procedure 96: "Cross-connecting telephones’ on page 436

»  Procedure 97: "Connecting atelephone without a PFTU" on page 439
»  Procedure 98: "Connecting an off-premise telephone" on page 440

»  Procedure 99: "Connecting an attendant console" on page 441
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Before you proceed, install the cable from the slot that containsthe Line card
associated with the telephone being connected. Refer to “Installing the Main
Distribution Frame” on page 379, if you require additional cable installation.

DANGER OF ELECTRIC SHOCK

Always use caution when installing or modifying
telephone lines. Do not install telephone wiring during a
lightning storm. Do not install telephone jacks in wet
locations unless the jacks are designed for wet locations.
Never touch uninsulated telephone wiring unless the line
is disconnected at the network interface.

Refer to the Circuit Card: Description and Installation (NN43001-311) for
full descriptions of country-specific IPE cards and their installation
procedures

Figure 167 and Figure 168 on page 435 show the circuit card assignmentsfor
the Media Gateway 1000E and Media Gateway Expander. Refer to these
figuresto make surethat you haveall circuit cardsinserted in the correct slots.

The Media Gateway 1010 (MG 1010) supports | PE circuit cardsin slots 1 to
10. Slot O isreserved for the Gateway Controller. Slots 22 and 23 are
dedicated for Server cards. The MG 1010 does not support or require an
Expander.
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Figure 167
Circuit card assignments in a Media Gateway 1000E

Shat0

GEI-LEEMIG

Figure 168
Circuit card assignments in a Media Gateway Expander

Slot 7 0 553-CSE9032
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Circuit cards features

If acircuit card hasaswitch symbol onitsfaceplate, it isequipped with option
switches, strapping plugs, or both. M ake surethat thecircuit cardswith option
switches or strapping plugs are set correctly. Some circuit cards can have
daughterboards and other add-on devicesinstalled on them.

Card placement in a Media Gateway or a Media Gateway
Expansion

The work order developed by the planning and engineering department
outlines the placement of peripheral cardsin the Media Gateway and Media
Gateway Expander slots. See Circuit Card: Description and Installation
(NN43001-311) for card placement into card slots. The 48-port Digital Line
Card is not supported.

Cross-connecting telephones

Connect the telephones according to Figure 169 on page 437 and Figure 170
on page 438.

Procedure 96

Cross-connecting telephones

1 Locate the telephone terminations at the cross-connect terminal.

2 Connect the Z-type cross-connect wire to the leads of the telephone.

3 Locate line circuit card (TN) terminations at the cross-connect terminal.
4

Connect the other end of the cross-connect wire to the assigned TN
terminal block.
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Figure 169
NE-500/2500-type telephone cross connections

Lead

Cable pairs designation
Line Cross connect
Pack terminal
T

Unit
0o [ WaBL [~ To 500/2500-type
[ BLW—gR [~ telephone
Unit —W-O —— — To 500/2500-type
1 BP/—OW——R — telephone
Unit
> W-G——T — To 500/2500-type
G-W R [~ telephone
unit f—W-BR——T ~ To 500/2500-type
3 M—BRW—R I~ telephone
Unit
4y — WS—r1 — To 500/2500-type
S-w R [~ telephone
Unit  f—— R-BL=——T — To 500/2500-type
5 —BLR—R — telephone
Unit
6 R-O T - To 500/2500-type
) O-R R I~ telephone
Unit R-G T - To 500/2500-type
7 _t— GR—™R — telephone
Unit
g [—RBR—T7 ~ To 500/2500-type
[ BRR—R [~ telephone
Unit R-S T - To 500/2500-type
9 S-R R [~ telephone
Unit
0 — BK-BL—— [ To 500/2500-type
) BL-BK R telephone
unit p— BK-O — - To 500/2500-type
11 ——0BK—R [~ telephone
Unit
0 BK-G——T — To 500/2500-type
—— G-BK—™™R [~ telephone
Unit ——BK-BR —T ~ To 500/2500-type
13 [BR-BK—™R [~ telephone
Unit
14 [—BKS—T ™ To 500/2500-type
S-BK B
R telephone
Unit — Y-BL——T [~ To 500/2500-type
15 BL-Y R telephone

553-8349.EPS
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Figure 170
Digital telephone cross connections
Path Telephone connecting
connector
f PE shelf block, or connector
Line Y Cross connect ‘
pack block
TO ] ' I G i
_ RO | I 26 w-BL ——t TO - 1"”? ‘I’O’g
Unit 0 1 1 1 BL-w — t RO ° o0 telephone
| | 1 1 We For Power
—_— TL 1y o B® Supply leads
Unit 1 R 1ff o W-O 1 1R—]J-.
Ne— [~ 1 \/— Oo-w T N to telephone
unit14|  [T34]  [fack BK-S —— T14
L R14| [|25f s-ek +— R14 to telephone
1 1 1 1
Unit 15 T15 | .
[ Ij4r veL T15
R15 . . to telephone
l | 1€~ BL-v - R15
Part of Shelf \ Part of 25
25 pair cable connectol pair cable
553-8350.EPS

End of Procedure

Connecting a telephone without a PFTU

See “Installing and cross-connecting a Power Fail Transfer Unit” on
page 445 for connecting telephones with the PFTU.
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Procedure 97
Connecting a telephone without a PFTU

1

2
3
4

Locate the telephone terminations on the cross-connect terminal.
Connect one end of the cross-connect wire to the leads of the telephone.
Locate the Line card terminations on the cross-connect terminal.

Connect the other end of the cross-connect wire to the assigned TN
terminal block.

Activate the telephone.

End of Procedure

Connecting an off-premise telephone

Connect off-premise anal og (500/2500-type) telephones through an NT1R20
Off-premise Linecard or NTAK92AA Off-Premise Protection Module. Each
NTAK92AA module can connect up to four analog (500/2500-type)
telephones and can interface with the NT8D09 Message Waiting Line card.

DANGER OF ELECTRIC SHOCK

The message-waiting Line card produces -150 volts,
which is considered hazardous on off-premise
telephones. Make sure that the -150 volts are disabled
on off-premise telephones.

The voltage is disabled when the telephone’s Class of
Service (CLS) is Message Waiting Lamp Denied (LPD)
and Message Waiting Denied (MWD) in LD 10.

Refer to the Software Input/Output: Administration
(NN43001-611) for information about LD 10.

Do not assign a Class of Service of LPA or MWA to an
off-premise telephone.
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Procedure 98
Connecting an off-premise telephone

1 Install the NTAK92BA Off-Premise Protection Module on the wall using
four #10 1/2-in (minimum) screws.

2 Connect a #6 AWG from the grounding lug at the bottom of the
NTAK92AA Off-Premise Protection Module to the system ground. Refer
to Figure 171 on page 441.

DANGER OF ELECTRIC SHOCK

If connecting to a message-waiting Line card, unseat the
card from its assigned slot before continuing with the
next step.

3 Connect two NTAK9204 cables (one from connector J1 and one from
connector J2) from the protection module to the cross-connect terminal.

4  Terminate the cables as shown in Figure 169 on page 437.

5 Cross-connect the J1 cable to the Tip and Ring connections coming from
the Line card.

6  Cross-connect the J2 cable to the off-premise telephone.

7 Install the regulatory label provided with the Off-Premise Protection
Module on the inside right-hand wall of the Media Gateway.

8 Install the Line card in its assigned position.

9 Activate the telephone.
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Figure 171

NTAK92BA Off-Premise Protection Module connections

Cross-connect
terminal block

® [ZI l—BL-1W4—T
@ ® L BL-2wl R1
3 —0-1w ] T2
L 0-2W | R2{ 15 off-premise
G-1w T3 telephones
I G-2w T R3
I BR-1wT T4
NTAK92AA BR-2W7T— R4
Off-Premise — T
Protection
Module
——BL-1W4+—T1
——BL-2W4J—R1
J1|—90-1W 1 T2 | 76 analogue
——0-2w 1_R2 line card in
_G-aw [ T3 Onti
ption 11
Ground lug G-2W R3 | Cabinet
— BR-1WT T4
——BR-2WT— R4
o o]
Connector J2  Connector J1
/I:I\ /I:I\ NTAK9204
| Cable
NTAK9204
Cable

553-8351.EPS

End of Procedure

Connecting an attendant console

Procedure 99

Connecting an attendant console

1 Locate the attendant console terminations at the cross-connect terminal.

2 Locate the Line card terminations at the cross-connect terminal.

3 With cross-connect wire, connect the Line card and other connections to
the console, as shown in Figure 172 on page 442.
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Figure 172
Attendant console connections
Cross-connect Console
block connector
1
—_—l W-B 26
To1st TN e EL- p
W-0 27
To2rd TN ® o a P
ASM/
Tosd TN O ® WS 9 30
S-W 5
To+15 AUX
Console power | (W-G 1 dot wire) +AUX | n-o a2
from AUX on AUX cable T OR : - Cable 1o Avaya
cable To-15 AUX ! _AUX [® 23| |=e— 2250 Attendant
(one console (G-W 1 dot wire) s $-1® R-G 8 Gonsole
anly) on ALUX cable : : G-R
1
1 |
Note: As analternative, console 11 |GMD EEE:Z | 13?
powrer can be obtained from the —d} 1C
4th and 5 th TNs on the circuit i
card. e ——————— 1 :
H 1
oy ' N
ol i \
To 4th TN Tipf \ +VPS T e Y-BL o a N
To 4th TN Ri 1 (Note2) BLY 18
-! +YPS RTN— 8 YO 42
To5th TN Tip O-Y' 17 Cable from
To 5th TN Ring console o
{Note 1) Relay 2 V-8 50 Cross-connect
Relay 1 1 SV 251/ terminal
Note 1: The Avaya 2250 Attendant Console is powered using the line circuits and if required from the AUX cable.
In addition to the primary TN, secondary TN and ASMTN, two TNs are for power from the AUX cable are cabled
1o the Avaya 2250 Attendant Console through the + AUX and - AUX leads. Maximum loop length is
3000 ft (915 m) of 24 AWG (5.0 Metric Wire Gauge).
Note 2: When additional options are used (BLF), an additional 16V DG power supply is
required. The 16V DC source is cabled through +VPS and +VPS RTN leads. The maximum
distance from the console to the power source is 120 ft (36 m) of 24 AWG (5.0 Metnic Wire Gauge) wire.
553-8352 EPS

NN43041-310 Standard 06.01 March 2013



Installing Line cards and cross-connecting telephones  Page 443 of 492

Table 59
Color combinations of cable pairs
W-BI W-O W-G W-BR W-S R-BL R-O R-G
Color BI-W o-w G-W BR-W S-W BL-R O-R G-R
Unit 0 1 2 3 4 5 6 7
R-BR R-S BK-BL BK-O BK-G BK-BR BK-S Y-B
Color BR-R S-R BL-BK O-BK G-BK BR-BK S-BK B-Y
Unit 8 9 10 11 12 12 14 15

End of Procedure
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Installing and cross-connecting a
Power Fail Transfer Unit

Contents
This section contains information on the following topics:
INtroduction. . . ... oo 445
Installing and connectingaQUAGPFTU . . ........... ... ... 446
Installing and connecting athird-party PFTU. .. ................. 450
Connecting an analog (500/2500-type) telephoneto aPFTU. . ... ... 452
ConnectingatrunktoaPFTU. ........... ... ..., 456

Introduction

Power fail transfer occurswhen the main power to the Avaya Communication
Server 1000E system is cut off. When a power interruption occurs, the Power
Fail Transfer Unit (PFTU) connects predetermined analog (500/2500-type)
telephones directly to the Central Office trunks. A PFTU is capable of
supporting a maximum of five or eight telephones (depending on the PFTU

type).

A PFTU can be connected to the AUX connector on a Media Gateway.

IMPORTANT!

A PFTU does not support Digital trunks. Use Analog trunks if power
failure backup is required.
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The following procedures are provided in this chapter:
1 Procedure 100: "Installing and connecting a QUAG6 PFTU" on page 446

2 Procedure 101: "Connecting an analog (500/2500-type) telephoneto a
PFTU" on page 454

3 Procedure 102: "Connecting a Trunk to a PFTU" on page 456

Installing and connecting a QUA6 PFTU

Follow Procedure 100 to install and connect a QUA6 PFTU. Refer to the
equipment layout plan for the location of the PFTU.

Note: The QUAB PFTU operates with loop-start and ground-start
Central Officetrunks. With ground start trunks, the associated telephone
set must have aground start button.

Procedure 100

Installing and connecting a QUA6 PFTU

1 Install the PFTU on the wall near the system cross-connect terminal.
Fasten the PFTU in position with four screws.

2 Install an NE-A25B-type 25-pair cable from connector J1 on the faceplate
of the PFTU to its assigned location at the cross-connect terminal.

3 Label the pairs of the J1 cable on the cross-connect terminal block as
shown in Figure 173 on page 446.

Figure 173
J1 cable labels

Pairs Pairs Pairs Pairs Pairs Pairs
1to4 1to4 1to4 1to4 1tod4 1to4 1Pair

control| PFT1 | PFT2 | PFT3 | PFT4 | PFT5 | St

Voo

Label the pairs on the terminal block as shown. If using
BIX blocks, attach the appropriate designation strip.
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4  Connect the PFTU power and control connections to the AUX connector
on the Media Gateway. See Figure 174 on page 447, Table 61 on
page 449, Table 60 on page 448 and Figure 176 on page 450. The
Meridian 1 Option 11C AUX connector is shown in Figure 175 on
page 448.

Figure 174
AUX cable connector on Media Gateway

S I — .
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Figure 175
AUX cable connector on Meridian 1 Option 11C

Table 60 (Part 1 of 2)
NTAK1104E6 AUX cable termination information

Color Wire number Designation Connection

W-BL 1 BRTN to QUAG-J1 1R

BL-W 2 BRTN to QUAG-J1 2R

Oo-W 3 -48V AUX (250mA) to QUAG-J1 25T,
25R
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Table 60 (Part 2 of 2)
NTAK1104E6 AUX cable termination information

W-0O 4 PFTS to QUAG-J1 2T

G-W 5 Not used Not used

W-G 6 Not used Not used
Table 61

Control and power connections on cable J1

J1 Cable from QUAG

Function Pair Number Pair Color Connects to | Cross-connects to
Control 1T W-BL (ALM) Not used
1R BL-W BRTN W-BL connection on AUX
cable
2T W-O PFTS W-O connection on AUX

cable. Transfer begins by
applying ground to this lead.

2R Oo-w BRTN BL-W connection on AUX
cable.
3T W-G (TC) Console transfer switch. See

console connections.
Transfer begins by applying
ground to this lead.

3R G-W Not used

4T W-BR Not used

4R BR-W Not used
PFTU 25T S-v -48 V O-W connection on AUX
power 25R V-S -48 V cable. Maximum 250 mA

draw on O-W lead.
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Figure 176

Power fail transfer

NTAK1104

PFTU

+15V W-G
-15V G-W
—
IJ -48V O-W
BRTN BL-WW—
PFTS W-O
—BRTNW—BL—l
s G
11|22(3 3|44 vV

Power for Attendant
console (Cabinet system only)

QUABA
O| PFTU

XFER

J1

Control PFTU1 PFTU2 PFTU3 PFTU4 PFTUS PWR

[O

| o

End of Procedure

Installing and connecting a third-party PFTU

Follow the equipment manufacturer’s instructions for installing the PFTU.
Use the information in Table 62 to connect a third-party PFTU.

Table 62

PFTU control lead signals

Lead State
NTAK1104 AUX When PFTU is in When PFTU is in
cable lead non-transferred state transferred state
BRTN GROUND GROUND
BRTN GROUND GROUND
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Table 62
PFTU control lead signals
Lead State
NTAK1104 AUX When PFTU is in When PFTU is in
cable lead non-transferred state transferred state
-48V AUX -48V DC (250 mA max.) -48V DC (250 mA max.)
PFTS OPEN GROUND

Note 1: Refer to Figure 174 on page 447 and Table 63 on page 451 for
Auxiliary cable connectionsto the Avaya Communication Server 1000E

system.
Note 2: |f power isremoved from the QUABG, atransfer of the PFTU can
occur.
Table 63
NTAK1104E6 AUX cable termination information
Color Wire number Designation Connection
W-BL 1 BRTN to QUAG-J1 1R
BL-W 2 BRTN to QUAG-J1 2R
o-w 3 -48V AUX (250mA) | to QUA6-J1 25T,
25R
W-O 4 PFTS to QUAG-J1 2T
G-W 5 Not used Not used
W-G 6 Not used Not used
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Connecting an analog (500/2500-type) telephone to a PFTU

Ensure that the cable from the appropriate Line card slot has been connected
to the telephone. Refer to “Installing the Main Distribution Frame” on
page 379.

Follow Procedure 101 to connect an anal og telephoneto aPFTU. Refer to the
equipment layout plan to determine where to locate the PFTU.

DANGER

Always use caution when installing or modifying
telephone lines. Do not install telephone wiring during a
lightning storm. Do not install telephone jacks in wet
locations unless the jacks are designed for wet locations.
Never touch un-insulated telephone wiring unless the
line is disconnected at the network interface.
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Figure 177

Analog Line card cable distribution

) Lead
Cable pairs designation
Line Cross connect
Pack terminal
Unit
o W-BL T TO—@ To 500/2500-type
~ [—BLwW—-g @@ telephone
unit ——W-O —— —0—@—— To 500/2500-type
1 p—O0W——R —8—&—— telephone
Unit
;' L we—1 -@—@—- To 500/2500-type
G-W R €—&— tclephone
unit f—W-BR——T —@—@— To 500/2500-type
3 _—BRW—R —@—@— telephone
Unit
4 — WS—0r —0—@—— To 500/2500-type
S-W R ®—@ [ telephone
unit f—— R-BL=——T —~@—@—— To 500/2500-type
5 —BLR—R ~@—8—1—telephone
Unit
6 R-O T @—@—} T0 500/2500-type
) O-R R ®— @1 telephone
Unit R-G T @—@—- To 500/2500-type
7 _— GR—R —@—@—— telephone
Unit
g [—RBR—T —0—&—- To 500/2500-type
 —BRR—R ~@—8—1- telephone
Unit R-S T @—@—1 To 500/2500-type
9 SR R 0—8—- telephone
Unit
10 [—BKBL—T —0—0—: To 500/2500-type
_ BL-BK R ®—® T tclephone
Unit [—BK-O ——7 —8—8—1- To 500/2500-type
11 |— 0-BK —pg ~®—® telephone
Unit
1';' L BK-G——T -@—@— To 500/2500-type
—— G-BK—™R @@ telephone
Unit —BK-BR —T —@—@— To 500/2500-type
13 |BR-BK™R @@ telephone
Unit
—— BK-S—— —8—8—- T 500/2500-t
14 — —  o—eo— ype
S-BK R telephone
Unit [— Y-BL——T —.—.—: To 500/2500-type
15 BL-Y R LA J telephone

553-8349.EPS
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Procedure 101
Connecting an analog (500/2500-type) telephone to a PFTU

1 Locate the telephone terminations on the cross-connect terminal.

2 Connect one end of the cross-connect wire to the leads of the telephone.

3 Locate the PFTU connections (unit PFTU 1 through PFTU 5) assigned to
this telephone at the cross-connect terminal. See Table 64 on page 454.

4  Connect the other end of the cross-connect wire to the pair assigned to
the telephone on the PFTU.

5 Connecta second cross-connect wire to the pair assigned to the Line card
on the PFTU.

6 Locate the Line card terminations on the cross-connect terminal.

7  Connect the other end of the cross-connect wire to the assigned TN
terminal block.

Table 64

Power Fail Transfer Unit connections (Part 1 of 3)

QUAGB J1 Cable

Function Pair Color Connects to:
5T W-S Telephone
5R S-W
6T R-BL Telephone Line card
6R BL-R

PFT 1

7T R-O Central Office Trunk
7R O-R
8T R-G Trunk Line card
8R G-R
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Table 64
Power Fail Transfer Unit connections (Part 2 of 3)
QUAG J1 Cable
Function Pair Color Connects to:

9T R-BR Telephone
9R BR-R
10T R-S Telephone Line card
10R S-R

PFT 2 11T BK-BL Central Office Trunk
11R BL-BK
12T BK-O Trunk Line card
12R 0-BK
13T BK-G Telephone
13R G-BK
14T BK-BR Telephone Line card
14R BR-BK

PFT 3 15T BK-S Central Office Trunk
15R S-BK
16T Y-BL Trunk Line card
16R BL-Y
177 Y-O Telephone
17R 0o-Y
18T Y-G Telephone Line card

PFT 4 18R G-Y
19T Y-BR Central Office Trunk
19R BR-Y
20T Y-S Trunk Line card
20R S-Y
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Table 64
Power Fail Transfer Unit connections (Part 3 of 3)

QUAG J1 Cable

Function Pair Color Connects to:

21T V-BL Telephone
21R BL-V
22T V-0 Telephone Line card
22R o-Vv

PFT 5 23T V-G Central Office Trunk
23R G-V
24T V-BR Trunk Line card
24R BR-V

Connecting a trunk to a PFTU

End of Procedure

Follow Procedure 102 to connect a Trunk to a PFTU.

Procedure 102

Connecting a Trunk to a PFTU

1
2

Locate the PFTU terminal blocks at the cross-connect terminal.

Cross-connect the first pair of the assigned PFTU to the telephone.

See Table 65 on page 457 for PFTU connections.

Cross-connect the second pair of the PFTU to the TN assigned to the

telephone.

Cross-connect the third pair of the PFTU to the Central Office trunk.

Cross-connect the third pair of the PFTU to the TN assigned to the trunk.
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Table 65

6

Power Fail Transfer Unit connections (Part 1 of 2)

Repeat for each trunk assigned to the PFTU.

QUAG J1 cable

Function Pair Color Connects to: Connects to:
5T W-S Telephone —
P 5R S-wW
F 6T R-BL Telephone Line card TN assigned to the telephone
T 6R BL-R
T R-O Central office trunk —
1 7R O-R
8T R-G Trunk Line card TN assigned to the Trunk
8R G-R
9T R-BR Telephone —
P 9R BR-R
F 10T R-S Telephone Line card TN assigned to the telephone
T 10R S-R
11T BK-BL Central office trunk —
2 11R BL-BK
12T BK-O Trunk Line card TN assigned to the Trunk
12R O-BK
13T BK-G Telephone —
13R G-BK
P 14T BK-BR Telephone Line card TN assigned to the telephone
F 14R BR-BK
T 15T BK-S | Central office trunk —
15R S-BK
3 16T Y-BL Trunk Line card TN assigned to the Trunk
16R BL-Y
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Table 65
Power Fail Transfer Unit connections (Part 2 of 2)

QUAG6 J1 cable

Function Pair Color Connects to: Connects to:
17T Y-O Telephone —
P 17R O-Y
F 18T Y-G Telephone Line card TN assigned to the telephone
T 18R G-Y
19T Y-BR Central office trunk —
4 19R BR-Y
20T Y-S Trunk Line card TN assigned to the Trunk
20R S-Y
21T V-BL Telephone —
p 21R BL-V
F 22T V-O Telephone Line card TN assigned to the telephone
T 22R O-vV
23T V-G Central office trunk —
5 23R G-V
24T V-BR Trunk Line card TN assigned to the Trunk
24R BR-V

End of Procedure
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Contents

Introduction

This section contains information on the following topics:

INtroduction. . ... ... 459
Basic system configuration. ............ ... .. . i 459
TN @SSIgNMENT. . . e 464

This chapter shows overlay (LD) sequences required to configure the system
with basic telephony features. Y our Planning and Engineering group provides
the detail s needed to configure basic telephony.

Note: The Command Line Interface (CLI) must be used for some
configuration (for example, LD 10 and LD 11) before Element Manager
can be used to further configure basic telephony.

This chapter contains Procedure 103: " Configuring the basic system™" on
page 460.

Basic system configuration

Programming the Avaya Communication Server 1000E system requires
loading different overlay programsand using each oneto enter aspecific type
of information.
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See Software Input/Output: Administration (NN43001-611) for information
about overlays.

Flow charts

Figure 178 on page 461 showsthe programming overlay (L D) sequencefor a
new system. The Data-entry-sequence flowchart does not show all possible
administration overlays.

In some cases, you must move back and forth between overlays to complete
the programming. For example, you must program the Customer Data Block
(CDB) before you program the attendant console. However, there are
console-related prompts in the CDB that cannot be programmed until you
have programmed an attendant console. Skip the console-related prompts,
complete the CDB programming, then return to the CDB after the console is
programmed. Finish the CDB console-related prompts. A similar situation
exists with the Speed Call lists and the Telephones. Y ou must activate the
Speed Call list(s) before you can assign the list(s) to atelephone.

Figure 179 on page 462, and Figure 180 on page 463 show overlay titlesand
gate openers for each feature group. A gate opener enables users to program
arelated group of featureswithout stepping through all promptsof an overlay.
Publication references are shown in the flowchart shaded boxes for those
features and options beyond the scope of this guide.

Procedure 103
Configuring the basic system

Use the overlays to configure basic system features offered by the Avaya
Communication Server 1000E.

1 Complete the configuration using the overlays in the order shown in
Figure 178 on page 461, Figure 179 on page 462, and Figure 180 on
page 463.
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Figure 178

Data-entry-sequence for new systems
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Configuration Record

Figure 179
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Figure 180

Customer Data Block

650V-€5S

90£-T00E-€SS
OInv

00S-TO0E-ESS
glst

OTT-T/92-€SS
Ovod

90€-T00E-€SS

90€-T00E-ESS

XXX-TG/.Z-€SS

90€-T00E-ESS

90€-T00E-€SS

90€-T00E-ESS

9TE-TTEC-E€SS

fyad

OSsvo

013N

OdOn

OWsSI

0dal

OdSH

A

A

A

A

A

A

A

90€-T00E-ESS 90€-T00E-€99 90€-T00E-ESS 00T-T€92-€99 90€-T00E-€SS 00T-T892-€99 90€-T00E-ESS 90€-T00E-€9S
Odd 0044 0404 0¥ad 0S2D OSvD ONMY OINY
o m TIN NG NI T Tiv —
[J99IAI8S ONG hswswieaiy | | | osuondo B S
HpIomssed [sieauwiL YBIN CpaIsi] mdeosaw || | oemeas | | favepueny ||| ©HT°C

1

I

1

1

1

1

1

1

!

ST al
[»o0|g ereq Jawoisn)

Installation and Commissioning



Page 464 of 492

Basic system telephony configuration

TN assignment

Table 66

TN assignments for MG 1000E

Table 66 shows the TN assignments for the MG 1000E.

MG 1000E MG 1000E Expander
Slots 1 2 3 4 7 8 9 10
TN Isc Isc Isc Isc Isc Isc Isc Isc
MG 1000E
1 000001 |(000002]|000003|000004|000007|000008 (000009 |000010
2 000101(000102]000103[000104|000107)|000108 (000109000110
3 004001]004002]1004003|004004|004007|004008]|004009]1004010
4 004101]004102]1004103|004104]|1004107|004108|004109]1004110
5 008001]008002]1008003|008004|008007|008008|0080091008010
6 008101(008102]|008103[008104|008107|008108|008109]|008110
7 012001 (012002]012003[012004 012007012008 (012009 | 012010
8 012101)0121021012103|012104|012107(012108]012109]012110
9 016001)016002]1016003|016004|016007|016008016009]1016010
10 016101)016102]016103|016104|016107|016108016109]016110
11 0200011020002 1020003|1020004 1020007020008 0200091020010
12 020101(020102]020103[020104|020107]020108 (020109020110
13 024001 (024002024003 [024004|024007]024008 (024009024010
14 024101]1024102]1024103[1024104|1024107(024108]024109]1024110
127 252001 (252002]1252003]1252004]1252007 252008 |252009|252010
128 252101252102 |1252103]|252104|252107|252108(252109|252110
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Installing and cross-connecting
an external alarm from a PFTU

Contents
This section contains information on the following topics:
INtroduction. . . ... oo 465
Installing an alarm using an alarm port assigned inLD 15.......... 466
Installing an alarm through QUAG6 PFTU connections. . ........... 467

Introduction

This chapter describes the procedures for connecting an external alarm to the
Avaya Communication Server 1000E system.

This chapter contains the following procedure: Procedure 104: "Installing an
alarm using an alarm port assigned in LD 15" on page 466

The following are the two methods of connecting an external alarm to the
Avaya Communication Server 1000E system:

» through an alarm port assighed in software

» through contactsin a QUAG6 Power Failure Transfer Unit (PFTU)
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Installing an alarm using an alarm port assigned in LD 15

Table 67

The

system can be equipped with an alarm port that is assigned in software.

Connect an analog line to an anal og (500/250-type) tel ephone or another
similar type of ringing or alerting device.

Follow Procedure 104 to install an alarm using an alarm port assigned in
LD 15.

Procedure 104
Installing an alarm using an alarm port assigned in LD 15

1

Install an analog (500/2500-type) line as described in “Installing and
configuring IP Phones” on page 389.

Connect an analog (500/2500-type) telephone, or another similar alerting
device used as an alarm, to the line.

Use LD 15 to assign an alarm port, (see Table 67).

Note: If the DN assigned to the alarm is accidentally called, the alarm
activates. To avoid false alarms, make sure the DN is not already
assigned.

LD 15 — Assign an alarm port.

Prompt Response Comment

REQ CHG Change existing data

TYPE CDB Customer Data Block

CUST XX Customer Number as defined in LD 15
ALDN X...X Alarm Directory Number

End of Procedure
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Installing an alarm through QUAG6 PFTU connections

A QUAG PFTU can be used to connect an external alarm through normally
open or normally closed contacts of one of its units. The contacts operate
under the same conditions as the PFTU and can support the capacities listed

in Table 68.

Table 68

The AC capacities
Maximum AC capacities
Switching power 50.0V A
Switching voltage 125.0 V rms
Switching current 05A

Figure 181 on page 468 is an example of the contacts on one unit (PFT1) of
the PFTU. The figure al so shows the contacts in normal operating mode, not
in failure mode. Table 69 on page 468 provides the connections for all units
on the PFTU.
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Figure 181
Contacts in PFTU
PFT 1 on PFTU
N\
—38T (R-G)
/ _oj Normally
Normally 7T (R-O) — connected
connected 44 tg a
toa L8R (G-R) trunk line card
CO trunk ;
7R (O-R)
AN 44 N\
6T (R-BL)
7/ (’) Normally
Normally ST (W-S) —1-# connected
connected toa
toa | 6R (BL-R) telephone line card
telephone ;
5R (S-W) /
AN
Table 69
PFTU connections (Part 1 of 3)
Unit Pair Color Normal mode Failure mode
5T W-S Makes with 6T and 6R Opens 6T and 6R
5R S-W Makes with 7T and 7R
P
F 6T R-BL Makes with 5T and 5R Open
T 6R BL-R
T R-O Makes with 8T and 8R Opens 8T and 8R
1 7R O-R Makes with 5T and 5R
8T R-G Makes with 7T and 7R Open
8R G-R
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Table 69
PFTU connections (Part 2 of 3)
Unit Pair Color Normal mode Failure mode

9T R-BR Makes with 10T and Opens 10T and 10R
9R BR-R 10R Makes with 11T and 11R

P

= 10T R-S Makes with 9T and 9R Open

T 10R S-R
11T BK-BL Makes with 12T and Opens 12T and 12R

2 11R BL-BK 12R Makes with 9T and 9R
12T BK-O Makes with 11T and Open
12R 0O-BK 11R
13T BK-G Makes with 14T and Opens 14T and 14R
13R G-BK 14R Makes with 15T and 15R

P

F 14T BK-BR Makes with 13T and Open

T 14R BR-BK 13R
15T BK-S Makes with 16T and Opens 16T and 16R

3 15R S-BK 16R Makes with 13T and 13R
16T Y-BL Makes with 15T and Open
16R BL-Y 15R
17T Y-O Makes with 18T and Opens 18T and 18R
17R o-Y 18R Makes with 19T and 19R

P

F 18T Y-G Makes with 17T and Open

T 18R G-Y 17R
19T Y-BR Makes with 20T and Opens 20T and 20R

4 19R BR-Y 20R Makes with 17T and 17R
20T Y-S Makes with 19T and Open
20R S-Y 19R
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Table 69
PFTU connections (Part 3 of 3)
Unit Pair Color Normal mode Failure mode
21T V-BL Makes with 22T and Opens 22T and 22R
21R BL-V 22R Makes with 23T and 23R
P
= 22T V-O Makes with 21T and Open
T 22R 0-v 21R
23T V-G Makes with 24T and Opens 24T and 24R
5 23R G-V 24R Makes with 21T and 21R
24T V-BR Makes with 23T and Open
24R BR-V 23R
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Configuring IP Peer Networking and
managing the Gatekeeper database

Contents
This section contains information on the following topics:
INtroduction. . . ... oo 471
Implementationsummary .. ... 471

Introduction

This chapter provides an outline for configuring | P Peer Networking and
managing the Gatekeeper database.

Use the IP Peer Networking Installation and Commissioning
(NN43001-313) publication to configure IP Peer Networking and for
instructions about managing the Gatekeeper database.

Implementation summary

Note: Thissection isintended as a summary of how to implement
IP Peer Networking and how to manage the Gatekeeper database. Many
of these steps can be performed out of sequence.
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Y ou must configure the following data when setting up an Avaya
Communication Server 1000E | P network:

1 Configurethe Virtua Trunk routes using Element Manager or the
Command LineInterface (LD 16). Configure the Route Data Blocks and
associatethe Virtual Trunk routeswith the | P network by configuring the
following parameters:

a
b

c
d
e
f

route information

network management information
(for example, Access Restrictions)

bandwidth zone

Signaling Server host name for the route
protocol identifier

associated Node ID

2 Configurethe Virtual Trunks using Element Manager or the Command
Line Interface (LD 14).

3 Configure the network routing within the Avaya Communication
Server 1000E.

a

Use existing tool s to configure networking features, such asrouting
calls based on digits dialed.

Configure dialing plan information for calls that must be routed to
circuit-switched trunks (for example, PSTN interfaces). Y ou can
route these calls using a feature such as Network Alternate Route
Selection (NARS). Configure Virtual Trunk routesin NARS the
same way astraditional trunks.

4  Configure the Primary, Alternate, and Failsafe Gatekeepers at
installation and initial setup.
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5 Configure the Gatekeeper database to provide a central database of
addresses that are required to route calls across the network, using the
Gatekeeper web pagesin Element Manager.

a
b

c
d
e
f

g

Log in to the Gatekeeper web pages in Element Manager.

Verify that the Gatekeeper is the Primary Gatekeeper and is active.
Configure the System Wide Settings.

Create the CDP domains.

Add the RAS and non-RAS endpoints.

Add the endpoint prefixes.

Add the Numbering Plan entries for each endpoint, including the
Cost Factor for each entry.

Add the default routes.

Add the Gatekeeper zones (if required).

Test the Numbering Plans.

Perform database cutover.

Perform the following operations, as necessary:
i. Takethe Gatekeeper out-of-service.

ii. Perform database cutover.

iii. Perform database rollback.

iv. View traffic reports.

Log out of the Gatekeeper web pages in Element Manager.
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Appendix A: Supported cabling options.

Although Avaya recommends using direct connections from the faceplate
Ethernet connectors of the Gateway Controller and Server cardsto aLayer 2
switch, they also support the cabling configurations shown in this appendix

IMPORTANT!

If your cabinet or chassis does not require specific Avaya
supplied cables for Server cards, you must use shielded
twisted pair Ethernet cables for the faceplate ELAN and

TLAN connections.

The Gateway Controller can use the features of the Media Gateway by using
two short cablesto connect from the card facepl ate ethernet connectorsto the
two front bulkhead ethernet connectors that are internally wired to the
100BaseT ethernet connectors on the rear of the Media Gateway. In addition
the Gateway Controller backplane connector provides both an ELAN and
TLAN connection to the 10/100BaseT ethernet connectors on the rear of the
Media Gateway. Figure 182 on page 477 shows both options.

Connecting to the 1E and 2T ethernet connectors cause the 10/100BaseT leds
to function on the rear of the Media Gateway.

If the NTDW67 MGC Reference ROHS cableis used the LED on the back of
the Media Gateway will not function. Only the faceplate LEDs will function.

The MGC card CE and CT faceplate ethernet ports can be used as local
Ethernet maintenance ports.
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In aMedia Gateway 1010 (MG 1010), the Gateway Controller backplane
Ethernet connections are provided by the Media Gateway Utility (MGU)
faceplate ELAN and TLAN ports.

Avaya Communication Server 1000E dual-homing is supported in
accordance with the following cabinets and chassis:

Table 70
Supported Cabinets and Media Gateway

Product Dual Homing
Number Product Name Vintage Release 7.6 Supported
NTDU14 Media Gateway = AA Supported No
Chassis
CA Supported Yes
DA, DAE5 Supported Yes
NTDU15 Media Gateway = AA Supported N/A
Expansion DA s q N/A
Chassis upporte
DAES5 Supported N/A
NTDK91 Chassis System  BBES Supported No
Main Chassis
NTDK92 Chassis System BB Supported N/A
Chassis
Expander
NTAK11 Main/Expansion  BD Supported Yes
Cabinet
NTC310 Media Gateway = AAEG6 Supported Yes
1010

The following figures show supported cabling options. The MGC card is
shown, but the Gateway Controller can aso be an CP MG card.
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Figure 182
MGC cabling in a Media Gateway

10/100Base T back

QoS

TLAN Switch IP Network ELAN Switch

Gateway Controller back Ethernet connections are MGU faceplate portsin a
MG 1010.
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Figure 183 on page 478 demonstrates the MGC cabling in a dua-homed
configuration.

Figure 183
MGC Dual-homed in a Media Gateway

MGC DSP96

10/100BaseT

Gateway Controller back Ethernet connections are MGU faceplate portsin a
MG 1010.
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Figure 184 on page 479 shows the MGC cabling from the backplane
connector to the MGC 100BT connector Cabinet.

Figure 184
MGC using MGC 100BT in a Cabinet
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Note 1: Internal backplane to MGC 100BT Adapter (NTDW6E3)
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Figure 185 on page 480 shows the MGC in a dual-homed configuration in a
Cabinet.

Figure 185
MGC Dual-homed in a Cabinet

Note 1: Internal backplane to MGC 100BT Adapter (NTDW6E3)
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Figure 186 on page 481 showsthe MGC and CP PM card asaSA Call Server

inaMedia Gateway.

Figure 186
SA Call Server in a Media Gateway

CP PM Call Processor
MGC
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Figure 187 on page 482 showsthe MGC and CP PM asa SA Call Serverina
Cabinet.

Figure 187
SA Call Server in a Cabinet
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Note 1: Internal from backplane to MGC 100BT
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Figure 188 on page 483 shows a SA Call Server with aSignaling Server ina
Media Gateway.

Figure 188
SA Call Server with SSin a MG

[cppm Signaling Server
CP PM Call Processor
MGC  DSP9%6
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Gateway Controller back Ethernet connections are MGU faceplate portsin a
MG 1010.
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Figure 189 on page 484 shows a SA Call server with aSignaling Server ina
Cabinet.

Figure 189
SA Call Server with SS in a Cabinet
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Figure 190 on page 485 shows the supported configuration for aDual-homed
SA Call Server in an MG 1010 chassis.

Figure 190
Dual-homed SA Call Server in an MG 1010

1. Dual-homed MGC blackplane TLAN and ELAN ports available on MGU.
2. Cable aperture in side of chassis.

3. Ethernet coupler. Use STP cables.

4. Partition for EMC/EMI.
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Appendix A: Supported cabling options.

Figure 191 on page 486 shows a Dua-homed HA Call Server with the HSP
in Media Gateways. High Availability is supported with CP PM cards only.

Figure 191
Dual-homed HA Call Server with HSP in Media Gateway

CP PM Signaling Server

|{cP PM Signaling Server

CP PM Call Processor

CP PM Call Processor

MGC

DSP96 MGC DSP96

~
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Gateway Controller back Ethernet connections are MGU faceplate portsin a
MG 1010.
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Figure on page 487 shows a Dual-homed HA Call Server with the HSPin

Cabinets.

Dual-homed HA Call Server with HSP in Cabinets

Note 1: Internal backplane to MGC 100BT Adapter (NTDW63)

Tonies BuiwuBis ivd o
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Figure 192 on page 488 shows a Dual-homed HA Call Server with a
dual-homed HSP in Media Gateways.

Note: This configuration does not support DSP daughterboards on the
MGC.

Figure 192
Dual-homed HA Call Server with a dual-homed HSP

T ———

CP PM Signaling Server |{cP PM Signaling Server
CP PM Call Processor CP PM Call Processor
MGC MGC

10/100BaseT . "" 10/100BaseT

Gateway Controller back Ethernet connections are MGU faceplate portsin a
MG 1010.
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Figure 193 on page 489 shows a Dual-homed HA Call Server with a
dual-homed HSP in Cabinets.

Note: This configuration does not support DSP daughterboards on the
MGC.

Figure 193
Dual-homed HA Call Server with dual-homed HSP
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Note 1: Internal backplane to MGC 100BT Adapter (NTDW63)
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Appendix B: Supported media and
memory sizes.

The following table lists supported media and memory sizes.

Note: Avayadoes not provide technical support for customer provided

media.
Table 71
Supported media and memory sizes
RMD FMD
Release and Call
Processor uSB CF CF HDD RAM
6.0
CP PIV VxWorks CS - 512 MB 1GB - 512 MB
CP PM VxWorks CS - 512 MB 1GB - 1GB
CP PM Linux (Co-Res) | - 2GB - 40 GB 2GB
7.0/7.5/7.6
CP PIV VxWorks CS - 512 MB 1GB - 512 MB
CP PM VxWorks CS - 512 MB 1GB - 1GB
CP PM Linux (Co-Res) | * 2GB - 40 GB 2GB
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Table 71

Supported media and memory sizes

RMD FMD
Release and Call
Processor UsB CF CF HDD RAM
CP DC Linux (Co-Res) | 4 GB - 160/250 2GB
MB 4 GB (7.6)
CP MG Linux (Co-Res) | 4 GB - 160/250 2GB
MB
4 GB (7.6)

* 4 GB USB appliesto installation of applications only.
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