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Notice

While reasonable efforts have been made to ensure that the
information in this document is complete and accurate at the time of
printing, Avaya assumes no liability for any errors. Avaya reserves the
right to make changes and corrections to the information in this
document without the obligation to notify any person or organization of
such changes.

Documentation disclaimer

“Documentation” means information published by Avaya in varying
mediums which may include product information, operating instructions
and performance specifications that Avaya generally makes available
to users of its products. Documentation does not include marketing
materials. Avaya shall not be responsible for any modifications,
additions, or deletions to the original published version of
documentation unless such modifications, additions, or deletions were
performed by Avaya. End User agrees to indemnify and hold harmless
Avaya, Avaya's agents, servants and employees against all claims,
lawsuits, demands and judgments arising out of, or in connection with,
subsequent modifications, additions or deletions to this documentation,
to the extent made by End User.

Link disclaimer

Avaya is not responsible for the contents or reliability of any linked
websites referenced within this site or documentation provided by
Avaya. Avaya is not responsible for the accuracy of any information,
statement or content provided on these sites and does not necessarily
endorse the products, services, or information described or offered
within them. Avaya does not guarantee that these links will work all the
time and has no control over the availability of the linked pages.

Warranty

Avaya provides a limited warranty on its hardware and Software
(“Product(s)”). Refer to your sales agreement to establish the terms of
the limited warranty. In addition, Avaya’s standard warranty language,
as well as information regarding support for this Product while under
warranty is available to Avaya customers and other parties through the
Avaya Support website: http:/support.avaya.com. Please note that if
you acquired the Product(s) from an authorized Avaya reseller outside
of the United States and Canada, the warranty is provided to you by
said Avaya reseller and not by Avaya. “Software” means computer
programs in object code, provided by Avaya or an Avaya Channel
Partner, whether as stand-alone products or pre-installed on hardware
products, and any upgrades, updates, bug fixes, or modified versions.

Licenses

THE SOFTWARE LICENSE TERMS AVAILABLE ON THE AVAYA
WEBSITE, HTTP://SUPPORT.AVAYA.COM/LICENSEINFO ARE
APPLICABLE TO ANYONE WHO DOWNLOADS, USES AND/OR
INSTALLS AVAYA SOFTWARE, PURCHASED FROM AVAYA INC.,
ANY AVAYA AFFILIATE, OR AN AUTHORIZED AVAYA RESELLER
(AS APPLICABLE) UNDER A COMMERCIAL AGREEMENT WITH
AVAYA OR AN AUTHORIZED AVAYA RESELLER. UNLESS
OTHERWISE AGREED TO BY AVAYA IN WRITING, AVAYA DOES
NOT EXTEND THIS LICENSE IF THE SOFTWARE WAS OBTAINED
FROM ANYONE OTHER THAN AVAYA, AN AVAYA AFFILIATE OR AN
AVAYA AUTHORIZED RESELLER; AVAYA RESERVES THE RIGHT
TO TAKE LEGAL ACTION AGAINST YOU AND ANYONE ELSE
USING OR SELLING THE SOFTWARE WITHOUT A LICENSE. BY
INSTALLING, DOWNLOADING OR USING THE SOFTWARE, OR
AUTHORIZING OTHERS TO DO SO, YOU, ON BEHALF OF
YOURSELF AND THE ENTITY FOR WHOM YOU ARE INSTALLING,
DOWNLOADING OR USING THE SOFTWARE (HEREINAFTER
REFERRED TO INTERCHANGEABLY AS “YOU” AND “END USER?”),
AGREE TO THESE TERMS AND CONDITIONS AND CREATE A
BINDING CONTRACT BETWEEN YOU AND AVAYA INC. OR THE
APPLICABLE AVAYA AFFILIATE (“AVAYA”).
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Heritage Nortel Software

“Heritage Nortel Software” means the software that was acquired by
Avaya as part of its purchase of the Nortel Enterprise Solutions
Business in December 2009. The Heritage Nortel Software currently
available for license from Avaya is the software contained within the list
of Heritage Nortel Products located at http://support.avaya.com/
Licenselnfo under the link “Heritage Nortel Products”. For Heritage
Nortel Software, Avaya grants Customer a license to use Heritage
Nortel Software provided hereunder solely to the extent of the
authorized activation or authorized usage level, solely for the purpose
specified in the Documentation, and solely as embedded in, for
execution on, or (in the event the applicable Documentation permits
installation on non-Avaya equipment) for communication with Avaya
equipment. Charges for Heritage Nortel Software may be based on
extent of activation or use authorized as specified in an order or invoice.

Copyright

Except where expressly stated otherwise, no use should be made of
materials on this site, the Documentation, Software, or hardware
provided by Avaya. All content on this site, the documentation and the
Product provided by Avaya including the selection, arrangement and
design of the content is owned either by Avaya or its licensors and is
protected by copyright and other intellectual property laws including the
sui generis rights relating to the protection of databases. You may not
modify, copy, reproduce, republish, upload, post, transmit or distribute
in any way any content, in whole or in part, including any code and
software unless expressly authorized by Avaya. Unauthorized
reproduction, transmission, dissemination, storage, and or use without
the express written consent of Avaya can be a criminal, as well as a
civil offense under the applicable law.

Third Party Components

“Third Party Components” mean certain software programs or portions
thereof included in the Software that may contain software (including
open source software) distributed under third party agreements (“Third
Party Components”), which contain terms regarding the rights to use
certain portions of the Software (“Third Party Terms”). Information
regarding distributed Linux OS source code (for those Products that
have distributed Linux OS source code) and identifying the copyright
holders of the Third Party Components and the Third Party Terms that
apply is available in the Documentation or on Avaya'’s website at: http://
support.avaya.com/Copyright. You agree to the Third Party Terms for
any such Third Party Components.

Note to Service Provider

The Product may use Third Party Components that have Third Party
Terms that do not allow hosting and may need to be independently
licensed for such purpose.

Preventing Toll Fraud

“Toll Fraud” is the unauthorized use of your telecommunications system
by an unauthorized party (for example, a person who is not a corporate
employee, agent, subcontractor, or is not working on your company's
behalf). Be aware that there can be a risk of Toll Fraud associated with
your system and that, if Toll Fraud occurs, it can result in substantial
additional charges for your telecommunications services.

Avaya Toll Fraud intervention

If you suspect that you are being victimized by Toll Fraud and you need
technical assistance or support, call Technical Service Center Toll
Fraud Intervention Hotline at +1-800-643-2353 for the United States
and Canada. For additional support telephone numbers, see the Avaya
Support website: http://support.avaya.com. Suspected security
vulnerabilities with Avaya products should be reported to Avaya by
sending mail to: securityalerts@avaya.com.

Trademarks

The trademarks, logos and service marks (“Marks”) displayed in this
site, the Documentation and Product(s) provided by Avaya are the
registered or unregistered Marks of Avaya, its affiliates, or other third
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parties. Users are not permitted to use such Marks without prior written
consent from Avaya or such third party which may own the Mark.
Nothing contained in this site, the Documentation and Product(s)
should be construed as granting, by implication, estoppel, or otherwise,
any license or right in and to the Marks without the express written
permission of Avaya or the applicable third party.

Avaya is a registered trademark of Avaya Inc.

All non-Avaya trademarks are the property of their respective owners,
and “Linux” is a registered trademark of Linus Torvalds.

Downloading Documentation

For the most current versions of Documentation, see the Avaya
Support website: http://support.avaya.com.

Contact Avaya Support

See the Avaya Support website: http://support.avaya.com for product
notices and articles, or to report a problem with your Avaya product.
For a list of support telephone numbers and contact addresses, go to
the Avaya Support website: http://support.avaya.com, scroll to the
bottom of the page, and select Contact Avaya Support.
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Chapter 1: New in this release

The following sections detail what is new in Avaya Element Manager System Reference — Administration,
NN43001-632 for Avaya Communication Server 1000 Release 7.6.

» Features on page 15
*» Other changes on page 16

Features

See the following sections for information about changes that are feature-related for Avaya
Communication Server 1000 (Avaya CS 1000) Release 7.6.

« Shared Bandwidth Management on page 15

Voice mail soft keys enable and disable

Communication Server 1000 Release 7.6 introduces the ability to enable voice mail soft keys
on IP Deskphones and M3900 Series digital telephones if using CallPilot as the messaging
system. This functionality can be enabled or disabled in the Features web page section of
Phones in Element Manager.

See Features web page on page 236.

Shared Bandwidth Management

The Shared Bandwidth Management (SBWM) feature allows bandwidth to be shared
dynamically between multiple bandwidth consumers in a single location; you can configure
and manage SBWM using Element Manager. New configuration options have been added to
the following screens:

« Element Manager > Routes and Trunks > Routes and Trunks
« Element Manager > System > I[P Network > Zones

» Element Manager > System > I[P Network > IP Telephony Nodes

For more information, see Zones on page 171, Zone Diagnostics on page 106. Features and
Services Fundamentals — Book 6 of 6 (S to Z), NN43001-106, and Converging the Data
Network with VolP Fundamentals, NN43001-260.
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New in this release

Other changes

There are no other changes for this release.

Revision history
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November 2011

October 2011
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September 2011

July 2011

June 2011

May 2011

March 2011

February 2011

November 2010

Element Manager System Reference - Administration

Standard 06.01. This document is up-issued to support Avaya
Communication Server 1000 Release 7.6.

Standard 05.14. This document is up-issued for changes in
technical content. The List number ranges for procedures Adding a
Speed Call List and Adding a Group Hunt List have been revised.

Standard 05.13. This document is up-issued for changes in
technical content. The System Date and Time and Current system
Date and Time sections have been updated.

Standard 05.12. This document is up-issued for changes in
technical content. The Element Manager Local login section has
been updated.

Standard 05.11. This document is up-issued for changes in
technical content. The System Date and Time and Current system
Date and Time sections have been updated.

Standard 05.10. This document is up-issued to support the removal
of content for outdated features, hardware, and system types.

Standard 05.09. This document is up-issued for changes in
technical content.

Standard 05.08. This document is up-issued for changes in
technical content.

Standard 05.07. This document is up-issued for changes in
technical content. Information has been added to the IP Telephony
Nodes section.

Standard 05.06. This document is published to support Avaya
Communication Server 1000 Release 7.5.

Standard 05.05. This document is up-issued for changes in
technical content. Java Runtime Environment versions compatible
with a Virtual Terminal Emulator are listed in Virtual Terminals on
page 37.

Standard 05.04. This document is published to support Avaya
Communication Server 1000 Release 7.5. This document includes
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Other changes

information about how to restore IP Telephony Nodes from a prior-
Release Call Server.

Standard 05.01 to 05.03. These documents are issued to support
Avaya Communication Server 1000 Release 7.5.

Standard 04.08. This document is up-issued for changes in
technical content. The Element Manager Local login section has
been updated.

Standard 04.07. This document is up-issued to update content for
Communication Server 1000 Release 7.0.

Standard 04.06. This document is up-issued to update content for
Communication Server 1000 Release 7.0. Information has been
added to the IP Telephony Nodes section.

Standard 04.05. This document is up-issued for changes in
technical content.

Standard 04.04. This document is up-issued to update content for
Communication Server 1000 Release 7.0.

Standard 04.03. This document is up-issued to update content for
Communication Server 1000 Release 7.0.

Standard 04.02. This document is up-issued to update content for
Avaya Communication Server 1000 Release 7.0.

Standard 04.01. This document is up-issued to support
Communication Server 1000 Release 7.0.

Standard 03.19. This document is up-issued to support MG
XPEC.

Standard 03.18. This document is up-issued to provide information
concerning deploying more that one Element Manager to manage
a single Call Server and the effects on the EM Phone provisioning
application and to provide a procedure for removing control M
characters from TM configuration files.

Standard 03.17. This document is up-issued to support
Communication Server 1000 Release 6.0. This document may
contain information on or refer to products and naming conventions
that are not supported in this release. This information is included
for legacy purposes and convenience only. This includes but is not
limited to items, such as: SSC; ISP 1100; ITG Pentium cards; and
Media Cards running certain IP Line applications.

Standard 03.16. This document is up-issued to support
Communication Server 1000 Release 6.0. This document may
contain information on or refer to products and naming conventions
that are not supported in this release. This information is included
for legacy purposes and convenience only. This includes but is not
limited to items, such as: SSC; ISP 1100; ITG Pentium cards; and
Media Cards running certain IP Line applications.
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July 2008

April 2008

March 2008

February 2008

January 2007

December 2007

August 2007

June 2007

May 2007

August 2005

September 2004

October 2003

Standard 02.15. This document is up-issued to update the Station
Fast Sync feature section.

Standard 02.14. This document is up-issued to add patching
information.

Standard 02.12. This document is up-issued to add information
about Zone 0 and CR Q01834961.

Standard 02.11. This document is up-issued to reflect changes in
technical content.

Standard 02.10. This document is up-issued to reflect changes in
technical content.

Standard 02.09. This document is up-issued to support
Communication Server 1000 Release 5.5.

Standard 01.05. This document is up-issued to support Microsoft
Exchange Server 2007 Unified Messaging.

Standard 01.03. This document is up-issued for: (1) to specify that
PDT access is required to access the Element Manager patching
feature. (2) to indicate that the rows in the Excel spreadsheet must
be completed sequentially. (3) to correct the graphic Digit
Conversion Tree Configuration Web page. (4) to provide more
information about QoS threshold values. (5) to correct the graphic
Clock Controller Basic Properties Web page.

Standard 01.01. This document is up-issued to support
Communication Server 1000 Release 5.0. This document contains
information previously contained in the following legacy document,
now retired: Element Manager System Administration
(553-3001-332).

Standard 3.00. This document is up-issued to support
Communication Server 1000 Release 4.5.

Standard 2.00. This document is up-issued for Communication
Server 1000 Release 4.0.

Standard 1.00. This document is new for Succession 3.0. It was
created to support a restructuring of the Documentation Library. This
document contains information previously contained in the following
legacy document, now retired: Element Management
(553-3023-222). Some content from Element Management
(553-3023-222) also appears in Succession 1000 Element
Manager: Installation and Configuration (553-3001-232).
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Chapter 2: Customer service

Visit the Avaya Web site to access the complete range of services and support that Avaya provides. Go
to www.avaya.com or go to one of the pages listed in the following sections.

Navigation

« Getting technical documentation on page 19

« Getting product training on page 19

« Getting help from a distributor or reseller on page 19

« Getting technical support from the Avaya Web site on page 20

Getting technical documentation

To download and print selected technical publications and release notes directly from the
Internet, go to www.avaya.com/support.

Getting product training

Ongoing product training is available. For more information or to register, go to
www.avaya.com/support. From this Web site, locate the Training link on the left-hand
navigation pane.

Getting help from a distributor or reseller

If you purchased a service contract for your Avaya product from a distributor or authorized
reseller, contact the technical support staff for that distributor or reseller for assistance.
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Customer service

Getting technical support from the Avaya Web site

The easiest and most effective way to get technical support for Avaya products is from the
Avaya Technical Support Web site at www.avaya.com/support.
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Chapter 3: Introduction

This document is a global document. Contact your system supplier or your Avaya representative to verify
that the hardware and software described are supported in your area.

Subject

This document describes the Element Manager interface.

Applicable Systems

This document applies to the following Avaya Communication Server 1000 (Avaya CS 1000)
systems:

« Communication Server 1000M Single Group (CS 1000M SG)

» Communication Server 1000M Multi Group (CS 1000M MG)

» Communication Server 1000E (CS 1000E)

Intended Audience

This document is intended for individuals responsible for administering CS 1000 and Meridian
1 systems.
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Conventions

Terminology

In this document, the following systems are referred to generically as system:
» Communication Server 1000E (CS 1000E)
» Communication Server 1000M (CS 1000M)
* Meridian 1

Related information

This section lists information sources that relate to this document.

Technical Documentation

The following technical documents are referenced in this document:

« Avaya Unified Communications Management Common Services Fundamentals,
NN43001-116

« Avaya Signaling Server IP Line Applications Fundamentals, NN43001-125

« Avaya Network Routing Service Fundamentals, NN43001-130

« Avaya SIP Line Fundamentals, NN43001-508

* Avaya Co-resident Call Server and Signaling Server Fundamentals, NN43001-509
« Avaya Subscriber Manager Fundamentals, NN43001-120

« Avaya Transmission Parameters Reference, NN43001-282

« Avaya Dialing Plans Reference, NN43001-283

* Avaya Security Management Fundamentals, NN43001-604

¢ Avaya Linux Platform Base and Applications Installation and Commissioning,
NN43001-315

* Avaya System Management Reference, NN43001-600
* Avaya Communication Server 1000 Fault Management - SNMP, NN43001-719

22 Element Manager System Reference - Administration March 2013
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Related information

» Avaya Software Input Output Reference — Maintenance, NN43001-711
» Avaya Branch Office Installation and Commissioning, NN43001-314

» Avaya System Redundancy Fundamentals, NN43001-507

» Avaya Software Input Output Administration, NN43001-611
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Chapter 4: Overview

Contents

This chapter contains information about the following topics for Avaya Communication Server
1000 (Avaya CS 1000):

« Element Manager overview on page 25

« Key features on page 27
« Signaling Server on page 27

« Call Server and Media Gateway on page 28

« IP Line and Voice Gateway on page 28

Element Manager overview

Element Manager is a Web-based user interface used to configure and maintain Avaya CS
1000 components.

Element Manager is deployed with the Avaya Unified Communications Management solution
on a Linux based operating system. UCM provides logon and security features for Element
Manager.

For more information about UCM, see Avaya Unified Communications Management Common
Services Fundamentals, NN43001-116.

For more information about installing the Linux operating system, see Avaya Linux Platform
Base and Applications Installation and Commissioning, NN43001-315.

With Subscriber Manager, an administrator can create an account, publish/display phone
attributes, and add and configure phone services for subscribers with available Templates in
Element Manager. A template contains attributes common to a CS 1000 phone type. Once a
template is created, you can use it to apply these common attributes to a group of phones,
without having to repetitively define the same value for each phone. In general, using a
template is a more efficient method of adding large numbers of phones than maintaining each
phone individually.
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© Note:

It is possible to deploy more than one EM pointing to a Call Server using Deployment
Manager, but the EM Phone provisioning application ( Phones) does not support this. See,
Limitations of deploying multiple Element Managers to manage a single Call Server on
page 292.

Element Manager is a simple and user-friendly Web-based interface that supports a broad
range of system management tasks, including:

« configuration and maintenance of IP Peer and IP Telephony features

« configuration and maintenance of traditional routes and trunks

« configuration and maintenance of numbering plans

« configuration of Call Server data blocks

* maintenance commands, system status inquiries, backup and restore functions
« patch upload, patch activation, firmware download

Element Manager has many features to help administrators manage systems with greater
efficiency. Examples are as follows:

* Web pages provide a single point-of-access to parameters that were traditionally available
through multiple overlays.

« Parameters are presented in logical groups to increase ease-of-use and speed-of-
access.

* The hide or show information option enables administrators to see information that relates
directly to the task at hand.

* Full-text descriptions of parameters help administrators reduce configuration errors.

« To simplify response selection, configuration screens offer preselected defaults, lists,
checkboxes, and range values.

* To simplify the importing of phones to the database a Comma Separated Value (CSV) file
can be used.

O Note:

All screen captures in this chapter are applicable to CS 1000E and CS 1000M systems.
Where there is no indicator, the screen and commands are available on both.

@ Note:
Option 81C and 61C must be upgraded to a CS 1000 M (SG or MG) in order to deploy it
with UCM.
26 Element Manager System Reference - Administration March 2013
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Key features

Key features

The following functional areas can be accessed using Element Manager:

¢ Links — Provides access to Virtual Terminal sessions.

« IP Network — Helps the user access all functions related to managing IP Networks. These
functions include data and physical structure configuration, high-profile operational
activities, and administrative/maintenance functions.

« System — Provides access to system-wide configuration and basic hardware/software
management, including supported maintenance overlays and configuration.

» Customers — Allows the user to view and edit customer properties.

* Routes and Trunks — Provides access to all functions required to create and manage
trunks.

« Dialing and Numbering Plans — Provides a way to configure all Electronic Switched
Network (ESN) data blocks for the Call Server. Network Routing Service cannot be
launched from inside EM from CS 1000 Release 6.0 onwards. To access configuration
for the Network Routing Service (NRS), you must log on through UCM.

* Phones— Enables users to import and configure phones for the Call Server.

« Tools — Provides general administrative tools, features and functions, and allows the user
to find and access task-related pages, including Reports.

 Security — Allows the user to perform Security functions, including IP Security.

Signaling Server

Element Manager enables administrators to perform the following activities on the Signaling
Server:

* reset

* access the maintenance window

« download new IP Phone firmware

« upgrade IP Phone firmware

* view report log

 view Operational Measurements (OM) data
* Telnet

* patching
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« increase Virtual Trunk capacity and perform configuration tasks on Virtual Trunks

« configure and manage the Web-based services for Personal Directory, Redial List, and
Callers List

« add, delete, view, and edit Signaling Server information

Call Server and Media Gateway

For Call Server and Media Gateway, Element Manager enables administrators to configure
and manage the following data:

« Configuration Record
» Customer Data Block
* Route Data Blocks

* Trunks

« ESN Data Block

* Patching

To learn more about parameters that can be configured and managed in Element Manager,
see Avaya System Management Reference, NN43001-600 .

IP Line and Voice Gateway

Element Manager enables administrators to perform the following activities on the IP Line and
Voice Gateway Media Cards:

« View and configure Simple Network Management Protocol (SNMP) parameters and add
IP addresses for forwarding SNMP traps.

« View and configure Voice Gateway profile data.
« View and edit Quality of Service (QoS) parameters.

» Use Local Area Network (LAN) configuration to configure the Management LAN (ELAN)
subnet, Telephony LAN (TLAN) subnet, and Routes.

« View and edit Simple Network Time Protocol (SNTP) Server and Client information.

* View and configure file server access for downloading firmware for IP Phones.

28 Element Manager System Reference - Administration March 2013
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IP Line and Voice Gateway

« View and select the Loss and Level Plan for the country. For more information about
selecting the Loss and Level Plan for the country, see Avaya Transmission Parameters
Reference, NN43001-282 .

» Add, remove, view, and edit card properties of Voice Gateway Media Cards.

To learn more about IP Line and Voice Gateway Media Card parameters that can be configured
and managed in Element Manager, see Avaya Signaling Server IP Line Applications
Fundamentals, NN43001-125.

The following maintenance activities are supported when using Element Manager for IP Line
and Voice Gateway Media Card:

« reset Voice Gateway Media Card

« enable/disable Voice Gateway Media Card

* access the maintenance window to the Voice Gateway Media Card
» download new loadware/firmware for upgrades

* run Syslog reports

« obtain Operational Measurement (OM) data

* Telnet to the card

* patching

To learn more about the IP Line and Voice Gateway maintenance activities that are supported
by Element Manager, see |IP_Network on page 123.
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Chapter 5: How to use Element Manager

Contents

This chapter contains information about the following topics:

 Launching Element Manager on page 31

« Element Manager Local logon on page 31

 Timeout after a period of inactivity on page 32

« File uploads in Internet Explorer on page 33

« ActiveX configuration in Internet Explorer on page 33
« Navigation on page 33

« Configuring data on page 36

« Logging off on page 36

Launching Element Manager

You can launch the Element Manager from the UCM or using local login method. Element
Manager is installed with the Avaya Unified Communications Management (UCM) solution on
a CP PM server or on one of the Commercial off the shelf (COTS) servers.

Start Element Manager from the UCM solution. This solution supports Single Sign-on so that
you can access multiple systems. Users access UCM Common Services through Microsoft
Internet Explorer 6.02600 or later. For information about how to log on to UCM Common
Services, configure the UCM Common Services, and log on to Element Manager, see Avaya
Unified Communications Management Common Services Fundamentals, NN43001-116.

Element Manager Local logon

Local log in to Element Manager typically occurs when you perform an initial system set up,
or when connectivity is lost and you cannot perform a network log in to Element Manager.
When you log in to Element Manager locally, you must provide a Call server IP address.
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How to use Element Manager

O Note:

To access the local login page, type the url in the Web browser Address bar and press
Enter. You must enter the url in one of the following formats:

« https://<FQDN of the server where the EM application is installed>/emWebLocal/
« https://<IP address of the server where the EM application is installed>/emWebLocal/

systern and network 15 PRIVATE and PROPRIETARY of [company name] and
ed by anthorized users. Unanthorized use of this computer system or UserID: |

may only be an

nety 15 3 hibited and may be subject to eriminal prosecution, employee discipline

up to and inchiding discharge, or the termination of the vendorizervice contracts. The cwmesz, Password: I
or its agents, may monitor any activity or commmnication on the computer system or

network Call server IP: |

Login I
Figure 1: Element Manager Login page

When you access Element Manager locally, you cannot access the following links.

* Nodes: Servers, Media Cards
* Maintenance and Reports

* Call Server PEP

* File Upload

« IP Phone Firmware

* Voice Gateway Media Card

» Media Cards PEPS

* Date and time

* Phones

Timeout after a period of inactivity

Element Manager times out after a period of inactivity. Sessions end without warning, from all
Element Manager Web pages, with one exception—the Edit Web pages. When you work on
this Web page, a message appears that warns of the impending timeout action. Click OK (on
the warning message) within the remaining timeout period (5 minutes) to reset the timer. If no
response occurs within the five-minute warning period, the session ends, and you must log in
again. Data modifications made on screen, but not submitted to the system, are lost.
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File uploads using Internet Explorer

File uploads using Internet Explorer

To upload files in Internet Explorer you must provide the full local file path. In Internet Explorer,
navigate to Tools > Internet Options > Security > Custom level.... In the Security settings
dialog box enable Include local directory path when uploading files to a server.

ActiveX configuration in Internet Explorer

Element Manager uses ActiveX controls in several of the Internet Explorer pages. You must
make the following required IE settings for Element Manager to work properly.

» Change or configure the Security settings.

* Goto Tools > Internet Options > Security > Custom Level. Add the Element Manager
site to the Trusted Site Zone. In the Security Settings dialog box for the appropriate zone,
select Enable or Prompt for the Initialize and script ActiveX controls not marked as

safe.
If Disable is selected, then you receive the following error:

Automation server can not create object.

Navigation

The Element Manager navigator is on the left side of the Web page as shown in Figure 2:
Element Manager navigator on page 34.
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- UCM Network Services Navigation continued
-Home
-Links - Customers
=Yirtual Terminals _Routes and Trunks
- System - Routes and Trunks
- Alarms - D-Channels
- Events - Digital Trunk Interface
- S_NMP - Dialing and Humbering Plans
- Maintenance - Electronic Switched Metwaork
- Core Equipment - Flexible Gode Restriction
_Iéizzflnups - Incoming Digit Translation
- MSDLMISP Cards _Iiljr'ﬁ;ates
- Conference/TDS/Multifrequency Cards —Reports
- Tone Senders and Detectors — Wiz
—::;e“prtl;raLEquipment _Lists
- etwar] .
- Modes: Servers, Media Cards :Eﬂzopet_mes
- Maintenance and Reports gration
- Media Gateways - Tools
_Zones - Backup and Restore
- Host and Route Tables - Call Server _
- Netwark Address Translation (MAT) - Persanal Directories
- 005 Thresholds - Call Server Initialization

- Date and Time
- Logs and reports
- |P Telephony Modes

- Persanal Directories
- Unicode Name Directory

- Interfaces :
- Application Module Link -IP Phane Locatian
_alue Added Server - Equipped Feature Packages

- Peripheral Software Wersion Data
- System License Parameters
- Operational Measurements

- Property Management System
-Engineared Walues
- Emergency Services

- Serdce Parameters -Security
-Access Numhbers and Routing - Pagswords
-Emergency Response Location - Systern Passwords
- Subnet Information - Customer Passwords
- Dynamic ELIM - Policies
-Wirtual Cffice Phone - Media
- Geagraphic Redundancy - System Keys
- Database Replication Control - File Transfer
- State Control - Port Access Restrictions
- Software - Lagin Options
- File Upload - Shell Login
- IP Fhone Firmware - Access YWYarning

-Woice Gatewsay Media Card
- Media Cards PEP=

Figure 2: Element Manager navigator

Links in the Element Manager navigator are structured as follows:
* Home
e Links
- Virtual Terminals
e System
- Alarms
- Maintenance

- Core Equipment
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Navigation

- Peripheral Equipment
- IP Network
- Interfaces
- Engineered Values
- Emergency Services
- Geographic Redundancy
- Software
* Customers

* Routes and Trunks

- Routes and Trunks
- D-Channels
- Digital Trunk Interface
* Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction
- Incoming Digit Conversion

* Phones

- Templates
- Reports
- Views
- Lists
- Properties
- Migration
* Tools
- Backup and Restore
- Call Server Initialization
- Date and Time
- Logs and Reports
* Security
- Passwords
- Policies

- Login Options
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During periods of high call volume, Element Manager Web pages load slowly.

Configuring data

In many cases, you can edit data using configuration Web pages. At the bottom of the
configuration Web pages, the following four buttons appear:

* Submit — Transmits changes to the Call Server.

» Refresh— Refreshes data from the Call Server. Refresh overwrites any changes not yet
submitted.

» Delete — Deletes the item being edited or configured.

» Cancel — Discards the changes and returns to the appropriate configuration page.

Logging off

To log off Element Manager and UCM, click the Logout link in the top right corner of the Web
page.
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Chapter 6: Links

Contents

This chapter contains information about the following topics:

« Introduction on page 37

« Virtual Terminals on page 37

Introduction

The features available under the Links branch of the Element Manager navigator enable
Element Manager to be the single point of management access to Web pages and character-
based interfaces.

Use the Virtual Terminal feature to access any IP-based elements on the network. On the Call
Server, you can access context-sensitive online help, which provides detailed information
about system prompts and error messages.

Virtual Terminals

Click the Virtual Terminals link to open the Virtual Terminal Sessions Web page as shown in
Figure 3: Virtual Terminal Sessions Web page on page 38.
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Links

Managing: 192.167.100.3
Links » Virtual Terminal Sessions

Virtual Terminal Sessions

Add.. | Edi. Delete | Refresh

Hame IP Address Type
1 Call Servar 192.167.100.3 Call Server

Figure 3: Virtual Terminal Sessions Web page

The Virtual Terminal Sessions Web page enables users to bookmark the connection details to
any IP-based element on the network. Virtual Terminal can be used to connect to an element
which supports Telnet, Rlogin or SSH2.

Virtual Terminal (VT) sessions are secured using SSL and SSH. If the element doesn’t support
SSH then normal TCP fallback is also provided (either to the Telnet or Rlogin server) to connect
to the elements.

O Important:
Java Runtime Environment (JRE) version 1.5 or higher must be installed for the Virtual
Terminal Emulator to run properly.

Follow the steps in Adding a Virtual Terminal session on page 38 to add a Virtual Terminal
Session .

Adding a Virtual Terminal session

1. On the Virtual Terminal Sessions Web page, click Add.

The Add Virtual Terminal Session Web page appears, as shown in Figure 4: Add
Virtual Terminal Session Web page on page 38.

Managing 192.167.100.3
Links » Virtual Terminal Sessions s Add Virtual Terminal Session

Add Virtual Terminal Session

Name; |
IP Address:

Type: | Signaling Server |

Save | Cancel |
Figure 4: Add Virtual Terminal Session Web page
2. Type the Name and IP Address for the session.
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Virtual Terminals

3. From the list, select the Type.
4. Click Save to save.

OR

To cancel the session, click Cancel.

To access a Virtual Terminal Session that is already created, click the name of the Virtual
Terminal Session on the Virtual Terminal Sessions Web page. A Virtual Terminal window
appears in a separate browser window.

© Note:

Virtual terminal prompts for pdt2 password, but you can press Enter and give the adminl or
admin2 password to get connected, and pdt2 password is not mandatory if you start Virtual
Terminal through UCM.

© Note:

Upon initial launch of Virtual terminal, the user is prompted for the PDT2 level password.
Entering this password will navigate user to the PDT2 shell of the Call Server. The user can
also carriage return past the PDT2 password prompt. This action will prompt the user for a
new username for other accounts on the Call Server. The user can provide adminl oradmin2
login credentials allowing overlay access to the Call Server.

@ Note:
For security reasons, each Virtual Terminal session is forced to time out in 20 minutes.

The Virtual Terminal window provides a menu with the following items:

 Current Overlay
e Current Prompt
« Search M1 Help Files
» About Terminal Client

When the user enters an overlay, the Current Overlay and Current Prompt menu items are
enabled.

Click the Help -> Current Overlay link to open a Help window containing help for that particular
overlay.

Click the Help -> Current Prompt link to open a Help window explaining the definition of the
prompt, along with acceptable responses.

Follow the steps in Editing an existing Virtual Terminal session on page 39 to edit an existing
Virtual Terminal session.

Editing an existing Virtual Terminal session

1. Select the radio button beside the appropriate Virtual Terminal name on the Virtual
Terminal Sessions Web page.

2. Click Edit.
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The information about the Virtual Terminal Session selected is displayed in the
fields.

3. Edit the Name and IP Address values as necessary.

4. To change this session so that it logs into a Call Server, select the Call Server check
box.

5. Click Save to save the changes.
6. Click Cancel to undo any changes made.
Deleting an existing Virtual Terminal Session
1. Select the radio button beside the appropriate Virtual Terminal name on the Virtual
Terminal Sessions Web page.
2. Click Delete to remove the Virtual Terminal Session information completely.

Edit Event ERR1

This Edit Event ERR1 Web page contains site-specific preferences for event severities as well
as criteria for severity escalation.

Managing: 192.168.55.192 Usermame: admin2
System » Alarms » Events » Event Defaults and Prafarences » Edit Event ERRY

Edit Event ERR1

Severity: | Information |

Escalation value: |0 |

]

This page contains two fields as follows:

« Severity: User can change the severity of the event by changing the value of this field. It
has the following options:

- Default

- Information
- Minor

- Major

- Critical

» Escalation value: The escalation threshold specifies a number of events per window
timer length that, when exceeded, causes the event severity to be escalated up one level.
The window timer length is set to 0 minute by default. Escalation occurs only for minor or
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Edit Event ERR1

major alarms. Escalation value must be less than the universal suppression threshold
value. This field can have values from 0O to 14.
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Chapter 7: System

Contents

This chapter contains information about the following topics for Avaya Communication Server
1000 (Avaya CS 1000):

« Introduction on page 44
» Maintenance on page 50

« Application Module Link Diagnostics on page 54

« Background Signaling and Switching Diagnostics on page 56

« Call Trace Diagnostics on page 57

« Clock Controller Diagnostics on page 61

« Core Common Equipment Diagnostics on page 63

« Core Input/Output Diagnostics on page 66

« D-channel Diagnostics on page 68

« D-Channel Expansion Diagnostics on page 70

« Digital Trunk Diagnostics on page 72

« Digital Trunk Maintenance Diagnostics on page 75

« Emergency Services Diagnostics on page 77

« Ethernet Diagnostics on page 79

« Ethernet Quality of Service Diagnostics on page 83

* Input/Output Diagnostics on page 84

« Intergroup Switch and System Clock Generator Diagnostics on page 86

« MSDL Diagnostics on page 89

» Multifrequency Sender Diagnostics on page 91

» Multifrequency Signaling Diagnostics on page 92

» Network and Peripheral Equipment Diagnostics on page 94

* Network and Signaling Diagnostics on page 99
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» TMDI Diagnostics on page 101

« Tone and Digit Switch Diagnostics on page 103

* Trunk Diagnostics on page 104

» Zone Diagnostics on page 106

* Loops on page 108

 Superloops on page 111
* MSDL/MSIP Cards on page 113

» Conference/TDS/Multifrequency Cards on page 115

» Tone Senders and Detectors on page 115

» Digitone Receivers on page 116

» Multi Frequency Receivers on page 116

* Delete Multiple Multi Frequency Receivers on page 117

* Class Modem Units on page 118

* Delete Multiple Class Modem Units on page 119

» Extended Dial Tone Detectors on page 119

« Peripheral Equipment on page 121

Introduction

44

The System branch of the Element Manager navigator provides access to diagnostic tools
that enable users to issue a variety of commands to the components of the CS 1000
system.

The following buttons appear on some or all of the System Web pages:

* Submit — Transmits changes to the Call Server.

» Refresh — Refreshes data from the Call Server. Refresh overwrites any changes not yet
submitted.

» Cancel — Discards the changes and returns to the appropriate configuration Web
page.
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Events

Events

To configure or edit Events information, click the Alarms > Events link in the System branch

of the Element Manager navigator. The Events Web page appears as shown in Figure 5:
Events Web page on page 45.

Managing 192.167.102.3
System » Alarms s Everts

Events

Event Defaults and Preferences

Associates events with a default severity, Contains site-specific preferences for event severities as well as criteria for severity escalation and
alarm suppression,

System Events
Captures and maintains a list of all processor-hased system events.

Figure 5: Events Web page

To display event default severity, event thresholds and site-specific event preferences, click
the Event Defaults and Preferences link to open the Event Defaults and Preferences Web
page as shown in Figure 6: Event Defaults and Preferences Web page on page 46.
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Managing: 192.167.102.3
System » Alarms » Events » Event Defaults and Preferences

Event Defaults and Preferences

Thresholds

Glabal Window Timer Length: 1 minute
Suppression Threshold Value: 13

Search for Event Defaults
Criteria:
O Severity, Infa v

(O EventCategaory: Lookup

Event Defaults

Event Preference Table

EventKey s Severity

Figure 6: Event Defaults and Preferences Web page

Escalation Value Hits

To edit the Suppression Threshold Value and Global Window Timer Length that are
common to all events, in the Thresholds section click Edit. The Edit Thresholds Web page
appears as shown in Figure 7: Edit Thresholds Web page on page 46.

Managing: 192.167.102.3

System » Alarms » Events » Event Defaults and Preferences » Edit Thresholds

Edit Thresholds

Global Window Timer Length: |1

 (1- 680 minutes)

Time used to measure both the escalation and suppression thresholds

Suppression Theshold Value: 15

#Applies to all events and suppresses events that flood the system

Figure 7: Edit Thresholds Web page

Enter the desired changes and click Save.

Search for event defaults by clicking either the Severity or Event Category radio buttons.
Type the search criteria and click Search. The results appear in the Event Defaults section.
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Import Event Preference Table (EPT)

To maintain a list of system events, from the Events Web page click the System Events link.

The System Events Web page appears as shown in Figure 8: System Events Web page on
page 47.

Managing: 192.167.102.3
System » Alarms » Events » System Events

System Events

Collection Limits

Systemn Event List Size: 500

# of Events: 500 Refresh

Printing [100%] (500 of 500) mosSt recent events
AUDOOO

AUDOOOD

AUDOOO

AUDODO

AUDOOO

AUDOOD

ATDOOD

Figure 8: System Events Web page

The System Event List Size value in the Collection Limit section is the upper limit to the
number of events collected in the System Event List. To edit this limit, click Edit.

All events collected in the system event list are displayed in the text area at the bottom of the
page.

Use this page to import an Event Preference Table from a user specified location to the
switch.

Import Event Preference Table (EPT)

Use this page to import an Event Preference Table from a user specified location to the
switch.

To display this page, choose System > Alarms > Events > Event Defaults and
Preferences. In the Event Preference Table section, click Import.

The Event Preference Table page appears.
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© Note:

The user must change the Security settings in Microsoft Internet Explorer while importing
the EPT. This file resides at the user PC which uses ActiveX FileSystemObiject for validation.
This provides access to the local file system of the PC using even JavaScript code. Microsoft
IE has a field called "Initialize and script ActiveX controls not marked as safe" under IE ->
Tools -> Security -> Custom Level. This field must be configured either to "Prompt" or
"Enable”. When this field is disabled, IE cannot create ActiveX objects, which causes an
error called "Automation server can not create object” and validation for the file fails. If the
IE Security level setting is High, ActiveX controls are not allowed. Therefore, configure the
IE security level to Medium, with the specified field configured to either "Prompt" or
"Enable".

Import Event Preference Table

1. Click Browse, to browse for the Event Preference Table.
2. Click Import & Activate to import the Event Preference Table to the switch.

3. Click Cancel to return to the Event Defaults and Preferences page, without
importing a Event Preference Table to the switch.

SNMP

The SNMP Profile Manager provides a common interface for configuring SNMP parameters
on all CS 1000 Network Elements. You can use SNMP Profile Manager which is part of the
UCM solution, to add, modify and delete SNMP profiles. Profiles can be configured and
assigned to the following types of UCM managed elements:

* Element Manager
« Call Server (configuration settings are migrated to the SS, VGMC, and MGC)
* NRSM (configuration settings are migrated to NRS)

Fault management is implemented in Element Manager.

To configure or edit SNMP information, click the Alarms > SNMP link in the System branch of
the Element Manager navigator. The SNMP Configuration Web page appears as shown in
Figure 9: SNMP Configuration Web page on page 49.
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SNMP

Maraging: 172.16.100.2
System = Alarms » SMMP Configuration

SNMP Configuration

System Info

System name: |System Mame

System contact: ISystem Contact

System location: ISystem Location

Mavigation site name: INavigatiDn Site MNa
Mavigation system name: INavigatiDn Systerr

Management Information Base Access

Adminstrator graup 1: |admingruup1 &

Adminstrator graup 2 |admingruup2 &

Adminstrator group 3 |admingruup3 *

Systerm management read: |Dtm123 *

Systern managerment readivrite: |Dtm321 *
Alarm

Trap community: Ipublic
Alarmthreshold:lNone 'I

Alarms below thiz threshold will be supressad

Options: [ Enable trap sending
Trap Destination:

IP address 1:| Port1: I
IP address 2:| Port 2: I
IP address 3:| Paort 3 |

Figure 9: SNMP Configuration Web page

The information entered on this Web page corresponds to the SNMP data traditionally
configured using LD 117 - Ethernet and Alarm Management.
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The SNMP parameters are grouped in three logical groups in the SNMP Configuration Web
page:

» System Info
» Management Information Base Access

e Alarm

Configuration of SNMP by Element Manager at the system level propagates upward to the
SNMP Profile Manager. Changes made in Element Manager apply to all CS 1000 elements.

For detailed information about SNMP, see Avaya Communication Server 1000 Fault
Management - SNMP, NN43001-719.

Maintenance

When the user clicks the Maintenance link in the System branch of the Element Manager
navigator, the Maintenance Web page appears. The user can choose how the options appear.
If the user chooses Select by Functionality, the diagnostic tool options appear according

functionality as shown in Figure 10: Maintenance diagnostic tools presented by functionality on
page 51.
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Maintenance

Managing: 1721610030 Username: admin
System » Maintenance

Maintenance

" Select by Overlay Select by Functionality

Select by Functionality=

AML Diagnostics

Background Signaling and Switching

Call Trace Diagnostics

Centralized Software Upgrade

Clock Controller Diagnostics

Conference Circuit Diagnaostic

Core Common Equipment Diagnostics

Care InputiCutput Diagnaostics

D-Channel Diagnostics

C-Channel Expansion Diagnostics

Digital Trunk Diagnostics

Cigital Trunk Maintenance Diagnostics
Emergency Services Diagnostics

Ethernet Diagnostics

Ethernet Quality of Service Diagnostics
Geographic Redundancy Diagnostics
InputfCutput Diagnostics

MEDL Diagnostics

Multifrequency Sender Diagnostics
Multifrequency Signaling Diagnostics s
Metwork and Peripheral Equipment Diagnostics
Metwork and Signaling Diagnostics

TMDI Diagnostics hd|

Figure 10: Maintenance diagnostic tools presented by functionality

The following tool options are available from this Web page:

« AML Diagnostics

» Background Signaling and Switching

« Call Trace Diagnostics

« Centralized Software Upgrade

* Clock Controller Diagnostics

» Conference Circuit Diagnostic

« Core Common Equipment Diagnostics
 Core Input/Output Diagnostics

* D-Channel Diagnostics

« D-Channel Expansion Diagnostics

* Digital Trunk Diagnostics

« Digital Trunk Maintenance Diagnostics
* Emergency Services Diagnostics

« Ethernet Diagnostics
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« Ethernet Quality of Service Diagnostics
» Geographic Redundancy Diagnostics

* Input/Output Diagnostics

* InterGroup Switch & System Clock

» MSDL Diagnostics

« Multifrequency Sender Diagnostics

« Multifrequency Signaling Diagnostics

* Network and Peripheral Equipment Diagnostics

» Network and Signaling Diagnostics
* TMDI Diagnostics

« Tone and Digit Switch Diagnostics
 Trunk Diagnostics

« Zone Diagnostics

O Note:

Depending on the type of system being accessed, not all options may be available.

If the user chooses Select by Overlay, the following options appear according to LD numbers,
as shown in Figure 11: Call Server diagnostic tools presented by overlay on page 53:

« LD 30 - Network and Signaling

« LD 32 - Network and Peripheral Equipment
* LD 34 - Tone and Digit Switch

* LD 36 - Trunk

e LD 37 - Input/Output

* LD 38 — Conference Circuit

¢ LD 39 - Intergroup Switch and System Clock
* LD 45 - Background Signaling and Switching
« LD 46 - Multifrequency Sender

« LD 48 - Link

LD 54 - Multifrequency Signaling

* LD 60 - Digital Trunk Interface and Primary Rate Interface

« LD 75 - Digital Trunk

* LD 80 - Call Trace

* LD 96 - D-Channel

* LD 117 - Ethernet and Alarm Management
¢ LD 135 - Core Common Equipment
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Maintenance

« LD 137 - Core Input/Output
« LD 143 - Centralized Software Upgrade

Managing: 172.16.100.30 Username: admin
System » Maintenance

Maintenance

& Select by Overlay " Select by Functionality

=5elect b ay=
LD 30 - Metwoark and Signaling
LD 32 - Network and Peripheral Equipment

LL 34 - Tone and Digit Switch

LD 36 - Trunk

LD 37 - Inputioutput

LD 38 - Conference Circuit

LD 39 - Intergroup Switch and System Clock

LD 45 - Background Signaling and Switching

LO 46 - Multifrequency Sender

LD 48 - Link

LD a4 - Multifrequency Signaling

LD B0 - Digital Trunk Interface and Primary Rate Interface
LL 74 - Digital Trunk

LD 230 - Call Trace

LD 86 - D-Channel

LD 117 - Ethernet and Alarm Management

LD 135 - Core Commaon Equipment

LD 137 - Core InputfOutput

LL 143 - Centralized Software Upgrade

Figure 11: Call Server diagnostic tools presented by overlay

If selecting an overlay that corresponds to more than one functionality, choose the desired
functionality in the Select Group list, as shown in Figure 12: Select Group list on page 54.
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Managing: 172.16.100.30 Username: admin
System » Maintenance

Maintenance

& Select by Overlay

=Select by Cwerlay=

LD 30 - Metwoark and Signaling

LD 32 - Network and Peripheral Equipment
LL 34 - Tone and Digit Switch

LD 36 - Trunk

LD 37 - Inputioutput

LD 38 - Conference Circuit

LD 39 - Intergroup Switch and System Clock
LD 45 - Background Signaling and Switching
LC 46 - Multifrequency Sender

LD a4 - Multifrequency Signaling

LD B0 - Digital Trunk Interface and Primary Rate Interface
LL 74 - Digital Trunk

LD 230 - Call Trace

LD 86 - D-Channel

LD 117 - Ethernet and Alarm Management

LD 135 - Core Commaon Equipment

LD 137 - Core Input/Output

LD 143 - Centralized Software Upgrade

Figure 12: Select Group list

" Select by Functionality

=5elaect Group=

AML Diagnostics

D-Channel Expansion Diagnostics
ME0L Diagnostics

This document presents the options by functionality, with cross-references to the appropriate

overlay.

The following sections provide information about each functionality.

Application Module Link Diagnostics

Click the AML Diagnostics link in the list of Maintenance functions to open the Link: AML
Diagnostics Web page as shown in Figure 13: AML Diagnostics Web page on page 55.
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Managing: 207.479.153.99

Application Module Link Diagnostics

System = Maintenance » Link: AWML Disgnostics

Link: AML Diagnostics

Diagnostic Commands Command Parameters m
STAT AML - Get AML status
DIS AML - Disable AML v

[ EML AML - Enable ML

v

Instruction: 3Select command, add wvalue and click on [Submit]

Figure 13: AML Diagnostics Web page

The commands available from this Web page correspond to the AML diagnostics traditionally
performed by using LD 48.

To perform AML commands using this Web page, follow the steps in Performing AML
commands on page 55.

Performing AML commands

1. Select one of the following commands from the first Commands list:

a.

-~ ® 2 o T

g.

STAT AML - Get AML status

STAT ELAN - Check status of all specified / all configured ELANSs
EST AML - Establish layer 2 on AML

MAP AML - Get card information of one or all AMLs

RLS AML - Release layer 2 on AML

SLFT AML - Perform self-test on AML

UPLD AML - Upload parameter table 1 to 4 from AML

2. (Optional) Enter the device number in the Command Parameters text box.
3. Click Submit.
To disable AML using this Web page, follow the steps in Disabling AML on page 55.

Disabling AML

1. Select one of the following commands from the second Commands list:
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® 2 0 T ®

f.

DIS AML - Disable AML

DIS AML - Disable AUTO recovery on AML
DIS AML - Disable layer 2 on AML

DIS AML - Disable layer 7 on AML

DIS AML - Disable MDL error reporting on AML
DIS ELAN - Disable ELAN (server/client task)

2. (Optional) Enter the device number in the Command Parameters text box.
3. Click Submit.
To enable AML using this Web page, follow the steps in Enabling AML on page 56.

Enabling AML

1. Select one of the following commands from the third Commands list:

a.

-~ ® 2 o T

g.

ENL AML - Enable AML

ENL AML - Enable Automatic set-up on AML
ENL AML - Enable AUTO recovery on AML
ENL AML - Enable Layer 2 on AML

ENL AML - Enable Layer 7 on AML

ENL AML - Enable MDL error reporting on AML
ENL ELAN- Enable ELAN (server task)

2. (Optional) Enter the device number in the Command Parameters text box.
3. Click Submit.

Background Signaling and Switching Diagnostics

The Background Signaling and Switching diagnostics Web page is applicable only to Large

Systems.

Click the Background Signaling and Switching link in the list of Call Server functionalities
to open the Background Signaling and Switching Diagnostics Web page, as shown in Figure
14: Background Signaling and Switching Diagnostics Web page on page 57.
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Call Trace Diagnostics

Maraging: 192.167.100.3
System » Maintenance » Background Signaling and Switching Diagnostics

Background Signaling and Switching Diagnostics

Diagnostic Commands Command Parameters m
|TEST Ferfarm caontinuity test for specified (ally loops J| {loop/none) Submit |
Instruction: Select compand, add value and click on [Submit] ;I

" o
Cancel |

Figure 14: Background Signaling and Switching Diagnostics Web page

The commands available from this Web page correspond to the Background Signaling and
Switching command traditionally performed using LD 45 - Background Signaling and Switching
Diagnostics.

This Web page is used to perform the TEST command. This command performs a continuity
test for specified loops.

Performing the TEST command

1. Select the Diagnostic Command from the list.
2. Enter the loop number in the Command Parameters box.

© Note:
To run the TEST command on all loops, leave the Command Parameters box
empty.

3. Click Submit.

Call Trace Diagnostics

Click the Call Trace Diagnostics link in the list of Maintenance diagnostic tools to open the
Call Trace Diagnostics Web page, as shown in Figure 15: Call Trace Diagnostics Web page on

page 58.
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Managing: 192.167.102.3
System = Maintenance = Call Trace Diagnostics

Call Trace Diagnostics

m
TRAC - List Route, type and status of trunks for a Customer | DDEV m
TRAD - Trace DTIDLU calls on a channel of 3 loop ~
| TRAT - Trace calls for an attendant of a customer v ' Coev
[ TRIP - Trace Calls for IP Phone v '

Instruction: Select command, add wvalue and click on [Submit]

Figure 15: Call Trace Diagnostics Web page

The commands available from this Web page correspond to the Call Trace diagnostics
traditionally performed by using LD 80 - Call Trace Diagnostics.

This Web page is used to perform the following Call Trace functions:

* TRAC commands
* TRAD commands
* TRAT commands
e TRIP commands

To perform TRAC commands, follow the steps in Performing TRAC commands on
page 58.

O Note:
To issue a detailed call trace select the DEV checkbox.

Performing TRAC commands

1. Select one of the following commands from the first Commands list:

a. TRAC - List Route, type and status of trunks for a Customer
b. TRAC - Trace calls for specified customer and DN/LSC DN
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Call Trace Diagnostics

c. TRAC - Trace calls for specified customer, route and member
d. TRAC - Trace calls on specified Digital Subscriber Loop (0-7)
e. TRAC - Trace calls associated with the specified unit
f. TRAC - Trace calls on specified key for specified unit

2. Enter the customer number and the acod number in the Command Parameters
text box.

3. Click Submit.

To perform TRAD commands, follow the steps in Performing TRAD commands on
page 59.

Performing TRAD commands

1. Select the following command from the second Commands list:

* TRAD - Trace DTI/DLI calls on a channel of a loop

2. Enter the loop number and channel number in the Command Parameters text
box.

3. Click Submit.
To perform TRAT commands, follow the steps in Performing TRAT commands on page 59.

O Note:
To issue a detailed call trace select the DEV checkbox.

Performing TRAT commands

1. Select one of the following commands from the third Commands list:

a. TRAT - Trace calls for an attendant for a customer

b. TRAT - Trace calls on a key of an attendant of a customer
c. TRAT - Trace attendant calls for a unit

d. TRAT - Trace attendant calls on specified key of a unit

2. Enter the customer number and attendant number in the Command Parameters
text box.

3. Click Submit.
To perform TRIP commands, follow the steps in Performing TRIP commands on page 59.

Performing TRIP commands

1. Select the following command from the fourth Commands list:

TRIP - Trace calls for IP Phone
2. Enter the required parameters in the Command Parameters text box.
3. Click Submit.
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Centralized Software Upgrade

Click the Centralized Software Upgrade link in the list of Maintenance diagnostic tools to
open the Centralized Software Upgrade Web page, as shown in Figure 16: Centralized

Software Upgrade Web page on page 60.

Managing: 192.167.102.3

System = Maintenance = Centralized Software Upgrade

Centralized Software Upgrade

Diagnostic Commands Command Parameters | Action |
| - ---Upgrade Commands ---- ~|
[- -—---Enabling and Disabling Commands -—- v.

| - ---—-Status Commands -

v

Instruction: Select command, add value and click on [Submitc]

Figure 16: Centralized Software Upgrade Web page

To perform Upgrade commands, follow the steps in Performing Upgrade commands on

page 60.

Performing Upgrade commands

1. Select the following commands from the first Commands list:

a.

UPGMG - Upgrade IPMG

b. UPGMG ALL - Upgrade ALL IPMGs
C.
d

UPGMGCOMMIT - Initiate Reboot of the IPMG after upgrade

. UPGMGCOMMI ALL - Initiate Reboot of all the IPMG after upgrade
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Clock Controller Diagnostics

e. UPGMGBOQOT - Upgrade the bootrom of the IPMG
2. Enter the required parameters in the Command Parameters text box.
3. Click Submit.

To perform Enabling and Disabling commands, follow the steps in Performing Enabling and
Disabling commands on page 61.

Performing Enabling and Disabling commands

1. Select the following commands from the second Commands list:
a. ENL AUTOUPGMG - Enable Automatic Software Upgrade
b. DIS AUTOUPGMG - Disable Automatic Software Upgrade
2. If ENL AUTOUPGMG is used, select either SEQ or SIM from the menu.

3. Click Submit.
To perform Status commands, follow the steps in Performing Status commands on
page 61.

Performing Status commands

1. Select the following commands from the third Commands list:

a. PRT AUTOUPGMG - Displays settings of Automatic Software Upgrade
feature

b. UPGMG STAT - Provides display details of the specified IPMG upgrade
status

c. UPGMGSETUP - Display the current CSU Setting
d. UPGMGABORT - Abort and display centralized software upgrades
e. HELP - Provides a list of all supported commands

2. If UPGMG STAT is used, enter the Superloop # and Shelf # in the Command
Parameters text box.

3. Click Submit.

Clock Controller Diagnostics

Click the Clock Controller Diagnostics link in the list of Maintenance diagnostic tools to open
the Digital Trunk Interface and Primary Rate Interface: Clock Controller Diagnostics Web page
as shown in Figure 17: Digital Trunk Interface and Primary Rate Interface: Clock Controller
Diagnostics Web page on page 62.

Element Manager System Reference - Administration March 2013 61



System

Managing: 192.167.102.3
System = Maintenance = Digital Trunk Interface and Primary Rate Interface :Clock Controller Diagnostics

Digital Trunk Interface and Primary Rate Interface :Clock Controller Diagnostics

Action | SSCK - Get Status ofthe Clock v InSitIe:U ~
| |surERLOGP
O 004 IPMG
f_} 008 IPMG
Group|Side Primary

Reference

IF DB Port|Port Status

.Instruction: Select command, add walue and elick on [Submit]

Figure 17: Digital Trunk Interface and Primary Rate Interface: Clock Controller Diagnostics Web
page

This Web page is used to maintain the digital trunk interface and the primary rate interface
clock controllers.

The commands available from this Web page correspond to the Clock Controller data
traditionally maintained by using LD 60 - Digital Trunk Interface and Primary Rate Interface
Clock Controller.

This Web page shows the status of the Clock Controller card.

To perform Clock Controller maintenance activities using this Web page follow the steps in
Performing Clock Controller maintenance activities on page 62.

Performing Clock Controller maintenance activities

1. Select one of the following commands from the Action list:
a. SSCK - Get Status of the Clock

ENL CC - Enable the Clock

DIS CC - Disable the Clock

TRCK - Set the Clock Controller

DSCK - Disable the clock for loop

® 2 0 T
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ENCK - Enable the secondary clock reference for card
g. EREF - Enable auto switchover of reference clocks
h. IDC - Get card ID of Clock Controller Card
i. MREF - Disable switchover of system clocks
j. SEFT CC - Execute self test
2. Select a Cabinet number from the In Side list.
3. Select the appropriate sub-parameters.
4. ClickSubmit.

Core Common Equipment Diagnostics

Click the Core Common Equipment Diagnostics link in the list of Maintenance diagnostic
tools to open the Core Common Equipment Diagnostics Web page, as shown in Figure 18:
Core Common Equipment Diagnostic Web page on page 63.

Managing: 192.167.102.3
Systemn » Maintenance » Core Common Equipment Disgnostics

Core Common Equipment Diagnostics

STAT CPU - Core status for both CPUs ~
ENL CHI- Enable CNI cardiport{c=side,s=slot,p=por) v ||
' TEST GPU - Testthe inactive core ~
SCPU - Bwitch cores v | _
STAT HEALTH HELP - Help for health commands ~|
| STAT GR - Status of Geographic Redundancy v

Instruction: 3elect command, add value and click on [Submit]

Figure 18: Core Common Equipment Diagnostic Web page

The commands available from this Web page correspond to the Core Common Equipment
data traditionally maintained by using LD 135 - Core Common Equipment.
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To execute status commands using this Web page, follow the steps in Performing Core
Common Equipment Status commands on page 64.

Performing Core Common Equipment Status commands

1. Select one of the following commands from the first Commands list:

a. STAT CPU - Core status for both CPUs
b. STAT CNI - Status of configured CNI (c=side, s=slot, p=port)
c. STAT MEM - Status of SIMMs on both CPs
d. STAT EXT - Status of all Extender pair designations
e. STAT SUTL - Status of system utility
2. Enter appropriate Command Parameters wherever applicable.
3. Click Submit.

To execute CNI commands using this Web page, follow the steps in Performing Core Common
Equipment CNI commands on page 64.

Performing Core Common Equipment CNI commands

1. Select one of the following commands from the second Commands list:
a. ENL CNI - Enable CNI card/port (c=side, s=side, p=port)
b. DIS CNI - Disable CNI all, card or port

DSPL - Display active core contents

DSPL ALL - Display active core contents for all

IDC CPU - Print card ID for active core

IDC CNI - Print card ID for CNI on active side

g. ENL EXT - Enable specified Extender pair

-~ ® 2 o

2. Enter the required parameters in the Commands Parameters text box.
3. Click Submit.

To execute test commands using this Web page, follow the steps in Performing Core Common
Equipment test commands on page 64.

Performing Core Common Equipment test commands

1. Select one of the following commands from the third Commands list:

a. TEST CPU - Test the inactive core

b. TEST CNI - Test CNI card/port (c=card, s=slot, p=port)

c. TEST IPB - Test backplane on Secondary Interprocessor Bus
d. TEST LCD - Test the LCD display on the active CP card

e. TEST LED - Test LEDs
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f. TEST SUTL - Test system utility
2. Enter appropriate Command Parameters wherever applicable.
3. Click Submit.

To execute miscellaneous commands using this Web page, follow the steps in Performing Core
Common Equipment miscellaneous commands on page 65.

Performing Core Common Equipment miscellaneous commands

1. Select one of the following commands from the fourth Commands list:

a. SCPU - Switch cores

SPLIT - Put a redundant system into single mode
CDSP - Clear maintenance displays

CMAJ - Clear major alarm and reset power fail transfer
CMIN - Clear the minor alarm for all customers
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CUTOVR - Transfer call processing from active to standby cores
g. JOIN - Synchronize the memory and drives
2. Click Submit.

To execute status health commands using this Web page, follow the steps in Performing Core
Common Equipment status health commands on page 65.

Performing Core Common Equipment status health commands

1. Select one of the following commands from the fifth Commands list:

a. STAT HEALTH HELP - Help for health commands
b. STAT HEALTH - Overall health status

c. STAT HEALTH AML - AML health status

d

. STAT HEALTH DSPDB - DSP Daughterboard health status (applicable
only to systems with Media Gateway Controllers containing DSP
Daughterboards)

e. STAT HEALTH IPL - IPL health status
f. STAT HEALTH ELAN - ELAN health status
g. STAT HEALTH HW - Hardware health status
2. Click Submit.
To execute Geographic Redundancy commands using this Web page, do the following:

Performing Core Common Equipment Geographic Redundancy commands

1. Select one of the following commands from the sixth Commands list:

a. STAT GR - Status of Geographic Redundancy
b. TEST GR - Test Geographic Redundancy
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c. CLR GR - Clear operation for the secondary CS
2. Enter appropriate Command Parameters wherever applicable.
3. Click Submit.

Core Input/Output Diagnhostics

Click the Core Input/Output Diagnostics link in the list of Maintenance tools to open the
Core Input/Output Diagnostics Web page as shown in Figure 19: Core Input/Output
Diagnostics Web page on page 66.

This Web page is used to obtain the status of PPP and Ethernet links. The commands available
from this Web page correspond to the tools traditionally maintained using LD 137 - Core Input/
Output Diagnostics.

Managing: 192.167.102.3
System » Maintenance » Core Input/Output Disgnostics

Core Input/Output Diagnostics

______ Desnosiccommenas_______[ Command Perameters ____[ Acton_
STAT - Status of both I0Ps and ethernet link v CJELNK
DATARDUN - Sector level check on both hard disks v _
[IDC - Print D of active IOP 3 0 |

Instruction: Select command, add wvalue and click on [3ubmit]

Cancel

Figure 19: Core Input/Output Diagnostics Web page

To perform diagnostic commands using this Web page, follow the steps in Performing Core
Input/Output diagnostic commands on page 66.

Performing Core Input/Output diagnostic commands

1. Use the first Commands list to perform the following diagnostic activities:

a. STAT - Status of both IOPs and CMDUSs and ethernet link
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b. STAT RDUN - Status of both disks
c. STAT FMD - Status of active Fixed Media Devices
d. STAT RMD - Status of active Removable Media Devices
2. Click Submit.
3. Use the second Commands list to perform the following diagnostic activities:
a. DATA RDUN - Sector level check on both hard disks
b. TEST RDUN - Test file level check on both hard disks
4. Click Submit.
5. Use the third Commands list to perform the following diagnostic activities:

a. IDC - Print IDs of both CMDUSs and active IOP

b. SDID - Display security device information
6. Click Submit.

Network and Conference Circuit Diagnostic

Click the Conference Circuit link in the list of Maintenance diagnostic tools to open the
Conference Circuit Web page as shown in the following figure.

Managing: 47.41.73.431  Username: admin2
System » Maintenance » Network & Conference Circuit Diagnostic

Network & Conference Circuit Diaghostic

Diagnostic Commands Command Parameters Action

I- ----- Loop Commands ---- 3' Subirmit |

Instruction: Select a comnand, add walue and click on [Submit] . ;l

o of
Cancel

Figure 20: Network and Conference Circuit Diagnostic Web page

1. Use the Diagnostic Commands list to perform the following commands:

a. ENLL - Enable Conference Loops
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b. DISL - Disable Conference Loops

c. STAT - Status of Conference Loops
2. Add a value in the Command Parameters field.
3. Click Submit.

D-channel Diagnostics

Click the D-channel Diagnostics link in the list of Maintenance diagnostic tools to open the
D-Channel Diagnostics Web page as shown in Figure 21: D-channel Diagnostics Web

page on page 68.

Managing: 192.167.102.3
System » Maintenance » D-Channel Diagnostics

D-Channel Diagnostics

m
| Status for D-Channel (STAT DCH)

| Disahle Automatic Recovery (DIS AUTO) v'_ ALL

| Enable Autornatic Recovery (ENL AUTO) v| [ FoL

| Test Interrupt Generation (TEST 100) v'_

| Establish D-Channel (EST DCH) v/

| |ocH[DES  |aPPL_STATUS|LINK_STATUS[AUTO_RECY

© 010 PIW_YDCH OPER EST ACTY  AUTO

Instruction: Select commwand, add value and click on [Submit]

Figure 21: D-channel Diagnostics Web page

This Web page is used to test and maintain D-channel links and D-channel Interface (DCHI)
cards. The commands available from this Web page correspond to the D-channel data
traditionally maintained using the following overlays:

* LD 37 - Input/Output Diagnostic
* LD 48 - Link Diagnostic
* LD 96 - D-channel Diagnostic
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To execute status commands using this Web page, follow the steps in Performing D-channel
status commands on page 69.

Performing D-channel status commands

1. Select one of the following commands from the first Commands list:
a. Status for D-Channel (STAT DCH)
b. Status for Service Message (STAT SERV)

2. Click Submit.

To execute disable commands using this Web page, follow the steps in Performing D-channel
disable commands on page 69.

Performing D-channel disable commands

1. Select one of the following commands from the second Commands list:

a. Disable Automatic Recovery (DIS AUTO)

b. Disable D-Channel (DIS DCH). Select the ALL check box to disable all
D-Channels.

c. Disable Local Loop Back (DIS LLB)
d. Disable Remote Loop Back (DIS RLB)
e. Disable Test Mode (DIS TEST)

2. Click Submit.

To execute enable commands using this Web page, follow the steps in Performing D-channel
enable commands on page 69.

Performing D-channel enable commands

1. Select one of the following commands from the third Commands list:

a. Enable Automatic Recovery (ENL AUTO)

b. Enable D-Channel (ENL DCH). To force a loadware download at the
same time, select the FDL check box.

c. Enable Local Loop Back (ENL LLB)
d. Enable Remote Loop Back (ENL RLB)
e. Enable Test Mode (ENL TEST)

2. Click Submit.

To execute test commands using this Web page, follow the steps in Performing D-channel test
commands on page 69.

Performing D-channel test commands

1. Select one of the following commands from the fourth Commands list:

a. Testinterrupt Generation (TEST 100)
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b. Test Loop Back (Test 101)

c. Test Interrupt Handler (TEST 200)

d. Test Interrupt Handler-to-link (TEST 201)
2. Click Submit.

To execute D-Channel commands using this Web page, follow the steps in Performing D-
channel commands on page 70.

Performing D-channel commands

1. Select one of the following commands from the fifth Commands list:
a. EEstablish D-Channel (EST DCH)
b. Get Physical Address and switch settings (MAP DCH)
¢. Reset DCH and Inhibit Signaling (RST DCH)
d. Release D-Channel (RLS DCH)
e. Switch to Standby D-Channel (SDCH DCH)
2. Click Submit.

D-Channel Expansion Diagnostics

Click the D-Channel Expansion Diagnostics link in the list of Maintenance diagnostic tools
to open the Link: D-Channel Expansion Diagnostics Web page as shown in Figure 22: Link:
D-Channel Expansion Diagnostics Web page on page 71.

70 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

D-Channel Expansion Diagnostics

Managing: 207.479.153.99
System » Maintenance » Link: D-Channel Expansion Diagnostics

Link: D-Channel Expansion Diagnostics

Diagnostic Commands Command Parameters

| STAT MSDL - Status of MSDL card Submit

«| I
DIS MSDL - Disable the given MSDL card ~| Submit
v I

Submit

' EML MSDL - Enable the given MSDL card

MSDL|STATUS)
Mo MEDL devices are configured in the system

.Instrucuon: Select command, add value and click on [Submit]

Figure 22: Link: D-Channel Expansion Diagnostics Web page

This Web page is used to test and maintain Multipurpose Serial Data Link (MSDL) cards. The
commands available from this Web page correspond to the MSDL data traditionally configured
by using LD 48 - Link Diagnostic.

To perform MSDL diagnostic activities using this Web page, follow the steps in Performing D-
channel Expansion MSDL diagnostic commands on page 71.

Performing D-channel Expansion MSDL diagnhostic commands

1. Select one of the following commands from the first Commands list:
a. STAT MSDL - Status of MSDL card
b. STAT MSDL full - Status MSDL card and available RAM
c. SLFT MSDL - Self test on the given MSDL card
d. RST MSDL - Power-On rest the given MSDL card

2. Click Submit.

To execute disable commands using this Web page, follow the steps in Performing D-channel
Expansion disable commands on page 71.

Performing D-channel Expansion disable commands

1. Select one of the following commands from the second Commands list:

a. DIS MSDL all - Disable the given MSDL card
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b. DIS MSDL ALL - Disable all ports and then the MSDL card

c. DIS MSDL AUDM - Disable MSDL auditing for the MSDL card

d. DIS MSDL DBG - Disable debugger option for the MSDL card
2. Click Submit.

To execute enable commands using this Web page, follow the steps in Performing D-channel
Expansion enable commands on page 72.

Performing D-channel Expansion enable commands

1. Select one of the following commands from the third Commands list:

a. ENL MSDL - Enable the given MSDL card

b. ENL MSDL all - Enable all ports and then the MSDL card

c. ENL MSDL AUDM - Enable MSDL auditing for the MSDL card

d. ENL MSDL FDL - Force download loadware to the MSDL card
2. Click Submit.

Digital Trunk Diagnostics

Click the Digital Trunk Diagnostics link in the list of Maintenance diagnostic tools to open
the Digital Trunk Interface and Primary Rate Interface: Digital Trunk Diagnostics Web page as
shown in Figure 23: Digital Trunk Interface and Primary Rate Interface: Digital Trunk
Diagnostics Web page on page 73.
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Managing: 192.167.102.3

Digital Trunk Diagnostics

System » Maintenance » Digital Trunk Interface and Primary Rate Interface :Digital Trunk Disgnostics

Digital Trunk Interface and Primary Rate Interface :Digital Trunk Diagnostics

| STAT - Get Status of loop(s) v | toop#)
STAT - Get Status of the Channel v | | 2 cnay
LOVF - List Threshald Overflows for Route v (eusE routes)
| ATLP - Daily routine auto loop test v: 0 or 13

Instruction: 3Select command, add value and click on [Submit]

Figure 23: Digital Trunk Interface and Primary Rate Interface: Digital Trunk Diagnostics Web page

This Web page is used to test and maintain Digital Trunk Cards. The commands available from
this Web page correspond to the DTI/PRI data traditionally maintained by using LD 60 - Digital
Trunk Interface and Primary Rate Interface Diagnostics.

Use this Web page to issue maintenance commands on cards, channels, or routes by using
the appropriate command list and parameter text box.

To perform maintenance activities on a Digital Trunk Card using this Web page, follow the steps
in Performing maintenance activities on a Digital Trunk Card on page 73.

Performing maintenance activities on a Digital Trunk Card

1. Select one of the following commands from the first Commands drop-down list:

a.
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STAT - Get Status of loop(s)

DISL - Disable network and DTI/PRI cards of loop
DISI - Disable loop (when all channels are idle
ENCH - Enable all channels on 2.0 Mb/s DTRI/PRI
ENLL - Enable network and DTI/PRI cards of loop
LCNT - List contents of alarm counters on loop(s)
RCNT - Reset alarm counters of all DTI/PRI loops
SLFT - Self Test on the loop)
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i. DSYL - Disable yellow alarm processing for loop
j. ENYL - Enable yellow alarm processing for loop
k. DLBK - Disable remote loop back test
I. RLBK - Close loop at carrier interface point for testing
m. RMST - Perform remote loop back test on loop
2. Enter the Loop number in the Command Parameters text box.
3. Click Submit.

To perform maintenance activities on a Channel belonging to a Digital Trunk Card using this
Web page, follow the steps in Performing maintenance activities on a Channel on
page 74.

Performing maintenance activities on a Channel

1. Select one of the following commands from the second Commands drop-down list:
a. STAT - Get Status of the channel

DSCH - Disable the channel

ENCH - Enable the channel

SLFT - Self Test on the channel

DLBK - Disable remote loop back test on channel
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RLBK - Close channel at carrier interface point
RMST - Perform far end loop test on Channel

«Q

h. RSET - Reset thresholds for channel on loop

2. Enter the Loop number and the Channel number, separated by a space, in the
Command Parameters text box.

3. Click Submit.

To perform maintenance activities on a Digital Trunk Route using this Web page, follow the
steps in Performing maintenance activities on a Digital Trunk Route on page 74.

Performing maintenance activities on a Digital Trunk Route

1. Select one of the following commands from the third Commands drop-down list:

a. LOVF - List Thresholds Overflows for the Route
b. CMIN - Clear minor alarm indication for customer

2. Enter the Customer number and the Route number, separated by a space, in the
Command Parameters text box.

3. Click Submit.

To perform maintenance activities on a card using this Web page, follow the steps in Performing
maintenance activities on a card on page 75.
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Performing maintenance activities on a card

1. Select one of the following commands from the fourth Commands drop-down list:
a. ATLP - Daily routine automatic card test
b. CDSP - Clear maintenance display

2. Enter the 0 or 1 in the Command Parameters text box.

3. Click Submit.

Digital Trunk Maintenance Diaghostics

Click the Digital Trunk Maintenance Diagnostics link in the list of Maintenance diagnostic
tools to open the Digital Trunk Diagnostics Web page as shown in Figure 24: Digital Trunk
Diagnostics Web page on page 75.

Managing: 192.167.102.3
System » Maintenance = Digital Trunk Diagnostics

Digital Trunk Diagnostics

| DiagnosticCommands _______|CommandParameters | Action |
| STAT DDCS - tatus for All DDCS laops or loop vl
| DIS DDCS - Disable DDCS nurmber vl
|ENL DDCS - Enable DDCS number vl _
: CDSP - Clear Display on active CPU v _

Instruction: Select command, add value and click on [Submit]

Figure 24: Digital Trunk Diagnostics Web page

The commands available from this Web page correspond to the digital trunk diagnostics
traditionally performed by using LD 75 - Digital Trunk Diagnostics.

To get status information about a digital trunk using this Web page, follow the steps in
Performing status commands on a digital trunk on page 76.
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Performing status commands on a digital trunk
1. ISelect one of the following status commands from the first Commands drop-down
ist:
STAT DDCS - Status for all DDCS loops or loop
STAT DDSL - Status for all DDSLs or DDSL number
STAT DTCS - Status for all DTCS loops or DTCS loop
STAT DTRC - Status of RDC on loop
STAT DTSL - Status of all DTSLs or DTSL number
STAT DTVC - Status of VDC on loop
STAT LSSL - Status of LSSL number for APNSS
STAT LSRC - Status of RDC on Signaling Link number
i. STAT LSVC - Status of VDC on Signaling Link number
2. Enter the Loop number in the Command Parameters text box.
3. Click Submit.

To disable an entity on a digital trunk using this Web page, follow the steps in Performing
disable commands on a digital trunk on page 76.
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Performing disable commands on a digital trunk
1. Select one of the following disable commands from the second Commands drop-
down list:
a. DIS DDSC - Disable DDSC number

DIS DDSL - Disable DDSL number
DIS DTCS - Disable DTCS loop
DIS DTRC - Disable RDC on Loop
DIS DTSL - Disable DTSL number
DIS DTVC - Disable VDC on loop
DIS LSSL - Disable LSSL number for APNSS
DISI DDCS - Disable all Channels on Loop as idle

i. DISI DTCS - Disable DTCS loop
2. Enter the appropriate number in the Command Parameters text box.
3. Click Submit.

To enable an entity on a digital trunk using this Web page, follow the steps in Performing enable
commands on a digital trunk on page 77.
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Performing enable commands on a digital trunk
1. ISelect one of the following enable commands from the third Commands drop-down
ist:
ENL DDSC - Enable DDSC number
ENL DDSL - Enable DDSL number
ENL DTCS - Enable DTCS loop
ENL DTRC - Enable RDC on Loop
ENL DTSL - Enable DTSL number
ENL DTVC - Enable VDC on loop
g. ENL LSSL - Enable LSSL number for APNSS
2. Enter the appropriate number in the Command Parameters text box.
3. Click Submit.

To perform miscellaneous commands on a digital trunk using this Web page, follow the steps
in Performing miscellaneous commands on a digital trunk on page 77.
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Performing miscellaneous commands on a digital trunk
1. Select one of the following enable commands from the fourth Commands drop-
down list:

a. CDSP - Clear display on active CPU
b. CMIN - Clear minor alarm for all customers
c. STRT - Start DDSL number

2. Enter the necessary parameters.

3. Click Submit.

Emergency Services Diagnostics

Click the Emergency Services Diagnostics link in the list of Maintenance diagnostic tools to
open the Emergency Services Diagnostics Web page as shown in Figure 25: Emergency
Services Diagnostics Web page on page 78.
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Wanagng 192,167.100,3
System » Maintenance » Emergency Services Diagnostics

Emergency Services Diagnostics

| DiagnosticCommands | CommandParameters | Action |
- —--- Emergency Response Location Commands - v 'W,
- === SuUbnet Information Commands - v @
- - Dynamic Location Identification Commands - v (subrmit |

Instruction: Select command, add value and click on [Subrmif)

Cancel ]

Figure 25: Emergency Services Diagnostics Web page

To perform Emergency Response Location commands using this Web page, follow the steps
in Performing Emergency Response Location commands on page 78.

Performing Emergency Response Location commands

1. Select one of the following commands from the first Commands list:

a. PRT ERL - Print Emergency Response Location

b. ENL ERL - Enable ERL

c. DIS ERL - Disable ERL
2. Enter the required parameters in the Command Parameters text box.
3. Click Submit.

To perform Subnet Information commands using this Web page, follow the steps in Performing
Subnet Information commands on page 78.

Performing Subnet Information commands

1. Select one of the following commands from the second Commands list:
a. PRT SUBNET - Print Subnet Location
b. PRT SUBNET NTH - Print Subnet Locations Starting from Index #
c. PRT SUBNET ERL - Print All Subnet Locations for ERL
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d. PRT SUBNET ECL - Print All Subnet Locations for ECL

e. EST SUBNETLIS - Test Subnet Location
2. Enter the required parameters in the Command Parameters text box.
3. Click Submit.

To perform Dynamic Location Identification commands using this Web page, follow the steps
in Performing Dynamic Location Identification commands on page 79.

Performing Dynamic Location Identification commands

1. Select one of the following commands from the third Commands list:
a. PRT ELIN - Print Dynamic ELIN
b. STAT ELIN - Get Status of Dynamic ELIN
c. STAT ELIN ACTIVE - Get Status of active Dynamic ELIN
2. Enter the required parameters in the Command Parameters text box.
3. Click Submit.

Ethernet Diagnostics

Click the Ethernet Diagnostics link in the list of Maintenance diagnostic tools to open the
Ethernet Diagnostics Web page as shown in Figure 26: Ethernet Diagnostics Web page on
page 80.
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Ethernet Diagnostics

| STAT LINK P - Link status -~ IP v||
| STAT SERV - Senver status | | (submit ]
[8TIP TN - IP Status -~ TN v |
|PRT IPDN - Print DNs with a given IP address ||
|ECNT FW- Etherset Count - FWID MajorVer MinorVer Filter v||
|RST ZONE - Reset IP Phone - Zone STARTISTOP HH:MM ol
| STAT IPMG - Print status of the given or all IPMGs v/ | [(Submit ]
| STAT RFC2833- RFC2833 Status — TN v||

Instruction: Select command, add wvalue and click on [Submit]

Figure 26: Ethernet Diagnostics Web page

This Web page is used to maintain Ethernet elements. The commands available from this Web
page correspond to the data traditionally maintained by using LD 117- Ethernet Quality of
Service Diagnostics.

To execute Link status commands, follow the steps in Performing Link status commands on

page 80.

Performing Link status commands

1. Select one of the following commands from the first Commands drop-down list:

a. STAT LINK IP - Link Status -- IP

b. STAT LINK SRV - Link Status -- Server
c. STAT LINK NAME - Link Status -- Host Name
d. STAT LINK NODE - Link Status -- Node ID

2. Enter the required command parameters in the Command Parameters text box.

3. Click Submit.

To execute server status commands, follow the steps in Performing server status

commands on page 81.
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Performing server status commands

1. Select one of the following commands from the second Commands drop-down list:

a. STAT SERV - Server Status
STAT SERV IP - Server Status --IP
STAT SERV TYPE - Server Status -- Type
STAT SERV APP - Server Status -- Application
STAT SERV NAME - Server Status -- Name
f. STAT SERV NODE - Server Status -- Node ID
2. Enter the required command parameters in the Command Parameters text box.
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3. Click Submit.
To execute IP status commands, follow the steps in Performing IP status commands on
page 81.

Performing IP status commands

1. Select one of the following commands from the third Commands drop-down list:

a. STIP TN - IP Status -- TN
STIP TYPE - IP Status -- Type
STIP ZONE - IP Status -- Zone
STIP NODE - IP Status -- Node ID
STIP HOSTIP - IP Status -- Host IP
STIP ACF - IP Status -- Active Call Failover
STIP TERMIP - IP Status -- Term IP
STIP FW - IP Status -- FWID MajorVer MinorVer Filter
i. STIP MODL - IP Status -- ModelName
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.
To execute print commands, follow the steps in Performing print commands on page 81.
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Performing print commands

1. Select one of the following commands from the fourth Commands drop-down list:

a. PRT IPDN - Print DNs with a given IP address
b. PRT DNIP Print IP address(es) with a given DN
c. PRT IPR - Print information for the given IPMG
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d. PRT IPMG - Print information for the given IPMG
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To execute Etherset Count commands, follow the steps in Performing Etherset Count
commands on page 82.

Performing Etherset Count commands

1. Select one of the following commands from the fitth Commands drop-down list:

a. ECNT FW - Etherset Count -- FWID MajorVer MinorVer Filter
ECNT MODL - Etherset Count -- Model
ECNT PEC - Etherset Count -- PEC
ECNT ZONE - Etherset Count -- Zone Customer #
ECNT CARD - Etherset Count -- Loop Shelf Card Customer#
ECNT NODE - Etherset Count -- Node ID
g. ECNT SS - Etherset Count -- HostName
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To execute Reset IP Phone commands, follow the steps in Performing Reset I[P Phone
commands on page 82.

-~ ® 2 o T

Performing Reset IP Phone commands

1. Select one of the following commands from the sixth Commands drop-down list:
a. RST ZONE - Reset IP Phone -- Zone START/STOP HH:MM
b. RST FW - Reset IP Phone -- FWID START/STOP HH:MM
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.
To execute IPMG commands, follow the steps in Performing IPMG commands on page 82.

Performing IPMG commands

1. Select one of the following commands from the seventh Commands drop-down
list:
a. STAT IPMG - Print status of the given or all IPMGs
b. STAT IPMG SUMMARY - Print status of all IPMGs

2. Enter the required command parameters in the Command Parameters text box.

3. Click Submit.
To execute RFC2833 commands, follow the steps in Performing RFC2833 commands on
page 83.
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Ethernet Quality of Service Diagnostics

Performing RFC2833 commands

1. Select one of the following commands from the eighth Commands drop-down list:
a. STAT RFC2833 - RFC2833 Status - TN
b. ENL RFC2833PRT - Enable the info Message Printing
c. DIS RFC2833PRT - Disable the info Message Printing

2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

Ethernet Quality of Service Diagnostics

Click the Ethernet Quality of Service Diagnostic link in the list of Maintenancediagnostic

tools to open the Ethernet Quality of Service Diagnostics Web page as shown in Figure 27:
Ethernet Quality of Service Diagnostics Web page on page 83.

Managing: 207.179.153.99
System » Maintenance » Ethernet Quality Of Service Diagnostics

Ethernet Quality Of Service Diagnostics

Action | Print QoS Attribute for Zone (PRTAQOS) v Zone Number | Attribute |
Action Change Zone MNotification Level (CHG ZONL) % Zone Number Level

Instruction: Select command, add value and click on [Submitc)

Figure 27: Ethernet Quality of Service Diagnostics Web page

This Web page is used to issue commands on elements by using the appropriate Action list
and the corresponding Zone Number and Attribute or Level text boxes.

The commands that are available from this Web page correspond to data traditionally
maintained by using LD 117 - Zone Configuration and Diagnostic.

Element Manager System Reference - Administration March 2013 83



System

To perform maintenance activities for Zone Attributes, follow the steps in Performing
maintenance activities for Zone Attributes on page 84.

Performing maintenance activities for Zone Attributes

1. Select one of the following commands from the Action list:

a. Print QoS attribute for Zone (PRT AQOS)
b. Print Zone IP statistics (PRT ZQOS)

2. Enter the appropriate value in the corresponding Zone Number and Attribute text
box.

3. Click Submit.

To perform maintenance activities for Zone Levels, follow the steps in Performing maintenance
activities for Zone Levels on page 84.

Performing maintenance activities for Zone Levels

1. Select one of the following commands from the Action list:

a. Change Zone Notification Level (CHG ZQNL)
b. Print Zone Notification Level (PRT ZQNL)

2. Enter the appropriate value in the corresponding Zone Number and Level text
box.

3. Click Submit.

Input/Output Diagnostics

Click the Input/Output Diagnostics link in the list of Maintenance diagnostic tools to open
the Input Output Diagnostics Web page as shown in Figure 28: Input/Output Diagnostics Web

page on page 85.
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Input/Output Diagnostics

Managing: 192.167.102.3
System » Mairtenance » Input Output Diagnostics

Input Output Diagnostics

[ DiogoosticCommanss | Command Parameters | Aciion |
[ - v TTY Commands - vl '

[ - - Printer Commands - v ||

: ---— M3DL Commands ---- v

: - --- Miscellaneous Commands ---- v'l

Instruction: Select command, add value and click on [Jubmit]

Figure 28: Input/Output Diaghostics Web page

The commands available from this Web page correspond to the Input/Output diagnostics
traditionally performed using LD 37 - Input/Output.

To execute TTY commands, follow the steps in Performing Input/Output TTY commands on
page 85.

Performing Input/Output TTY commands

1. Select one of the following commands from the first Commands list:

a. STAT TTY - Get status of TTY device(s)

b. ENL TTY - Enable TTY

c. DISTTY - Disable TTY
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To execute Printer commands, follow the steps in Performing Input/Output Printer
commands on page 85.

Performing Input/Output Printer commands

1. Select one of the following commands from the second Commands list:
a. STAT PRT - Get status of Printer(s)
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b. ENL PRT - Enable Printer

c. DIS PRT - Disable Printer
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To execute MDSL commands, follow the steps in Performing Input/Output MDSL
commands on page 86.

Performing Input/Output MDSL commands

1. Select one of the following commands from the third Commands list:

a. STAT MSDL - Get status of MSDL card(s)
b. ENL MSDL - Enable MSDL device
c. DIS MSDL - Disable MSDL device
d. SLFT MSDL - Self test MSDL device
e. RST MSDL - Reset MSDL device
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.
To use the miscellaneous commands, do the following:

1. Select one of the following commands from the fourth Commands list:

a. STAT - Get status of all I/O devices in system

b. STAT XSM - Get status of the system monitor

c. STAT LINK - Get status of CDR data Link(s)

d. CMIN - Clear minor alarm for all customers

e. CDSP - Clear maintenance display on active CPU
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

Intergroup Switch and System Clock Generator
Diagnostics

Click the Intergroup Switch and System Clock Generator Diagnostics link in the list of Call
Server functionalities to open the Intergroup Switch and System Clock Generator
Diagnostics Web page as shown in Figure 29: Intergroup Switch and System Clock Generator
Diagnostics Web page on page 87.
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Intergroup Switch and System Clock Generator Diagnostics

Managing: 192.167.102.3
Systemn » Mairtenance » Intergroup Switch and System Clock Generstor Diagnostics

Intergroup Switch and System Clock Generator Diaghostics

L Dwgsiccommans T Commanapmomaos T 1c
| STAT FIJI - Status of FIJI in specified Grp, Side (sut
DIS ALRM - Disable specified Alarm (or all for FLJ| v (sut
EML ALRM - Enable specified Alarm (or all) for FlJI 4 @
.TEST 360 - Perform 360 test on FIJI card ¥ @
|CDSP - Clear Maintenance Display on active CPU v/ sul

Instruction: Select command, add value and click on [Submit]

£

Figure 29: Intergroup Switch and System Clock Generator Diaghostics Web page

The commands available from this Web page correspond to the Intergroup Switch and System
Clock Generator diagnostics traditionally performed using LD 39.

To use status commands, follow the steps in Performing Intergroup status commands on
page 87.

Performing Intergroup status commands

1. Select one of the following commands from the first Commands list:

a. STAT FIJI - Status of FIJI on specified Grp, Side

b. STAT PER - Status of specified PS card

c. STAT SCG - Status of specified SCG card (0 or 1)

d. STAT RING - Status of all FIJI cards on specified Ring
2. Enter the group number and side number in the Command Parameters text box.
3. Click Submit.

To use the disable commands, follow the steps in Performing Intergroup disable commands on
page 87.

Performing Intergroup disable commands

1. Select one of the following commands from the second Commands list:
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DIS ALRM - Disable specified Alarm (or all) for FIJI
DIS FlJI - Disable FIJI in specified Group and Side
DSPS - Disable specified PS card
DIS SCG - Disable specified SCG card (0 or 1)
DIS RING - Disable all FIJI cards on specified Ring
f. DIS RALM - Disable all alarms for all RI1JI cards in Ring
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the enable commands, follow the steps in Performing Intergroup enable commands on
page 88.

® 2 0 T ®

Performing Intergroup enable commands

1. Select one of the following commands from the third Commands list:

a. ENL ALRM - Enable specified Alarm (or all) for FIJI

ENL FIJI - Enable FIJI in specified Group and Side

ENPS - Enable specified PS card

ENL SCG - Enable specified SCG card (0 or 1)

ENL RING - Enable all FIJI cards on specified Ring

ENL RALM - Enable all alarms for all FIJI cards in Ring

2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the test commands, follow the steps in Performing Intergroup test commands on
page 88.

-~ ® 2 o T

Performing Intergroup test commands

1. Select one of the following commands from the fourth Commands list:

a. TEST 360 - Perform 360 test on FIJI card

TEST FIJI - Self Test FIJI Card

TEST BKPL - Test backplane

TEST CMEM - Test connection memory

TEST LINK - Perform Link test to identify hardware faults

TEST ALL - Perform FIJI diagnostic test

2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the miscellaneous commands, follow the steps in Performing Intergroup miscellaneous
commands on page 89.

-~ ® 2 o T
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Performing Intergroup miscellaneous commands

MSDL Diagnostics

1. Select one of the following commands from the fifth Commands list:

a.

S Q - 0 2 0 T

J.
k.

2. If SWRG is selected, enter appropriate Command Parameters.

CDSP - Clear Maintenance Display on active CPU
CMIN - Clear minor alarm for all customers

ARCV ON - Set auto-recovery operation for ring
ARCV OFF - Reset auto-recovery operation for ring
ALRD ON - Turn on alarm display for all FIJI cards
ALRD OFF - Turn off alarm display for all FIJI cards
RSET - Reset thresholds for switchover functionality
RSTR - Restore Ring(s)

SCLK - Switchover to the other SCG

SLCK FRCE - Force clock to switch to other SCG
SWRG - Switch Call Processing to specified ring

3. Click Submit.

MSDL Diagnostics

Click the MSDL Diagnostics link in the list of Maintenance diagnostic tools to open the
Multipurpose Serial Data Link (MSDL) Diagnostics Web page as shown in Figure 30: MSDL
Diagnostics Web page on page 90.
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Managing: 192.167.102.3
Systemn » Mairtenance » MEDL Disgnostics

MSDL Diagnostics

B T T T
Dlsable MSDL Device (DIS) FoL FULL []ALL

[msDLfsTATUS
Mo MSDL devices are configured in the system

Instruction: Select cormmand, add value and click on [Submit]

Cancel

Figure 30: MSDL Diagnostics Web page

The commands available from this Web page correspond to the MSDL diagnostics traditionally
performed by using LD 96 - D-channel.

This Web page is used to perform the following MSDL diagnostic functions:

« Disable MSDL Device (DIS)

« Enable MSDL Device (ENL)

« Self Test (SLFT)

 Get Status of MSDL Device (STAT)

» Causes Power-On Reset of MSDL Device (RST)

To perform diagnostic activities using this Web page, follow the steps in Performing MSDL
diagnostic activities on page 90.

Performing MSDL diagnostic activities

1. Select the required Diagnostic Command from the Commands list.

2. To update the loadware, select the FDL (Force Download) check box when the
Enable MSDL Device command is selected.

3. To check the status of all MDSL devices, select the Full check box when the Get
Status of MSDL Device command is selected.
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Multifrequency Sender Diagnostics

4. Enter the required command parameters in the Command Parameters text box.
5. Click Submit.

Multifrequency Sender Diagnostics

The Multifrequency Sender Diagnostics Web page is available only on Large Systems.

Click the Multifrequency Sender Diagnostics link in the list of Maintenance diagnostic tools
to open the Multifrequency Sender Diagnostics Web page as shown in Figure 31.:
Multifrequency Sender Diagnostics Web page on page 91.

Managing: 192.167.102.3
Systemn » Mairtenance » Multifrequency Sender Diagnostics

Multifrequency Sender Diagnostics

Diagnostic Commands Command Parameters
| -+ Loop Commands - v
[ - - Card Commands - ||
(- Alarm Commands ---- ||

Instruction: 3elect command, add wvalue and click on [Submit]

Figure 31: Multifrequency Sender Diagnhostics Web page

The commands available from this Web page correspond to the Multifrequency Sender
diagnostics traditionally performed by using LD 46.

To use the loop commands, follow the steps in Performing Multifrequency Sender loop
commands on page 91.

Performing Multifrequency Sender loop commands

1. Select one of the following commands from the first Commands list:

a. STAT - Get Status of MFS loop
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b. ENLL - Enable loop

c. DISL - Disable loop

d. MFS - Test and enable MFS loop
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the card commands, follow the steps in Performing Multifrequency Sender card
commands on page 92.

Performing Multifrequency Sender card commands

1. Select one of the following commands from the second Commands list:

a. ENLX - Enable Conf/TDS/MFS card on loop

b. DISX - Disable Conf/[TDS/MFS card on loop
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit button.

To use the alarm commands, follow the steps in Performing Multifrequency Sender alarm
commands on page 92.

Performing Multifrequency Sender alarm commands

1. Select one of the following commands from the third Commands list:

a. CMAJ - Clear major alarm and reset power fail

b. CDSP - Clear Maint display on active CPU

c. CMIN - Clear minor alarm for all customers
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

Multifrequency Signaling Diagnostics

Click the Multifrequency Signaling Diagnostics link in the list of Maintenance diagnostic
tools to open the Multifrequency Signaling Diagnostics Web page as shown in Figure 32:
Multifrequency Signaling Diagnostics Web page on page 93.
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Multifrequency Signaling Diagnostics

Managing: 192.167.102.3
Systemn » Mairtenance » Multifrequency Signaling Disgnostics

Multifrequency Signaling Diagnostics

Diagnostic Commands Command Parameters | Action |
| - - Card Commands --- v
[ - - Unit commands ---- v/
j === Miscellaneous Commands -—- v||

Instruction: 3elect command, add wvalue and click on [Submit]

Figure 32: Multifrequency Signaling Diagnostics Web page

The commands available from this Web page correspond to the Multifrequency Signaling
diagnostics traditionally performed by using LD 54 - Multifrequency Signaling.

To use the card commands, follow the steps in Performing Multifrequency Signaling card
commands on page 93.

Performing Multifrequency Signaling card commands

1. Select one of the following commands from the first Commands list:

a. STAT - Get status of MFC or MFE card

b. DISC - Disable MFC/MFE card

c. ENLC - Enable MFC or MFE card

d. MIDN - Reset/Initialize all idle MFC or MFE cards
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the unit commands, follow the steps in Performing Multifrequency Signaling unit
commands on page 93.

Performing Multifrequency Signaling unit commands

1. Select one of the following commands from the second Commands list:
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STAT - Get status of specified MFC or MFE unit

DISU - Disable XMFC/XMFE channel

ENLU - Enable MFC/MFE channel

MTST - Invoke loop around test on unit with digit and level

g o o o

e. ATST - Invoke automatic loop test for unit
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the miscellaneous commands, follow the steps in Performing Multifrequency Signaling
miscellaneous commands on page 94.

Performing Multifrequency Signaling miscellaneous commands

1. Select one of the following commands from the third Commands list:

a. STAT - List all disabled MFC channels in system

b. CMIN - Clear minor alarm for all customers

c. CDSP - Clear the mtc display on active CPU

d. CMAJ - Clear major alarm and reset power fail transfer
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

Network and Peripheral Equipment Diagnostics

Click the Network and Peripheral Equipment Diagnostics link in the list of Maintenance
diagnostic tools to open the Network & Peripheral Diagnostics Web page as shown in Figure
33: Network and Peripheral Diagnostics Web page on page 95.
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Network and Peripheral Equipment Diagnostics

Managing: 192.167.102.3
Systemn » Mairtenance » Metwark & Peripheral Diagnostics

Network & Peripheral Diagnostics

[ DiagnosticCommands __________|CommandParameters | Action |
| ---- Loop Commands ---- “ '

[ - - Shelf Commands --- |

[-— Card Commands -—- v||

|- Unit Cornmands ---- |

[ -~ M3gXK Unit Camrmands - v

[ - - DSL Commands -— ||

| - -— Application Commands ---- w

Instruction: Select command, add value and click on [Submit]

Figure 33: Network and Peripheral Diaghostics Web page

This Web page is used to test and maintain network and peripheral equipment. The commands
available from this Web page correspond to the data traditionally maintained by using the LD
32 - Network and Peripheral Equipment Diagnostic.

These commands are split among separate drop-down lists, grouped by equipment type.
The command lists are as follows:
e Loop Commands
- Network Loop

* ENLL - Enable network loop
* DISL - Disable network loop
- Super Loop
* STAT - Get status of Superloop
« SUPL - Print data for one or all Superloops
« IDC - Print Card ID for Superloop and associated Controller
*« XNTT - Do self-test of Network card for specified Superloop
« ENLL - Enable specified Superloop
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* XRST - Reset the specified Superloop

* Shelf Commands

- DISS - Disable the shelf

- ENLS - Enable specified shelf

- LBSY - List TNs of all busy units

- LDIS - List TNs of all disabled units

- LIDL - List TNs of all idle units

- LMNT - List TNs of all maint. busy units
» Card Commands

- General Card Commands

* STAT - Get card status

* ENLC - Enable and reset card

* DISC - Disable peripheral card

* IDC - Print card ID for PE card
- MISP Card Commands

* STAT - Print status of MISP appl/card
* ENLL - Enable MISL loop
* ENLL BRIL - Enable BRIL application on MISP loop
* ENLL BRIT - Enable BRIT application on MISP loop
* IDC - Print MISP card ID
* DISL - Disable MISP loop
* DISL BRIL - Disable BRIL application on MISP loop (Large System)
* DISL BRIT - Disable BRIT application on MISP loop
* DISL BRIE - Disable BRIE application on MISP loop
- BRI BRSC Card Commands

« STAT - Get status of BRI card

« IDC - Print BRSC card and LW version

« DISC BRI - Disable the BRSC BRI application
* DISC - Disable specified card

« ENLC BRI - Enable the BRSC BRI application
« ENLC - Enable specified card
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Network and Peripheral Equipment Diagnostics

- PS Card Commands
* STAT PER - Get status of PS card

* ENPS - Enable PS card and associated loops
* DSPS - Disable Peripheral Signaling card
- Network Card Commands
* STAT NWK - Check status of N/W card with specified loop
- XPEC Controller Commands

» XPEC - Print data for all or specified Controller(s)

* ENXP - Enable Controller and associated cards

* ENXP XPC - Enable Controller, not the associated cards
* DSXP - Disable Controller and all connected cards

* XPCT - Self-test on Controller

* IDCS - Print card ID for cards

* Unit Commands
- General Unit Commands

* STAT - Get unit status

* ENLU - Enable unit

* IDU - Print set ID

* DISU - Disable unit

« STAT VTRM - Display virtual trunk unit status
*« M39XX Unit Commands

- FDLC - Cancel/stop flash download for M39xx
- FDLU - Conditional download to one M39xx
- FWVU - Print firmware versions on M39xx
- FSUM - Print firmware versions on M39xx

* DSL Commands
- STAT - Get status of SILC or UILC
- ENL AUTO - Enable automatic link recovery
- ENRB - Enable Remote Loop Back for DSL
- DIS AUTO - Disable automatic link recovery
- DISU - Disable the DSL
- DSRB - Disable Remote Loop Back for DSL

Element Manager System Reference - Administration March 2013 97



System

- IDC - Print SILC/UILC card ID

- PERR - Print protocol log for the card

- DISC - Disable SILC/UILC card

- FDIS NCAL - Force disconnect the connection

- STAT NCAL - List all current connections - DSL

- PCON - Print configuration and LAPD parameters for specified DSL
- DISI - Disable the card when idle

- DSTS - Disable Disable Remote Loop Back test mode

- ENLC - Enable SILC/UILC card

- EISI - Enable the card when idle

- EISU - Enable specified DSL

- ESRB - Enable Remote Loop Back

- ESTS - Enable Remote Loop Back test mode

- ESTU - Establish D Channel Link

- PLOG - Print protocol log

- PMES - Print Layer 3 message log

- PTAB - Upload and Print Layer 3 message configuration
- PTRF - Print traffic data

- RLBT - Perform Remote Loop Back test

- RLSU - Release D Channel Link

» Application Commands

- DISL BRIL - Disable and remove BRIL application from MISP card
- DISL BRIT - Disable and remove BRIT application from MISP card
- DISL BRIE - Disable and remove BRIE application from MISP card

- ENLL BRIL - Enable BRI application on MISP Card and force download of the
loadware

- ENLL BRIT - Enable BRIT application on MISP card and force download of the
loadware

- ENLL BRIE - Enable BRIE application on MISP card and force download of the
loadware

- DIS BRIL - Disable BRIL application on MISP Card
- DIS BRIT - Disable BRIT application on MISP Card
- DIS BRIE - Disable BRIE application on MISP Card
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Network and Signaling Diagnostics

- PERR BRIL - Upload error log for BRIL application on MISP Card

- PERR BRIT - Upload error log for BRIT application on MISP Card

- PERR BRIE - Upload error log for BRIE application on MISP Card
- PERR BRIL - Print protocol log for BRIL application on MISP Card
- PERR BRIT - Print protocol log for BRIT application on MISP Card
- PERR BRIE - Print protocol log for BRIE application on MISP card
- STAT BRIL - Get status of MISP card and BRIL application

- STAT BRIT - Get status of MISP card and BRIT application

- STAT BRIE - Get status of MISP card and BRIE application

Use this Web page to issue diagnostic commands on the network and peripheral equipment
by using the appropriate Diagnostic Commands list and the corresponding Command
Parameters text box. The required parameters for the selected command are indicated to the
right of the Command Parameters text box after the command is selected.

To perform maintenance activities using this Web page, follow the steps in Performing Network
and Peripheral maintenance activities on page 99.

Performing Network and Peripheral maintenance activities

1. Select a command from one of the Diaghostic Commands drop-down lists.

2. Enter the appropriate value in the corresponding Command Parameters text box.
The required parameters for the selected command are indicated to the right of the
Command Parameters box once the command is selected.

3. Click the corresponding Submit button.

Network and Signaling Diagnostics

Click the Network and Signaling Diagnostics link in the list of Maintenance diagnostic tools
to open the Network & Signaling Diagnostics Web page as shown in Figure 34: Network and
Signaling Diagnostics Web page on page 100.
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Managing: 192.167.102.3
Systemn » Mairtenance » Metwark & Signaling Disgnostics

Network & Signaling Diagnostics

[ DiagnosticCommands __________|CommandParameters | Action |
: - - Loop Commands ---- “l| '

[ - - ShelfCardiUnit Commands ---- v||

j ===e= BRI Commands -— v

| = Siperloop Commands —-- |

[ - - Alarm Commands |

Instruction: Select commwand, &add value and click on [Submit]

Figure 34: Network and Signaling Diagnostics Web page

The commands available from this Web page correspond to the Network and Signaling
diagnostics traditionally performed by using LD 30 - Network and Signaling.

This Web page is used to perform the following Network and Signaling diagnostic functions:
e Loop Commands

- ENLL - Enable network loop

- DISL - Disable loop

- LDIS - List disabled loops

- LENL - List enabled loops

- LOOP - Test network memory on loop(s)

- STAT - Get status of all/specified N/W loops
* Shelf/Card/Unit Commands

- UNTT - Signaling test on specified card or unit

- SHLF - Test loop |, shelf s (Large System)

- CPED - Clear contents of ctrlr maint display (Large System)
- RPED - Read contents of ctrlr maint display (Large System)
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TMDI Diagnostics

* BRI Commands

- SLFT - Selftest on ISDN BRI line card
- SLFT - Selftest ISDN BRI line card (Large System)
- SLFT - Selftest on MISP card
- STEI - Query Term Edpt Identifiers and USIDs (Large System)
- TEIT - Perform TEI check on DSL
e Superloop Commands

- ENLL - Enable specified Superloop
- DISL - Disable specified Superloop
- ENLL - Enable sl, download periph s/w ver

e Alarm Commands

- CMAJ - Clear major alarm and reset power fall
- CDSP - Clear Maint display on active CPU
- CMIN - Clear minor alarm for all customers

To perform diagnostic activities using this Web page, follow the steps in Performing Network
and Signaling diagnostic activities on page 101.

Performing Network and Signaling diagnostic activities

1. Select the required Diagnostic Command from the list.

2. Enter any required Command Parameters. The required parameters for the
selected command are indicated to the right of the Command Parameters text box
once the command is selected.

3. Click Submit.

TMDI Diagnostics

For T1 Multipurpose Digital Interface (TMDI) diagnostics click the TMDI Diagnostics link in
the list of Call Server diagnostic tools to open the TMDI Diagnostics Web page as shown in
Figure 35: TMDI Diagnostics Web page on page 102.
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Managing 207.179.153.99
System » Maintenance » THDI Diagnostics

TMDI Diagnostics

Diagnostic Commands Command Parameters “
Enable TMDI Card (ENL) v ClepL | (PULL | ALL

| ]

Instruction: Select command, add value and click on [Submit]

Figure 35: TMDI Diagnostics Web page

This Web page is used to test and maintain TMDI (DTI/PRI/DCH) cards. The commands
available from this Web page correspond to the TMDI data traditionally configured by using
LD 96 - D-channel.

To perform diagnostic activities using this Web page, follow the steps in Performing TMDI
diagnostic activities on page 102.

Performing TMDI diagnostic activities

1. Select one of the following Actions from the Commands list:

a. Enable TMDI Card (ENL)
b. Disable TMDI card (DIS)
c. Reset TMDI card (RST)
d. Self Test on TMDI Card (SLFT)
e. Get TMDI Status (STAT)
2. Select one of the following Command Parameters:

a. FDL

b. FULL

c. ALL
3. Click Submit.
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Tone and Digit Switch Diagnostics

Tone and Digit Switch Diagnostics

Click the Tone and Digit Switch Diagnostics link in the list of Maintenance diagnostic tools
to open the Tone and Digit Switch and Digitone Receiver Diagnostics Web page as shown in
Figure 36: Tone and Digit Switch and Digitone Receiver Diagnostics Web page on

page 103.

Managing: 192.167.102.3
System » Mairtenance » Tone and Digt Switch and Digitone Receiver Diagnostics

Tone and Digit Switch and Digitone Receiver Diagnostics

Diagnostic Commands Command Parameters | Action |
- - Loop Commands - v
[ - - Card and Unit Commands ---- v/
[-— Miscellaneous Commands - o[

Instruction: Select command, add value and click on [Submit]

Figure 36: Tone and Digit Switch and Digitone Receiver Diagnostics Web page

This Web page is used to execute tone, digit switch, and digitone receiver diagnostics. The

commands available from this Web page correspond to the TMDI data traditionally configured
by using LD 34 - Tone and Digital Switch.

To perform diagnostic activities using this Web page, follow the steps in Performing Tone and
Digit diagnostic activities on page 103.

Performing Tone and Digit diagnostic activities

1. Select one of the following commands from the Diagnostic Commands lists:
* Loop Commands

- STAT - Get status TDS loop
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- DISL - Disable tone and digit loop
- DISX - Disable Conf/TDS/MFS card on loop land | + 1
- ENLX - Enable Conf/TDS/MFS card on loop land | + 1
- ENLL - Enable tone and digit loop
- MFR - Test ANI Feature Group D Multifrequency receiver units
- TDS - Test outpulsers and channels on loop
* Card and Unit Commands

- SDTR - Get status of DTR/MFR or XDT card/unit
- DISR - Disable specified TDS/MFS card/unit
- ENLR - Enable the DTR/MFR card/unit
- DTR - Test specified Digitone receiver card/unit
- MFR - Test ANI Multifrequency Card/Unit
* Miscellaneous Commands

- ENLM - Enable all the TDS loops of the given IPMG

- DISM - Disable all the TDS loops of the given IPMG

- CMIN - Clear the minor alarm for all customers

- CDSP - Clear the mtc display on active CPU

- CMAJ - Clear major alarm and reset power fail transfer
- MFR - Test all ANI Feature Group D MFR receiver units

2. Enter any required Command Parameters. The required parameters for the
selected command are indicated to the right of the Command Parameters text box
once the command is selected.

3. Click the corresponding Submit button.

Trunk Diagnostics

Click the Trunk Diagnostics link in the list of Maintenance diagnostic tools to open the Trunk
Diagnostics Web page as shown in Figure 37: Trunk Diagnostics Web page on page 105.
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Trunk Diagnostics

Managing: 192.167.102.3
Systemn » Mairtenance » Trunk Diagnostics

Trunk Diagnostics

[ DiagnosticCommands __________|CommandParameters | Action |
[ - - Card Commands - v '

[ - - Unit Commands - v||

j ===e= Custormer Route Commands --—- v

| = Miscellaneous Commands - L%

.Instruction: Select command, add wvalue and click on [Submit]

Figure 37: Trunk Diagnostics Web page

This Web page is used to test and maintain trunk cards. The commands available from this
Web page correspond to the data traditionally maintained by using LD 36 - Trunk
Diagnostic.

To use the card commands, follow the steps in Performing Trunk card commands on
page 105.

Performing Trunk card commands

1. Select one of the following commands from the first Commands list:

a. STAT - Get card status

b. ENLC - Enable and reset card

c. DISC - Disable card
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the unit commands, follow the steps in Performing Trunk unit commands on
page 105.

Performing Trunk unit commands

1. Select one of the following commands from the second Commands list:
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ENLU - Enable unit
LDIC - Number of days since last inc. call
DISU - Disable unit
RSET - Reset thresholds for the trunk
e. TPPM - Test the specified PPM trunk
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the customer route commands, follow the steps in Performing Trunk customer route
commands on page 106.

g o o o

Performing Trunk customer route commands

1. Select one of the following commands from the third Commands list:

a. LDIC - List days since last incoming call for customer

b. LMAX - List trunk with max idle days for customer

c. LNDS - List trunks with no disconnect sup. for customer

d. LOVF - List threshold overflows for customer

e. RAN - Test recorded announcement device
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

To use the miscellaneous commands, follow the steps in Performing Trunk miscellaneous
commands on page 106.

Performing Trunk miscellaneous commands

1. Select one of the following commands from the fourth Commands list:

a. CMIN - Clear minor alarm for all customers

b. CDSP - Clear the mtc display on active CPU
2. Enter the required command parameters in the Command Parameters text box.
3. Click Submit.

Zone Diagnostics

Click the Zone Diagnostics link in the list of Maintenance diagnostic tools to open the
Maintenance Commands for Zones Web page as shown in Figure 38: Maintenance
Commands for Zones Web page on page 107.
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Zone Diagnostics

Managng 41117343 Username: sdmin2
System » F Network » Jooes » Bandwidth Zooes » Maintenance Commands for Zones

Maintenance Commands for Zones

Action Print Intrazone Statistics per Local Zone (PRT INTRAZONE) v

Zone Number ALL v

(Gancet )

Zone Number

Resource Typejintrazone StrategyjZone Intent] Bandwidth(Kbps)
10 ENABLED SHARED BQ VIRK 1000000 0 0
20 ENABLED SHARED BQ Mo 1000000 0 0

Mumber of Zones configured = 2

Figure 38: Maintenance Commands for Zones Web page

This Web page is used to enable and disable zones and to view various parameters, properties,
and behaviors associated with the configured zones. The commands available from this Web
page correspond to the data traditionally maintained by using LD 117 - Ethernet and Alarm
Management.

This Web page also includes a table that shows the status and settings for the configured
zones.

To perform maintenance activities using this Web page, follow the steps in Performing Zone
maintenance activities on page 107.

Performing Zone maintenance activities

1. Select one of the following commands from the Actions list:

a. Print Intrazone Statistics per Local Zone (PRT INTRAZONE)
Print Bandwidth Property (PRT ZBW)

Print Description (PRT ZDES)

Print Dialing Plan and Access Codes (PRT ZDP)
Print Time Change property (PRT ZTP)

Show Branch Office Behaviour (STAT ZBR)

Show Status (STAT ZONE)

Enable a Zone (ENL ZONE)

Disable a Zone (DIS ZONE)

Enable a Zone's Branch Office Behaviour (ENL ZBR)
k. Disable a Zone's Branch Office Behaviour (DIS ZBR)

[. Print Adaptive Network Bandwidth Management and CAC Parameters
(PRT ZCAC)

-~ ® 2 o T

= @

[—
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Print Interzone Statistics (PRT INTERZONE)
Reset CAC Statistics (CLR CACR)
Print Zone Alternate Prefix Information (PRT ZALT)
Show Alternate Routing Status (STAT ZALT)
Print Alarm Suppression Time Period (PRT ZAST)
Print Shared Bandwidth Management Information (PRT SBWM)
Enable Shared Bandwidth Management for the zone (ENL SBWM)
Disable Shared Bandwidth Management for the zone (DIS SBWM)
Show Shared Bandwidth Management Status (STAT SBWM)
Print Zone Location Name (PRT ZNAME)
w. Remove Zone Location Name (OUT ZNAME)
2. Select the Zone Number assigned to a configured zone from the list.
3. Click Submit.

-~ 9 B o 5 3

-

< £

Loops

To configure or edit Loops (Common Equipment) information, click the Core Equipment >
Loops link of theSystem branch of the Element Manager navigator. The Common
Equipment Web page appears (see Figure 39: Loops Web page on page 109).

108 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Loops

CS 1000 ELEMENT MANAGER Help | Logout

| Managing 192.188.55.152 Usemame admin
System s Core Equipment s Loops

Loops
|~Seled aloop—- | i able | | Sta elete Refresn
1O 000 Extended Conference Disabled
20 ;8 Exended Conference Disabled
30 100 MG Conferance Disabled
40 104 DPNSS Channel Switch Enabled

Sysiem Response

g
S

Figure 39: Loops Web page
The Loops Web page contains buttons that act as links to additional Web pages. From these
pages, you can perform the following functions:

* Add

* Delete

* Enable

* Disable

* Status

The information entered in this section corresponds to CEQU (Common Equipment) data
traditionally configured using LD 17 - Configuration Record 1.

To check the status of a loop, select a loop and click on Status button. The loop status is
displayed below in the system response pane.
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Managing: 192.168.209.63 Username: admin
System » Core Equioment » Loops

Loops
[—Selectaloop- [e] | a0 Enable | [ Disable Delete Refresh
10 000 Digital Trunk Interface
20 0032 2.0 Mbis Digital Trunk Interface
30 016 Extended Conference
40O 030 DPNSS Channel Switch
50 034 2.0 Mb/s Primary Rate Inteface
80 036 Tone and Digit Switch
70 048 Digital Trunk Interface
8 047 MG Conference
8@ 223 IP Conference
System Response Hide
STAT 223

IPCNEC 00 DSBL 00 BUSY Q0 REG
IPCHAN 00 DSBL 00 BUSY 00 RE’.%

Figure 40: Loops Status

In the above Loops web page, from the Select aloop list choose IP Conference and then click
Add. The IP Conference Loop Number Details Web page appears.

Managng 182.168.66.443 Usemame: admin
System » Core Equipment » Loops » P Conference Loop Number Detais

IP Conference Loop Number Details

P Conference foop number: 123 | = (9.255)

Nodeid:[1234 |+ (0-9g09)
* Requiredvalue. (e (Canasi]
Figure 41: IP Conference Loop Number Details

Type the IP Conference loop number and Node Id, and then click Save.

In the Loops web page, from the Select a loop list choose IP Tone and Digit Switch and then
click Add. The IP TDS Loop Number Details web page appears.
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Superloops

Managing: 192.168.55.14) Username: admn

System » Core Equipment » Loops » P TOS Loop Number Detais

IP TDS Loop Number Details

IP TDS loop number: | 124

MNode Id: | 1234 * ((-9949

* Required value, Cancel
Figure 42: IP TDS Loop Number Details

Enter IP TDS loop number, Node Id and then click Save.

Superloops

To view, configure or edit Superloop information, click the Core Equipment > Superloop link
of the System branch of the Element Manager navigator. The Superloops Web page appears,
as shown in Figure 43: Superloops Web page on page 111.

Managing: 172.16.100.2
System » Core Equipment » Superloops

Superloops
Add... | [ Delete | Refresh
Superlaop Number s Superloop Type
10 4 IPMG

Figure 43: Superloops Web page

To view, configure, or edit a Superloop, click on the corresponding Superloop Number. The
Superloops Details Web page appears as shown in Figure 44: Superloop Details Web page on
page 112
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CS 1000 ELEMENT MANAGER Help | Logout

Managing 182.468.55452 Username: admin2
System » Core Equipment » Superioops » Add Superioop

Add Superloop

Superloop:| 16 |
Superioop twe:| PMG_ ||
Shaif 0 Sheif 1
Bandwidn zone number [ | g zex, Bandwidth zone number | | g zes)
ELaNFaggess [ | ELAM IF address
IPMG type: | MGC [w] IPMG trpe: [ MGC [w]
ELAM pass1hru~%_CE ELAM passthrough part |CE
Faceplate ELHE;S.uun T1E Faceplate ELAN port (1E
Backplane ELAN connection: [1ELAN Backplane ELAN connedion: | 1ELAN
TLAM passthrough port: :CT TLAM passthrough port |CT |
Facepiate TLANport [2T | Faceplate TLANport 2T |
Backplane TLAN connection: [2TLAN | Backplane TLAN connection: [2TLAN |
* Required value,

Figure 44: Superloop Details Web page

The information entered on this Web page corresponds to the Superloop (SUPL) command
available in LD 97 - Configuration Record 2.

To save changes made on the Superloop Details Web page, click Save.

To add a Superloop, click the Add button on the Superloops Web page. The Add Superloop
Web page appears, as shown in Figure 45: Add Superloop Web page on page 112.

Managing: 172.16.100.2
System » Core Equipment » Superloops » Add Superloop

Add Superloop

Superlonp:lﬂ 'I
Superlnupwpe:loarrier vl

Metwork card slot & Lett
" Right

Extended peripheral equipment cuntmller:l s 98

Figure 45: Add Superloop Web page

Select the Superloop type from the list. For IPMG superloop type, the Add Superloop Web
page appears as shown in the following figure.
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MSDL/MSIP Cards

CS 1000 ELEMENT MANAGER Help | Logout

Managing: 182 188.55.152 Usermame: admin2
System » Core Equipment » Superioops » Add Superioop

Add Superloop

Superloop:| 16 |

Superloop r_-'pe'| IPMG E]
Shalf 0 Sheif 1

Banawidih zone AUMber. 13- 255 Banuwidth Zone nUMber: 2

ELANPaddess | | ELAN IF address
IPMG type: | MGC [w] IPNG type: | MGC [w]
ELAN passthrofycx.  |OE ELAN passthrough part |CE

- 25%)

MGS
Faceplate ELsvpomT1E Faceplate ELAN port (1E
Backplane ELAM connection: | TELAN Backplane ELAM connection: | TELAN
TLAM passthrough port |CI’ ] TLAM passthrough port |CT |

Facaplate TLAN port |27 Facaeplate TLAN port (2T
Backplane TLAM connaction: |2 TLAMN Backplana TLAM connection: |2TLAMN

* Required value, Cancsl
Figure 46: Add IPMG Superloop

Fill in the appropriate information and click Save to add the new Superloop.

MSDL/MSIP Cards

The Multipurpose Serial Data Link / Multi-Purpose ISDN Signaling Processor (MSDL/MSIP)
Cards navigation link appears the Fast Download Control Web page, as shown in Figure 47:
Fast Download Control Web page on page 114.
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Managng 192.467.100.3
System = Core Equipment » Fast Download Control

Fast Download Control

Edit Al | Refrash
Card Type s Download Tvpe =
1 Aoplication Module Link Condifional
2 Basic Rate Interface Trunk Conditional
3 Basic Rale Sianaling Concendrator Conditional
4 i i i rApplicati Condifional
5 BRI Line Cards Conditional
8 BRI Trunk Universal 1ISDN Protocol Engine Conditional
7 D-Channel Cards Conditional
-] DITl Application Loadware Conditional
] idi H r Condifional
10 Multipurpose ISDN Signaling Link Cards Conditional
1 Multipurpose Serial Data Link Card Conditional
12 %ﬂﬁ_ﬁmRamnwﬁaceunwrsaHSDN Profocol condiional
13 erial Data Interf rs Conditional i
14 T1E1 Application Loadwars Conditional ﬂ

Figure 47: Fast Download Control Web page

The Fast Download Control Web page appears only for large systems. The page displays the
table with the card type and the download type. The download type for any card can be
changed.

To configure download type for a single card, follow the steps in Editing Fast Download Control

(single card) on page 114.
Editing Fast Download Control (single card)

1. On the Fast Download Control Web page, click the card that you want to edit.

The Edit Web page for the selected card appears.
2. Choose the Download type from the list.
3. Click Save or click Cancel to return to the Fast Download Control Web page.

To configure download type for all cards, follow the steps in Editing Fast Download Control all
cards on page 114.

Editing Fast Download Control all cards

1. On the Fast Download Control Web page, click Edit All to edit all the cards in the
list.

The Edit All Web page appears.
2. Choose the Download type from the list.
3. Click Save or click Cancel to return to the Fast Download Control Web page.
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Conference/TDS/Multifrequency Cards

Conference/TDS/Multifrequency Cards

Click the Conference/TDS/Multifrequency Cards link of the Element Manager Navigator to
open the Conference/TDS/Multifrequency Cards Web page, as shown in Figure 48:
Conference/TDS/Multifrequency Cards Web page on page 115.

Managing 192,187,100,3
System » Core Equipment » ConferencelTDS Mullifreguency Cards

Conference/TDS/Multifrequency Cards

Conference Pad: [0 =]  (di)
Dual Tone Multifrequency: |014 ' @-285)

Save I Cancel
Figure 48: Conference/TDS/Multifrequency Cards Web page

Select a Conference Pad from the list, configure the Dual Tone Multifrequency value and
click Save or click Cancel to return to the System Overview Web page.

Tone Senders and Detectors

Element Manager supports the configuration of Digitone receivers, Tone Detectors, and Multi
Frequency Senders and Receivers. Click the Core Equipment > Tone Senders And
Detectors link in the System branch of the Element Manager navigator. The Tone Senders

And Detectors Web page appears, as shown in Figure 49: Tone Senders and Detectors Web
page on page 115.

Managing: 192.167.102.3
System » Core Equipment » Tone Senders and Detectors

Tone Senders and Detectors

Digitone Receivers
Atype of DTMF detectors used for analog phones and trunks.

Multi Frequency Receivers
MFR1 Signaling used in Morth America.

Class Modem Units

Signaling used for Extended Class Modem Card.
Extended Dial Tone Detectors

Used for DTMF and Dial Tone Detection,

Figure 49: Tone Senders and Detectors Web page
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Digitone Receivers

To display details of and to configure Digitone Receivers, from the Tone Senders And Detectors
Web page, click the Digitone Receivers link. The Digitone Receivers Web page appears, as
shown in Figure 50: Digitone Receivers Web page on page 116.

Managing: 192.167.102.3
System » Core Equipment » Tone Senders and Defectors » Digitone Receivers

Digitone Receivers

Maintenance Commands

Add... | [Wove. | Delete | Refresh
Terminal Mumber & Card Density Last Modified Date
1¢ 00800000 8D 19 FEB 2007

Figure 50: Digitone Receivers Web page

This Web page is used to display details of Digitone Receivers. Users can view, add, delete,
and move Terminal Numbers.

To delete a Digitone Receiver, select the radio button beside the Terminal Number and click
Delete.

Multi Frequency Receivers

To display details of and to configure Multi Frequency Receivers, from the Tone Senders And
Detectors Web page, click the Multi Frequency Receivers link. The Multi Frequency
Receivers Web page appears, as shown in Figure 51: Multi Frequency Receivers Web

page on page 117.
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Delete Multiple Multi Frequency Receivers

Managing: 172.16.100.30 Username: admin
System » Core Equipment » Tone Senders and Detectars » Multi Frequency Receivers

Multi Frequency Receivers

Maintenance Commands

add.. | Wove | Delete | Multi-Delete... Refresh
Terminal Mutmber Last Maodified Date
1¢ gogoonm aJuUM 2010

Figure 51: Multi Frequency Receivers Web page

Use this Web page to view details of Multi Frequency Receivers. You can view, add, delete,
and move Terminal Numbers.

To delete a Multi Frequency Receiver, select the radio button beside the Terminal Number and
click Delete.

Delete Multiple Multi Frequency Receivers

To delete Multi Frequency Receivers click Multi-Delete. The Delete Multiple Multi Frequency
Receivers Web page appears as shown in the following figure.
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Managing: 172.16.100.30 Username: admin
System » Core Equipment » Tone Senders and Detectars » Multi Frequency Receivers » Delete

Delete Multiple Multi Frequency Receivers

Terminal numhber: I *

Mumber of multifrequency receivers:|1 'I

Terminal number an the same card mill be deleted.

* Required wvalue, Delete | Cancel

Figure 52: Delete Multiple Multi Frequency Receivers Web page
Deleting Multiple Multi Frequency Receivers

1. Type the Terminal number for the Multi Frequency Receivers.
2. From the Number of multifrequency receivers list, select the number to delete.
3. Click Delete.

Class Modem Units

To display details of and to configure Class Modem Units, on the Tone Senders And
Detectors Web page, click the Class Modem Units link. The Class Modem Units Web page
appears, as shown in Figure 53: Class Modem Units Web page on page 118.

Managing: 1721610030 Username: admin
Syatem » Core Equipment = Tone Senders and Detectors » Class Modem Unit

Class Modem Unit

Maintenance Commands

add.. | Wove | Delete | Multi-Delete... Refresh
Terminal Mumber a Last Modified Date
147 00800001 a.JuUn 2010

Figure 53: Class Modem Units Web page

Use this Web page to view details for Class Modem Units. You can view, add, delete, and move
Terminal Numbers.
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Delete Multiple Class Modem Units

To delete a Class Modem Unit, select the radio button beside the Terminal Number and click
Delete.

Delete Multiple Class Modem Units

To delete Multiple Class Modem Units click Multi-Delete. The Delete Multiple Class Modem
Units Web page appears as shown in the following figure.

Managing: 172.16.100.30 Username: admin
System » Core Equipment » Tone Senders and Detectars » Class Maodem Units » Delete

Delete Multiple Class Modem

Terminal numhber: I *

Mumber of Class Modem Units:|1 'I

Terminal number an the same card mill be deleted.

* Required wvalue, Delete Cancel

Figure 54: Delete Multiple Class Modem Units Web page
Deleting Multiple Class Modem Units

1. Type the Terminal number of the Class Modem.
2. From the Number of Class Modem Units list, select the number to delete.
3. Click Delete.

Extended Dial Tone Detectors

To display details of and to configure Extended Dial Tone Detectors, from the Tone Senders
And Detectors Web page, click the Extended Dial Tone Detectors link. The Extended Dial
Tone Detectors Web page appears, as shown in Figure 55: Extended Dial Tone Detectors Web
page on page 120.
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120

Managing: 192.167.102.3
System » Core Equipment » Tone Senders and Detectors » Extended Dial Tone Detectors

Extended Dial Tone Detectors

Maintenance Commands

Add. .. | Move. .. | Delete | Refresh
Terminal Mumber & Extended Tone Detector Table  Dial Tone Detection Last Modified Date
1 00800403 00 Yes 19 FEB 2007

Figure 55: Extended Dial Tone Detectors Web page

Use this Web page to view details of Extended Dial Tone Detectors. You can view, add, delete,
and move Terminal Numbers.

To delete an Extended Dial Tone Detector, select the radio button beside the Terminal
Number and click Delete.

To add an Extended Dial Tone Detector, click Add. The Add Extended Dial Tone Detector Web
page appears, as shown in Figure 56: Add Extended Dial Tone Detector Web page on
page 120.

Managing 192.167.102.3
System » Core Equipment » Tone Senders and Detectors » Bxdended Disl Tone Detectors » Add

Add Extended Dial Tone Detector

Terminal Number:

Extended Tone Detector Table: | 0 %
Dial Tone Detection; []

awe
Figure 56: Add Extended Dial Tone Detector Web page
Adding an Extended Dial Tone Detector

Type the Terminal Number of the Extended Dial Tone Detector.
From the list, select the Extended Tone Detector Table.

w NP

If required, select Dial Tone Detection.
4. Click Save.

To move an Extended Dial Tone Detector card from one terminal to another, on the Extended
Dial Tone Detectors Web page, select the radio button beside the Terminal Number to move
and click Move. The Move Extended Dial Tone Detectors Web page appears, as shown in
Figure 57: Move Extended Dial Tone Detectors Web page on page 121.
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Peripheral Equipment

Managing: 192.167.102.3
System » Core Equipment » Tone Senders and Detectors » Exiended Dial Tone Detectors » Move

Move Extended Dial Tone Detector

Source Terminal Number: 004 0 02 00

Destination Terminal Number:l W

Source and Destination Loop Number should be the same

Save l Cancel

Figure 57: Move Extended Dial Tone Detectors Web page

Type the Destination Terminal Number and click Save .

Peripheral Equipment

The Peripheral Equipment Web page displays parameters such as Timers, Multi-Frequency
levels, and Make-Break ratio.

To view, configure, or edit Peripheral Equipment click the Peripheral Equipment link of the
System branch of the Element Manager navigator. The Peripheral Equipment Web page
appears as shown in Figure 58: Peripheral Equipment Web page on page 122.
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Managing: 172.16.100.2
Syztem » Peripheral Equipment

Peripheral Equipment

Companding law: & & Law

f® Mu Law
Quiet Code: 0
Alloweable Cantinuity Faults: |4 = (1- 32767 pertime slice)
Cyelic Redundancy Check Failures: |4 * (1-327E7 perinput cable)

Timers

Minimum Switchhook Flash: |1 20 *[20- 768 ms)
Maxirnurm Switchhook Flash: IBE’IE * (120 - 1275 ms)

Off Hook validation: 280 = . 1278 me
Dial Pulse:l15— * (15 - 120 ms)
Interdigit 150 = . 1275 ms)

Dial Pulzse On: IW * G- 1275 ms)

PustFIash:W t - 1275 mD)

Multi Frequency

Minimum Receiver Level: |2 =
Transmit Level Code furldentiﬂerD:ID 'I
Transmit Level Code furldentiﬂeH:ID 'I

Make-Break Ratio

10 PU|SE:|5|:| vI (pulse parsacond)
12 PU|SE:|TD vI (pulse parsacond)
20 Pulse: I 50 vI (pulse parsacond)

Fast Download Control

Save Cancel

Figure 58: Peripheral Equipment Web page

To configure or edit the Peripheral Equipment, enter the appropriate values and click Save. If
you enter invalid values, the system displays an error message and retains the original values.
A link for Fast Download Control is provided.
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Chapter 8: IP Network

Contents

This chapter contains information about the following topics for Avaya Communication Server
1000 (Avaya CS 1000):

« Introduction on page 123
« IP_Network on page 123
« Interfaces on page 188

« Engineered Values on page 192

« Emergency Services on page 196

» Geographic Redundancy on page 207

« Software on page 209

Introduction

To view the version of software that is installed on the elements, click the IP Network link of
the System branch of the Element Manager navigator.

IP Network

IP Telephony Nodes

Node management in Communication Server 1000 includes a work flow on the User Interface
(U, with Add and Modify functions of the Node. This introduces the Cluster concept, where a
Cluster represents a group of physical servers that shares the same configuration properties.
The same set of services are configured and enabled on all physical servers within a
Cluster.
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The Nodes also provide scalability (by deploying multiple Nodes) and optionally Load sharing
(by distributing processing to other Node members.

Each Node belongs to a Call Server and has a one-to-many relationship with Call Server. The
IP Nodes resides on two LAN subnets: ELAN and TLAN.

O Important:

For information about node to Call Server mapping and the restore process, see Restoration
of IP Telephony Nodes from a prior-Release Call Server on page 369.

The Node must have aminimum of one Signaling Server as a Node element in order for that
Node to be operational. The administrator can add many servers to be part of the Node and
all the Node elements will have the same set of application services enabled. However, only
one physical server can be active at a time. This active server can run all the configured
services on that physical server; for example, UNIStim LTPS, SIPGw, and H323Gw can all be
configured and enabled on the same server. The LTPS application is one exception where
several servers can run active instances of LTPS service. The LTPS application does support
load sharing.

© Note:

The SIP Line application in CS 1000 cannot co-reside with LTPS or any other virtual trunk
applications like SIPGw or H323Gw. The Node management interface does not allow the
user to configure SIP Line service any other application services.

The gateway application services operate on a service IP address configured to be on the
TLAN of the network and this IP address floats between active and standby servers. The
standby server takes over this IP address when the active instance goes down. The active and
standby roles are dynamically assigned through a service specific election process that runs
on the servers.

In CS 1000, the Centralized Deployment Manager (CDM), deploys software applications from
Unified Communication Management (UCM).

The Node management interface adds servers to a Node from the list of servers that UCM has
learned. Before you add the servers to a Node, it is required that the CDM feature deploys the
necessary software application to each of the Linux servers.

To view the IP Telephony Nodes Web page, select the Nodes: Servers, Media Cards link in
the IP Network branch of the Element Manager navigator. The IP Telephony Node Web page
appears as shown in, Figure 59: IP Telephony Nodes Web page on page 125.
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Managing: 192.168.55.152 Username: admin2
System » [P Metwork = IP Telephony Nodes

IP Telephony Nodes
Click the Mode ID to view or edit its properties.

Add... | Impon...l Export...l Delete Print | Refresh
[ MNode D= Components Enahled Applications ELAM P Mode/TLAMN IPvd ModefTLAR IPvE  Status
FD, Fresence Fublisher 1P
[ 383 1 g 0.0.0.78 Changed
[T 444 1 MNOME - 0.0oz2 Changed
Show: [¥ Modes [ Component servers and cards [+ IP¥6 address

Figure 59: IP Telephony Nodes Web page

The IP Telephony Nodes Web page appears showing the following information:
* Node ID — the ID number for each node
« Components — the number of components associated to each node
» Enabled Applications — the applications enabled to each node
* ELAN IP — the IP address for the ELAN
* Node/TLAN IPv4 — the TLAN IPv4 address of the Node or Servers and Cards
* Node/TLAN IPv6 — the TLAN IPv6 address of the Node or Servers and Cards

O Important:

When you select Components servers and cards, the servers and cards appear in
rows along with the IPv4 and IPv6 addresses.

* Status — the status of the node
The IP Telephony Nodes Web page also contains buttons that link to additional Web pages:
* Add - add a new node
* Import - Import a node files
» Export - export a node file
* Delete - delete a node

To view Component Servers and Cards, select the Component Servers and Cards box at
the bottom of the IP Telephony Nodes Web page.

To view TLAN IPv6 address, select the IPv6 Address box at the bottom of the IP Telephony
Nodes Web page.

If you are installing UCM as a new installation (as opposed to an upgrade from a previous
release), with elements installed manually, registered to the security domain and grouped using
deployment manager, then you must also install the IP Telephony node elements manually

using Element Manager. Only UCM registered elements (Signaling Servers and Media Cards)
can be grouped and added to the node as elements.

If you do not enter, register and group the elements manually, any attempt to execute a restore
operation of the IP Telephony node files on the Call Server fails.
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Add a new IP Telephony Node

Click the Add button from the summary page to start the add work flow for creating a new Node
to be part of the Call Server where Element Manager is hosted. The New IP Telephony
Node Web page appears as shown in, Figure 60: New IP Telephony Node Web page on
page 127. For information about adding a new IP Telephony node, see Avaya Signaling Server
IP Line Applications Fundamentals, NN43001-125.
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Managing: 192.168.55.152 Username: admin2
System » IP Network » |P Telsghony Nodes » New IP Telephony Node
New IP Telephony Node

Step 1: Define the new Mode and its semvices.
You will also require pre-configured senvers with appropriate application sofware already deployed to hostthe selected senvices.

Nodel: [ |+(-s09) I
Call server IP address: [192.168.55.152 |+ TLAN address type: @ iPv4 only

© IPvd and IPvE

Embedded LAN (ELAN) Telephony LAN (TLAN)

Gateway IP address: . Node IPv4 address: (0.0.0.0 *
Sonemas EERERET |- S oo TS |- 1

Node IPvE address [

Appilications: [[] SIP Line
[ unistim Line Terminal Proxy Server (LTPS)
[ Virdual Trunk Gateway (SIPGw, H323Gw)
O Personal Direclory (FD)
[ Presence Publisher b
[ IP Media Senvices

*Requred Vabe. (oiea> ] [cancel ]

Figure 60: New IP Telephony Node Web page

Managing: 192.168.55.152 Username: admin2
System » IP Metwork » IP Telephony MNodes » Mode Details » Virtual Trunk Gatewway Configuration

Node ID: 353 - Virtual Trunk Gateway Configuration Details

_ ¥ Senices
Virk gateway application: [~ Enable gateway service on this node j
General ) \irtual Trunk Hetwork Health Monitor
Wirk gateway application:lSlP Gateway (SIPGw) EI "1 Monitor IP addresses {listed below)
SIP domain name: I . Information will be captured for the IP addresses listed
below,
Local SIP port: EED 1(1-85535) | Monitor IP; | Add
Gateway endpoint name: I * || Monitor addresses:
Gateway password: |
Rermave |
Application node ID: I * (0-9999)
Enable failsafe NRS: [T
SIP ANAT: & |Py4
& Py | =
i - Mote: Changes made "on this page will NOT be - .
R G Tk transmitted urtil the Node is alsa saved. iﬁJ M

Figure 61: New IP Telephony Node Web pagel
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Managing: 192.168.55.152 Username: admin2
System » IP Network » |P Telephony Nodes » Nods Details » Virtual Trunk Gatevway Configuration

MNode ID: 353 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Seftings | SIP Gateway Services

SIP Gateway Settings Al

LS Security:l Security Disabled 'l
Paort: ff-I:IEl (1 - BS535)
Murnber of byte re-negcdiation:lijz vl J

Options: [T Client authentication
I~ %508 cerificate authority

Proxy Or Redirect Server:
Proxy Server Route 1:

Primary TLAN IP address: 'i.D.D.D

The IP address can have either IPv4 or IPvE format based on the value of "TLAN
address type"

Port: (0G0 (1 - 65535)

Transport pmtocol:iTCF' 'i

Options; [~ Support registration
™ Primary CDS nroxy

Secondary TLAN P address: ﬁ.D.D.D

The IP address can have either Pvd or IPvE formet based on the value of "TLAM
address type"

Port; EED (1-65533)
Transpart protocol:!TCF' 'l

Options:; [~ Support registration
™ Secondary CDS proxy

Tertiary IP address; ﬁ.D.U.U
Port: ﬁ B0 (1 - 65535)
Transport pratocoI:ITCF' *I

Options: [~ Support registration

[T Tediary CDS proxy ﬂ
Mote: Changes macde on this page will NOT be | | .
cteduredvalie. transmitted urtil the Mode is also saved. Save ARG

Figure 62: IP Telephony Node - SIP GW settings 1
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Managing: 192.168.55.152 Username: admin2
System » P Network » [P Telephony Nodes » Details » Virtual Trunk Gateway Configuration

Node ID: 353 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Seftings | SIP Gateway Senices

=
Proxy Server Route 2:
Primary TLAM IP address: ' 000
The IP address can have either IPv4 or IPvE format based on the value of “TLAN
address type”
Port: EDBD (1 - B5535)

Transport protocol; |TCF‘ 'l

Options: [T Registration Mot Supported
I~ Primary CDS proey

CLID Presentation: J

Country codae (CCC): I
I—

Area code: MPA in Morth America

MNumber translation: Strip: Prefix CLID display format:

Subscriber (SN): ' | CCC==Area code
Mational (NN): ' | 2COCE=NN=

International: ﬁ I =Intemational number= ﬂ
> Nete: Changes made on this page will NOT be Save Cancel
L
Dequiled:velie. transmitted until the Mode is also saved. —l

Figure 63: IP Telephony Node - SIP GW settings 2
In the Proxy Server Route 2 block you can configure the following parameters.

* Primary TLAN IP Address

* Port

* Transport Protocol

* Options
You can configure both Proxy Server Routes 1 and 2 for SIP GW. The values from the config.ini
file are read based on the preferred route value configured in overlay 86 (PROU).

Enter the required values in the fields and click Save .

Import IP Telephony Nodes file

Use the import functionality to import a local configuration file from a local work station (XML
format) or from a Linux signaling server.

In the case of configuration file imported from a local work station, you must enter the
configuration parameters in the file in a standard template model. This template follows the
same model as the existing config.ini file format. You can enter as much as information to a
local file and then import, edit, and save, using the import Ul page, on the Call Server just like
any IP Telephony Node.

Click the Import button, the IP Telephony Import Web page appears as shown in, Figure 64:
Import IP Telephony Nodes Web page on page 130. The options for the import operation
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appear in the IP Telephony Import Web page, the options are import from an XML file stored
on local work station or import from a Leader server that is already part of a Node.

CS 1000 ELEMENT MANAGER Help | Logout

Managing: 192.168.55.152 Username: admin2
System » IP Network » [P Telephony Nodes » Import

Import IP Telephony Nodes
Step 1: Select a source file
Source data will be parsed and presented for your review.

Data source:

@ XML file _

The file must contain 2 valid XML struchure defining 3 single IF Telephony Mode and all its
properies, For more information refer to the XML definition of IP Telephony Modes
O Existing server [

Click Preview to continug. You will be able to review and edit the imponed IP Telephony Mode before saving

(Cancet |
Figure 64: Import IP Telephony Nodes Web page

The selected XML file that is selected to import goes through two sets of validations before the
file can be saved on to the system:

» An invalid XML file format is determined when you click the Preview button to preview the
content, the Ul will be displayed with a message indicating invalid XML file.

« If the file is valid, the next set of validations make sure that the content inside passes the
filed and dependency validations. This validation is determined when you click the Save
button to save the configuration to the Call Server.

When Node configuration files generated by TM application are to be imported by EM, you
must remove the *M (control M) characters from the Node files using procedure Removing
(control M) characters from Telephony Manager configuration files on page 130.

The Node configuration files generated by TM application are obtained from the same place
inside the Call Server ( /u/db/node/ ) as any of the EM application generated Node files.

Whether TM generated or EM generated, the Node configuration file names would be the same
(nodexxxx.cfg and nodexxxx.btp) when stored on the Call Server.

During a Call Server upgrade, if the Node files that are being backed up actually come from
TM application then you must remove the *M characters from the files. Use the following
procedure before they are loaded with an EM application.

Removing (control M) characters from Telephony Manager configuration files

1. Use an FTP program to move the Node configuration files from the Call Server to

any unix server, the files would have the naming as nodexxxx.cfg and nodexxxx.btp
where the xxxx is the node id number.

2. You can edit these config files to see if they have "M characters present inside
3. If M characters are present, run the dos2unix command on each of the files.
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The dos2unix command can be found on any unix server in the Zusr/bin/
folder .

4. The syntax of the command is as follows:
e dos2unix <old file name> <new file name>

Keep the output file name the same as the input file name, you can check the
time stamp and/or edit the file to verify if M characters have been removed.

* Do this for both the xxxx.cfg and the xxxx .btp files.

For example for node3434.cfg (config file) and node3434.btp (bootp file) the
syntax would be:

-dos2unix node3434.cfg node3434.cfg
-dos2unix node3434.btp node3434.btp
5. Edit the config and bootp files to check if the *M chars have been removed.

6. Use an FTP program to move the the files back to the Call Server in the /u/db/
node/ folder

7. Launch EM and open the IP Node Telephony page, the Node summary page
appears correctly.

Export IP Telephony Node file

You can export a previously configured IP Telephony Node to an XML file format and save it
to a local desktop. The Export function is limited to one selected Node at a time. If you select
more than one node, the Export button remains disabled.

To export a IP Telephony Node to an XML file select a Node on the IP Telephony Nodes Web
page and click Export. The export saves the configuration files in an XML format file.

Delete an IP Telephony Node

To delete an IP Telephony Node select, the Node and click the Delete button. A confirmation
window appeatrs.

Node Detalls

Click the Node ID listed on the IP Telephony Node page to view or edit the properties of that
node. The Node Details Web page for the Node selected appears as shown in, Figure 65:
Node Details Web page on page 132.
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132

System » P Metwork » IP Telephony Nodes » Mode Details

Node Details {ID: 1000 - LTPS)

Mode |D: 1000 *(0-9999)
Call server IP addrass: ﬁ?.11.?3.131 ’ TLAN address type: & |py4 only
' IPv4 and IPv6
Embedded LAN (ELAN) Telephony LAN {TLAN)

Gateway P address; IZ?.11.?3.129 # MNode IPv4 address: B.6.1.4 #
Subnet mask: ESS.ESS.QSEQ:ID B Subnet mask E55.255.255.240 *

Mode IPvE address |

IP Telephony Node Properties Applications (click to edit configuration)
Yoice Gateway (VGW) and Codecs SIP Line
Guality of Service (Q05) Terminal Proxy Server (TPS)
LAN Gatewray

SHTP

Numbering Zones
MCDM Aternative Routing Treatrmant (MALT) Cauges

Personal Directories (PO}
Presence Publisher
IP Media Services

* Required Value.

Associated Signaling Servers & Cards

]Selecttoadd '| Add | Rermove ilake Leader

=l
Cancel |

Print | Refresh

[~ Hosthamea Tune Deploved Applications ELAN P TLAN 1Pvd Role
[ otrr-ibmi8 Signaling_Senver C1T o Galeway, PD, PIBSENCE 47 14 45554 47.11.49.211 Leader

Publisher, IP Madia Services
Show: [~ IPuGadfress

Mote: Only server(s)that are not part of any other IP telephony node and deployed application(s) that match the service(s) selected for this node are

availahle in the servers list |

Figure 65: Node Details Web page
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The Node Details Web page is organized to list the IP Telephony Node Properties on the left
side of the page and the Applications on the right side of the page. Click on the IP Telephony
Node or the Application you want to configure. For example, click Voice Gateway (VGW) and
Codecs to display the Voice Gateway (VGW) and Codecs Web page as shown in, Figure 66:
Voice Gateway (VGW) and Codecs Web page on page 133.
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Managing: 192.168.55.1562 Usermame: admin2
System » P Network » IP Telephony Nodes

Node ID: 9992 - Voice Gateway (VGW) and Codecs

General
Echo Cancellation Use canceller, with tail delay [128 ¥
Dynamic attenuation
Voice Activity Detection Threshold: [-17 | -20- +10 0BW)
idle Noise Level 65 | (-327 - +327 DAW)
Signaling Options: [#] DTMF Tone Detection
[ Low latency mode
Remove DTMF delay (squelch DTMF from TDM to IP)
Modem/Fax pass-through
V.21 Fax Tone Detection
[[] R factor calculation

Voice Codecs
Codec GT11 Enabled (required)

Voice payload size: 20 v|{m|li|seconds per frame)

Voice Playout (jitter buffer) delay: |40 ™| B0 ™| (milliseconds)
hnte- Channes made an this nane will HOT be = 1 a

Figure 66: Voice Gateway (VGW) and Codecs Web page

Click Save or Cancel to return to the Node Details Web page. When you save the parameters
configured for the Voice Gateway (VGW) and Codecs Web page, only the codec parameters
are saved; you must click Save on the Node Details Web page to save the changes to the IP
Telephony Node.

You can configure the following IP Telephony Node Properties by clicking on the appropriate
link on the Node Details Web page:

* Voice Gateway (VGW) and Codecs

 Quality of Service (QOS)

* LAN

* SNTP

* Numbering Zones

« MCDN Alternate Routing Treatment (MALT) Causes

You can configure the applications associated to the Node by clicking the appropriate link on
the Node Details Web page. The applications associated to a Node appear on the right and
can include applications such as the following:

* SIP Line
» Terminal Proxy Server (TPS)
* Gateway

* Personal Directories (PD)
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* Presence Publisher

* |P Media Services

After you click the SIP Line link, on the Node Details Web page, the SIP Line Configuration
Details Web page appears as shown in the following figure.

Managing: 192.168.209.111 Username: admin2
System » P Natwork » 1P Telsohony Nodes » Node Detaile » SIP Line Configuration

Node ID: 1 - SIP Line Configuration Details

General | SIP Line Gateway Sefiings | SIP Line Gateway Senice
SIP Line Gateway Service
Branch | GR Office Settings:

SLG Role

MO ¥
SLG Mode:| S1/52 |
MO SLG 1P:|2001.db::98:53

e IP address can have ether IPv4 or Py format based on the value of *T

address type
MO SLG Port: 5070 (1 - 65535
0 SLG Transport | TCP
GR SLG IP:[2001:db: 98:54

dress can have ether IPvd or IPvE format based on the value of “TLAN
add

GR SLG Port EE-O?U (1 - B5535
GR SLG Transport| TCP w0

SLG IVR proxy IP:

IVR Settings:
0.0.0.0

w
2 Note: Changes made on this page will NOT be Save Cancel
o i transmited until the Node & also saved d

Figure 67: SIP Line configuration

Enter the appropriate values in all the required fields and click Save to configure SIP Line.

For complete information about IP Telephony Nodes configuration, see Avaya Signaling Server
IP Line Applications Fundamentals, NN43001-125, Avaya SIP Line Fundamentals,

NN43001-508, Avaya Dialing Plans Reference, NN43001-283, and Avaya IP Peer Networking
Installation and Commissioning, NN43001-313.

After you click Terminal Proxy Server (TPS), on the Node Details Web page, the Terminal
Proxy Server (LTPS) Configuration Details page appears as shown in the following figure
Figure 68: Network Connect Server (NCS) configuration on page 135.
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Managing: 172.16.100.30 Username: admin
System » IP Network » [P Telephony Nodes » Node Details » UNIStim Line Terminal Proxy Server (LTPS) Configuration
Node ID: 1100 - UNIStim Line Terminal Proxy Server (LTPS) Configuration Details

Eirmware | DTLS | Network Connect Server
Server AccountUser ID

-~
Password
DTLS
DTLS policy: | Off v
Network Connect Server
Primary network connect server (TLAN) IP address: (172.16.101.30
Primary network connect server port number: |16500 1-65535
Alternate network connect server (TLAN) IP address: (0.0.0.0
Alternate network connect server port number. |16500 1685535
Primary network connect server imeout |10
v
e T

Figure 68: Network Connect Server (NCS) configuration

Configure the Network Connect Server (NCS) parameters, and then click Save. To apply the
NCS configuration, on the Node Details page, click Save.

After you click the Gateway link, on the Node Details Web page, the Virtual Trunk Gateway
Configuration Details Web page appears as shown in the following figure.
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Managing: 192.168.209.91 Username: sowdhb
System s IP Network » |P Telephony Nodes

Node ID: 999 - Virtual Trunk Gateway Configuration Details

Vitrk gateway application: [¥] Enable gateway senice on this node

General Virtual Trunk Network Health Monitor
Vitrk gateway application:! SIP Gateway (SIPGw) V| [ Monitor IP addresses (listed below)
SIP domain name | . Information will be captured for the IP addresses listed
below ~
Local SIP port:|5060 | *(1-85535) | Monitor IP: | pY, | [ Add
Gateway endpoint name: | * || Monitor addresses:
Gateway password |

Enable failsafe NRS: []

SIP ANAT: O IPv4
® IPv6

Figure 69: Virtual Trunk Gateway configuration

After you click the IP Media Services link, on the Node Details Web page, the IP Media
Services Configuration Details Web page appears, as shown in the following figure.
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Managing: 192.168.209.127 Username: admin
System » P Network » P Telephony Nodes » Hode Detais » IP Media Services Configuration

Node ID: 123 - IP Media Services Configuration Details

Senices | IP Media Senices Jeftings | SIP URIMap | Port Seftings
IP Media Services Settings N
Import SIP gateway settings: [}

General

IP media senices domain name avaya.com

Application node ID: (123
Proxy or Redirect Server

Primary IP address: [192.168.55.123
Port: (5060 1 - 65535

Transport protocol: | TCP v

Secondary IP address: [192.168.85.155

Port: |5060

Transport protocol: | TCP w
v

* Requred Value Note: Changes made on this page will NOT be

transmited until the Node is also saved

Figure 70: IP Media Services configuration

To configure IP Media Services, enter the appropriate values in the required fields and click
Save.

For complete information about IP Media Services configuration, see Avaya Signaling Server
IP Line Applications Fundamentals, NN43001-125.

For complete information about IP Telephony Nodes configuration, see Avaya Signaling Server
IP Line Applications Fundamentals, NN43001-125, Avaya SIP Line Fundamentals,
NN43001-508, Avaya Dialing Plans Reference, NN43001-283, and Avaya IP Peer Networking
Installation and Commissioning, NN43001-313.

Activate the Presence Publisher in Element Manager for an existing
node

Presence Publisher in Element Manager CS 1000 release 7.6

© Note:

The CS 1000 (native) IM and Presence application is supported for CS 1000 Releases 6.0
and 7.0. Releases 7.5 and later align with Avaya Aura Presence Services 6.1 for Instant
Messaging and Presence across Avaya's Enterprise Communications Manager and CS
1000 Call Servers. CS 1000 Release 7.6 does not support the older IM/Presence application
from CS 1000 releases 6.0 and 7.0.
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Simple Network Time Protocol

Click SNTP to access the SNTP Web page, as shown in the following figure.

Managing: 192.168.65.142 Username: admin2
Sysiem » P Network s |P Telephony Nodes = Node Details » SNTP

Node ID: 10 - SNTP

SNTP Server
Mode: passive |
Interval: 255
Port 20000
SNTP Client
Mode:| passive |&
Interval: 256
Port 20000

SNTP server IP address: 0.0.0.0

Note: Changes made on thiz page wil NOT be

Save Cancel
transmited until the Node is also saved

* Required Value

Figure 71: SNTP Web page

The Simple Network Time Protocol (SNTP), is an adaptation of the Network Time Protocol
(NTP) used to synchronize computer clocks. It involves no change to the current or previous
NTP specification versions or known implementations, but rather a clarification of certain
design features of NTP which allow operation in a simple, stateless RPC mode with accuracy
and reliability expectations similar to the UDP/TIME protocol. A SNTP server running on the
primary Signaling Server or the IP Telephony leader Cards actively push the date and time to
the SNTP clients (Voice Gateway Cards and other Signaling Servers). Clients can also pull the
date and time from SNTP server.

The following parameters are available for the network time client/server from IP Telephony
Nodes page:

* Mode: This field defines the protocol mode. They are three options for this:

- Active — Sends broadcast of time at defined intervals.

- Passive — Waits for query from clients (default).
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- Disabled — Time server not started.

« Interval: Assigns the interval between time updates and can be set to any 2n value (31 >
n > 0) (256).

« Port: This is the network port that the system service listens to for incoming network traffic.
The port number is determined when the connection is established. Assigns the UDP port
used by time client/server(20,000 + nodeld)

There is one more field under SNTP CLIENT section, which is SNTP server IP address. This
field defines the IP address of the server to which the client communicates. It is an IPv4
address.

Enable Numbering Zones

When you click the Numbering Zones link in the Node Details web page, the Node ID xx
Numbering Zones Web page appears, as shown in the following figure.

Managing: Username:
Zystem » IP Network » B Takphony Modas » Mo Deisils » Mumbering Zones

Mode ID: - Numbering Zones

Enabled: ™

Mobe: Changes made on this page wil NOT be Save Ccaneel
Trangmatee unbl The Mo 2 ez saved

To enable Numbering Zones select Enabled and click Save.

Nodes: Servers, Media Cards

Click the IP Network > Maintenance and Reports link in the System branch of the Element
Manager navigator to open the Node Maintenance and Reports Web page, as shown in Figure
72: Node Maintenance and Reports Web page on page 140.
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CS 1000 ELEMENT MANAGER Help | Logout

Managing: 192.168.65.162 Usemams: admin2
System s IP Nedwork 3 Node Mainienance and Reporis

Mode Maintenance and Reports

- Node ID: 1234 Mode IP: 192.168.209.123 Total elements: 1
Index  ELANIP Type ™

Signaling
Server-
CPPIv1

cores? 192.168.55.152 NOTN [ceEncup ] [sysioc ]| [omRBrT] [ Reset | [LStatus ]| [Lvinual Teminal |

Figure 72: Node Maintenance and Reports Web page

This Web page contains information about configured Signaling Servers and IP Telephony
cards and is arranged by node. Click the required buttons such as, GEN CMD, SYS LOG,
Reset and others beside the Node ID number to view the elements assigned to the node.

For more information about IP Telephony, see Avaya Signaling Server IP Line Application
Fundamentals, NN43001-125.

Six buttons are located to the right of the TN column for each IP Telephony element:

* GEN CMD — Launches the General Commands Web page.

* RPT LOG — Launches the Report Utility Web page.

* SYS LOG — Launches the System log file Web page for Signaling Servers.
* OM RPT — Launches the Operational Management Report Web page.

* Reset — Resets the element.

© Note:

The ELAN IP address of the server must be entered in the host table prior to launching
Base Manager using the Reset button.

© Note:

When resetting the Signaling Server on which the Web server is located, wait
approximately five minutes before logging in again.

« Virtual Terminal — Opens a Telnet connection to the element over the Telephony Local
Area Network (TLAN) subnet using the element's IP Address.

« Status — Displays the status of the element.

Meridian Alternate Routing and Vacant Number Routing Causes

This feature deals with Vacant Number Routing (VNR) calls at the CS 1000 that is routed over
H323/SIP. Assume that the call fails to route to the destination (for example, with reason: No
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entry present in the NRS/SPS or due to rejection from the destination side). With this
development, the call gets disconnected with a cause which matches one of the Meridian
Alternate Routing (MALT) cause codes, or disconnects with an indication to "use MALT". Based
on this information, MALT is performed at the Call Server to retry the call using an alternate
route. If MALT exhausts all the MALT routes in the VNR Route List Index then the treatment
corresponding to the disconnect cause is provided.

If the call clearing message has the cause as 'unassigned number" or ‘invalid Number format'
in all the accessed entries of the VNR RLI, then vacant number treatment will be provided.

With the default MALT handling, there are six causes which perform MALT at the CS 1000:
* 3 — No route to destination
» 27 — Destination is out of service
» 34 — No circuit or channel available
» 38 — Network out of service
» 41 — Temporary failure
» 42 — Switching equipment congestion

A configurable option is provided in Element Manager for the different vendors (subdivided into
"all Avaya Component" and "third party", but potentially extensible, should the need be
identified) in order to configure causes (other then MALT causes) to do MALT at CS 1000. The
EM provisions the below causes to be configured to perform MALT. The unassigned number
cause will be by default configured to perform MALT for Avaya and Third Party vendors.

* 01 — unassigned number

* 20 — subscriber absent

* 47 — Resources unavailable

* 51 — Call rejected; blocked by MBG

* 52 — Outgoing call barred

* 53 — Outgoing call barred in closed user group
* 54 — Incoming call barred

* 55 — Incoming call barred in closed user group
* 63 — service or option not available

» 127 — Interworking unspecified

To configure MALT, click the IP Network > Nodes: Severs, Media Cards link in the System
branch of the Element Manager navigator. The IP Telephony Nodes Web page appears. Click
the Node ID of the node you want to configure, and then click MCDN Aternative Routing
Treatment (MALT) Causes ; the MCDN Aternative Routing Treatment (MALT) Causes Web
page appears as shown in Figure 73: MCDN Aternative Routing Treatment (MALT) Causes
Web page on page 142.
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Managing: 172.16.100.2
System » IP Network » P Telephony Modes

MNode ID: 1200 - MCDMN Alternative Routing Treatment (MALT) Causes

Mortel Wendor Causes: Third Panty Vendor Causes:
¥ UnassignedMumber W Unassignediumber
™ Subscriber absent ™ Subscriber absent
™ Resources unavailable ™ Resources unavailable
™ Service or option not available [ Sarace or option not available
[ Intemetworking unspecified [ Internetworking unspecified
™ Call rejected; blocked by MGE I Call rejected; blocked by MGEB
™ Outgoing call barred ™ Dutgoing call barred
™ Outgoing call barred in closed user group ™ Outgaing call barred in closed user group
™ Incoming call barred ™ Incoming call barred
[ Incoming call barred in closed user group [ Incoming call barred in closed user group
et e Node s o seved. Smve | _Concel |

Figure 73: MCDN Aternative Routing Treatment (MALT) Causes Web page

O Important:

If you add a Media Card after you upgrade the Linux server, you must perform a Node Save
and Transfer. For more information, see Avaya Signaling Server IP Line Applications
Fundamentals, NN43001-125.

General Commands

Click the GEN CMD button, located beside the information for an IP Telephony element as
shown in Figure 72: Node Maintenance and Reports Web page on page 140, to open the
General Commands Web page for that element. See Figure 74: General Commands Web
page on page 143.
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Manadging: 192.167.102.3
System » IP Metvwork » Node Maintenance and Reports » General Commands

General Commands

Element IP: 1921671024 Element Type : Signaling Server-ISP1100
Group w Command | - Select A Group - » RLURMN

IP address_192_18?.1 nz3 Number of Pinas |3 |

Click a button to invoke a command.

Figure 74: General Commands Web page
From this Web page, users can issue commands to selected groups.
To issue an IP Line application command:

1. Select a group from the left-hand Group drop-down list. The corresponding
commands for that group display in the Command drop-down list.

2. Selecta Command from the Command drop-down list.
3. Click Run.

The results appear in the box at the bottom of the Web page.

Detailed procedures for issuing General Commands can be found in Avaya Signaling Server
IP Line Application Fundamentals, NN43001-125.

Commands related to the node password include:

* nodePwdDisable — disables the node password

* nodePwdEnable — enables the node password

* nodePwdShow — displays the node password

* nodeTempPwdClear — clears the temporary node password
* nodePwdSet — sets the node password

* nodeTempPwdSet — sets the temporary node password

Passwords must conform to certain compositional rules.
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To set the node password:

1. Select nodePwd from the Group drop-down list.
2. Select nodePwdSet from the Command drop-down list.
3. Enter the password in the Node Password text box.

The password must be 6 - 14 characters in length. Valid entries are digits 0 through
9, and special character * and #.

4. Click RUN.

If a non-zero length password is configured, all IP Phones that attempt to register
after the password is set display a prompt requesting the node password before
enabling the TN to be modified.

A temporary node password can be configured to give temporary user access to the TN for
configuration. A temporary node password removes the need to distribute the node password
and the requirement to change it afterwards. The temporary node password automatically
deletes itself after it has been used the defined number of times or when the duration expires,
whichever comes first.

To set a temporary node password:
1. Select nodePwd from the Group drop-down list.

2. Select nodeTempPwdSet from the Command drop-down list.

3. Enter the temporary password in the Node Password text box.

The password must be 6 - 14 characters in length. Valid entries are digits 0 through
9, and special character * and #.

4. Enter the number of times that you want to enable the temporary password to be
used in the Uses text box (maximum is 1000 times).

5. Enter the duration, in hours, for the temporary password in the Timeout text box
(maximum is 240 hours).

6. Click RUN.

From the General Commands Web page, any IP address can be pinged from this element.
The default IP address is the address of the Call Server.

To ping an IP address, perform the following procedure.

1. Verify that the entry in the IP address text box is correct.
2. Enter the number of pings that to send in the Number of Pings text box.
3. Click Ping.
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System Log

Click the SYS LOG button, located beside the information for the Signaling Server, to open
the Application Logs Web page for the Signaling Server, as shown in Figure 75: Application
Web page on page 145. The Application logs are part of the Base Manager.

BASE MANAGER Help | Lodout

Managing: 172.16.101.4
Tools == Application

Application Logs

Local server OAM event, security event and Application logs

=
(=5
@

Enter criteria values and click View
E_Dg wpej | S5 Common 7|

Limitlog entries to:  Filter string: I*

| Yiew I Expont

Log Entries

Click on Wiew to see the content of the logs.
Click on Export to export the logs.

Figure 75: Application Web page

Element Manager redirects you to Base Manager to run the System Log for the Signaling
Server. For more information about Application Logs and accessing Base Manager refer to
Avaya Linux Platform Base and Applications Installation and Commissioning, NN43001-315,
and Avaya Unified Communications Management Common Services Fundamentals,
NN43001-116.

System log

Click the SYS LOG button, located beside the information for an IP Telephony card, to open
the Syslog Web page for the IP Telephony card, as shown in Figure 76: Syslog Web page on
page 146.

Element Manager System Reference - Administration March 2013 145



IP Network

Managing: 192.167.100.3
IP Telephory » Nodes: Servers, Media Cards » Node Mairtenance and Reports » Syslog

Syslog

ElermentIP 01921671007  Element Type  Yoice Gateway Media Card

| Syslog File to View [LATEST =] VIEW |

| LATEST | SYSLOG.0 | SYSLOGA | SYSLOG.2 | SYSLOG.3 |

“Clic}c a button to invoke & ocommand. ﬂ

" o

Figure 76: Syslog Web page
To view a System log file, perform the following procedure.
1. Select a file using the Syslog File to View drop-down list.
2. Click VIEW.
Alternatively, click one of the five buttons below the Syslog File to view the dialog box:
* LATEST — Displays the most recent record in the system log file.
* SYSLOG.0 — Displays the file /C:/log/syslog.0 located on the Media Card.
* SYSLOG.1 — Displays the file /C:/log/syslog.1 located on the Media Card.
* SYSLOG.2 — Displays the file /C:/log/syslog.2 located on the Media Card.
* SYSLOG.3 — Displays the file /C:/log/syslog.3 located on the Media Card.

The contents of the file appears in the box at the bottom of the Web page.

Signaling Server commands

Element Manager provides support for executing Signaling Server command line interface
(CLI) maintenance commands.

To run Signaling Server commands from Element Manager, select the Maintenance and
Reports link in the IP Network branch of Element Manager navigator. The Node Maintenance
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and Reports Web page appears as shown in, Figure 72: Node Maintenance and Reports Web
page on page 140.

Running Signaling Server commands

1. Choose a Signaling Server and click GEN CMD . T

he General Commands Web page appears. See, Figure 77: Signaling Server
General Commands on page 147.

2. Select the Signaling Server CLI command group that you want to access from the
Group list.

3. Choose a command from the Command list.
4. Click Run to run the command.

Managing 172,16.100,2  Usermame: admin2

System » [P Network » Mods Mairfsnance and Reports » General Commands

General Commands

ElementIP 11721610014  Element Type . Signaling Server-HP DL320G4

Group - Cammand |-- Select A Group - 'I RUN
e =
IP address [172.{Elaction Murnber of pings |3 FING

Isel

Mam
ModePwd
phxLink

Q03

Sip

SipLine
SipCi
System b

Click a button g coreand. ;I

. A

Figure 77: Signaling Server General Commands

For a list of available Signaling Server commands that can be run using Element Manager,
see Avaya Software Input Output Reference — Maintenance, NN43001-711.

Operational Measurement Reports

The OM RPT (Operational Measurement Report) button enables users to view OM information.
Click the OM RPT button, located beside information for an IP Telephony element as shown
in Figure 72: Node Maintenance and Reports Web page on page 140, to open the OM
Reports Web page for that element, as shown in Figure 78: OM Reports Web page on

page 148.

Element Manager System Reference - Administration March 2013 147



IP Network

View OM FileType: Signaling Server-ISP1100, ELAN IP: 192.167.102.4

View OM File
Select File

\:‘,
o

IfO|O|0|0|0|C|C

Alomiomreport.039
Arfomiomreport.040
Aromiomreport.041
Avomiomreport.042
Aromiomreport.043
Alomiomreport.044
Aromiomreport.045
Allom‘omreport.046

Click a button to invoke a command.

Figure 78: OM Reports Web page

SAT FEB 10 00:00:00 2007
SUN FEB 11 00:00:00 2007
MON FEB 12 00:00:00 2007
TUE FEB 13 00:00:00 2007
WED FEB 14 00:57:18 2007
THU FEB 15 00:00:00 2007
FRIFEB 16 00:00:00 2007
FRIFEB 16 23:00:00 2007

To view an OM Report file, perform the following procedure.

1. In the Select File column, click the option button beside the OM Report to be

viewed.

O Note:

The limit of OM Report files is eight. Only the eight most recent OM Report files

are available on the system.

2. Click View OM File.

The contents of the file appear in the box at the bottom of the Web page.

Virtual Terminal

The Virtual Terminal is an integral part of the enhanced navigation tools for Element
Manager.

Click the Virtual Terminal button on the Node Maintenance and Reports Web page to open
the Virtual Terminal window.

The Virtual Terminal is a Web-based window that enables access to the character-based
interfaces supported by the components of the Avaya CS 1000 system, including all overlays
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not supported by Element Manager Web pages. The Virtual Terminal can also be used to add
new links to the system components or other Element Manager servers using the Bookmarks
feature.

O Important:
Virtual Terminal requires the Java Runtime Environment (JRE).

To access the Virtual Terminal for a particular IP device, perform the following procedure.

1. Choose the IP device you want to access on the Node Maintenance and Reports
Web page.

2. Click the Virtual Terminal button beside that node.
3. Enter the user name and password.

For more information about accessing and using the Virtual Terminal, refer to Virtual
Terminals on page 37.

Media Gateways

To access Media Gateways in Element Manager click Media Gateways in the IP Network
branch of Element Manager navigator. The Media Gateways Web page appears, as shown in
Figure 79: Media Gateways Web Page on page 149.

Element Manager displays Media Gateway type as MGC for a Media Gateway Controller and
MGX for an MG XPEC Media Gateway Extended Peripheral Equipment Controller. The MG
XPEC is used to convert a CS 1000M Intelligent Peripheral Equipment shelf (IPE) to a CS
1000E Media Gateway.

Managing: 192.168.203.117 Usemame: adminZ
System » [P Network » Hedia Gateways

Media Gateways

Add.. |  Digital Tunking.. | Revoot | Delete |  vinuaiTerminal | [Wore Acions ] Refresh
IPMG IP Address Zone Type
(o 000 00 471121679 000 MGC
(e 00400 255,255,254.11 002 MGC
o 00401 1231 004 MGX
C 00800 192.168.62.93 004 MGC
(e 01600 1236 000 MGC
s 03200 1564 000 MGC
o 03600 192.168.209.108 000 Mec
fa 06000 1123 000 Mec
e 10800 1.685.26.56 000 MGC

Figure 79: Media Gateways Web Page
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IPMG Property Configuration
To configure the properties of an IPMG complete the following procedure.

Configuring IPMG properties

1. Select the IPMG from the list of IPMGs on the Media Gateways Web page. The
IPMG Property Configuration Web page appears as shown in the following figure.

Managing 172.416.100.30 Username: admin
System » [P Metwork » Media Gateways » IPMG 4 0 Property Configuration

IPMG 4 0 Property Configuration

ELAN IP address: |1 9216710610 .

Bandwidth zone number: [1 {0-8000)

IPMG type: IMGC "I
ELAM passthrough port: ICE—
Faceplate ELAN port: |1E—
Backplane ELAMN connection: IE—
TLAM passthrough port: ICT—
Faceplate TLAM port: |2T—
Backplane TLAM connection: IT

Save | et Cancel

Figure 80: IPMG Property Configuration Web page
2. Enter the appropriate values.
3. Click Next
4. Continue as described in Media Gateway configuration on page 152

Adding an IPMG

Perform the following procedure to add an IPMG.
Adding an IPMG

1. On the Media Gateways Web page, click Add.
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The Add IPMG Web page appears.

Managing: 192,168.209.105 Username: admin2

Add IPMG

Choose a Superloop Number: | 0 E and Shelf |0 [M

4

12
18
20
24
28
32
36
40
44
48
52
56
60
64
68
72

76
an

2. Choose a number and required shelf from Choose a Superloop Number and Shelf
lists.

3. Click Add.
The Add IPMG with Input Description and Input Value fields Web page appears.

Managing: 192.168.209.106 Username: admin2
System » P Network » Medi Gatewavs » Add PNG

Add IPMG
Choose a Superloop Number :23 ¥ | and Sheit. | 0 Vi Add

ELANIP address: |192.1|
Bandwidth zone number [:Y . Range: 0 - 255
IPMG type: | MGC ™
ELAN passthrough port CE
Faceplate ELAN port | 1E
Backplane ELAN connection: | 1ELAN
TLAN passthrough port |[CT
Faceplate TLAN port | 2T

Backplane TLAN connection: | 2TLAN

Save l_.C‘.a.ur_p)._l_.

4. Enter the appropriate values in the fields and select the required IPMG type from
the IPMG type list.
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The available values are MGC, MGX, and MGS. For more details about the MGS
configuration, see Media Gateway configuration on page 152.

5. Click Save.

Media Gateway configuration

To view or configure the current settings of a Media Gateway Controller, click Media
Gateways in the IP Network branch of Element Manager navigator as shown in the following
figure. For information about the configuration of the Media Gateway Controller, refer to Avaya
Communication Server 1000E Installation and Commissioning, NN43041-310, Avaya
Communication Server 1000E - Upgrades, NN43041-458, and Avaya Communication Server
1000M and Meridian 1 Large System Installation and Commissioning, NN43021-310.

Managing: 192.168.209.105 Username: admin2
System » IP Network » Meda Gateways » Add PUG » IPMG 20 0 Media Gateway (MGS) Configuration

IPMG 20 0 Media Gateway (MGS) Configuration

- Media Gateway (MGS)

Hostname MGS . [:%

Embedded LAN (ELAN) IP address |

Embedded LAN (ELAN) gateway IP address |12 168,55.1

Embedded LAN (ELAN) subnet mask |255 2552540

Telephony LAN (TLAN) IP address [0.0.00
Telephony LAN (TLAN) gateway IP address |Q 000
Telephony LAN (TLAN) subnet mask |255 2552540

- DSP Daughterboard
Type of the DSP daughterboard | DB32 w»
Telephony LAN (TLAN) IP address |O.G 00

Telephony LAN (TLAN) gateway IP address 0.0.0.0
Telephony LAN (TLAN) subnet mask 255.255.254.0

Hostname |DBT

+VGW and IP phone codec profile
Figure 81: Media Gateway Configuration

Media Gateway Configuration has the option to enable or disable the R-factor option for the
MGC card. R-factor is disabled by default as it has an impact on the density of DSP DB. When
configuring DSPs on an MGC card, the values available in Type of DSP daugtherboard field
are NODB, DB32, DB96, and DB128.
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PCEGRA RN LY LAY L0 LA DU FCL RGO L bl il A
Hostname |
- VGW and IP phone codec profile
Enable echo canceller
Echo cancaller tail delay | 123 | | winjsesonds )
Enable dynamic attenuation

Voice activity detection threshold |1 [0 -4 DEM }
Idle noise level |D [0-1DBK)
R factor calculation ‘ [%

DTMF tone datection

Enable low latency mode

Remove DTMF delay {squelch DTMF from TDM to IP)
Enable modem/fax pass through mode

Enabie V.21 FAX tone detection

‘IEEHDEI

Fax TCF method |2 »

FAX maximum rate | 14400 % pea)

FAX playout nominal delay |100 0 - 200 millisecnnds )
Figure 82: Media Gateway Configuration (continued)

Using the Media Based CLID you can enable or disable the Media based CLID for the Media
Gateway Configuration.

Telephony LAN (TLAN) IPv6 address | |
Telephony LAN {TLAN) subnet mask 255.255.254.0
Hostname |11 .

+ VGW and IP phone codec profile
+ Q0S
- Media Based CLID
Media based CLID [#]
Caller 1D type | Beli202 ~

Auto detection [

miﬁm“mﬂﬂimmﬁ 0.0 . [-13.5 o +13.0 decibel | Lookup
- Call Server LAN
Embedded LAN (ELAN) configuration

Geographic redundancy [
Primary call server IP address |19G11138_55_152 |

Primary call server hostname |F"rimar:.r_l25 |
Signaling port 15000
Broadcast port |15£H]l | {1024 - 85535 )
Telephony LAN [TLAN) configuration

Figure 83: Media Gateway Configuration (continuedl)

The Caller ID Type and Auto detection fields appear only if the Media based CLID check
box is selected.
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The Caller ID Type has two options, Bell202 and ETSIV.23. To configure these prompts, select
Bell202 or ETSIV.23 prompts from the Caller Type list and click Submit .

When Auto detection check box is not selected, you must enter a value in the Analog line
card D-A transmission loss field or click Lookup to select the Analog Line Card (ALC) type
and the transmission loss value in decibels.

When you have finished entering the values, click Save .

Ethernet Diagnostics

To run the MGC Ethernet Diagnostic commands from Element Manager, select Media
Gateways in the IP Network branch of Element Manager navigator. The Media Gateways
Web page appears.

Running MGC Ethernet Diagnostics

1. Choose an MGC and select Ethernet Diagnostics from the More Actions list. The
Ethernet Diagnostics Web page appears.

Managing: 192.168.209.105 Usesmams: admin2
System » IP Network » Media Gateways » Ethernet Diagnostics

Ethernet Diagnostics

[ STAT UNKIP - Link status — IP v | (submit ]
[ STAT SERV - Server status N v |
[sTIP T- 1P Status — ™ | | (submit ]
[ PRT IPDN - Print DNs with a given IP address || | [(submit ]
| ECNT FWw - Etherset Count — FWID MajorVer MinorVer Filter | | ((submit ]
[RST ZONE - Reset IP Phone -~ Zone START/STOP HH:MI v | (submit

[ STAT IPMG - Print status of the given or all IPHGS v | (submit ]
| STAT RFC2833 - RFC2833 Status ~ TN | | [(submit ]
Instruction: Select command, add value and click on [Submit]

2. Selectthe MGC status command group that you want to access from the Command
list.

3. Click Submit to execute the command.
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Media Gateway Controller commands

Element Manager provides support for executing the Media Gateway Controller (MGC)
command line interface (CLI) maintenance commands.

© Note:

Not all MGC commands are supported from Element Manager as they affect basic system
configuration parameters and are used by the system administrator to closely monitor the
system using serial connection.

The following MGC CLI command groups are supported from Element Manager:

» General — General purpose commands
» System — MGC platform administration and maintenance commands

* Voice Gateway —- Voice Gateway application administration and maintenance
commands

 Special — Special purpose PDT commands
 Security —- Intra-system and cryptographic key support commands

To run MGC commands from Element Manager, select the Media Gateways link in the IP
Network branch of Element Manager navigator. The Media Gateways Web page appears.

Running MGC commands

1. Choose an MGC and select General Commands from the More Actions list.

The General Commands Web page appears. See, Figure 84. General
Commands on page 156.

2. Select the MGC CLI command group that you want to access from the Group list.
3. Choose a command from the Command list.
4. Click Run .

Element Manager System Reference - Administration March 2013 155



IP Network

Managing 182.101.199.)
Syiten » P Hodwork » hlighe Gabewayy » Ganeral Commands

General Commands

ElementIP192 16710020 Elemont Typa MOC

ovoup [Gomer 3] Commana[Seect 3 command 3] Fun
P nddress I Oeneral Mumbser of Piy ;I'i PING
System S —I
"ale @ O alirveiy
Spedial LI
Setuity
L.

Figure 84: General Commands

For a list of available MGC commands that can be run using Element Manager, refer to Avaya
Software Input Output Reference — Maintenance, NN43001-711.

General purpose commands

The following General purpose commands are supported from Element Manager in General
Commands Web page:

* hosts — Prints a list of all known hosts on the network

» version — ldentifies the version

System platform administration and maintenance commands

The following MGC platform administration and maintenance commands are supported from
Element Manager under the System group in General Commands Web page.
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Managing: 192.168.209.106 Username; admin2
System » IP Network » Media Gatewavs » General Commands

IP Network

General Commands

Element IP: 192.168.55.33 Element Type: MGS

Group: | System w Command:| — Selecta comma k - _\')_
— Selecta command —

mgcinfaShow
macshow
{diskShow
Click a button to invoke & command. memsShow
ethSpeedShow
dbHwShow
magcDbShow
rmonStatShow
rmonStatShowAll
rmonsStatReset
rmonStatResetall
swiersionShow
displayShow
|mspVersionShow

IP address:[192,168.209.105 | Number

* mgcIinfoShow — Displays basic setup information

* macShow — Display MAC addresses

« diskShow — Display compact flash size

« memShow — Display memory usage

 ethSpeedShow — Show port speed and duplex setting

RUN

« dbHwShow — Display the model and revision numbers for installed DBs

» mgcDbShow — Display information about DSP DB

« rmonStatShow — Display RMON statistics for one port
« rmonStatShowAll — Display all RMON statistics

* rmonStatReset — Reset RMON statistics for one port
* rmonStatResetAll — Reset all RMON statistics

« swVersionShow — Show software version

« displayShow — Show the faceplate message

» mspVersionShow — Display MSP Device type, ARM code, Voice DSP Revision, and T.38

Version

Voice Gateway commands

The following Voice Gateway commands under the Voice Gateway group are supported from

Element Manager in General Commands Web page.
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Wanagng: 192.168.209.105 Username: admin2
System » P Network » Media Gateways » VGW Channels - IPMG 020 00

VGW Channels - IPMG 020 00

There are no VGW channels configured

» dspNumShow — Displays the number of DSP channels for each DSP DB
« dspChanStateShow — Lists the state of all the channels on the DSP DBs
» dspHwCheck — Perform a basic DSP hardware diagnostic check

» dspLoopTest — Perform DSP loopback test for all inactive channels or for the channels
entered

« vgwShow — Show information about busy gateway channels

» vgwCardShow — Show all channel's information for specified card
* vgwShowAll — Show information about all the gateway channels

* ommShow — Print the current OM data to the console

Adding VGW channels

To open the VGW channel from Element Manager, select the Media Gateways link in the IP
Network branch of Element Manager navigator. The Media Gateways Web page appears.

1. Choose an IPMG and select VGW Channels from the More Actions drop-down
list.

The VGW Channels Web page appears.
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Managing: 182.167.100.3
System » P Network » Media Gatewaws » VGW Channels - IPWG 004 00

VGW Channels - IPMG 004 00

so0 | petete | muin-petete |

Terminal No Dascription Cuslomer

00401100 MGC_VGW 0 000
C 401101 MGC_VGW 0 000
 p0401102 MGC_VGW 0 000
00401103 WGC_VEW 0 000
© 00401104 MGC_VGW 0 000
00401105 WMGC_VeW 0 000
(9401108 MGC_VGW 0 000
00401107 MGC_VGW 0 000
© 00401108 MGC_VGW 0 000
© 00401108 MGC_VGW 0 000

2. Click Add to add a VGW channel.

The Add VGW Channels Web page appears.

3. Select the number of required channels from the Number of VGW Channels drop-
down list.

4. Enter the Terminal Number (the superloop and shelf numbers of the IPMG, the
card number, and the unit).

5. Enter the appropriate values in all the fields and click Save .

The VGW Channels IPMG Web page appears. The MGC has been added to the
list.

Editing VGW channels

To open the VGW channel, select the Media Gateways link in the IP Network branch of
Element Manager navigator. The Media Gateways Web page appears.

1. Choose an IPMG and select VGW Channels from the More Actions drop-down
list.

The VGW Channels Web page appears.
2. Select the VGW channel to edit from the list.

The Edit VGW Channels Web page appears as shown in the figure below.
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Managing: 172.16.100.30 Username: admin
System = IP Metwaork » Media Gatevways » VGV Channels - IPMG 004 00 » Edit %Gy channel

Edit VGW channel

Trunk data bInck:l\J’GW—
Terminal numbet: W

Designator field for trunk: I
Ex‘tendedtrunk:lDBSE—
Custnmernumber:ll]—
Zone number:lw

*Required value. Save Cancel

3. Make the necessary changes and click Save .

Deleting VGW channels

To open the VGW channel from Element Manager, select the Media Gateways link in the IP
Network branch of Element Manager navigator. The Media Gateways Web page appears as
shown in the following figure.

1. Choose an IPMG and select VGW Channels from the More Actions drop-down
list.

The VGW Channels Web page appears.
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Managing: 192.168.209.105 Username: admin2

System » P Network » Media Gateways » VGW Channels - PMG 020 00

VGW Channels - IPMG 020 00

IP Network

| Delete | Mu-De!ete Refre:
Terminal No Description Customer Zone
O 01100 0 000
O 02001101 0 000
O 02001102 ] 000
O 02001103 0 000
O 02001104 0 000
O 001105 ] 000
O 02001108 0 000
O 02001107 0 000
O oz001108 0 000
@) 0011 0 000
o\ A0 1140 0 000

2. Select the number of required channels to delete from the list.

3. Click Delete to delete an VGW channel.

or click Multi-Delete to delete multiple channels as shown in the preceding figure.

Digital Trunking for IPMG

Perform the following procedure for digital trunking in media gateways.

Configuring conference TDS

1. On the Element Manager page, select IP Network, Media Gateways .

The Media Gateway Web page appears.
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CS 1000 ELEMENT MANAGER

Managing: 192.167.102.3
System » IP Network » Media Gateways

Media Gateways

Add..|  Digital Trunking.. | Reboot | Delete | [More Actions =] Refresh
IPMG IP Address Zone Type
e 004 00 192.167.102.2 000 MGC

Figure 85: Media Gateways Web page
2. Select the IPMG superloop and click the Digital Trunking button.

The Digital Trunking Web page appears as shown in the following figure.

CS 1000 ELEMENT MANAGER

Managing: 192.167.102.3
System » IP Network » Media Gateways » Digital Trunking for IPMG 004 00

Digital Trunking for IPMG 004 00

| Add | |Mmaintenance ~| Enable | Disable | Delete

PRI2 MGTDS 004 0

DDCS MGTDS 004 0

Conference
Clock Controller
D-Channel

Figure 86: Digital Trunking for IPMG Web page
3. From the Add drop down menu, select DLOP to add a DLOP loop.

The IPMG DLOP Web page appears as shown in the following figure.
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Managing: 192.168.209.1056 Username: admin2
System » P Network » Madia Gatewavs » Digtal Trunking for IPMG 020 00 » PMG 020 00 DLOP

IPMG 020 00 DLOP

Digital Trunk Interface Loop Number 0.288
i Media Gateway Card 19| (supts snss caeae
% Number otvolce or data catls - 24 9|
Frame format ; | Extended Super Frame (ESF) »
Mode of operation v:
TMDI Card : [7]
T1 transmit Equalization
Line Coding Method :[ B8ZS Line Coding Method (88S) W]
Yellow Alarm Method - | Yellow Alarm Method (FDL)

Threshold ~
Figure 87: IPMG DLOP Web page
4. Type the Digital Trunk Interface Loop Number (0 — 255).

5. Enter appropriate values in all the fields.
6. Click Save .

The Save button is not available until after you type a loop number and press TAB
to move the cursor. A confirmation box appears.

7. Click OK to complete the configuration.

8. The updated loop configuration page appears and shows the new Conference
loop.

Special purpose PDT commands

The following Special purpose PDT command is supported from Element Manager in the
General Commands Web page:

 testAlarm — Test SNMP alarm

IP Security commands

The following Intra-system and cryptographic key support commands are supported from
Element Manager under Security group in the General Commands Web page:

« disinsecureShells — Disables all insecure shells in the system
« disSecureShells — Disable all secure shells in the system

« enlinsecureShells — Enable all insecure shells in the system
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* enlSecureShells — Enables all secure shells

* isecChgPsk — Change ISEC Psk locally

* isecChgLevel — Change ISEC security level locally

« isecNewTarget — Add a new target to the ISEC target list
« isecOutTarget — Delete a target from the ISEC target list
* isecEnlTarget — Enable the target ISEC

« isecDisTarget — Disable the target ISEC

* isecProfileShow — Show all ISEC profiles

» sshKeyActivate — Activate the SSH key

» sshKeyClear — Clears the SSH key

» sshKeyGenerate — Generate the SSH key

» sshKeyShow — Generate the SSH key

» statinsecureShells — Show whether insecure shell access is enabled or disabled

« statSecureShells — Show whether secure shell access is enabled or disabled

MGC Report logs

To generate MGC report logs from Element Manager, select the Media Gateways link in the
IP Network branch of Element Manager navigator. The Media Gateways Web page appears.
Choose an MGC and select Report Log from the More Actions drop-down list. The MGC
Report Log Web page appears, as shown in Figure 88: MGC Report Logs Web page on
page 165.

The following buttons at the top of this Web page provide one-click access to the following
functions:

« RDSCONVERT — Convert a report log file to text
« RDPREV — Open the previous log file

* RDNEXT — Open the next log file

* RDOPEN — Open the latest report file

* RDSHOW — Show a summary of the report file

*« RDTAIL — Show x records up to the newest record in the report file (where x is the
configured display size).

« RDHEAD — Show x records starting from the oldest record in the report file (where x is
the configured display size).
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To view selected detail data on records in the report file, use the text boxes, the drop-down
lists, and the following buttons:

* RDGO — Displays the record specified in the adjacent text box (where -1 is the oldest
record and 1000 is the most recent).

* RD — Browses the report records. Enter the number of records to skip and the number
of records to display in the adjacent text boxes.

* RDS — Browses the report records with (symbolic) memory dump. Enter the number of
records to skip, and select the number of records to display using the adjacent text box
and drop-down list.

* VIEW — Views selected records. Enter a starting record number and select the number
of records to view using the adjacent text box and drop-down list. Negative numbers
indicate records previous to the starting record.

Warsging 132.167.400.3
Systemn = IP Nedwork = Meda Galeweys s MGC Report Logs

MGC Report Logs

|»

Elerment IP 182167100020 Element Type @ WGE

| RepotLogFile Namewith Patn[ || RDBCOMVERT ROPREV RONEXT

| RDOPEN ROSHOW |

| ROTAIL ROHEAD |

| Display Record Numnerw RDGO

| Skip Recards ,U— Display Retords ]1— EI

| Skip Records ID— Display Reconds m RDS

| Starl Record Mumber[0 | Display Recoras [T =] _MEW |

ICL:I.C']C a bucton o lnvoke & Conmand. .:_I

Figure 88: MGC Report Logs Web page

For more information about Media Gateway commands see, Avaya Software Input Output
Reference — Maintenance, NN43001-711.

32 Channel Secure Media Card (MC32S) commands

Element Manager provides support for executing MC32S command line interface (CLI)
maintenance commands.

The following MC32S CLI command groups are supported from Element Manager:

» General — General purpose commands
« System — System commands
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« Voice Gateway — Voice Gateway application administration and maintenance commands
» Special — Special purpose (PDT commands)
 Security — Intra-system and cryptographic key support commands

© Note:

Not all MC32S commands are supported from Element Manager as they affect basic system
configuration parameters and are used by the system administrator to closely monitor the
system using serial connection.

To run MC32S commands from Element Manager, select the Maintenance and Reports link
in the IP Network branch of Element Manager navigator. The Node Maintenance and
Reports Web page appears. Click GEN CMD for the MC32S card from the list. The General
Commands Web page appears for the MC32S card, as shown in Figure 89: MC32S General
Commands Web page on page 166.

Managing: 192.167.100.3
System = P Metwork = Node Maintenance and Reporis = General Commants

General Commands

ElermentIP: 1921671006 Element Type: MC328 Card

Group; vI Cnmmand'l -- Salect a group - VI RUN
General — Mumber of
addre System Fings: 3 PING
Woice Gateway
Cliclgnacial invoke a coumand. =]
Security

o o

Figure 89: MC32S General Commands Web page

Running MC32S commands
1. Select the MC32S CLI command group that you want to access from the Group
drop-down list.
2. Choose a command from the Command drop-down list.
3. Click Run .

For a list of available MC32S commands that can be run using Element Manager, refer to
Avaya Software Input Output Reference — Maintenance, NN43001-711.
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General commands

The following MC32S General purpose commands are supported from Element Manager
under General group on the General Commands Web page:

* hosts
e version
« ifShow

System commands

The following MC32S System commands are supported from Element Manager under System
group in the General Commands Web page:

* mc32sinfoShow — Display basic setup information

* macShow — Display MAC Addresses

« diskShow — Display compact flash size

« memShow — Display memory usage

» ethSpeedShow — Show port speed and duplex setting

« dbHwshow — Display the model and revision numbers for installed DBs
* rmonStatShow — Display RMON statistics for one port

* rmonStatShowAll — Display all RMON statistics

* rmonStatReset — Reset RMON statistics for one port

* rmonStatResetAll — Reset all RMON statistics

¢ IPInfoShow — Display basic setup information

* logConsoleOn — Turn on logging to the console

« logConsoleOff — Turn off logging to the console

* logShow — Show information about the current logging configuration
* pbxLinkShow — Show PBX link status

 routeAdd — Add a route to the routing tables

 routeShow — Display host and network routing tables

* serialNumShow — Print out card serial number

« swVersionShow — Display software version

* setLeader — Set a leader card
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* clearLeader — Clear the leader info in NVRAM

* disiAll — Graceful disable VGW

 enaAll — Enable VGW (opposite of disiAll)

« firmwareVersionShow — Prints out firmware version number
« itgAlarmTest — Generates ITGXXXX test alarms

« itgCardShow — Show card info

* itgMemShow — Show the memory usage

« displayShow — Show the faceplate message

» mspVersionShow — Display MSP Device type, ARM code, Voice DSP Revision, and T.38

Version

Voice Gateway commands

* dspNumShow — Displays the number of DSP channels for each DSP DB
» dspChanStateShow — Lists the state of all the channels on the DSP DBs
» dspHwCheck — Perform a basic DSP hardware diagnostic check

» dspLoopTest — Perform DSP loopback

» vgwCardShow — Show all channel's information for specified card

* vgwShow — Show information about busy gateway channels

* vgwShowAll — Show information about all the gateway channels

* numChannelsShow — Prints out number of available channels

* ommShow — Print the current OM data to the console

* resetOm — Reset the operational measurement file timer

« itgChanStateShow — Show State for channels, e.g. busy or idle

IP Security commands

« dislnsecureShells — Disables all insecure shells in the system

« disSecureShells — Disable all secure shells in the system
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« enlinsecureShells — Enable all insecure shells in the system
* enlSecureShells — Enables all secure shells

* isecChgPsk — Change ISEC Psk locally

* isecChgLevel — Change ISEC security level locally

« isecNewTarget — Add a new target to the ISEC target list

« isecOutTarget — Delete a target from the ISEC target list

* isecEnlTarget — Enable the target ISEC

« isecDisTarget — Disable the target ISEC

* isecProfileShow — Show all ISEC profiles

» sshKeyActivate — Activate the SSH key

» sshKeyClear — Clears the SSH key

» sshKeyGenerate — Clears the SSH key

» sshKeyShow — Display the SSH key

» statinsecureShells — Show whether insecure shell access is enabled or disabled

« statSecureShells — Show whether secure shell access is enabled or disabled

Special Purpose PDT commands

The following Special purpose PDT command is supported from Element Manager under
Special group in the General Commands Web page:

 testAlarm — Test SNMP alarm

Report logs

To generate MC32S report logs from Element Manager, select the Maintenance and
Reports link in the IP Network branch of Element Manager navigator. The Node Maintenance
and Reports Web page appears. Choose an MC32S card and click RPT Log . The Node Report
Logs Web page appears, as shown in Figure 90: MC32S Node Report Logs Web page on
page 170.

The following buttons at the top of this Web page provide one-click access to the following
functions:

« RDSCONVERT — Convert a report log file to text
* RDPREV — Open the previous log file
« RDNEXT — Open the next log file
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* RDOPEN — Open the latest report file
* RDSHOW — Show a summary of the report file

* RDTAIL — Show x records up to the newest record in the report file (where X is the
configured display size).

« RDHEAD — Show x records starting from the oldest record in the report file (where x is
the configured display size).

To view selected detail data on records in the report file, use the text boxes, the drop-down
lists, and the following buttons:

* RDGO — Displays the record specified in the adjacent text box (where -1 is the oldest
record and 1000 is the most recent).

* RD — Browses the report records. Enter the number of records to skip and the number
of records to display in the adjacent text boxes.

* RDS — Browses the report records with (symbolic) memory dump. Enter the number of
records to skip, and select the number of records to display using the adjacent text box
and drop-down list.

* VIEW — Views selected records. Enter a starting record number and select the number
of records to view using the adjacent text box and drop-down list. Negative numbers
indicate records previous to the starting record.

Marsging 192,167.100.3
System » IP Network = Maintenance and Reports sMadeRepor Lags

|+

Node Report Logs

Element IP ; 192.167.100.20 Element Type ; MCI2E

Report Log File Name with Patnli RDSCONVERT | ROPREV l RDNEXT
ROOPEMN ROSHOW |
ROTAIL ROHEAD |
Display Record Numnetw ROGO
Skip Records ’D— Display Records ll—‘ E’
Skip Records [IJ— Display Records [1_3 %
Starl Record Number[) DisplayRecords [1 =] viEW |
Click & button to invoke & command. 2l

Figure 90: MC32S Node Report Logs Web page

For more information about MC32S commands see, Avaya Software Input Output Reference
— Maintenance, NN43001-711.
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Zones

To configure or edit Bandwidth Zone information or Numbering Zone information, click the
Zones link in the IP Network branch of the Element Manager navigator. The Zones Web page
appears as shown in Figure 91: Zones Web page on page 171.

: 47.11.89.3 Username: admin2

System » [P Network » Zones

Managi

Zones
Zones are used to group related infermation for either bandwidth or dial plan numbering purposes.

Bandwidth Zones
Bandwidth zones are used for altemate routing of calls between IP stations and also for bandwidth management.

Numbering Zones
Numbering zones are used to route calls through a centralized call server.

Figure 91: Zones Web page

Bandwidth Zones are used for alternate call routing between IP stations and for Bandwidth
management. Numbering Zones are used to route calls through a centralized call server.

© Note:

For High Scalability (HS) systems, after you use the Avaya CS 1000 Element Manager High
Scalability (EM HS) interface to add zones, or to edit any of the values for Bandwidth Zones
or Numbering Zones, on the reference High Availability (HA) group, the system updates the
new values on all of the HA groups.

To view, configure, or edit Bandwidth Zones click on the Bandwidth Zones link on the Zones
Web page. The Bandwidth Zones Web page appears as shown in the following figure.

CS1000 Element Manager

Varapng 4LILTIIY] Usemame sl

Systen » P Netedri » Joagg » Bandweth Toses

Bandwidth Zones
[ A i [ [ E | [
Add |Import... | | Expott | | Martenance J Retean
[ £ e ] Inkazone iniszone Inteqone Resource Tine e
Zone Bardwean Stateqy Baodwan Strateqy dneems Qeadenen Lotlome
10 1000000 BGQ 1000000 Bd SHARED VTR AABALLA ABCDEFG
20 1000000 BQ 1000000 [ o] SHARED MO MYZONE Yy

Figure 92: Bandwidth Zones

To add zones on the Zones Web page, click Add.

The Zone Basic Property and Bandwidth Management Web page appears. See Figure 93:
Zone Basic Property and Bandwidth Management Web page on page 172.
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A\ caution:

Beginning in Release 7.0, Adaptive Network Bandwidth Management provides bandwidth
zone numbers in the range 0—8000. If you are interoperating with an earlier release you must
use bandwidth zone numbers in the range 0-255; call processing issues occur if you use
bandwidth zone numbers greater than 255.

CS1000 Element Manager

Managing: 47.11.73.131 Username: admin2
System » IP Network » Zones » Bandwidth Zones » Bandwidth Zones 10 » Ed& Bandwidth Fone » Zone Basic Property and Bandwidth Management

Zone Basic Property and Bandwidth Management

Input Description _rtpvut Value
Zone Number (ZONE): - [1-2000)
Intrazone Bandwidth (INTRA_BW): 1000000 | (0. 10000000 |

Intrazone Strategy (INTRA_STGY): Best Quality (BQ) »
interzone Bandwidth (INTER_BW): | 1000000 | (o - 10000000
Interzone Strategy (INTER_STGY): | BestQuality (BQ) v
Resource Type (RES_TYPE):  Shared (SHARED)
Zone Intent (ZBRN): | VTRK (VTRK) v
Description (ZDES): AAAAAAA
Zone Name (ZNAME): |BVW_LAB3|

[ Submit ] [ Refresh ] l Cancel ]

Figure 93: Zone Basic Property and Bandwidth Management Web page

The information entered on this Web page corresponds to the ZONE, ZBRN, and ZDES data
traditionally configured using LD 117 - Ethernet and Alarm Management.

To save changes made in Zone Basic Property and Bandwidth Management parameters,
click Submit at the bottom of the Web page.

To return to the Zones Web page, click the Zones link in the navigation path at the top of the
Web page.

Click Edit in the Zones Web page. The Edit Bandwidth Zone web page appears.
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Managing: 172.16.100.46 Username: admin
System » IP Network » Zones » Bandwidth Zones » Bandwidth Zones 1 » Edi Bandwidth Zone

Edit Bandwidth Zone

Zone Basic Property and Bandwidth Management

Adaptive Network Bandwidth Management and CAC

Alternate Routing for Calls between IP Stations

Branch Office Dialing Plan and Access Codes

Branch Office Time Difference and Daylight Saving Time Property

Media Services Zone Properties

This Web page contains links to the following six categories of Zone configuration data for each
Zone configured.

« Basic Property and Bandwidth Management

» Adaptive Network Bandwidth Management and CAC

* Alternate Routing for Calls between IP Stations

« Branch Office Dialing Plan and Access Codes

* Branch Office Time Difference and Daylight Saving Time Property
* Media Services Zone properties

For information about configuring the MG 1000B, see Avaya Branch Office Installation and
Commissioning, NN43001-314.

To configure the Adaptive Network Bandwidth Management feature, click the Adaptive
Network Bandwidth Management and CAC link in the Edit Bandwidth Zone Web page. The
Adaptive Network Bandwidth Management and CAC Web page appears, as shown in Figure
94: Adaptive Network Bandwidth Management and CAC Web page on page 174.

© Note:

Do not configure ANBWM for Zone 0 or Virtual Trunk zones. ANBWM is not supported in
Zone 0 or VTRK zone.
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Managing: 47.11.89.3 Usemams: admin2

Syatem » P Network » Zones » Bandwidth Zones » Bandwidth Zones 1 » Edit Bandwidth Fone » Adaptive Network Bandwidth Management and CAC

Adaptive Network Bandwidth Management and CAC

Input Description Input Value

Zone number (ZONE):

Enable call admission control feature (STATE):
QoS response time increase (ZQRT): 1
QoS response time interval (ZORTI):
Warning alarm threshold (ZQWAT):
Unacceptable alarm threshold (ZQUAT):
R alarm coefficient (CR):

Packet loss alarm coefficient (CPL):
Delay alarm coefficient (CD):

Jitter alarm coefficient (CJ): ..,

Coefficient for QoS (CQoS):

Record validity time interval (CACVT):

[ submit | [ Refresh | [ Cancel |

[ Tenl @] [o] ] [ee] [
L]

[=]

(=1

n Eal
oo

g
5]

||

Figure 94: Adaptive Network Bandwidth Management and CAC Web page

If the Adaptive Network Bandwidth Management feature is enabled using the Enable Call
Admission Control Feature (STATE) check box, then the other parameters can be adjusted

as required:

* QoS Response Time Increase (ZQRT): Bandwidth limit increment, as a percentage of the

QoS factor for the zone

* QoS Response Time Interval (ZQRTI): Time (in minutes) between bandwidth limit

increments

» Warning Alarm Threshold (ZQWAT): A QoS value, which is lower than this value, but
higher than the Critical (Unacceptable) Alarm Threshold, triggers a Major Alarm.

» Unacceptable Alarm Threshold (ZQUAT): A QoS value, which is lower than this value,

triggers an Unacceptable (Critical) Alarm.

* R Alarm Coefficient (CR): Value used to calculate the QoS value for the zone.

« Packet Loss Alarm Coefficient (CPL): Value used to calculate the QoS value for the

zone.

 Delay Alarm Coefficient (CD): Value used to calculate the QoS value for the zone.

« Jitter Alarm Coefficient (CJ): Value used to calculate the QoS value for the zone.

« Coefficient of QoS (CQo0S): Value used to calculate the overall QoS value for the zone.

* Reord Validity Time Interval (CACVT): Amount of time (in hours) for zone-to-zone record
validity. When this interval expires, records for unused zones are purged from the

tables.

To configure the Alternate Routing feature, click the Alternate Routing for Calls between IP
Stations link in the Edit Bandwidth Zone Web page. The Alternate Routing for Calls between
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IP Stations Web page appears, as shown in Figure 95: Alternate Routing for Calls between IP
Stations on page 175.

WManaging: 47.11.89.3 Uszername: admin2
m » IP Network » Zones » Bandwidth Zones » Bandwidth Zones 1 » Edit Bandwidih Fone » Alternate Routing for Callz between IP Stations
(Zonet

Alternate Routing for Calls between IP Stations (Zone1)

Alternate routing prefix digits:

Alarm suppression time period: [0
Re-route for all calls; []
Enable alternate routing feature: []

Alternate call routing for unregistered devices: []

th Management {CAC) allews maintenance of QoS by re-routing interzone calls
¥

Figure 95: Alternate Routing for Calls between IP Stations

« Enter a maximum of 7 digits in Alternate Routing Prefix Digits.
« Enter an Alarm suppression time period.
« Select the Re-route for All Calls check box to enable the feature for all calls.

« Select the Enable Alternate Routing feature check box to enable the Alternative Call
Routing for NBWM feature.

« Select the Alternate call routing for unregistered devices check box to enable the
Alternative Call Routing for unregistered devices.

* Click Save to enter the data.

To edit dialing plan and access code parameters for a Zone's MG 1000B offices, click the
Branch Office Dialing Plan and Access Codes link in the Edit Bandwidth Zones Web page.
The Zone Dialing Plan and Access Codes Web page appears. See Figure 96: Zone Dialing
Plan and Access Codes Web page on page 176.
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Managing: 47.11.89.3 Username: admin2
Syatem » IP Network » Zones » Bandwidth Zonez » Bandwidth Zenez 1 » Edit Bandwidth Zone » Zone Dialing Plan and Access Codes

Zone Dialing Plan and Access Codes

Input Description Input Value

Zone Number (ZONE):
Prefix (ACB_DC1): |
Country CodeTrunk Code (ACB_DC2):
Destination Network Code (ACB_DC3): .
Dialed Access Code (ACB_LOC_AC): Mo Access Code (NONE) »
New Access Code (ACB_LD_AC):

submit | [ Refresh | [ Cancel

Figure 96: Zone Dialing Plan and Access Codes Web page

The information entered on this Web page corresponds to the Zone Dialing Plan and Access
Codes (ZACB) command available in LD 117 - Ethernet and Alarm Management.

To save changes made in Zone Dialing Plan and Access Code parameters, click Submit at
the bottom of the Web page.

To return to the Zones Web page, click the Zones link in the navigation path at the top of the
page.

To access the time difference and daylight saving time properties for a Zone's MG 1000B
Offices, click the Branch Office Time Difference and Daylight Saving Time Property link
on the Edit Bandwidth Zones Web page. The Time Difference and Daylight Saving Time
Property Web page appears (see Figure 97: Time Difference and Daylight Saving Time
Property Web page on page 177).
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WManaging: 47.11.89.3 Usermnams: admin2
Syztem » IP Metwork » Zones » Bandwidth Zenss » Bandwidth Zenes 1 » Edit Bandwidth Zene » Time Difference and Daylight Saving Time

Time Difference and Daylight Saving Time

Time Difference Property

Input Description Input Value

Time Difference (TIME_DIFF): (0 |
Daylight Saving Time Property

Zone Number (ZONE: |1 |
Use Daylight Saving Time (USE_DST): []
Active Status of Daylight Saving Time (DST_ACT): [0 |
Start Month (START_MON): | January v |
Start Week (START_WEEK): |1 v
Start Day (START_DAY): | Sunday v
Start Hour (START_HOUR): |1 v
End Month (END_MON): January v
End Week (END_WEEK): |1 v
End Day (END_DAY): [Sunday v
End Hour (END_HOUR): |1 v |

[ euhmit | [ Dafrach | [ rancal |

Figure 97: Time Difference and Daylight Saving Time Property Web page

The information entered on this Web page corresponds to the ZTDF and ZDST command data
traditionally configured using LD 117 - Ethernet and Alarm Management.

To save changes made in Time Difference and Daylight Saving Time properties, click Submit
at the bottom of the Web page.

To return to the Zones Web page, click the Zones link in the navigation path at the top of the
page.

Click the Media Services Zone Properties link on the Edit Bandwidth Zone Web page. The
Media Services Zone Properties Web page appears.

CS 1000 ELEMENT MANAGER Help | Logout

Managing: 192.168.66.143 Usernams: admin
System » P Network » Zones » Bandwidth Zones » Bandwidth Zones 262 » Edi Bandwidth Zone » Madia Services Zons Properties (Jone 282)

Media Services Zone Properties (Zone 263)
ks

There are no Media Senice Routing Mumber configured

To add media services zone properties, click Add on the Media Services Zone Properties Web
page. The Add Media Services Zone Properties Web page appears.
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CS 1000 ELEMENT MANAGER Help | Logout

Managng: 192.168.55.141 Usemames: admin

System s P Network » Zones » Bandwidih Zonas » Bandwidth Zones 263 » E0k Bandwidth Zone » lladia Sarvices Zone Properties (Zone 263) » Add
Wedia Services Zone Properties (Zone 263)

Add Media Services Zone Properties (Zone 263)

Customer numher.| 1 E L]

Mediasenices routingDN: (121 |«

IP conference service DN _126 |

IP music service DN: | 44 |

IP recorded announcement service DN: | 77 |
IP tone service DN: | 5454 i

IP attendant service DN: | 6565 I

* Required value. =)

Enter all the fields and click Save to add the media services.

To delete any zone, select the zone in the Zones Web page and then click Delete in the
Bandwidth zones Web page. The Message from web page dialog appears asking for the
confirmation to delete. Click OK, to delete the selected bandwidth zone.

Uanaging 172161004 Ussrnams: sdmin
System » P Network » Zones » Bandwign Zones

Bandwidth Zones

| Retresh
. |oruone Resenea B
e Bangwidh bezizatiams BlocSge
1@ 1 1000000

If you want to import any zone from the server, click Import. The Import Bandwidth Zones Web
page appears.
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CS 1000 ELEMENT MANAGER Help | Logout

Managing: 192,168.56.143 Usemame: admin

Syatem » P Network » Zones » Bandwidth Zones » import Bandwidgth Zones

Import Bandwidth Zones

Click on Import button to impon the selected 2one.csv file
e,
Erowses for the recommended "zone.csv", i

G

Click Browse to search for the zone.csv file from the server desktop. Select the file and then
click Import to import the bandwidth zone.

If you want to export any zone to your local server, select the required zone and click Export.
The zone.csv file downloads.

To add the maintenance commands, click Maintenance. The Maintenance Commands for
Zones Web page appears.

! Managng 411173131 Usermame: admin2
System » P Network » Joass » Basdwidth Zeoss » Mantenance Commands for Zones

Maintenance Commands for Zones

Action | Print Intrazone Statistics per Local Zone (PRT INTRAZONE) NG

Zone Number ALL v

Zone Number Resource Typejintrazone StrategyjZone Intent] Bandwidth(Kbps)
10 ENABLED SHARED BQ VIRK 1000000 0 0
20 ENABLED SHARED BQ Mo 1000000 0 0

Mumber of Zones configured = 2

Select the required Action and Zone number from the drop-down lists and click Submit.

Numbering Zones

Numbering Zones provides you with an interface to configure various parameters for Zones-
based Parameters, Flexible Dial Plan, and Direct Inward Dial number and provides an option
for every customer to enable the Zone Based Dialing (ZBD) feature.

Element Manager provides the following capabilities to configure NUMZONE for the ZBD
feature:

» adding a new Numbering Zone

* deleting a Numbering Zone
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« editing the Zone Based Parameters

« flexible Dial Plan and Direct Inward Dial Number Configurations

« config.ini changes in Nodes page

« enabling Numbering Zones for every customer in Feature Options

To view, configure, or edit Numbering Zones click on the Numbering Zones link of Zones Web
page. The Numbering Zones Web page appears as shown in the following figure.

System » IP Metwork » Zones » Mumbering Zones

Mumbering Zones

Mumbenng zones are used to route calls through a centralised call server

’m Dialing Configuration. .. I Dalste‘ Retresh
| t? 0 0 0 Defaultnu..

Figure 98: Numbering Zones Web page

For information about configuring of ZBD in the IP Telephony Nodes Web page and
configuration of a Numbering Zone, see Avaya Dialing Plans Reference, NN43001-283.

Host and Route Tables

Host and Route tables are located on the Ethernet LAN configuration page, that is used to
configure and list the Ethernet LAN settings of the Call Server.

A host name can be up to 16 characters in length. The first character of a host name must be
a letter of the alphabet. A character may be a letter or a number. A period is the delimiter
between domain names. Spaces and tabs are not permitted. There is no distinction between
upper and lower case.

To access the Host and Route Tables click Host and Route Tables link of the IP Network
branch of the Element Manager navigator. The Host and Route Tables Web page appears as
shown in the following figure.

For more information refer to Avaya Signaling Server IP Line Applications Fundamentals,
NN43001-125.
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Host and Route Tables
Configura Ethernat LAM IP address for the Ethamet Interface
Status

Edit. | Activate |

SUBMNET MASK ; 255.255.255.0

Host
HostIP address configuration
Add_. | Enable | Disable | Delete | Refresh
Hostldentifiers  HostMame HostIP Address Ethernet Link Status Statys Media Gateway
101 SECOMNDARY_ENET 137135128254 Inactive Enabled 0
20 2 LOCAL_PPP_IF 1371351924 - Enabled 0
3C 3 REMOTE_PPP_IF 100111 - Enabled 0
4 4 CPPM_CS 172.16.100.2 Active Enabled 0
5 ML localhost 127.0.01 - - 0
Route

Configure and manage roufing entries

Add.. | Enable | Disable | Delete | Refresh
Routs Identifier MNetwork [P Addrass Gateway IP Address Status « Media Gateway

1 NIL 127.0.01 127.0.01 - 0

2C NIL 17216.100.0 172161002 0

3C NL 127.000 127.201 - 0

4C 1 0000 172161001 Enabled 0

Figure 99: Host and Route Tables Web page

Network Address Translation (NAT)

To configure or edit Network Address Translation (NAT) information, click the Network
Address Translation link in the IP Network branch of the Element Manager navigator. The
Network Address Translation (NAT) Web page appears, as shown in Figure 100: Network
Address Translation (NAT) Web page on page 182.
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Managing: 192.167.102.3
System = [P Metwork = Network Address Translation (MAT)

Network Address Translation (NAT)

Input Description Input Value

Echo Server 11P Address (.0.0.0

Echo Server 1 Port 10000 . Range: 1000 to 65535
Eclio Server 2 IP Address [0.0.0.0

Echo Server 2 Port | 10000 Range: 1000 to 65535

NAT Session Timeowut Value {seconds) 30 ' Range: 20 to 600

| Submit | | Refresh | | cancel |

Mote! IP address 0.0.0.0 means that the default local Echo Server will be enabled

Figure 100: Network Address Translation (NAT) Web page

The information entered on this Web page corresponds to data traditionally configured using
LD 117 - Ethernet and Alarm Management.

To configure the Echo Server 1 and 2 IP addresses and port numbers, type the values in the
corresponding input fields.

© Note:

Echo Server 1 and 2 default IP addresses use the TLAN network interface IP address of the
LTPS card.

Enter the NAT session timeout value. Click the Submit button to save the changes. For more
information, see Avaya Signaling Server IP Line Applications Fundamentals, NN43001-125.

Quality of Service Thresholds (QoS)

The threshold values chosen provide accurate statistics without unnecessary network loading.
If you increase your sample rate or your sample duration you will utilize/consume more of the
bandwidth.
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Avaya recommends that you use the default values. You can change thresholds depending on
the voice quality level you want to have without alarms reported. For example, Call Packet
Loss Unacceptable Threshold (UPKL) - default is 7 percent (entered as 70).

The zone basis threshold parameters allow for an overall level of alerts based on aggregated
data for the zone. QoS samples are collected from active sets in the zone periodically by polling
or received asynchronously, depending on the set firmware. The statistics received are
compared to the call basis thresholds and violations are counted. The zone basis threshold
parameters define the level at which alarms are sent out. These indicate the percentage of the
samples that may exceed the defined per call thresholds for the different QoS metrics. For
example, if the zone threshold for a particular metric is set to 2 percent, then zone alarms are
issued if over 2 percent of the samples for that metric exceed the per call unacceptable
threshold set for that metric.

The zone defaults for the warning items are higher than those for the unacceptable items (20
percent compared to 2 percent). The assumption is that the per call warnings thresholds are
set at levels such that several warning alarms are normally issued. However, an overall
problem with the zone should only be indicated if there are a significant number of such
violations. On the other hand, there should be almost no unacceptable alarms and it is
appropriate that these be set to a far lower zone percentage threshold.

The per call thresholds should be first adjusted to a level appropriate for the installation. After
that the zone thresholds should be set, taking into consideration the per call threshold settings.
If the per call thresholds are set low then more violations are to be expected, and the zone
thresholds should be set higher to compensate. The converse is true for high per call threshold
settings.

To configure or edit Quality of Service Threshold information, click the Quality of Service
Thresholds (QoS) link in the IP Network branch of the Element Manager navigator. The
Quality of Service (QoS) Thresholds Web page appears (see Figure 101: Quality of Service
(QoS) Thresholds Web page on page 184).
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Quality Of Service (QoS) Thresholds

QoS Zone Basis Threshold Parameters

Zone Latency Warning Threshold @IWT: 20 Range: 110 100 %

Zone Jitter Warning Threshold (ZJWT): EU_ Range: 1 1o 100 %

Zone Packet Loss Wamning Thresheld @WPHL): |2D Range: 110 100 %

Zono RFactor Warning Threshokd @WR: 20 fange: 110 100 %

Zone Latency Unacceptable Thieshold (ZULAT): [2— Range: 110 100 %

Zone Jitter Unacceplable Threshold (ZUNIT): [Z Range: 110 100 %

Zone Packet Loss Unacceptable Theeshold ZUPKLY: 2 Ranges 110 100 %

Zone RFactor Unacceptable Threshold ZURE 2 Range: 110 100 %
Sample Rate Window (ZARW): ﬁﬁa— Range: 6010 3600 s

Minimum Samiple Count (4S2W): [100 Range: 5010 1000
QoS Call Basis Threshold Parameters

Input Descriplion Input Value

Call Latency Warning Threshold (ALAT): [40 Range: 5 1o 100 ms
Calt Jittor Warning Threshold (WVIT: 20 Range: 510 200 ms
Call Packet Loss Warning Theshold QUPKLY 20 jnge: 560 100 ©
ColiRFactor Warming Threshold (WRE (65 Range: 2010 04
Call Latency Unacceplable Threshold (ULAT): I1 0o Range: 5 to 400 ms
Call Jitter Unacceplable Threshold (UJIT): |40 Range: 510 500 ms
Call Packet Loss Unacceptablo Theshold (UPKLY: 70 ange: 510 250
Call R Factor Unaccoptable Theeshold (UR): (60 Range: 20 10 04

Sampling Peciod (SAMP): [JI] Rang=: 410 G0 s

submit | | Rotesh | Cancol |

Figure 101: Quality of Service (QoS) Thresholds Web page

From this Web page, you can view or edit Quality of Service (QoS) Thresholds. Every node in
the system has the same threshold values.

The information entered on this Web page corresponds to data traditionally configured using
LD 117 - Ethernet and Alarm Management.

The threshold parameters are grouped as follows:

* QoS Zone Basis Threshold Parameters
* QoS Call Basis Threshold Parameters

To save changes made to the threshold parameters, click Submit at the bottom of the Web
page.

For more information, see Avaya Software Input Output Reference — Maintenance,
NN43001-711.
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O Important:

Changes to Quality of Service parameters do not take effect until a Call Server data dump
is performed.

Personal Directories

The Personal Directories Web page provides access to two links:

« Server Configuration : allows the administrator to enter the database backup and restore
configuration details

» User Profile Configuration : allows the administrator to modify a user profile in the
database

To access the Personal Directories Web page click the IP Network > Personal Directories
link in the System branch of the Element Manager navigator.

Maraging: 172.16.100.2
Syztem = IP Metwaork » Personal Directories

Personal Directories

Server Configuration

It allows the administrator to enter the database backup and restore canfiguration details.
User Profile Configuration

It allowes the administrator to modify a paticular user's profile in the database.

Figure 102: Personal Directories Web page

For more information about Personal Directories, Redial List, and Callers List, see Avaya
Signaling Server IP Line Applications Fundamentals, NN43001-125.

User Profile Configuration

To configure a particular user's profile in the database, click the User Profile Configuration

link of the Personal Directories Web page. The User Profile Configuration Web page appears,
as shown in the following figure.
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Managing: 172.46.100.30 Username: admin
System » [P Nebwork » Personal Directories » User Profile Configuration

User Profile Configuration

Customer Number  Directory Number (DN)

User ID |Reset Station Control Password j
(Reset Station Control Password |

Unlock Station Control P

Copy Personal Directories
Move Personal Directories
Delete P | Directoties

You can perform the following:

* Reset Station Control Password

* Unlock Station Control Password

» Copy Personal Directories

* Move Personal Directories

* Delete Personal Directories
Resetting Station Control Password

Save | Cancell

1. To reset Station Control Password select Reset Station Control Password from

the menu.

2. In the corresponding text boxes, type the User ID and Directory Number.

3. Click Save .
Unlocking Station Control Password

1. Tounlock Station Control Password select Unlock Station Control Password from

the menu.

2. In the corresponding text boxes, type the User ID and Directory Number.

3. Click Save .
Copying Personal Directories

1. To copy a personal directory, select Copy Personal Directories from the menu.

2. In the corresponding text boxes, type the User ID and Directory Number to

copy.

3. In the corresponding text boxes, type the destination User ID and Directory

Number.
4. Click Save .
Moving Personal Directories

1. To move a personal directory, select Move Personal Directories from the menu.

2. In the corresponding text boxes, type the User ID and Directory Number to

move.
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3. Inthe corresponding text boxes, type the destination User ID and Directory
Number.

4. Click Save .
Deleting Personal Directories

1. To delete any or all of the following, select Delete Personal Directories :
 Personal directory
* Redial List
* Callers List
*» User Preferences

2. In the corresponding text boxes, type the User ID and Directory Number to
delete.

3. Select the items to delete.
4. Click Save .

Unicode Name Directory

The Unicode Name Directory feature enables the display of called or caller party hame in
Unicode format and use languages other than English for name display. It enhances the
functionality of Unicode display capable Unistim terminals

The Unicode Name Directory System Management Solution (SMS) provides a solution to
provision localized names (up to seven different languages) on subscriber base and generate
subscriber telephony account's calling line IDs/URIs (CLID/URI) in network level to serve
Unicode Name Directory server.

To successfully configure Unicode Name Directory on the Call Server side, enable the Name
Directory Application and configure Lightweight Directory Access Protocol (LDAP)
synchronization parameters. Name Directory Application is enabled in the Call Server only if
Personal Directory Application Server is configured.

Management of Unicode Name Directory is an integral part of Subscriber Manager, for more
information on Unicode Name Directory and the role of Subscriber Manager refer to Avaya
Subscriber Manager Fundamentals, NN43001-120.

For information about Unicode Name Directory and its configuration, see Avaya Signaling
Server IP Line Applications Fundamentals, NN43001-125.
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Interfaces

Element Manager supports the Value Added Server and Property Management System data
blocks traditionally configured in LD 17.

Application Module Link

To access Application Module Link, click Interfaces > Application Module Link in the System

branch of the Element Manager navigator. The Application Module Link Web page appears as
shown below:

Maraging: 192.168.209.115
System » interfaces » Application Module Link

Application Module Link
An application module link (AML) path is required to provide access to the call server telephony funchions. This allows internal applications to

communicate with the call server by exchanging messages. The AlL communication can be configured over a dedicated MSDL card or over
the ELAN

Add B

Potnumbers Iakmum octsts Description

il

Figure 103: Application Module Link Web page

To view or edit an Application Module Link, click a port number. The Application Module Link
Details Web page appears as shown below:

Managing 172.16.100.2
System » Interfaces » Application Module Link » Application Module Link Details 16

Application Module Link Details 16

Link Type: ELAN
Description: |AMLtest

Maximurm nctets:|512 "l (per HOLC frame)

Save | Cancel]

Figure 104: Application Module Link Details Web page

To edit the information, enter the appropriate values and click Save.

188 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Interfaces

To Add a new Application Module Link click the Add button on the Application Module Link
Web page. The New Application Module Link Web page appears as shown below:

Managing: 172.16.100.2
System » Interfaces » Application Module Link » Newy Application Module Link

New Application Module Link

Port number; | * (18- 127)

AML over ELAN

Description: |
[T Link control system parameters

Maxirmum octets

(per HDLC frame)

Save I Cancell

Figure 105: New Application Module Link Web page

To create a new Application Module Link, enter the appropriate information and click Save.

Value Added Server

Click the Interfaces > Value Added Server link in the System branch of the Element Manager
navigator. The Value Added Server Web page appears as shown in Figure 106: Value Added
Server Web page on page 190.
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190

Managing: 192.167.104.53
System » Interfaces » Value Added Server

Value Added Server

[ Add,, ] [ Delete Identifier ] [ Delete Port ]
Identifier « Port number

10 016 016

20 piz 017

30 032 032

Figure 106: Value Added Server Web page

Port Type

Ethernet Link
Ethernet Link
Ethernet Link

Refresh

To add a Value Added Server, click Add . The Add Value Added Server Web page appears,
as shown in Figure 107: Add Value Added Server Web page on page 190.

Managing: 192,167.104.53
System » Interfaces » Valus Added Server » Add Value Added Server

Add Value Added Server

Application Module Link
Associate aValue Added Sener with a configured Application Module Link.

Ethernet LAN Link
Associate a Value Added Server with a configured Application Module Link over Ethernet.

Figure 107: Add Value Added Server Web page

To associate a Value Added Server with a configured Application Module Link, click
Application Module Link . The Application Module Link Web page appears, as shown in
Figure 108: Application Module Link Web page on page 191.
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Managing: 192.168.55.143 Username: admin2
System » Interfaces » Value Added Server » Add Yalue Added Server » Application Module Link

Application Module Link

alue added server D [0 v/ »
Application module Link;
AML port configured in ADAN

* Required value.
Figure 108: Application Module Link Web page
Enter the parameters for the new Value Added Server and click Save .

To associate a Value Added Server with a configured Application Module Link over Ethernet,
on the Add Value Added Server Web page click Ethernet LAN Link . The Ethernet Link Web
page appears, as shown in Figure 109: Ethernet Link Web page on page 191.

Managing: 192.167.104.53
System s Interfaces » Value Sdded Server » Add Values Sdded Server » Ethernet Link

Ethernet Link

Walue Added Server IO . = (6. 127)

Ethernet LAN Link:

ELAN port configured in ADAN

Figure 109: Ethernet Link Web page

Enter the parameters for the new Value Added Server and click Save .

Property Management System

Click the Interfaces > Property Management System link in the System branch of the
Element Manager navigator. The Property Management System Web page appears, as shown
in Figure 110: Property Management System Web page on page 192.

Element Manager System Reference - Administration March 2013 191



IP Network

Mansging 192.167.104.53
System » Interfaces » Property Managemenrt System

Property Management System

Interface: | PMS1 w
Nurnber of Call Registers used: |20 " 1023

Port Mumber: v
FMSI port configured in ADAN

Figure 110: Property Management System Web page

Enter the parameters for the new Property Management System and click Save .

Engineered Values

The configuration of the system depends on the value of certain parameters. To configure and
edit system parameters, click the Engineered Values link in the System branch of the Element
Manager navigator. The Engineered Values Web page appears as shown in Figure 111:
Engineered Values Web page on page 193.

192 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Engineered Values

CS 1000 ELEMENT MANAGER Help | Logout

Managing 192.1688.66 143 Username: admn2
System » Engineered Values

Engineered Values

Configuration of the system depands on the value of certain parameters. These parameters are configured and viewed under engineered
values

Buffer and Queue Management
View and edit the inputioutput buffer and queue allocations for vanous devices and applications

Call{?gister
View and edit the allocation of Call registers for specific applications and configure the parameters.

Idle Set Display
iew and configure the idle sel display informafion. User can also enable or disable the display of the information

Call Detall Recording
Configure and view the call detail recording parameters.

Miscellaneous Parameters
Configure and view other hardware and software configurafion parameters

Figure 111: Engineered Values Web page

To configure the input/output buffer and queue allocations for various devices and applications,
click Buffer and Queue Management . The Buffer and Queue Management Web page
appears as shown in Figure 112: Buffer and Queue Management Web page on page 193.

Managing 192.168.55.143 Username: admin2
System » Engineered Values » Buffer And Gueue Management

Buffer And Queue Management

Buffer Management

Loww priority input buffers: 3500 |

6 - 5000)
High priority input buffers: 3_5& {16 - 5000)

Output buffers: | 2000 * {16- 2048)
Digital trunk input bufiers: 40 (35 - 1000)

Digital trunk output buffers: | 46 (4 - 100)

Queue Management

* Required value.
Figure 112: Buffer and Queue Management Web page

Type the desired parameters within the ranges indicated and click Save.

To configure the allocation of Call Registers for specific applications, on the Engineered
Values Web page click Call Registers . The Call Registers Web page appears as shown in
Figure 113: Call Register Web page on page 194.
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194

CS 1000 ELEMENT MANAGER Help | Logout

Wanaging: 192.168.55.14) Usermame: admn2
System » Engineered Valies » Call Register

Call Register

Number of call registers: | 65000 [;? ¢
Maximum number of call registers for :

Auxiliary messaging. |2577

Command status link input queues: j2556

Command status link/AWML output queues: | 2556
Double message processing spead on AL [

* Required value.

Figure 113: Call Register Web page

80 - B2000)

3 - 65000)

20 - 18240)

20 - 16250}

Enter the desired parameters within the ranges indicated and click Save .

To configure idle set display information, on the Engineered Values Web page click Idle Set
Display . The Idle Set Display Web Page appears as shown in Figure 114: |dle Set Display

Web page on page 194.

Managing: 192.167.102.3
System » Encinesred Values » dle Set Display

Idle Set Display

Idle Set Display: | CS1000E PN Nod

The econfigurations will be saved only if the Electronic Brandlining 1Sh

parameter is set to Terminal Text Broadcast (EBLN ISM value of 2)

Figure 114: Idle Set Display Web page

Enter the desired display information and click Save .
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To configure Call Detail Recording parameters, on the Engineered Values Web page click Call

Detail Recording . The Call Detail Recording Web page appears as shown in Figure 115: Call
Detail Recording Web page on page 195.

Managing: 192.167.102.3
System » Encineered Yalues » Call Detail Recording

Call Detail Recording

Format [ OLD v
Priority over Call Processing: []
Calling Line 1D: []
Duration 0.5: []

Call record output on TTY with 0.5 second duration accuracy forJapan
Message Registration or Periodic Pulse Metering: | Message Registration  +

Figure 115: Call Detail Recording Web page
Type the desired parameters and click Save .

To configure other hardware and software parameters, on the Engineered Values Web page
click Miscellaneous Parameters . The Miscellaneous Parameters Web page appears as
shown in Figure 116: Miscellaneous Parameters Web page on page 196.

Element Manager System Reference - Administration March 2013 195



IP Network

Managing: 192.167.102.3
System » Engineered Yalues » Miscellaneous Parameters

Miscellaneous Parameters

Mumber af CPL: 1
Pulse Code Modulation Companding Law: | MU Law Vj
Minor Alarm on Attendant consoles:

Error Messages

Manitor Hardware:
Monitor Software:
Software Audit:
Digitone Burst Time: | 100 v (milliseconds)
Call Forward Saved on Sysload: [
16 button Dual Tone Multi-Freguency Operation: [[]
Cadence increments: |1 28 ¥ | (miliseconds)
Multiple Loop Directory Number: []
Incaming Calls by Fully Restricted Station: [Denied +

Autormatic Call Distribution - Auxiliary Data o
Systern Customers: | |

Speed CallLists: [0 |+ . 101
Display Messages for Background TerminaI:ZZIJ [ - (20 - 255)

Original Carier Access Code Format Support: [[]
Figure 116: Miscellaneous Parameters Web page

Type the desired parameters and click Save .

Emergency Services

Element Manager supports the Emergency Services Client Mobility feature, which allows users
to manage the location of phones, and to process emergency calls according to the caller's
current data.

Service Parameters

The Service Parameters Web page allows users to modify system-wide configuration
settings.

Click the Emergency Services > Service Parameters link in the System branch of the
Element Manager navigator to open the Service Parameters Web page, as shown in Figure
117: Service Parameters Web page on page 197.
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Emergency Services

Mansgng 1321671003

Sylam p Efbrgahty Servaced » SErvaE Pai i i 5

Service Parameters

inpu Dascrpton [ beiVee
Location farmation Servica (LIS Nane (None) w
Cymammdc ELIM Timseoart wvalue {IWVHAMIC _ELIN_TIMEGUT): 160 (5 - 19490 Mingtes)

Rewse olklest ELIN dhwing reerflow IDVHABIC _ELIN_REUSER [<]

| Bubmil | | Refresh |

Figure 117: Service Parameters Web page

* Choose a Location Information Service from the first drop-down list.

- If Internal Subnet Location Information Service is selected, the Lookup Private
Address for Subnet check box appears.

- If External Discovery Manager is selected, the External Location Update
Timeout text box appears.

e Enter a Dynamic ELIN Timeout value .
e Check Reuse oldest ELIN during overflow , if necessary.
* Click Submit .

Access Numbers and Routing

The Access Numbers and Routing Web page allows users to process Emergency Service
information, which is specific to each Customer.

Click the Emergency Services > Access Numbers and Routing link in the System branch
of the Element Manager navigator to open the Access Numbers and Routing Web page, as
shown in Figure 118: Access Numbers and Routing Web page on page 198.
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Managing: 192.167.100.3
System » Emergency Services » Access Numbers and Routing

Access Numbers and Routing

Emergency Serices Directory Number (ESDM) is used to handle emergency calls and hence treated with high priority.

Emergency Services Access Data for | Custorner0 V [%

Default Calling Number : 9674444
On-Site Notification Station DN :

Emergency Services Directory Numbers

Misdial Misdial

Prevention| Delay

Refresh

Directory Number Directing Digits
o | g11 ESRT 1 4444
@) 2> a11 ESRT 1 234

NO
NO

Number of ESDN blocks printed = 2

Figure 118: Access Numbers and Routing Web page

To add an Emergency Services Directory Number, click Add . The Add Emergency Services
Directory Number Web page appears, as shown in Figure 119: Add Emergency Services

Directory Number Web page on page 199.
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Managing: 192.467.404.53
System » Emergency Services » Access Numbers and Routing » Sdd Customer 0 Emergency Services Directory Number

Add Customer 0 Emergency Services Directory Number

ESDNEniy(3 ¥
Directory Mumber: _ =
Directing Digits: [ i =
Routing Method:
@ Route Number |1 ¥ |
O Route List Index:

Misdial Prevention: []

Figure 119: Add Emergency Services Directory Number Web page

To edit an existing Emergency Services Directory Number, from the Access Numbers and
Routing Web page click the Entry# . The Edit Emergency Services Directory Number Web
page appears, as shown in Figure 120: Edit Emergency Services Directory Number Web

page on page 199.

Edit Emergency Services Directory Number Entry 1

Directory Mumber : 23
Directing Digits ;|10
Routing Method :
® Route Number: 1%

Misdial Prevention : []

Figure 120: Edit Emergency Services Directory Number Web page

To edit the CLID configuration for a Customer, select a Customer from the Choose a
customer drop-down list and click Edit . The Edit Access Numbers and Routing Web page
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appears, as shown in Figure 121: Edit Access Numbers and Routing Web page on
page 200.

Managing: 10.11.128,18
System » Emergency Services » Access Numbers and Routing » Edit Access Numbers and Routing

Edit Access Numbers and Routing

Input Description Input Value
Customer Number {CUST):

Emergency Services Directory Number (ESDN): 911
Emergency Services Access Routing Method (ROUTING): | Route Mumber (ESRT) » |1 5
Directing Digits (DDGT): | 4444
Defautt ESA Calling Number {DFCLYE | 957444

On-Site Notification station DN (OSDN)

[ Submit ] | Refresh ] [ Cancel ]

Figure 121: Edit Access Numbers and Routing Web page

To add a new CLID configuration for a Customer, on the Access Numbers and Routing Web
page click Add . The Add Access Numbers and Routing Web page appears, as shown in
Figure 122: Add Access Numbers and Routing Web page on page 200.

Managing: 10.11,128,18
System » Emergency Services » Access Numbers and Routing » Add Access Numbers and Routing

Add Access Numbers and Routing

Input Description Input Value
Customer Number {(CUST): | 2 »

Emergency Services Directory Number (ESDN):
Emergency Services Access Routing Method (ROUTING): | Route Mumber (ESRT) » |

Directing Digits (DDGT):

Defauft ESA Calling Number (DFCL):

On-Site Notification station DN (OSDNy

Figure 122: Add Access Numbers and Routing Web page

Choose a Customer from the Customer Number drop-down list. Complete the information in
the remaining fields and click Submit .

To delete the CLID configuration for a customer, on the Access Numbers and Routing Web
page click Delete .
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Emergency Services

Response Locations

Click the Emergency Services > Emergency Response Locations link in the System
branch of the Element Manager navigator to open the Emergency Response Location Web
page, as shown in Figure 123: Emergency Response Location Web page on page 201.

Managing: 192.167.100.3
System » Emergency Services » Emergency Responze Location

Emergency Response Location

Goto ERL:

[ Add | [Enable | [ Disanle | [ Delete | Retresh

Onsite

Location Description i Notification
DN
() 286 DIS
O 28 DIS ZONE1
O 258 DIS ZONE2

Mumber of ERLs printed = 3, Total number of ERLs = 3 terns perpage | 30 ¥ | First | Prev | Mext | Last

Figure 123: Emergency Response Location Web page

This Web page allows users to add, enable, disable, or delete Emergency Response Locations
(ERLS).

To add an ERL, click the radio button for the ERL and click Add .

To enable an ERL, click the radio button for the ERL and click Enable .
To disable an ERL, click the radio button for the ERL and click Disable .
To delete an ERL, click the radio button for the ERL and click Delete .

To edit an ERL, click the ERL number. The Edit Emergency Response Location Web page
appears, as shown in Figure 124: Edit Emergency Response Location Web page on
page 202.
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Managing: 192.167.100.3
System » Emergency Services » Emergency Response Location » Edit Emergency Response Location

Edit Emergency Response Location

Emergency Response Locator (ERL): |
Site Name (SITENAME): |
Location Description (LOCDESC):
Routing Method (ROUTING): [ .I.?DL:I-TE Number (RT} v ]
Access Code (ACk -__Nul_l (NULL_)_ =
Prepend Digits (PREPEND): | |
Locator (LOCATOR): |

On-Site Notification DN (OSDN):

[ submit | [ Refresh | [ Cancel |

Figure 124: Edit Emergency Response Location Web page

To add an ERL, on the Emergency Response Location Web page, click Add . The Add
Emergency Response Location Web page appears, as shown in Figure 125: Add Emergency
Response Location Web page on page 203.
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Emergency Services

Managing: 192.167.100.3
System » Emergency Services » Emergency Response Location = Add Emergency Response Location

Add Emergency Response Location

Emergency Response Locator (ERL):
Site Name (SITENAME): |
Location Description (LOCDESC): |
Routing Method (ROUTING): Rothe Number (.R.T) v ‘
Access Code (ACk _Null (NULL)_ v
Prepend Digits (PREPEND): | |
Locator (LOCATOR): |
On-Site Notification DN (OSDN):

Figure 125: Add Emergency Response Location Web page

Enter the information for the new ERL and click Submit .

Subnet Information

The Subnet Location Information Web pages allow users to modify subnet information.

Click the Emergency Services > Subnet Information link in the System branch of the
Element Manager navigator to open the Subnet Location Information Service Web page, as
shown in Figure 126: Subnet Location Information Service Web page on page 204.

Element Manager System Reference - Administration March 2013 203



IP Network

Managing 192.167.102.3
System » Emergency Services » Subnet Location Information Service

Subnet Location Information Service

Maintenance

Emergency Services Diagnostics (LD 117)

Configuration
Goto Subnet Index |
= Emergency Emergency Caller = s
IP Address Mask bits Resnonse Locallon ieaiiar Location Description
O 1821671023 32 256 4444
_r#:;:;;:rffen!ries inrange [1, 30] = 1, Total number of entfries in Subnet Lookup Herns per page '30 | First | Prev | Next |Last

Figure 126: Subnet Location Information Service Web page

The Maintenance section contains a link to the Emergency Services Diagnostics Web page.
See Emergency Services Diagnostics on page 77.

The Configuration section lists the configured subnet entries. To delete a configured Subnet
Location, select the appropriate radio button beside an IP Address and click Delete .

To edit a configured Subnet Location, click the Subnet Location IP Address . The Edit Subnet

Location Information Web page appears, as shown in Figure 127: Edit Subnet Location
Information Web page on page 205.
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Emergency Services

Managing 192.167.102.3
System » Emergency Services » Subnet | ocation Information Service » Edt Subnet Location information

Edit Subnet Location Information

IP Address (IP) *
Mask bits (MASKBITS): ] | * ¢1-32)
Emergency Response Location (ERL): | 266 = (1.85535)
Emergency Caller Location (ECL): | 4444 " (0.85535)

Location Description (LOCATIONDESCRIPTION):

[ submit | [ Refresh | [ cancel |

Figure 127: Edit Subnet Location Information Web page

To add a Subnet Location, from the Subnet Location Information Service Web page click
Add . The Add Subnet Location Information Web page appears, as shown in Figure 128: Add
Subnet Location Information Web page on page 205.

Managing 192.167.100.3
System » Emergency Services » Subnet Location information Service » Add Subnet Location Information

Add Subnet Location Information

IP Address {IP): |0.0.0.0
Mask bits (MASKBITS): | | (132
Emergency Response Locator (ERL): [ | ©1-8s535)
Emergency Caller Locator (ECL): | . (0-65535)

Location Description (LOCATIONDESCRIPTION):
Figure 128: Add Subnet Location Information Web page

Enter the information for the new Subnet Location and click Submit .

Dynamic ELIN

The Dynamic Identification Web pages allow users to modify Dynamic Emergency Location
information.

Click the Emergency Services > Dynamic ELIN link in the System branch of the Element
Manager navigator to open the Dynamic ELIN Web page, as shown in Figure 129: Dynamic
ELIN Web page on page 206.
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Managing 192.167.102.3
System » Emergency Services » Dynamic ELIN

Dynamic ELIN

o
Emergency : irw Ti
Response LEJ:‘:T:‘ Dynamic ELIN State Mapped DN (Miﬂ‘g[? Hrl-lir-rl::m

Location i

Mo Dynamic ELINS configured

Figure 129: Dynamic ELIN Web page
This Web page lists the configured Dynamic ELINSs.
To delete an ELIN, click the radio button for the ELIN and click Delete .

To add an ELIN, click Add . The Add Dynamic Location Identification Number Web page

appears, as shown in Figure 130: Add Dynamic Location Identification Number Web page on
page 206.

Managing: 192.167.100.3
System » Emergency Services » Dynamic Location ldertification Mumber » Add Dynamic Location ldertification Mumber

Add Dynamic Location Identification Number

Input Description Input Value

Emergency Response Location (ERL): ' (1-85535)

Terminal Number {TN): .

Figure 130: Add Dynamic Location Identification Number Web page

Enter the information for the new ELIN and click Submit .
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Geographic Redundancy

Virtual Office Phone

The Virtual Office Phone Web pages allow users to maintain lists of mapped and unused Virtual
Office TNs.

Click the Emergency Services > Virtual Office Phone link in the System branch of the

Element Manager navigator to open the Virtual Office Phone Web page, as shown in Figure
131: Virtual Office Phone Web page on page 207.

Managing 192.167.102.3
System » Emergency Services » Virlual Office Phone

Virtual Office Phone

Incoming and outgoing calls to emergency services are provided to virtual office phones

Mapped Virtual Office TNs

e
Custorner s Emergency DN Number of TS in pool Starting TN IN Reservation
10 1 911 1

03600000 20

Virtual Office TNs In Use

Refresh
Virfyal Office T & Virual Office D ™ Timer Signalling IP

Figure 131: Virtual Office Phone Web page

To delete a Mapped Virtual Office TN, click the radio button for the Customer and click
Delete .

To Add a Mapped Virtual Office TN, click Add , enter the information for the new Virtual Office
TN, and click Save .

This Web page includes two sections listing Mapped Virtual Office TN Pools and Virtual
Office TNs in Use.

Geographic Redundancy

Geographic Redundancy is available only on CPP IV and CP PM systems.
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Database Replication Control

To configure or edit Database Replication information, click the Geographic Redundancy >
Database Replication Control link in the System branch of the Element Manager navigator.

The Database Replication Control Web page appears as shown in Figure 132: Database
Replication Control Web page on page 208.

Managing: 172.16.100.2
System » Geographic Redundancy » Database Replication Contral

Database Replication Control

[T Database replication control
Unchediing the ched: box and clicking on Sawe will delete the database replication control blod:

Rule number far backup and restare: I 'I

Altomatic replication backup: |.~'-\5 defined in hackup schedule j
Autarnatic replication restore; [

Autarmatic sysload:
Secret string

The secret string is used for encryption and decryplion of zipped database for database replication. It needsto be always
configured

Revert to default, [~

Secretpasswurd:l

Save Cancel

Figure 132: Database Replication Control Web page

On the Database Replication Control Web page, you can configure the following information:
* Rule number for backup and restore
« Automatic replication backup (ABKUP)
e Automatic replication restore

« Automatic sysload

O Note:

You must configure one SCS backup rule before Database Replication Control Web page
can be configured.

You can also create a Secret string. You create a mandatory Secret string for encryption and
decryption of a zipped database and database replication.
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Software

State Control

To configure State Control information, click the Geographic Redundancy > State Control
link in the System branch of the Element Manager navigator. The State Control Web page
appears as shown in Figure 133: State Control Web page on page 209.

Managing: Buffy 1 (47.11.439.4)
System » Geographic Redundancy » State Control

State Control

Input Description Input Value

Geographic Redundancy Threshold (GRTHR): (1
Short Term Failure Timeout in minutes (STFTO): |5
Fault Clearance Timeout in minutes (FCTO): |5

Secondary CS Deactivation Mode (SDAM]: | Automatic (AUTO) =

Suhmii| Refresh | Delete | Cancel |

Figure 133: State Control Web page
On the State Control Web page, users can configure:

« Associated Secondary Call Server

e Thresholdl (Number Of IP phones registered)

e Threshold2 (Number of Media Gateways registered)
» Short Term Failure Timeout in minutes

* Fault Clearance Timeout in minutes

« Secondary CS Deactivation Mode

The information entered on this Web page corresponds to the commands available in LD
117.

For more information about Geographic Redundancy, see Avaya System Redundancy
Fundamentals, NN43001-507 .

Software

The Software link of the System branch of the Element Manager navigator can be used to
perform patching of the Call Server or the Media Gateway.

To use the patching feature, you must enter the administrator password configured in LD 17

and have PDT access. You can use any browser to download patches from the Avaya ESPL
Web site. Go to www.support.avaya.com. In the navigation tree, expand Tools, and then select
Enterprise Solutions PEP Library (Restricted Access). If you do not have an existing profile
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for the ESPL site, you can register. Users, who already have profiles, can go to
www.support.avaya.com/espl and log on to the ESPL site using their existing credentials.

For MGC and VGMC loadware distribution and functionality instructions, see Enterprise Voice
Solutions and Best Practice Guidelines, which you can download from the ESPL Web site.

Loadware PEPs

Perform Loadware PEPs patching by clicking Software > Loadware PEPSs link in the System
branch of the Element Manager navigator as shown in figure Figure 134: Loadware PEPs on
page 210.

CS 1000 ELEMENT MANAGER Help | Logout

Managing: 100.20.10.198 Ussmame: admin =
System s Software » Loadware PEPs

Loadware PEPs

|Bas-eluuﬂwara version: 100 | Current Loadware Version

Loadware PEP setting Bin (Total: 0; Limit: 10)

Loadware File Hame Browse... I ==

Load and Activate I
Sedect e _
Select a command option PEPID Actfion
Command
||L'.'.-'5T-\‘r_vj ([Cali server Oniy = | Submit I| Cenlralized Software Upgrade
Base loadware wersion: 100 3

System haz no loadware patches installed.

Figure 134: Loadware PEPs

From the Loadware PEPs Web page, user can
« load and activate a new Product Enhancement Package (PEP)
« get the status of a single PEP or all PEPs (PSTAT)
* view the details of Loadware on a PEP
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Software

Call Server PEPs

Perform Call Server patching by clicking the Software > Call Server PEPs link in the System
branch of the Element Manager navigator. The Call Server Web page appears, as shown in
Figure 135: Call Server Web page on page 211.

Managing: 192.167.102.3
System » Softvware » Call Server

Call Server
(& User PEPs O Dependency lists
PEP Setting [ PEP Bin (Total: 0; Limit: 15)
PEP File Name | '
Days PEP wvulnerable to sysload '3 .
In service initialize threshold 5 .

In service days to monitor inits |7

[ Loadand Activate |

PEP ID [ Appytomn | |
|PEP Status (PSTAT) v| ' ' O
.Syscem has no loaded patches.

Total number of in serwvice patches = [0]
Total number of out-of-service patches = [0]
Protected heap allocated = [ Z08EKB ]

Protected heap free [ 3887KE 1 (| 94% )

Figure 135: Call Server Web page
From the Call Server Web page, the user can:

* load and activate a new Product Enhancement Package (PEP)
* get the status of a single PEP or all PEPs (PSTAT)

« activate a single PEP or all PEPs (PINS)

« deactivate a single PEP or all PEPs (POOS)

* remove a single PEP or all PEPs (POUT)

« view the details on a PEP (PLIS)

The PEP Setting section at the top left of the Web page enables the user to select files and
choose settings. Clicking the right arrow (->>) button moves PEP files into the PEP Bin section.
Clicking the left arrow (<<-) button moves PEP files out of the PEP Bin section. Click Load
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and Activate to submit the selected PEP to the call server. Results are displayed at the bottom
of the screen.

O Note:

The user can download only 15 PEP files at a time. To install more than 15 PEPs on a single
entity, the user must run the utility again.

All PEP commands require the PEP ID. After selecting the PEP command from the drop-down
list, enter the PEP ID in the text box.

The Apply to All check box is enabled for all commands with the exception of the PLIS
command. Clicking the Submit button executes the command. Results are displayed at the
bottom of the screen.

PEP Management can be applied to Call Servers. Element Manager enables users to load
Matrix DepLists (MDP) to the Call Server and manage the MDPs by using the Management
DepList commands. Click the Dependency lists radio button. See Figure 136: Call Server
Web page - Dependency Lists on page 212.

Managing: 192.167.102.3
System » Software » Call Server

Call Server

O User PEPs (® Dependency lists

Dependency list Setting

Dependency list File Name [ Browse.. | [ Load and Activate [
] Deplist Name ]
DEPLIST Load (DLOAD) v

Days PEP vulnerable to sysload |3

In service initialize threshold |5

In service days to monitor inits |7

Call Serwver:

System has no loaded Dependency Lists.

Figure 136: Call Server Web page - Dependency Lists

PEP lists are populated with individual PEPs contained in an update when a Matrix DepList is
opened. The Refresh command refreshes the contents of an MDP on a target system and
enables the user to load MDPs properly.
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PEP Management supports the following commands:

* load and activate a new PEP (DLOAD)

* get the status of a single PEP or all PEPs (DSTAT)
* activate a single PEP or all PEPs (DINS)

« deactivate a single PEP or all PEPs (DOOS)

e remove a single PEP or all PEPs (DOUT)

« view the details on a PEP (DLIS)

Each PEP in the Matrix DeplList has its own PEP handle and can be uninstalled, similar to
current multipatch functionality.

Loading and Activating PEP Settings on the Call Server

1. Select the User PEPs radio button on the Call Server page.
2. Click Browse .

The Choose file window appears.

Choose a file to be downloaded and click Open .

Enter the number of Days PEP vulnerable to sysload .

Enter the In service initialize threshold .

Enter the In service days to monitor inits .

Click the -->> (right arrow) button to move the PEP files into the PEP Bin section.

© N o g b~ w

Click Load and Activate to submit the selected PEPs to the call server.

Results appear at the bottom of the screen.
Additional Commands
From the Select Command list select one of the following:
* PEP Status (PSTAT) - Shows the status of the PEP
* PEP In-Service (PINS) - Places the PEP in service
* PEP Out-Of-Service (POOS) - Takes the PEP out of service
* PEP Out (POUT) - Unloads the PEP
« PEP List (PLIS) - Lists information about the PEP

After you select the appropriate command, select either PEP ID and type the PEP ID, on which
you want to run the command, or select Apply to All to run the selected command on all of
the PEPs. Then select Submit .

Loading and Activating Dependency lists on the Call Server

1. Select the Dependency lists radio button on the Call Server page.
2. Click Browse .
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The Choose file window appears.
3. Choose a file to be downloaded and click Open .
4. Click Load and Activate to submit the selected Deplist to the call server.
Additional Commands
From the Select Command box select one of the following:

* DEPLIST Load (DLOAD) - Loads the Deplist

* DEPLIST Status (DSTAT) - Shows the status of the Deplist

* DEPLIST In-Service (DINS) - Places the Deplist in service

* DEPLIST Out-Of-Service (DOOS) - Takes the Deplist out of service
« DEPLIST Out (DOUT) - Unloads the Deplist

* DEPLIST List (DLIS) - Lists information about the Deplist

After you select the appropriate command, select the Deplist Name , on which to run the
command. Then click Submit .

You can also configure the following parameters when you load a Deplist:

« the number of Days PEP vulnerable to sysload
« the In service initialize threshold

* the In service days to monitor inits

A Warning:
Service updates that contain many PEPs can take time to install.

Software

The Software link of the System branch of the Element Manager navigator can also be used
to upload and store files, upgrade firmware, and perform patching activities.

Centralized File Upload

The file upload function enables users to upload and store loadware and firmware files on the
Signaling Server. These files can then be downloaded to network elements, using the functions
available under the Software > File Upload link in the System branch of the navigator.

For more information about the file upload function, see Avaya Signaling Server IP Line
Applications Fundamentals, NN43001-125.
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Software

IP Phone Firmware

The Software > IP Phone Firmware link in the System branch of the Element Manager
navigator allows users to upgrade IP Phone firmware. For more information, see Avaya
Signaling Server IP Line Applications Fundamentals, NN43001-125.

TPS Firmware

The TPS firmware feature enables the users to view, add, and delete firmware files present in
the master TPS (Terminal Proxy Server). You can navigate to the feature from Software > IP
Phone Firmware > TPS Firmware. TPS Firmware is presented as a link in the IP Phone
Firmware web page. When you click the link, the Firmware Maintenance Web page opens.

To add a new firmware file to the master TPS, perform the following procedure

Adding new TPS firmware file

1. On the Firmware Maintenance Web page, click Add.
The Firmware Upload Web page appears.

Idanaging: 192.168.209.1058 Us=sername: admin
System » Software » |P Phone Firmware » Firmware Upload

Firmware Upload

Click the Upload button to upload the selected bin or zip file to the master TFS server.

File name: I Browse.

(oviosa ) (Ganeel

2. Click Browse to select the file to upload.

The Choose File dialog box appears.
3. Select the file to upload.
4. Click Open.

The path where the file is stored appears in the File name field.
5. Click Upload.

A dialog box asks for confirmation on uploading the file.
6. Click OK.

The page refreshes to display the TPS Firmware Web page with the new file.
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To delete a firmware file from the master TPS, perform the following procedure.

Deleting a firmware file

1. Select the check box corresponding to the firmware file to be deleted.

If you want to delete multiple files, select the check boxes corresponding to the
required files. To delete all the files, select the check box corresponding to the File
Name field.

2. Click Delete to delete the files.

The system asks for a confirmation on deleting the files.
3. Click Delete to confirm the deletion.

The Firmware Maintenance Web page refreshes.

Voice gateway media card loadware

The Software >Voice Gateway Media Card link in the System branch of the Element
Manager navigator allows users to upgrade VGMC loadware as shown in the following figure.
For more information, see Avaya Signaling Server IP Line Applications Fundamentals,
NN43001-125.

Managing: 192,168.209.111 Usemame: admn2
System » Software » Voice Cateway Media Card (VGMC) Loadware Upgrade

Voice Gateway Media Card (VGMC) Loadware Upgrade

[ Open all nodes ][ Close all nodes ][ Clear all ] Show IPvE address
- MNode ID: 19 Node IP: 64.12551 Total elements: 0
- Node ID: 121 Node IP: 192.168.55.176 Total elements: 0
.|+ Node ID: 989 Node IP: 1.2.34 Total elements: 1
Click on a button to invoke a command.
Loadware
Retrsn
File Name » Type Creation Time 2

Figure 137: VGMC Loadware Upgrade
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Software

Media Cards

Click the Software > Media Cards PEPs link in the System branch of the Element Manager
navigator to open the Media Cards Web page as shown in Figure 138: Media Cards Web
page on page 217.

Wanaging: 182.168.208.111 Usemamea: adminZ
System » Software » Media Cards

Media Cards
) User PEPs ) Dependency lists
Element type: - . Platform type: Voice Gateway Media Card v:
| PEP Bin (Total: G; Limi: 15}
PEP File Name |(Browse. ]
In service reset threshold |5
In service days to monitor 7 E
resets
I Select Elements 1 |
- Node ID: 19 Node IP: 64 12.55.1 Total elements: 0
- Node ID: 121 Node IP: 192.168.55.176 Total elements: 0
- Node IDx: 999 Node |P'*I2'ir\.§ Tolal elements: 1
Index ELA&N P ™ Typa Role
Bignaling Server-
1
hpss8 192.168.55.153 NOTN HP DL38035 Leader

Click on a button to invoke a command.

Figure 138: Media Cards Web page

From this Web page the following functions can be performed:

* load and activate a new PEP

« view the status of a single PEP or all PEPs (PSTAT)
« activate a single PEP or all PEPs (PINS)

« deactivate a single PEP or all PEPs (POOS)

* remove a single PEP or all PEPs (POUT)

« view the details on a PEP (PLIS)

The PEP Setting section at the top left of the Web page enables users to select files and
choose settings.
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Loading and Activating PEP Settings to the Signaling Server

1. Select the correct Element type and then Platform type.
2. Click Browse.

The Choose file window appears.

Choose a file to be downloaded and click Open.

Enter the number of Days PEP vulnerable to sysload.

Enter the In service initialize threshold.

Enter the In service days to monitor inits.

Click the -->> (right arrow) button to move the PEP files into the PEP Bin section.

© N o 0 bk~ w

Click Load and Activate to submit the selected PEPs to the call server.

Results are displayed at the bottom of the screen.

Clicking the -->> (right arrow) button moves PEP files into the PEP Bin section. Likewise,
clicking the <<-- (left arrow) button moves PEP files out of the PEP Bin section. Click Load
and Activate to submit the selected PEPs to the call server. Results are displayed at the
bottom of the screen.

@ Note:
A maximum of 15 PEP files can be downloaded at a time. If more than 15 PEPs must be
installed on a single entity, the utility must be run again.
Click the PSTAT button to open the Type Web page for the selected element.

All PEP commands require the PEP ID. After selecting the PEP Command from the drop-
down list, enter the PEP ID in the text box.

The Apply to All check box is enabled for all commands with the exception of the PLIS
command. Clicking the Submit button executes the command. Results are displayed at the
bottom of the screen.

Plug-ins

The Plug-ins feature displays the status and details of all the plug-ins in the Call Server. Using
this feature you can enable or disable a particular plug-in or set of plug-ins. You can view this
link only if you have PDT2 user rights.

To access the Plugins Web page, select Software > Plug-ins from the System branch of the
Element Manager.

The following figure displays the Plugins Web page.
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Software

Managing: 192.168.209.111 Username: admin2
System » Scfiware » Pluging

Plugins

Print | Refresh

[ ] Humbers  Descriplion MPLR Nurmber Status o
i[Jo F]I'_ Wrong special dial tone with NTBD17CA COMF/TDS pack MPLRO2330 Enabled
2] 1 FI. BRI B-channels not marked MBSY when D-channel drops MPLRZD02 Enabled
3] 2 Pl Automatic Wake Up is tumed off iTINI occurs MPLRO2860 Enabled
al[]3 Pl: Hotline feature enhancement for BASF MPLR11506 Enabled
5[] 4 Pl: After dialing LSC followed by DSC. user gets overflow tone MPLRO28T1 Enabled
615 Pl: NRGA Is not working with tandem node & digit manipulation MPLROG024 Enabled
706 Pl: BCS sef cannet release from call transfer fo attendant MPLROZ056 Enabled
s[]7 Pl DID with DMIS and IDC cannat call PLON using SCLU MPLROG413 Disabled
g[]s8 PI: Not possible to CFW a setto PLON using SCLU MPLROG420 Disabled
1wl @ PI: Wrong display it ATTN extends call with announcement MPLROT128 Disabled
110 10 Pl: CFW call to NAS is intercepted to NITE DN MPLROTE15 Disabled
12 1 Pl: RAN cannot be accessed via route ACOD over network MPLR11339 Enabled
13[] 12 Pl Maintenance messages flooding TTY -= TTY unusable MPLROBTT7 Enahbled
141 13 Pl: MCT should be output an answer from 500 sets MPLRO7477 Disabled
5[] 14 Pl: MCDM - ORIG DN display is preceded with a "H” WMPLROZ306 Disabled

161 15 Fl: No CCNR if CLID in 1d 151s configured as AC1 + HLOC MPLR12767 Disabled v,

From the Plugins Web page you can perform the following actions:

» Enable a plug-in or set of plug-ins

« Disable a plug-in or set of plug-ins

* Print the details of the page

* Refresh the page to map all plug-ins with the Call Server
Use the following procedure to enable plug-ins on the Call Server.

Enabling plug-ins on the Call Server

1. Select the check box corresponding to the plug-in that you want to enable.

To enable multiple plug-ins simultaneously, select the check boxes corresponding
to the required plug-ins.

2. Click Enable .

The page refreshes and displays the status of the plug-in as Enabled .
Use the following procedure to disable plug-ins on the Call Server.

Disabling plugi-ns on the Call Server

1. Select the check box corresponding to the plug-in you want to disable.

To disable multiple plug-ins simultaneously, select the check boxes corresponding
to the required plug-ins.

2. Click Disable .

The page refreshes and displays the status of the plug-in as Disabled.
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Chapter 9: Customers, Routes and Trunks

Contents

This chapter contains information about the following topics for Avaya Communication Server
1000 (Avaya CS 1000):

« Introduction on page 221
* Customers on page 221

« Route and Trunk Configuration on page 250

« D-channels on page 260

« Digital Trunk Interface on page 263

Introduction

The Customers and Routes and Trunks branches of the Element Manager navigator are
used to launch Web pages that enable the user to configure and edit data relating to customers
and their equipment.

Customers

When the user clicks the Customers branch of the Element Manager navigator, the Customers
Web page appears, as shown in Figure 139: Customers Web page on page 222. To configure
customer data, click the Customer Number.
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Managing 192.167.100.3
Customers

Customers

Add... Delete Retresh

Customer Number &
10 00
20 @1

Total Routes Total Trunks
2 20
0 1]

Figure 139: Customers Web page

© Note:

To create a new customer, you must create a new role in Unified Communications
Management (UCM) and modify the permissions for that role so that Customer Tenant
Mappings reflect permissions for all customers to be added.

For information about creating a new roll in UCM, refer to Avaya Unified Communications
Management Common Services Fundamentals, NN43001-116.

To add a new customer, click Add.

The Basic Configuration Web page appears, as shown in Figure 140: Basic Configuration Web
page on page 223.

222  Element Manager System Reference - Administration
Comments? infodev@avaya.com

March 2013



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Customers

Managing 192.167.100.3
Customers = Add Customer = Basic Configuration

Basic Configuration

Custamet humber : * (0.09)
AN Attendant Billing number

AMI Listed Directory Number

Figure 140: Basic Configuration Web page

The information entered in this Web page corresponds to Default Customer Data Block
information traditionally configured using LD 15 - Customer Data Block.

Enter the required information in the three fields and click Save.

The Customer Details Web page appears, as shown in Figure 141: Customer Details Web
page on page 224.

Element Manager System Reference - Administration March 2013 223



Customers, Routes and Trunks

Managing: 1721610030 Username: admin
Customers = Customer 00 » Customer Details

Customer Details

Basic Caonfiguration
Application Module Link
Attendant

Call Detail Recording

Call Party Mame Display
Call Redirection

Centralized Attendant Service
Controlled Class of Service
Features

Feature Packages

Flexible Feature Codes
Intercept Treatrments

IS0 and ESM Metworking
Listed Directary Mumbers
Media Semices Propedies
Mokile Service Directory Mumbers
Multi-Party Qperations

Hight Service

Recorded Overflow Annauncement
SIF Line Service

Timers

Figure 141: Customer Details Web page

This Web page contains links to web pages where users can configure additional parameters
for each route data block.

Application Module Link

The Application Module Link Web page allows users to configure the Application Module Link
data block for a customer. Click Application Module Link to open this Web page, as shown in
Figure 142: Application Module Link Web page on page 225.
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Customers

= UCM Network Services Wanagng: 192168209115 Usemame: sdmin2
- Home Lyptomary » Cuntomer 00 » Cuntomes Detaly » Aschcaton Module Link
- Links
= Virtual Terminals Application Module Link
; A
+ Alaims T
- Mainbenance Value Added Server Identifier | v
+ Core Equipment Salect tha amply coticn 15 mmove the coofiguned Vialue Added Servr Ident]
- Peripheral Equipment Group 2 status events
+ IP Network -
+ Interfaces Group 3 status events
- Engineered Values -
+ Emergency Senices Group 4 status events: |
: ggm.ncﬂ Group 5 status events
- Customers Group 6 status events: |
= Routes and Trunks k
= Routes and Trunks Group 7 status events
= D-Channels -
- Digital Trunk Inferface Group & status events: |
- Déaling and Numbering Plans [
- Elecronic Switched Netwark |
- Fleble Code Resindion Group 10 status events:
- Incoming Digit Transiation L
- Phones Group 11 status events: |
- Templates -
= Repors Group 12 status events: |
- Properties r
- Migration Group 13 status events: |
=Tooks Group 14 stalus events
+Backup and Restore ;
= Call Server Initiakzation Group 15 status events:
- Dale and Time - =
+L0gs and reports ( Opton [ ACD dialed number identicaton J
- Sacurity
+ Passwords
. Polldo:;

Figure 142: Application Module Link Web page

Enter the Value Added Service Identifier and Group status events information and click
Save.

Attendant

The Attendant web page allows users to enable different options for a customer. Click
Attendant on the Customers web page.

Select the appropriate check boxes in the Attendant Web page and click Save.

Call Detail Recording

Use the Call Detail Recording Web page to configure the Call Detail Recording data block for
a customer. Click Call Detail Recording to open this Web page, as shown in Figure 143: Call
Detail Recording Web page on page 226.
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Call Detail Recording

Call Detail Recording

Incoming Packet data call: [ ]
Qutgoing Packet data call
Auxiliary Identification Output
Display each record in new line: []
Coordinated Dialing Plan Record: [7]
End to End Signaling digits in COR 0]
record

Bufter Data Interface:
CDR on Originally Dialed Trunk Route: []
Bearer Capability: [7]
ACD Details:

Port (0-1%)

Charge Account Number length: 1 v
Forced Charge Account []

[ save || Cancel |

Figure 143: Call Detail Recording Web page

Enter the appropriate information and click Save.

Call Party Name Display

Use the Call Party Name Display Web page to configure the Call Party Name Display data
block for a customer. Call Party Name Display names for Incoming Digit Conversion (IDC) are
supported on this Web page. Click Call Party Name Display to open this Web page, as shown
in Figure 144: Call Party Name Display Web page on page 227.
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Customers

Managing: 19216710453
Customers » Customer 00 » Edit » Call Party Mame Display

Call Party Name Display

Configuration: | Standalone v
Maximum lenath: . 17 v:

Static allocation of name storage:
Default length: [ 13 |

Designator for multiple appearance DMs: []

Display reasons for call redirection :

Set mnemanics for different types of call redirection

Call forward all calls: :F
Call forward no answer.
Hunt or call forward husy:
Call pickup:

Call transfer:

=1 191 Mo [ =1

Attendant alternative answering:
Emergency Consultation; [

Call forward Non Intercam call: [N

Figure 144: Call Party Name Display Web page

Enter the appropriate information and click Save.

O Note:

The Static Allocation of name storage check box is selected and not editable if the BGD
package is enabled.

Call Redirection

Use the Call Redirection Web page to configure the Call Redirection data block for a customer.
Click Call Redirection to open this Web page, as shown in Figure 145: Call Redirection Web
page on page 228.
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228

Managing: 192.168.209.63 Username: admin2
Customers » Customer 00 » Customer Details » Call Redirection

Call Redirection

CFNA treatment for DID calls: | Hunt DN [v]
DID forward no answer ring cycles: | 0
CFNA treatment for external trunk DID calls: | Hunt DN v
CFNA treatment for other calls: | Hunt DN [v]
Call forward to trunk access code: []
*{b Customer call forwarded DN: | (0-23 digits )

Change call redirection by time of day. []

Call redirection by day. []

Call redirection by day. []

Redirection Holidays
Do not disturb hunting: [[]

Total redirection count limit :0 u|
Options: Call forward reminder tone for 500/2500 sets
|| ¥CFNA treatment for call waiting calls on a DN
[J DID call to second degree busy treatment
[J Message center
Prevention of reciprocal call forward

Call forward: @) Originating

© Forwarding
Number of normal ringing cycles for CFNA
option0: |4 2
Figure 145: Call Redirection Web page
Enter the appropriate information, select appropriate options and click Save.

Click Redirection Holidays to open the Redirection Holidays Web page, as shown in Figure
146: Redirection Holidays Web page on page 229.
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Customers

This Web page displays holiday redirections for existing dates and allows users to add, edit,
or delete holidays.

Managing 192.167.100.3
Customers » Customer 00 » Edit » Call Redirection » Redirection Haolidays

Redirection Holidays

Add.. Delete Refresh
O Dates ) o . o ) o . o

1] Jan 01 2008 YES NO NO NO

2[7] Dec 25 2006 MO YES YES NO

Figure 146: Redirection Holidays Web page

To add a holiday, click Add. The Add Date of Holiday Web page appears, as shown in Figure
147:. Add Date of Holiday Web page on page 229.

Managing: 192.167.100.3
Customers » Customer 00 » Eclit » Call Redfirection » Redirection Holidavs » Add Date of Holiday

Add Date of Holiday

Date: |1 v|[January v |/2006
Holiday Redirection 0 :
Holiday Redirection 1 :
Holiday Redirection 2 ;

oooad

Holiday Redirection 3 ;

Figure 147: Add Date of Holiday Web page

Use this Web page to configure holiday redirections for a customer. Enter the holiday
information and click Save.

Centralized Attendant Service

Use the Centralized Attendant Service Web page to centralize attendant services at a single
location. To open this Web page, as shown in Figure 148: Centralized Attendant Service Web
page on page 230, on the Edit Web page, click Centralized Attendant Service.
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Managing: 192.167.104.53
Customers » Customer 00 » Edit » Centralized Attendart Service

Centralized Attendant Service
Allows customers with mulliple locations to centralize their attendant services at a single location.

Status: [[] Enable Centralized Attendant Service

Figure 148: Centralized Attendant Service Web page

Enter the appropriate information and click Save.

To edit the Attendant Incoming Call Indicators, select the Main attendant radio button, and
then click Incoming Call Indicators. The Edit Attendant IClI Web page appears, as shown in
Figure 149: Edit Attendant ICI Web page on page 231.
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Customers

Managing: 192.467.400.3
Customers » Customer 00 » Edit » Centralized Aftendant Service » Edit Attendant IC1

Edit Attendant ICI
Station Category Indication priority level 1:| v |
Station Category Indication prionty level 2 :. V|
Station Category Indication prionty level 3 :. VI

Station Category Indication priority level 4 ©

sl

Station Category Indication priority level 5

Station Category Indication priornity level 6 |

<

<

Station Category Indication priority level 7 )
Call Forward Busv::
Call Forward No Answer::

0| | | |

Dial zero, fully restricted :.
Dial zero : .

Inter-Aftendant DN :|
Inter-Attendant Call - |
Intercept 4|

£ 10| || ] (R [ |6

|dle Extension Notification
Lockout Intercept :

Listed DNO |

Listed DN : |

Listed DNZ: |

<1 (] [

Figure 149: Edit Attendant ICl Web page

Enter the appropriate information and click Save.

Controlled Class of Service

Use the Controlled Class of Service Web page to configure the Controlled Class of Service
data block for a customer. Click Controlled Class of Service to open this Web page, as shown
in Figure 150: Controlled Class of Service Web page on page 232.
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Managing 192.167.100.3

Customers » Customer 00 » Eclt » Controlled Class of Service

Controlled Class of Service

Restricted service :

Enhanced Level 1 :

Enhanced Level 2 :

MNetwork wide electronic lock

Electronic lock on private lines :

Unrestricted »
Unrestricted v

Customar defined fiest level of restriction
Unrestricted w

Customer defined second lewel of restriction
0 (0.2@y

Controlled Netwod Class of Service. Flease refer help file to map values to Class of
Sendoe,

O

Figure 150: Controlled Class of Service Web page

Enter the appropriate information and click Save.

Flexible Feature Codes

Use the Flexible Feature Codes Web page to configure the Flexible Feature Codes (FFC) data
block for a customer. To access the Flexible Feature Codes Web page, as shown in Figure
151: Flexible Feature Codes Web page on page 233, on the Edit Web page, click the Flexible

Feature Codes link.

232  Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Customers

Wanagng (IRAER2MINN  Useiname sewii
Customers » Customer 00 » Cuslomer Dot » Plexdble Feaure Codes

Flexible Feature Codes

Controllied class of serdce resiicled service: Unreshicled ]|
Btalion cordol pasewdid langth. 0 »
Tha active pamsced ling® is changad caly H nase configuration dala is dumped, and s

complete duta boad and pragum boad Lske place

FE0N Conirol pAREWONE

Mobide exdension aclivalon code: =
Mobile gaénsion inbeface. [ Sirnplified

Indicator; ] Provide end of dialing indicator

At ciald delay, 0 % Saseeids)
Tome: [ Privide confrmaton lone

cEpT. [ Corference eurapeenne des adminisiratons des
posles ¢ dis lelécornmunications (CEPT)

Flexible Feature Code Entrins

Figure 151: Flexible Feature Codes Web page

To configure Change Flexible Feature Code end-of-dialing indicator, select the Change
Flexible Feature Code end-of-dialing indicator checkbox.

Enter the appropriate information and click Save.

Flexible Feature Code Entries

To access Flexible Feature Code Entries click the Flexible Feature Code Entries hyperlink.

The Search for Flexible Feature Code Entries Web page appears as shown in Figure 152:
Search for Flexible Feature Code Entries Web page on page 234.

© Note:

To access Flexible Feature Code Entries Web page for a Customer the FCC data block must
be configured, see Configuring Flexible Feature Codes on page 235. If you click the
Flexible Feature Code Entries hyperlink before you configure the FCC data block, the
message "FCC Block is not configured. Click on [OK] to configure the FCC block for the

customer.” appears. Click OK to automatically configure the FCC data block and open the
Flexible Feature Code Entries Web page.
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Managrg 192.167.100.3

Cusiomers s

Customer 00 » EdE » Floxikle Festurs Codes s Flexible Festure Code Entries

Flexible Feature Code Entries

Search for Flexible Feature Code Entries

& Flenible feature code tpe ks

T Value

,—
Search

Flexible Feature Code Entries

Search for a type or value. Use the Lookup link to populate type prompls or search using " ** before or after the

saarch ted

Figure 152: Search for Flexible Feature Code Entries Web page

To search for specific Flexible Feature Codes, follow the steps in Searching for Flexible Feature
Codes on page 234.

Searching for Flexible Feature Codes

1.

2.

Click the Flexible feature code type radio button to activate search for Flexible
Feature Codes.

Click the Look up hyperlink.
The Flexible Feature Code Lookup pop up window appears.

Click the corresponding check boxes for the required features, and then click
Assign.

The selected feature prompt names appear in the Specific Feature Code type
input box.

4. Click Search . The datagrid lists only the codes for the selected feature.

To search for Flexible Feature Codes by Value, follow the steps in Searching for Flexible
Feature Codes by Value on page 234.

Searching for Flexible Feature Codes by Value

1. Enter the configured Flexible Feature Code value in the Value input box.

2. Check the Value radio button, to enable the Search button.
3. Click the Search button.

The flexible feature code, type, and the value appear in the datagrid.

To search for Flexible Feature Codes using Advanced Search, follow the steps in Searching
for Flexible Feature Codes (Advanced) on page 235.
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Customers

Searching for Flexible Feature Codes (Advanced)
1. Enter the wildcard character * before or after the search text in the Flexible feature
code type input box.
2. Check the Flexible feature code type radio button to enable the Search button.
3. Click the Search button.

All the flexible feature code types with the configured values that match the given
search text appear in the datagrid.

To configure Flexible Feature Codes for a customer, follow the steps in Configuring Flexible
Feature Codes on page 235.

Configuring Flexible Feature Codes

1. In the Flexible Feature Codes Web page, select Flexible Feature Confirmation
Tone and Conference European Des Postes Tel (CEPT) defaults.

The Replacement for * in CEPT default codes appears as a sub prompt for
Conference European Des Postes Tel (CEPT) defaults prompt. Enable only if
Conference European Des Postes Tel (CEPT) defaults prompt is selected.

2. To complete the configuration, click Save .
3. Click Cancel to cancel the action. The Edit Web page appears.

To add Flexible Feature Codes to the Customer, follow the steps in Adding Flexible Feature
Codes on page 235.

Adding Flexible Feature Codes
1. Click the Flexible Feature Code Entries hyperlink on the Flexible Feature Code
Web page.
The Flexible Feature Code Entries Web page appears.
2. Click Add on the Flexible Feature Code Entries Web page.

The Add Flexible Feature Code Web page appears.

3. Click the Look up hyperlink adjacent to the Flexible feature code type input
box.

The Flexible Feature Code Lookup popup window appears and lists all of the
Flexible Feature Codes.

4. Click a Flexible Feature Code to add it to the Flexible feature code type input
box.

5. Enter a value in the Value box.
6. Click Save .

The new Flexible Feature Code appears on the Flexible Feature Code Entries Web
page.
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Features web page

Use the Features Web page to configure the Features data block for a customer. Click
Features to open this Web page, as shown in Figure 153: Features Web page on
page 237.
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Customers

Managing: 192.168.209.63 Username: admin2
Customers » Customer 00 » Customer Details » Features

Features

Spedal prefix number.

Network authorization code: []

Internal/external definition: []

Analog semi-permanent connection re-connection
timer: (10 - 180)

Network station camp-on to sets on this node: D
List entry number delimiter: | No delimiter(") V]
Mandatory speed call delimiter. []

mp status whe )55's sethas BS active and [~ e
Lamp status when bo ethas BSFE aclive and [~ 0 a - oh rate is 60 impulses per minute

v
IS Idle: &
3 atus w ss’s set has BSFE active and :
e LR & R S aj,ij% LCD Lamp flash rate is 30 impulses per minute v
Lamp status when boss’s set does not have BSF -
Lamp status when b etdo not have BSFE LCD Lamp is off v

active and is idle

Lamp status when boss’s set has BSFE active and
is busy

Lamp status when boss’s set does not have BSFE
active and is idle

Lamp status when boss’s set doesnt have BSFE
active and is busy

LCD Lamp flash rate is 30 impulses per minute |v

LCD Lamp is off v

LCD Lamp is on b

Figure 153: Features Web page
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Options: Attendant busy display

Autohold on loop key

Aftendant monitor

Aftendant through dialing

ACD dialed number identification

ACD threshold Ieroentage

Attendant monitor tone

Break-In to external call

Break-In to line lockout set

Break-In warmning tone

Collect call blocking

Call forward reminder tone for 500/2500 sets
Charge display at end of call

Camp-On tone

CFNA treatment for call waiting calls on a DN
Coordinated dialing plan routing

Data senvices or server

DID call to second degree busy treatment

Digit display

OO0OOE0O0OEO0EEEEEEOE

Enhanced busy lamp field

Figure 154: Feature options

CS 1000 ELEMENT MANAGER Help | Logout

Group call pickup

Hot line access

Hands-free voice call
Individual hold lamp oplion
Individual hold release option
Indivdual hold

a9 n

Keyllamp expansion module

Lockout

Last number redial

Malicious call trace signal

Message center

Message waiting unconditional

Network-Wide LDN

Owverride of call forward external

Position busy with calls on hold

Presentation status selection on attendant consoles
Queue thermomeler REST

Redirect of attendant calls when ACG is in night senice

AQaaaaaaaaaanan

Release on exclusion

Figure 155: Feature options (Cont'd)
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Queue thermometer REST

Redirect of attendant calls when ACG is in night service
Release on exclusion

Ring again no answer

Recorded overflow announcement

Single digit access to hotel services

Source included when attendant dials

Slow answer recall enhancement

Time to answer and abandoned call records

Voice call override MSB

£ I A I A S B B B B

Unregistered phone notification

Figure 156: Feature options (Cont'd)

+ Geographic Redundancy
+Software Features
= Customers
-Routes and Trunks:
- Routes and Trunks
—D-Channels Feature Description
- Digital Trunk Interface
- Dialing and Numbering Plans USRA User Selectable Call Redirection
= Electronic Switched Network
- Flexible Code Resfriction . .
- Incoming Digit Translation VHSA Volce Wail Sofkeys

-Bhones

- Templates WVOLA Virtual Office Login
-Reports

= Views

- Lists

- Properties
- Migration

WVOUA Wirtual Office User

Denied vl

Customers

Enter the appropriate information, select the appropriate options, and then click Save.

Media Services Properties

Use the Media Services Properties Web page to view the Media Services Properties for a

customer.

Managng SLILSRIE Usemame sdmin
Cugtomes s s Curlomes (0 & Cuslomes Dejaiy » Mexks Sorvces Properims (Customes 00

Media Services Properties (Customer 00)

1 LFE. ]

Figure 157: Media Services Properties Web page
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Listed Directory Numbers

Use the Listed Directory Numbers Web page to configure the Listed Directory Numbers data
block for a customer. Click Listed Directory Numbers to open this Web page, as shown in
Figure 158: Listed Directory Numbers Web page on page 240.

Managing: 192.168.209.63 Username: admin2
Customers » Cust: 00 » Customer Detais » Listed Directory Numbers

Listed Directory Numbers

Deparimental listed directory number:
Aftendant consoles associated with LDN 0: |12
Attendant consoles associated with LDN 1:
Attendant consoles associated with LDN 2
Attendant consoles associated with LDN 3:
Attendant consoles associated with LDN 4
Attendant console associated with LDN 5:
Listed Directory Number 0; 3|
Listed DN 1:
Listed DN 2!
Listed DN 3:
Listed DN 4:

Listed DN 5:
Attendant incoming indicators

Option: [[] Network-wide LDN
Figure 158: Listed Directory Numbers Web page

To configure attendant consoles associated with Listed Directory Numbers, select the
Departmental listed directory number checkbox.

Enter the appropriate information and click Save.

Mobile Service Directory Number

Use the Mobile Service Directory Numbers Web page to view, edit, add, and delete Mobile
Service Directory Numbers. Click Mobile Service Directory Numbers to open this Web page,
as shown in Figure 159: Mobile Service Directory Numbers Web page on page 241. For more
information about Mobile Directory Service Numbers and Mobile Extension, refer to Avaya
Features and Services Fundamentals - Book 4 of 6, NN43001-106-B4.

240 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Customers

Marscing: 192467.100.3
Cusztomers » Customer 00 » Edi » Mobile Service Dz

Mobile Service Dil‘ECtDI’y Numbers
Mobile Service DN can be dialed by a mobile user in a mobile netwark to gain access to the enterprise network

Add.. | Delele Retresh
DNs Security Code Authorization Code  Collect Call Blocking
1 4445555 F8TES432 YES YES
2 5456666 87654321 YES YES

Figure 159: Mobile Service Directory Numbers Web page

ISDN and ESN Networking

Use the ISDN and ESN Networking Web page to configure the Integrated Services Digital
Network (ISDN) and ESN Networking data block for a customer. To access the ISDN and ESN
Networking Web page, click Customers , Customer 00, Customer Details , ISDN and ESN

Networking. The page appears as shown in Figure 160: ISDN and ESDN Networking Web
page on page 241.

Wanapng SHLAGREEIE] Usemame: samind
CLbiaoty » Codtmeet 00 o Copiotetr Duthly » FSON 853 ESN Rutweediing

ISDN and ESN Networking

Ganeral Propeies
Fhériths Funikts Funk connection spben. Connectons restidted v
Fierible ortiting privecion Bmer. | 14 o
Country code: [ -

GO Y DRI TPl SR A
Hafional acoess code:

Infermasonal SCOESE COBK
Opticns: [T Transfer g ninging of sepanised sdemal unks
[ Connectivn of Supnised ddemal ininks:

Hatwork epon: [T Coorginated diaing plan route
inhagrated sanices digital netwerk: [

Figure 160: ISDN and ESDN Networking Web page

Enter the appropriate information and click Save.
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When ISDN is enabled in ISDN and ESN Networking page, the Microsoft converged office
dialing plan fields become active and editable as shown in the following figure.

letiging. MLABRGRVG] Laerame wimel
Cusigmery » Customer 00 » Cuglomar Detaly » 50N and ESH Metweriing

SDN and ESN Networking

Guneral Propenies
Flexibla funk: o ik connecson opoe: | Connections restrided v:
mmnmmmmnhmnrner'u v

Country code | | @t
Coce o proceming the calked rember
Malional access code: | |
Intemational access code:

Opticns: [7] Traeesder on ringing of supendsed ademal nanks
[ Connection of supendsed satemal funks

Hesweer optioe [ Coordinated dialing plan routing
Inlagrabid senvices digial network: (7]
Uicros et converptd offic daling plan | Priate daling plan ¥

Figure 161: ISDN and ESDN Networking Web page with ISDN enabled

When ISDN is enabled and the Microsoft converged office dialing planis in Mixed Mode, private
dialing plan fields are become active and editable as shown in the following figure.

Coyipmans » Cutomer 00 5 Coplomer Dataly 5 SS0N aned E5N Retworking

ISDN and ESN Networking

Ganeral Properties

Fupaitle bunkhe bunk eonnechon opsion: | Connecions resvided v
Fleaibie artiting prevesion mer. | 6 [w]

Country oo - e
Cide b priding o P Silled S— ke
Hational acoess coce:
NSNS BC0ESE o

Opbana: [ Transler on ningesg of supenised axdémal unks
0] Connection of supenised edemnal unks

Hatwork opon: ] Cosedinaled diaking plin iousing
Infegrabed senices digital networic |

Micr$0R comvenped fic daling plan’ | Mined [*]
Private disling plan for non-DiD wiers: (0 Coondinabed daling plas
(=) Unifor dialing pkan

Calling Line ldentifization

Figure 162: Private dialing plan

To configure Calling Line Identification (CLID) parameters, click Calling Line Identification
Entries. The Calling Line Identification Entries Web page appears, as shown in Figure 163:
Calling Line Identification Entries Web page on page 243.
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Customers

Maraging: 192.167.100.3
Customers » Customer 00 » Edit » ISDN and ESH Metworking = Calling Line dertification Entries

Calling Line Identification Entries

Search for CLID

Criteria: Search |
CLID Range: I I

Calling Line Identification Entries

Add... | [Delete | Refresh

Figure 163: Calling Line Identification Entries Web page

To search for a CLID, enter the CLID Range and click Search.

To add a CLID, click Add. The New Calling Line Identification Web page appears, as shown
in Figure 164: New Calling Line Identification Web page on page 243.

Managing: 192A67.104.53
Customers » Customer 00 » Edit » ISDN and ESH Networking = Calling Line ldentification Entries » Mew Calling Line Identification

New Calling Line Identification

General Properties
Entry Id: | ].

Mational Code: {01 - 090905)

Code for national heme number

Local Code; (1:12 digits)
Code for home local number of listed DN
Home Location Code: (1-7 digits)
Local Steering Code: . . (1-7 digits)

Use DM asDID : YES w
Emergency Services Access

Emergency Local Code: 1-12 digits)
Code for heme local number during Emergeney calls

Home national number for emergency services

Emergency Options: [] access calls

Append the originating directory number for
emergency senvices access calls

Calling Party Name Display

Roman characters:
Figure 164: New Calling Line Identification Web page

Enter the parameters for the new CLID and click Save.
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Night Service

Use the Night Service Web page to configure the Night Service data block for a customer. Click
Night Service to open this Web page, as shown in Figure 165: Night Service Web page on
page 244.

Managing 192.167.100.3
Customers » Customer 00 » Edit » Might Service

Night Service

First night service DM by time of day :
Hour and minute for first night senice DN
Second night semvice DM by time of day
Hour and minute for second night service DM ¢
Third night service DN by time of day ;|
Hour and minute for third night serdce DM
Fourth night service DN by time of day

Hour and minute for fourth night service DM .

Figure 165: Night Service Web page

Enter the appropriate information and click Save.

Feature Packages

Use the Feature Packages Web page to view and edit the parameters associated with feature
packages. Click Feature Packages to open this Web page.

Click the plus sign located to the left of the Feature Packages heading to expand the feature
packages, as shown in Figure 166: Feature Packages Web page on page 245.
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Customers

-Feature Packages

+Do Not Disturb Individual Package: 9
+End-to-End Signaling Package: 10
+Message Waiting Center Package: 46
+New Flexible Code Restriction Package: 49
+Set Relocation Package: 53
+Network Alternate Route Selection Package: 58
+Distinctive Ringing Package: 74
+Departmental Listed Directory Number Package: 76
+ Command Status Link Package: 77
+Pretranslation Package: 92
+Dialed Number Identification System Package: 98
+Malicious Call Trace Package: 107
+Incoming Digit Conversion Package: 113
+Directed Call Pickup Package: 115
+Enhanced Music Package: 119
+Station Camp-On Package: 121
+Integrated Digital Access Package: 122
+Digital Private Network Signaling System 1 Package: 123
+Flexible Tones and Cadences Package: 125
+Multifrequency Compelled Signaling Package: 128
+International Supplementary Features Package: 131
+Enhanced Night Service Package: 133
+Integrated Services Digital Network Package: 145 1

Figure 166: Feature Packages Web page

Enter the Media services routing number. Choose the Numbering plan identifier and Type of
number from the respective drop-down lists and then click Save.

O Note:

The only feature packages whose parameters can be viewed and edited are those that have
been enabled on the system. Feature packages cannot be removed or added from Element
Manager.

Click the plus sign located to the left of the feature package name to view and edit the
parameters associated with the feature package. For feature packages that are not equipped
for the customer, Element Manager includes a button labeled To Order. This button provides
a link to information on how to order the feature package.

Enter the appropriate information and click Save.
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O Important:

When you configure M3900 System Initiated Language (Package 386) and Japanese is the
default language, you must explicitly configure the set-to-set-messages (MSG 1 to MSG10).
Otherwise, the customer information does not load or appear after you click Submit.

Intercept Treatments

Use the Intercept Treatments Web page to configure the Intercept Treatments data block for
a customer. Click Intercept Treatments to open this Web page, as shown in Figure 167:
Intercept Treatments Web page on page 246.

Managing 192,167.100.3
Customers » Custormer 00 » Edit » intercept Treatments

Intercept Treatments

Congestion tone for all frunks : | Overflow tone  »
Direct inveard systerm access lockout ;| Overllow tone ~
Flexible line lockout : | Owerflow tane ~

Do not disturh : | Busy Tone »

Emergency services access misdialed call : | Overflow tone «

Additional Treatment Options

Figure 167: Intercept Treatments Web page

Enter the appropriate information and click Save.

To configure additional prompts for Intercept Treatments, click Additional Treatment
Options . The Intercept Treatments Options Web page appears, as shown in Figure 168:
Intercept Treatments Options Web page on page 247.
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Customers

Managing 192.167.100.3
Customers » Customer 00 » Edit » Intercept Trestments » Intercept Trestments Options

Intercept Treatments Options

Refresh

Condition Station Attendant Tie Trunk Mon Tie Ean Route
Access denied Owerflow tane Overflow tone Overflow tane Aftendant
Call to vacant number Owerflow tone Overflow tone Overflow tone Aftendant
Calls tn listed diracin Mot applicahle Overflow tone Mot applicable Mot applicable
number
Callto a lockout st Busytone Busy tone Busy tone Busy tone
Maintenance busy

mber Overflow tane Overflow tone Owerflow tone Aftendant
Restricted call Owerflow tone Mot applicable Owverllow tone Mot applicahble
Redirection count limit Aftendant Overflow tone Attendant Aftendant
exceeded
MEC call to ¥acant Owerflow tane Overflow tone Owerflow tane Aftendant
office
MFC callla vacant Overflow tane Overflow tone Overflow tane Aftendant
number
MFC congestion Owerflow tone Overflow tone Overflow tone Aftendant 3

Figure 168: Intercept Treatments Options Web page

To edit an Intercept Treatment for a customer, click the Condition. The Edit Web page for that
Condition appears, as shown in Figure 169: Edit Condition Web page on page 247.

Managing 192.167.100.3

Customers » Customer 00 » Edit » intercept Treatments » Intercept Trestments Options » Edit Access denied

Edit Access denied

Station : Overflow tone v
Attendant ; Overflow tone v
Tie Trunk : | Overflow tone v

Mon Tie Attendant v

Figure 169: Edit Condition Web page

Enter the appropriate information and click Save.

Multi Party Operations

Use the Multi Party Operations Web page to configure the Multi Party Operations data block
for a customer. Click Multi Party Operations to open this Web page, as shown in Figure 170:
Multi Party Operations Web page on page 248.
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Multi-Party Operations

Flexible Misoperation Options

Ringing Mo Answer treatment | Standard Operation w  Standard Operation

All Other Cases: | Disconnect + | | Foresard
Rings before forwardingfdisconnecting | | B v|

Rings before forwarding to transferring station | | 4 b |

Mandatory Recall required prior to dialing 0
control digits

Control digit Timeout: | 14

Ignare Switchhook Flash signal from 500/2500 sets
Manual Hold after enquiry: [
Programming of Control Digits

Canference |1 w

Toggle | 2

Disconnect: | 3

Consultation Connection Disconnect Option O
alternative

Manual forced camp on: [

Attendant Clearing during Might Service :. Mo Automatic Treatment v.

Figure 170: Multi Party Operations Web page

Enter the appropriate information and click Save.

Recorded Overflow Announcement

Use the Recorded Overflow Announcement Web page to configure the Recorded Overflow
Announcement data block for a customer. Click Recorded Overflow Announcement to open

this Web page, as shown in Figure 171: Recorded Overflow Announcement Web page on

page 249.
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Customers

Manapng: 1521588.208.115 Username: adminZ
CuBtmeny » Cuizmar 00 a Quibcmer Detals » Ricorded Oyvarfiony Annguncemasnt

Recorded Overflow Announcement

First RAM Route: | @01
Time Delay: |20 [0+ 2044 peoonds)

Second RAN Route | m-gm
Time Delay: (40 (2 - 2044 seoons)

Treatrnent during waiting time: | Ring Back «
Music Roule: ] - 811}

ICI kiéy nuMmMbErs Mal My feceive ROA
IC1 by numBes saparanes By seace
Option: [7] Recorded oveMow annduncement

Figure 171: Recorded Overflow Announcement Web page

Enter the appropriate information and click Save.

SIP Line Service

The SIP Line Service package 417 must be equipped in order to enable SIP Line Service on
CS 1000 system.

The SIP Service Web page allows users to configure SIP Line Service parameters.

You can enable or disable SIP Line Service by clicking the check box. Once the service is
enabled, the rest of the SIP Line service parameters are displayed. The SIP root domain is a
mandatory field when SIP Line service is enabled. The User Agent DN is an optional field but
when this DN prefix is configured in the customer page, it is used to build the HOT U key
information on the Phones Web page for SIPL Phones.

For more information, see Avaya SIP Line Fundamentals, NN43001-508.

Timers

Use the Timers Web page to configure the Timers data block for a customer. Click Timers to
open this Web page, as shown in Figure 172: Timers Web page on page 250.
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Managing: 192.467.100.3
Customers » Customer 00 » Edit » Timers

Timers

Switch hook flash timing - |45 896

Permanent hold timer : | 30 . (1-63)

Dial tone and interdigit imeout for non-DTMF_ 10 12 a0
sets: L L
Dial tone and interdigit timeout for DTWF sets: 14 116 |14

Line disconnecttone timer far 500/2500
6 v ([ seconds)

telephones :
Delayed answer timer : |0 . (0 - 120 seconds )
Busy tonefoverflow tone timeout '14 (2- B0 seconds )
Duration between reminder cadences : |60 (2 - 120 seconds )
Aftendant queue timing threshold : |30 (0 - 255 swconds )

Auto dial delay :

([(zeconds)

Attendant forward no answer timer (0 - 126 seconds )

Might forward no answer or ring cycles ;

0
0

Attendant forward buzz tone : .D v: (seconds )
0 (0-63)
0

Aftendant delay on hold timer : ¥ | (seconds)

Length of Howler tane : | 300 (0 - 800 seconds )

Metwork alternate route selection interdigit

X 8w
tirmer :

Figure 172: Timers Web page
Enter the appropriate information and click Save.

© Note:

The Attendant forward no answer timer and Attendant forward buzz tone must be even
numbers.

Route and Trunk Configuration

There are three options in the Routes and Trunks branch of the Element Manager
navigator.

Routes and Trunks

Click the Routes and Trunks link on the Routes and Trunks branch of the Element Manager
navigator to open the Routes and Trunks Web page, as shown in Figure 173: Routes and
Trunks Web page on page 251. Use this Web page to view information about existing
customers, routes, and trunks.
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Managing: 192.168.55.143 Username: admin2
Routes and Trunks » Routes and Trunks

Route and Trunk Configuration

Routes and Trunks

- Customer: 0 Total routes: 6
- Route: 1 Type: ADM
+Route: 2 Type: AWR
+Route: 3 Tipe: AWR
+Route: 4 Type: TIE
+Route: 5 Type: AWR
+Route: 13 Type: TIE

+ Customer: 1 Total routes: 1

- Customer: 4 Total routes: 0

- Customer: 20 Total routes: 0

Total trunks: 111 Add route
Description: NOMNE ‘ﬂ] Ad trunk
Description: AWR @ Add trunk
Description: AWY @ [@
Description: TEST @] [Add trunk |

Description: AWU - Add trunk
Description: MANUA [ dit Add trunk:

Total trunks: 1 1 Add route
Total trunks: 0 i Add route
Total trunks: 0 Add routa

Figure 173: Routes and Trunks Web page

This Web page also contains buttons that link to additional Web pages. Follow these links to

* add a new route

* edit route data

» add a new trunk

* edit trunk data

« delete multiple trunks

Route Properties

Click the Edit button beside a Route row to open the Route Property Configuration Web page
for the selected customer and route. See Figure 174: Route Property Configuration Web

page on page 252.

© Note:

If there are a large number of routes or trunks, this Web page can be slow to load.

The information entered in the Basic Configuration section of this Web page corresponds to
Route Data Block information traditionally configured using LD 16 - Route Data Block.

© Note:

H.323 and SIP must not use the same route.
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For information about configuring routes, see Avaya IP Peer Networking Installation and
Commissioning, NN43001-313 .

IRZISRTRRE]  Uiserrame: poshd
Foutes and Trurks & Bouies ard Trunks = Cusiomer O, Roube 1 Propenty Configurnton

Customer 0, Route 1 Property Configuration

- Basie Configuratien
Route data block (ROE) (TYPE}
Cuslomer number (CLIET)
[Riouie number (FROUT)
Designator feid fos ek (DES) ;| TEST
Trunk type (TKTF) - |
Incoming and outpoing tnank GC0E) | incomeng and Outgaing R0y w
Access code for the runk mute (WCOD) || 2345
Trunk type Mo119 (MS11P}
Ths FoUsE 5 02 B virtusd runk soiss (VTRK)
CHgital sk Fouti (DTRIY
Itegrated senices digital network oplon 0500 2]
- Moge o operation MODE)
- WO Tt @ Byl B roate (IFIC) ;| Wanidian M1 (5L} w
- Private network identifier (PR |0 0= 3700
= Metwirk calling name alloeed MNCHA 2]
+ Matwork call redirecion (NCRDG - [0
- Charmel tpe (CHTY) | B-channel BOH -
+ Call ype for guigoing direcl dialed TgTr\?'ll?"j, e £l trp (UK |
- ingeni ESH accens code GHAC): [
- ifegrated senvice acoess route 0EAR) : [
- Display of access prefix on CLIC (DAPC) - O]
- Mobila astension routs (MESE) - [
~ Mobile sxdension oulgoing hpe MEXOT) || Natonal nunber (NFAY b
« Mobala satension Smar (ME=T) |0 (01 - 000 raliseconds)
Calling nsmber dialing plan (CNDP) | | Unirioem (USN) -
+~Bagic Route Options
« Netwark Options
+ General Options
+Advanced Configurations

[ Bubmn | [ Reteash | [ Dolete || Cancel |

Figure 174: Route Property Configuration Web page

Basic Configuration

In the Basic Configuration section of this Web page (see Figure 175: Basic Configuration for
routes on page 253), the following functions can be performed:

« Assign a Route Number (ROUT) using the drop-down list.

« Enter a Designation (DES) for the route.

e Select a Trunk Type (TKTP) from the drop-down list.

« Use the drop-down list to indicate that the trunk is Incoming and/or Outgoing (ICOG).
« Assign an Access Code (ACOD) to the trunk route.

Element Manager may request that users enter data for additional parameters, depending on
what is entered in the Basic Configuration fields. Choices in the drop-down lists for every
parameter in the Basic Configuration fields are determined by the data entered above that
field.
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Route and Trunk Configuration

Managing: 192,168.209.115

Routes and Trunks » Boutes and Trunks » Customer 0, New Route Cenfiguration

Customer 0, New Route Configuration

-Basic Configuration
Route data block (RDB) (TYPE):
Customer number (CUST) |
Route number (ROUT): | -
Designator fiald for trunk (DES) :
Trunk type (TKTP) : | -
Inceming and outgoing trunk (IC0OG) : ' v.
Access code for the trunk route (ACOD):
+Basic Route Options
+Network Options
+General Options

+Advanced Configurations

Figure 175: Basic Configuration for routes

To save changes made in this section, click Submit at the bottom of the Route Property
Configuration Web page.

Basic Route Options

In the Basic Route Options section (see Figure 176: Basic Route Options configuration on
page 254), use the check boxes to activate the following options for this route:

« Billing Number Required (BILN)

« Call Detail Recording (CDR)

« Controls or timers (CNTL)

e Conventional (TIE trunk only) (CNVT)

« Incoming DID Digit Conversion (IDC)

* Process Notification Networked Calls (PNNC)

In addition, use the drop-down list to select a Multi-frequency Compelled or MFC Signaling
(MFC) type.

© Note:

The route used in this example is a TIE trunk route. The inputs requested by Element
Manager vary depending on the responses to earlier input requests, including Trunk Type
(TKTP).
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Depending on which boxes are selected in the preceding list, Element Manager requests that
users enter data for additional parameters, as shown in Figure 176: Basic Route Options

configuration on page 254.

-Basic Route Options

Attendant announcement (ATAN) | Mo Attendant Announcement. (NO) v
Billing number required (BILN)

- Billing number length (BLEN) | 10

- Billing number (BHUM)
- Billing number displayed (BDSP)
Call detail recording (CDR)

- CDR records generated on incoming calls (INC) []

- CDR record printing content option for O
redirected calls {LAST)

-Time to answer outputin COR {(TTA) []

- CDR ACD Q initial connection records to be 0
generated (QREC)

- COR on outgoing calls (OAL) []

North American toll scheme {NATL)

Controls or timers {CNTL) []

Conventional (Tie trunk only) (CNVT) []

Incoming DID digit conversion on this route {IDC) []

Multifrequency compelled or MFC signaling (MFC) . No MFC (NO) v'

Process notification networked calls (PNNC) []
Figure 176: Basic Route Options configuration

To save changes made in this section, click Submit at the bottom of the Route Property
Configuration Web page.

Network Options

Figure 177: Network Options for routes on page 255 provides an example of the input
requested in the Network Options section for the route shown in Figure 174: Route Property
Configuration Web page on page 252. The actual input that Element Manager requests varies
depending on the type of route and the responses to earlier input requests.
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Route and Trunk Configuration

-Network Options

Input Description L mputVae |

Electronic Switched Network pad control (ESN) []
Signaling arrangement (SIG0) | Standard (STD) v
Rowute Class (RCLS)  Route Class marked as external (EXT)

Off-Hook Queuing (OHO) []

0ff-Hook Queue Threshold (OHAT) [0
Call back queuing (CBQ) [ ]

Number of Digits (NDIG) _2 v
Authcode (AUTH) []

Figure 177: Network Options for routes

To save changes made in this section, click Submit at the bottom of the Route Property
Configuration Web page.

General Options

Figure 178: General Options for routes on page 255 provides an example of the input
requested in the General Options section for the route shown in Figure 174: Route Property
Configuration Web page on page 252. The actual input that Element Manager requests varies
depending on the type of route and the responses to earlier input requests.

-General Options

M1 is the only controlling party on incoming 0
calls (CPDC)

Dial tone on originating calls (DLTN) [ ]
Hold failure threshaold (HOLD) _02 02 40
Trunk access restriction group (TARG) _|]1 |
Search method for outgoing trunk member (SRCH) Linear Hunting Search method (LIN) +

Alternate trunk route for outgoing trunks (STEP) Range: 0 - 511

Actual outgoing toll digits to be ignored for |
code restriction (OABS) |

Display IDC name (DNAM) []
Enable equal access restrictions (EQAR) []
ACD DHNIS route (DNIS) []

Figure 178: General Options for routes

To save changes made in this section, click Submit at the bottom of the Route Property
Configuration Web page.

Advanced Configurations

Figure 179: Advanced Configurations for routes on page 256 provides an example of the input
requested in the Advanced Configurations section for the route shown in Figure 174: Route
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Property Configuration Web page on page 252. The actual input that Element Manager
requests varies depending on the type of route and the responses to earlier input requests.

- Advanced Configurations

Malicious call trace alarm is allowed for r
external calls (ALRM) :

Allow last re-directing number (ARDN) : IF‘\RDN (NO) 'I

Collect call blocking allowed (CCBA): [~
Call forward restriction (CPWR) : [0
Maximum numhber of CHI digits (CLEM) : |10 =
Identify ariginating party (IDOP) : [
Manual outgoing trunk route (MANO)Y - [
Malicious call trace delay time in seconds (MCDT) : IE
OQutgoing identifier send (0GIS) : W
Ofthook tirmer delay (OHTD) - [
Pseudo angwer (PANS) 1 [

Protocol selection (PSEL) : | DM-DM Protocol Selection (DMDM)j

Preference trunk usage threshold (PTUT) : I (0-510)

Ring failure threshold (RGFL) :

Scheduled access restriction group (SGRP) : |0 (0 - 895)

Trunk identity (TIDY)

|
Tone table number (TTBL) : [0 =]

Incoming CLID Table {(CTBL)

* Required value. Save I Cancel

Figure 179: Advanced Configurations for routes

To save changes made in this section, click Submit at the bottom of the Route Property
Configuration Web page.

New Trunk Configuration

Click the Add Trunk button beside a Customer Row or a Trunk Row to open the New Trunk
Configuration Web page for the selected customer, route, and trunk, as shown in Figure 180:
New Trunk Configuration Web page on page 257.
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Route and Trunk Configuration

Managing: 192,168.55.143 Username; admin2
Roites and Trunks » Roules and Trunks » Customer 0, Route 1, New Trurk Configuration

Customer 0, Route 1, New Trunk Configuration

-Basic Configuration

Input Description Input Value

Multiple trunk input number (MTINPUT) v
Trunk data block (TYPE) |
Terminal Number (TN)
Designator field for trunk {DES)
Customer number (CUST)
Route number, Member number (RTMB) |
Card Density (CDEN) v
Trunk Group Access Restriction (TGAR) '
Channel ID for this trunk. {CHID) .
Increase or decrease the member numbers (INC) | Increase channel and member number (YES)
+Advanced Trunk Configurations

Save | Cancel
Figure 180: New Trunk Configuration Web page

The New Trunk Configuration Web pages are divided into two categories:

1. Basic Configuration

2. Advanced Trunk Configurations

Basic Configuration

In the Basic Configuration section of these Web pages (see Figure 180: New Trunk
Configuration Web page on page 257), users can perform the following tasks:

« Enter a Designator field ( DES) for the trunk.
« Select an Extended Trunk ( XTRK) card type from the drop-down list.

« Edit the route or member number in the Route number, Member number ( RTMB) text
box. The range is 0-4000.

« Use the Level 3 Signaling ( SIGL) drop-down list to select a Level 3 signaling method.

« Use the Start arrangement Incoming ( STRI) drop-down list to select a start
arrangement for incoming calls.

« Use the Start arrangement Outgoing ( STRO) drop-down list to select a start
arrangement for outgoing calls.
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» Use the Increase or decrease the member numbers ( INC) drop-down list to select
either increasing channel numbers and member numbers or increasing channel numbers
and decreasing member numbers.

* Click the Class of Service ( CLS) Edit button to view Class of Service information for the
trunk. See Figure 181: Class of Service Configuration Web page on page 258.

Class of Service Configuration

- Class of Service

Input Description Input Value

- ACD Priority {CLS) v
- Analog Semi-Permanent Connections {CLS) |
- ARF Supervised COT {CLS) |
- Barring {CLS) v

- Battery Supervised COT (CLS) v
- Busy Tone Supervised COT (CLS) b
- Calling Line ldentification {CLS) | v|
- Calling party (CLS) | v
- Central Office Ringback {CLS) . |
- Centrex Switchhook Flash {CLS) b
- Dial Pulse {CLS) ¥
-DTR PAD value {CLS) v
- Echoe Canceling {CLS)
- Hong Kong DTI (CLS) | v
- Loop Break Supervised COT {CLS) >
- Make-break ratio for dial pulse (CLS) |
- Manual Incoming (CLS)
-Media Security (CLS)
-Network Hook Flash Owver M911P (CLS) w

Figure 181: Class of Service Configuration Web page

O Note:

The member used in this example is a TIE trunk. The inputs requested by Element Manager
may vary depending on the responses to earlier input requests.

To save changes made in this section, click Submit at the bottom of the New Member
Configuration Web page.

Advanced Trunk Configurations

Figure 182: Advanced Configurations for trunks on page 259 provides an example of the input
requested in the Advanced Trunk Configurations section for the TIE Trunk shown in Figure
180: New Trunk Configuration Web page on page 257.
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Route and Trunk Configuration

-Advanced Trunk Configurations
Music conference loop:

Call modification features restriction:

Multifrequency digit lewal:

O
Digit collection ready: []
0
Multifrecquency PAD: []
Might service group number: | 0
Might service directory number:

Fulse code madulation law; v
Pad category table number for digital trunks: | 1w
Private line directory number:

Signaling categaory tahle number; | 1w
Answer and disconnect supenision required: [7]
Step-by-step CO trunk: []

Trunk identifier;

Figure 182: Advanced Configurations for trunks

© Note:

The member used in this example is a TIE trunk. The inputs requested by Element Manager
may vary depending on the responses to earlier input requests.

To save changes made in this section, click Submit at the bottom of the Web page.

Delete multiple trunk members

Click Multi-Del located beside a member row to open the Delete multiple trunk members Web
page for the selected member, as shown in Figure 183: Delete multiple trunk members
page on page 260. On this Web page, the information for the Parent Route is read-only.
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Managing: 192.167.102.3
Routes and Trunks » Routes and Trunks » Customer 0, Rowte 1, Delete multiple trunk members

Customer 0. Route 1, Delete multiple trunk members

Parent Route Information

Input Description Input Value

Customer number (CUST_NUM) _
Route number (ROUT_NUM)
Route description (ROUT_DES) |
Trunk type (TKTP)
Total trunk members (TOTL_TN)
Select TN and deleting number

Selection Description Selection Value

Set starting TN number to be deleted (OUT) :Trunk: T TN 09600200 »
Set total trunk number to be deleted {up to 32) 1 w

Figure 183: Delete multiple trunk members page

To delete multiple trunk members using this Web page:

1. Use the Set starting TN to be deleted drop-down list to determine the start of the
deletion list.

2. Use the Set total trunk number to be deleted drop-down list to indicate the total
number of trunks to be deleted (up to 32).

3. Click Delete.

D-channels

Click the D-Channels link on the Routes and Trunks branch of the Element Manager
navigator to open the D-Channels Web page. This Web page allows users to configure or edit
D-channel information, as shown in Figure 184: D-Channels Web page on page 261.
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D-channels

Managing: 192.167.102.3
Routes and Trunks » D-Channels

D-Channels

Maintenance

D-Channel Diagnostics (LD 96)

MNetwork and Peripheral Equipment (LD 32, Virtual D-Channels)
MSDL Diagnostics (LD 96)

TMDI Diagnostics (LD 96)

D-Channel Expansion Diagnostics (LD 48)

Configuration
Choose a D-Channel Number; 0 ¥ | andtype: |DCH % || to Add

- Channel 10 Type: DCH Card Type: DCIP Description: PIV_YDCH

Figure 184: D-Channels Web page

Maintenance

The Maintenance section contains links to the following commands:
« D-Channel Diagnostics (LD 96)
* Network and Peripheral Equipment (LD 32, Virtual D-Channels)
* MSDL Diagnostics (LD 96)
» TMDI Diagnostics (LD 96)
» D-Channel Expansion Diagnostics (LD 48)

For more information about these commands, see System on page 43.

Configuration

From the D-Channels Web page users can view basic information about existing D-
channels.
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This Web page also contains buttons that link to additional Web pages. Follow these links to
do the following:

* add a new D-channel
* edit D-channel data

To add a new D-channel, select a number from the Choose a D-channel Number drop-down
list, select a D-channel type from the type drop-down list, and click to Add. To edit the
configuration information about an existing D-channel, click the Edit button located to the right
of the Description field.

Click the to Add button, or any of the Edit buttons, to open the D-Channels Property
Configuration Web page for that channel, as shown in Figure 185: D-Channels Property
Configuration Web page on page 262).

© Note:
H.323 and SIP can use the same D-channel.

Managing: 192.167.102.3
Routes and Trunks » D-Channels » D-Channels 1 Property Configuration

D-Channels 1 Property Configuration

- Basic Configuration

Input Description __________nputVawe

Action Device And Number (ADAN} (TYPE) |
D channel Card Type (CTYP)| v|
Group number {GRP) L
Device number (DNUM) . v:
Port number (PORT)| v |
Designator {DES)
Recovery to Primary (RCVP) []

User (USR)| v
Interface type for D-channel (IFC) | Meridian DMS-100 (D100} v
Country (CNTY) ETS 300 =102 basic protocol (ETSI) v
D-Channel PRI loop number (DCHL) | .
Primary Rate Interface (PRI)

Secondary PRIZ loops (PRI2)
Release ID of the switch at the far end (RLS) (25
Central Office switch type (CO_TYPE) | 100% compatible with Bellcore standard (STD) v
Integrated Senvices Signaling Link Maximum (ISLM) 200 Range: 1 - 4000

Figure 185: D-Channels Property Configuration Web page
In the D-Channels Property Configuration Web page, users can:
 Enter information about the Basic Configuration Web page.

- The information entered in this section corresponds to ADAN and ADAN DCH (Action
Device and Number, D-channel and back-up D-channels) data traditionally configured
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Digital Trunk Interface

using LD 17 - Configuration Record 1. In addition to basic D-channel configuration,
additional information can be entered for optional settings in the following two categories:

* Basic D-channel options (BSCOPT)
» Advanced D-channel options (ADVOPT)

These options are shown in Figure 186: Basic and Advanced D-Channel options on
page 263.

- Primary D-channel for a backup DCH (PDCH) v
- PINX customer number (PINX_CUST) v

- Progress signal (PROG) v
- Calling Line ldentification (CLID) v [
- Owtput request Buffers (OTBFy | 32
- D-channel transmission Rate (DRAT) | 56 kbv's when LCMT is AMI (56K) v

- Channel Negotiation option {CNEG) | Mo altemative acceptahle, exclusive. (1)

- Remote Capabilities (RCAP) | Edit
- B channel Service mmessaging. (BSRV) D

- Layer 3 call control message count per 5 second 200 .
time interval {ISDN_MCHNT) Range: 60 - 350
- Number of Status Enquiry Messages sent within
128 ms (SEMT)

- Map channel mimber to ti lots on a PRIZ loop
(QCHIDY

1w

—-Overlap Timer {OVLT) v
- Muttilocation Business Group Allowed (MBGA) []
- Network Attendant Service Allowed (NASA) []

+

+Feature Packages

Figure 186: Basic and Advanced D-Channel options

« Configure information about the Feature Packages Web page.
- Digital Private Networking Signaling System 1 (Package 123)
- Virtual Network Services (Package 183)

To save changes made in this section, click Submit at the bottom of the D-channels Property
Configuration Web page.

Digital Trunk Interface

When the user clicks the Digital Trunk Interface link on the Routes and Trunks branch of
the Element Manager navigator, the Digital Trunk Interface Web page appears, as shown in
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Figure 187: Digital Trunk Interface Web page on page 264. This Web page allows the user to

configure or edit Digital Trunk Interface information.

Managing: 192.167.100.3
Routes and Trunks » Digital Trunk Interface

Digital Trunk Interface

- Digital Trunk Interface Data Block (DDB)
- System Timer (SYTI)
- 2.0Mb Primary Rate Interface {PRI2)
- 2.0Mb Digital Trunk Interface (DTIZ)
- Loop Timer {LPTI)
- 2.0Mb Primary Rate Interface {PRI2)
- 2.0Mb Digital Trunk Interface (DTIZ)
- PAD Category (PAD)
- 1.5Mb Primary Rate Interface {PRI)
- 1.5Mb Digital Trunk Interface {DTI)
- 2.0Mb Primary Rate Interface {PRI2)
- 2.0Mb Digital Trunk Interface (DTIZ)
- Basic Rate Line Interface (BRIL)
- Basic Rate Trunk Interface {BRIT)
- ABCD Bit Signaling Category (ABCD)
- 2.0Mb Digital Trunk Interface (DTI2)

Figure 187: Digital Trunk Interface Web page

Use this Web page to access additional Web pages to perform the following functions:

« configure Digital Trunk Interface Data Block (DDB) information

« configure System Timer (SYSTI) parameters for:

- 2.0 Mb Primary Rate Interface (PRI2)
- 2.0 Mb Digital Trunk Interface (DTI2)
» configure Loop Timer (LPTI) parameters for:
- 2.0 Mb Primary Rate Interface (PRI2)
- 2.0 Mb Digital Trunk Interface (DTI2)
« configure PAD Category (PAD) parameters for:
- 1.5 Mb Primary Rate Interface (PRI)
- 1.5 Mb Digital Trunk Interface (DTI)
- 2.0 Mb Primary Rate Interface (PRI2)
- 2.0 Mb Digital Trunk Interface (DTI2)
- Basic Rate Line Interface (BRIL)
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Digital Trunk Interface

- Basic Rate Trunk Interface (BRIT)

« configure ABCD Bit Signaling Category (ABCD) parameters for the 2.0 Mb Digital Trunk
Interface (DTI2)

To configure or edit Digital Trunk Interface Data Block (DDB) information, click Digital Trunk

Interface Data Block (DDB). The Threshold Set List Web page appears. See Figure 188:
Threshold Set List Web page on page 265.

Managing 192.167.102.3
Routes and Trunks » Digtal Trunk Interface s Threshold Set List

Threshold Set List

+ Clock Controller Basic Properties

Please Choose the | Threshold Set Index 1 » | to Add
- Threshold Set Index — 00

Remote {yellow) Alarm clear threshold: 3

Bipolar violation Count threshold: 2

Loss of Frame Alignment Counter. 3
Bipolar Violation maintenance and out-of-service threshold; 3 2
Slip Rate Mon-Tracking: 53

Figure 188: Threshold Set List Web page

From this Web page, users can access additional Web pages to perform the following
functions:

« edit Clock Controller Basic Properties
« add a Threshold Set Index
« edit an existing Threshold Set Block

Edit Clock Controller properties by clicking the Edit button next to the Clock Controller Basic
Properties button. The Clock Controller Basic Properties Web page appears, as shown in
Figure 189: Clock Controller Basic Properties Web page on page 266.
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Managng 47.11.63.20
Routes and Trunks » Digtal Trunk hlerface » Theeshold Sel List o Clock Controler Basic Properlies

Clock Controller Basic Properties

Clock Controller Card Humber (MGCLKY: [ (supia she caran)
- Primary Reference (PREF): |F7 (cards)
-Secondary Reference (SREF: | (caras)

Muiti Purpose Serial Data Link idie Code Selection (ICS): |

submit | _Refresh | _Cancel |

Figure 189: Clock Controller Basic Properties Web page
Next enter the required information in the text boxes.

To add or edit a Threshold Set Index, follow the steps in Adding or editing a Threshold Set
Index on page 266.

Adding or editing a Threshold Set Index
To add a Threshold Set Index

1. Select a Threshold Set Index from the drop-down list.
2. Click to Add.

To edit the configuration information in an existing Threshold Set Block, click Edit
located to the right of the index number.

After you click the to Add button or a Threshold Set Index Edit button on Figure 188:
Threshold Set List Web page on page 265, the Threshold Set Block Web page for that index
appears, as shown in Figure 190: Threshold Set Block Web page on page 267.
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Digital Trunk Interface

Managing: 192.167.102.3
Routes and Trunks » Digital Trunk interface » Threshold Set List » Threshold Set Block

Threshold Set Block

Threshold set (TRSH): |
Remote (yellow) Alarm clear threshold (RALM): |3
Bipolar violation Count threshold (BIPC): 2
Loss of Frame Alignment Counter (LFAC): |3
Bipolar Violation maintenance and out.of.service threshold (BIPV): .3 2
Slip Rate Tracking mode maintenance {SRTK): 530
Slip Rate Non-Tracking (SRNTE 53

Loss of Frame Aligmment maintenance and out-of-service thresholds |
(wraLy: 17511

Slip Rate lmprovernent Monitoring time in mintes (SRIM): | 2

Slip Rate Maintenance Maximum (SRMM): 2

[ Submit ] [ Refresh ] [Cancel ]

Figure 190: Threshold Set Block Web page

The information entered in this section corresponds to DDB (Digital Trunk Interface Data Block)
information traditionally configured using LD 73 - Digital Trunk Interface.

To save changes made in this section, click Submit at the bottom of the Threshold Set Block
Web page.
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Chapter 10: Dialing and Numbering Plans

Contents

This chapter contains information about the following topics:

« Introduction on page 269

« Electronic Switched Network on page 269

« Flexible Code Restriction on page 281

« Incoming Digit Translation on page 284

Introduction

Element Manager enables users to configure the Dialing and Numbering Plans for the Call
Server and the Network Routing Service (NRS) Manager. The information configured in the
Dialing and Numbering Plans corresponds to the Command Line Interface (CLI) prompts and
responses for Electronic Switched Network (ESN) data traditionally configured in LD 86, LD
87, and LD 90.

For more information about the overlays referred to in this chapter, see Avaya Software Input
Output Administration, NN43001-611, and Avaya Software Input Output Reference -
Maintenance, NN43001-711.

Electronic Switched Network

To configure or edit the Dialing and Numbering Plan for the Electronic Switched Network, click
the Electronic Switched Network link in the Dialing and Numbering Plans branch of the
Element Manager navigator. The Electronic Switched Network (ESN) Web page appears as
shown in Figure 191: Electronic Switched Network (ESN) Web page on page 270. From this
Web page users can configure the Dialing and Numbering Plan for each customer on the
Electronic Switched Network.
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Element Manager provides access to the following Dialing and Numbering Plan parameters:

* Network Control & Services
 Coordinated Dialing Plan (CDP)
* Numbering Plan (NET)

Maraging: 192.168.55.152  Uszername: admin2
Digling and Numbering Plans = Electronic Switched Metvork (ESN)

Electronic Switched Network (ESN)

- Customer 00
- Hetwork Control & Services

- Metwork Control Parameters (MCTL)
- ESM Access Codes and Parameters (ESH)
- Digit Manipulation Block (DGT)
- Home Area Code (HMPA)
- Flexihle CLID Manipulation Block (CMDE)
- Free Calling Area Screening (FCAS)
- Free Special Mumber Screening (FSMNS)
- Route List Block (RLE}
= Incaming Trunk Group Exclusion {ITGE)
- Metwark Attendant Services (WAS)
- Coordinated Dialing Plan {CDP)
- Local Steering Caode (LEC)
- Distant Steering Code (DSC)
- Trunk Steering Code TS
- Humbering Plan {HET)
- Access Code 1
- Home Location Caode (HLOC)
- Location Code (LOC)
- Mumbeting Plan Area Code (MPA)
- Exchange (Central Office) Code (MNF)
- Special Murmber {SPR)
- Metwork Speed Call Access Code (MNSCL)
- Access Code 2

- Home Location Cade (HLOC)

- Location Code (LOC)

- Mumbering Plan Area Code (MPA)

- Exchange (Central Office) Code (MNRE)

- SBpecial Mumber (SFPR)

- Metwork Speed Call Access Code (MSCL)

Figure 191: Electronic Switched Network (ESN) Web page

Network Control and Services

Under Network Control and Services, users can click the links to configure or modify the

parameters associated with the following items:
* Network Control Parameters (NCTL)
* ESN Access Codes and Parameters (ESN)
« Digit Manipulation Block (DGT)
* Home Area Code (HNPA)
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Network Control and Services

* Flexible CLID Manipulation Block (CMDB)
 Free Calling Area Screening (FCAS)

* Free Special Number Screening (FSNS)

* Route List Block (RLB)

* Incoming Trunk Group Exclusion (ITGE)

* Network Attendant Services (NAS)

The Network Control Parameters (NCTL) that are configurable using Element Manager
correspond to data traditionally configured in LD 87. Free Calling Area Screening (FCAS) and
Free Special Number Screening (FSNS) are also LD 87 features. The Home Area Code
(HNPA) can be configured using the prompts and responses in LD 90. The settings for the
remaining five items under Network Control & Services correspond to CLI prompts and
responses in LD 86.

To view the total free and used Location Codes (LOCSs), click Customer xx > Network Control
& Services >ESN Access Codes and Basic Parameters. The ESN Access Codes and Basic
Parameters Web page appears as shown in Figure 192: ESN Access Codes and Basic
Parameters Web page on page 272.
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Managing 192.168.55.152 Username; admin

Dialing and Mumbering Plans » Elecironic Switched Network (ESN) » Customer 00 = Metwork Control & Services » ESH Access

Codes and Basic Parameters

ESN Access Codes and Basic Parameters

General Properties

MARSIBARS Access Code 1.
MNARS Access Code 2:
MARSBARS Dial Tone after dialing AC1 or ACZ access codes:
Expensive Route Warning Tone:
- Expensive Route Delay Time:
Coordinated Dialing Plan feature for this customer.
- Maximum number of Steering Codes:
- Mumber of digits in COP DM (DSC + DN or LSC + DM):
Routing Controls:
Check for Trunk Group Access Restrictions:

Limits
Maximurm number of Digit Manipulation tables:
Maximum number of Route Lists:
Maximum number of CLID manipulation tables:
Maximuorm number of Supplemental Digit restriction blocks:
Maximum number of Incorming Trunk Group exclusion tables:
haximum number of Free Calling area screening tables:
Maximum number of Free Special number screening tables:
Maximum number of LOC codes (MARS only):

Maximum number of Special Common Carrier entries:

TOD Schedules

Time of Day Schedules

Extended Time of Day schedule:
Network Class of Service Map

NCOS Map:

|3'4_
T

W

W

|5_ (0-10)

"

444 132000 )
TR

-

.

445 (0-2000)
(22 (o.2000)
|55_ (1-288)
Iﬂ_ (0- 1500 )
[B5 (028
B3 co-2em)
5 (0.2
[43 7 co- 18000,
l_ (0-7)

0 0D 00 23 59

(Htems separated by a space)

o

00-0
n7-0
14-0
21-0
25-0 25-0 30-0 31-0
35=0 36-0 37=0 38=0
(Mems separated by a space)

01-0
0S5-0
15-0
22-0

02-0
0s-0
16-0
23-0

03-0
10-0
17-0
24-0

04-0
11-0
18-0
z5-0
F2-0
39=0

05-0
12-0
19-0
Z6-0
33-0
40=0

0&6=-0
13-0
20-0
27-0

j
34-0

41-0 =]

submit | Refresh | Detete | | cancel |

Figure 192: ESN Access Codes and Basic Parameters Web page

This feature has its own packaging (LOCX). The package must be added under Customers
> Customer xx Property Configuration > Feature Packages. You can activate this package
only when the FNP package is enabled.
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Route List Block

Route List Block

In the ESN Web page, under the Network Control & Services tab, click Route List Block
(RLB) . The Route List Blocks Web page appears.

Managing: 192,168.55.143 Usemame: admn2
Diaing and Numbering Plans » Electronic Swiched Network (ESN) » Customer 01 » Natwork Control & Sarvices s Route List Biocks

Route List Blocks

Please enter a route list index 3 (0.1989) m

+ Route List Block Index —2 [Eat]

Figure 193: Route List Blocks

In the Please enter a route list index , enter the route list index and then click to Add . The
Route List Block properties page appears.
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Managing 152.168,35.58  Username: admin
[eiaing ancl Mumbering Plans s Blectronic Swilched Metwork (ESN) s Customer 0 > Metwork Confrol £ Services » Route List
Blocks » Roube List Block

Route List Block

General Properties

Mumber of Allemale Rouling Altempls: |5 (1-107
Initial 581 0 THS
Sl Minirnurn Facility Restriction Level :
Crearlap Length: 0 (0. 249
Extended Local Callg: [+

Route List Index

Enbry Mumber for the Route List 0 (0. 839

Indexes

Figure 194: Route List Block properties

- T R I T 4 48 e e R i
- UCM Hatwork Sarvices ud - ! ad
s Indexes
- Links
s""‘"' [Esniani Time of Dy Scheculs: | 0 v
» Alarms Faciity Resyricion Level: O
- Maintenance
- Core Eguipment CigrManpulsson Index: |0 2
Panpharal Equip it
SRR ISL D-Chanael Dowa Digh Manisulgion Index [0 (01889}
* :‘EE;;‘; P Free Calling &r2a Screering Incex: |0 i
=Emergency Sanices Frea Snecial Numbar Screaring Indar 0 :J
» Czegraphic Redundancy
- Safware - Busness Natwork Eriansion o ’_|
Customers ncoming CLID Tadle: 0 e 7
= Rowtes and Trunks :
Roubes and Trunks Opti
=[-Channels e
= Dagital Trank Interface
= ualing and Numbsring Plans Local Terminabion erdy. [&]
-El!ﬂﬂﬂl(s.i‘aﬂéﬂiﬂ.ﬂﬂm Cenlinuation slowed. []
leanle Cooe Restnction
~Incoming Digt Translaton Skp Convenlional Signaing. []
"";_""‘*5; . Dizplay Ongnaler's Infomason. [7]
-Templates
- Repoils Use Tone Deleder. [7]
'L’]:_":‘ T Corparzion loLEN. []
Properlies Expenzive Roule. []
— Kigranan
Toals Stratagy on Congesion: Mo Rerouts MRR) [+ | =2

Figure 195: Route List Block properties (continued)

In the Options section, clear or disable Local Termination entry to enable the Route
Number field. Select Local Termination Entry (LTER) to enable the Continuation
Allowed (CONA) field.

CONA feature allows the next entry of the Route List Block if local termination fails for a NARS
call. This operation cannot be used for Trunk Steering Code (TSC) or Distant Steering Code
(DSC) configurations. To configure CONA, select Local Termination Entry and Continuation
Allowed , and then click Submit .
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Route List Block

Skip Conventional Signaling: []
Display Originator's Information: []
Use Tone Detector: []
Conversion to LDN: []
Expensive Route: []
Strategy on Congestion: No Reroute (NRR) v
- QSIG Alternate Routing Causes QSIG Alternate Routing Cause 1 T
Preferred Roufing: | Preferred Route 1
ISDN Drop Back Busy: | Drop Back Disabled (DBD) |
ISDN Of-Hook Queuing Option: []
Oft-Hook Queuing Allowed: []

Call Back Queuing Allowed: []
VNS Optiens

Eniry is a VNS Route: []

Cance

Figure 196: Route List Block properties (Continuedl)

Select the required options and click Submit . The Route List Block with all the properties
appears as shown below.

Managing” 182.168.55.143 Usemame: admin
Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 01 » Network Control & Services » Route List Biocks » Route List Block

Route List Block

Input Description Input Value

General Properties

Number of Alternate Routing Attempts (NALT)Y: 5 (4-10)
initial Set (ISETE 0 | (g.e4)

Set Minimum Facility Restriction Level (MFRL): 0
Overtap Length (OVLL): |0 (0-24)

Route List Index (RLI):

Please choose Ihg‘DEl'El Entry Index 1 [ to Add

. mmm_a@

[ submit | [ Remesn | [ Delete | [ cancel |

Figure 197: Route List Block Properties

Click on Edit next to Data Entry Index. The Data Entry of a Route List Block Web page appears
as shown below.
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vianaging: 192.168.55.182 Username: admin2

Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Network Control & Services »
Route List Blocks » Route List Block » Data Entry of a Route List Block

Data Entry of a Route List Block

Route List Block Index: 1

General Properties

Entry Number for the Route List: ID

Indexes

Time of Day Schedule: IU 'I

Facility Restriction Level: ID— (0-7)
Digit Manipulation Index: IEI
ISL D-Channel Down Digit Manipulation Index [0 . 1000
Free Calling Area Screening Index: IE

Free Special Number Screening Index; ||] 'I
Business Network Extension Route: [~

Incoming CLID Tahle: |0 (1-55)

Figure 198: Data Entry of Route List Block

Flexible CLID Manipulation Block

In the ESN Web page, under the Network Control & Services tab, click Flexible CLID
Manipulation Block (CMDB) . The Flexible CLID Manipulation Block Web page appears.

Managing 192.168.55.452 zername; admin2
Dialing ancl Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Network Cortrol & Services » Flexible CLID Manipulation Block

Flexible CLID Manipulation Block (Customer 00)

Add... Dielete h
Add., | [ Delete | Retresh

CLID table number & Mumber of rules
1C 4 1

Use the following procedure, to add a CLID manipulation table.
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Flexible CLID Manipulation Block

Adding a CLID manipulation table

1. Click Add .
The Add Flexible CLID Manipulation Table Web page appears.

Managing: 192.168.55.152 Username: admin2
Dialing and Numbering Flans » Electronic Svitched Network (ESN) » Customer 00 » Network Control & Services » Flexible CLID Manipulation
Block » Add Flexible CLID Manipulation Table

Add Flexible CLID Manipulation Table (Customer 00)

CLID table number. | * {1-55)
Rule number:lﬂ vl o

* Required value. Sa\rel Cancel I

2. Inthe CLID table number field, enter the required value.
3. Inthe Rule number field, select the required value.
4. Click Save .

The page refreshes to display the Flexible CLID Manipulation Block Web page
appears displaying the configured CLID manipulation table.

To view the details of a CLID manipulation table, click the table number in the Flexible CLID
Manipulation Block Web page. The Flexible CLID Manipulation Rule Web page appears.

Managing: 192.168.55.152 Username: admin2
Dizling and Mumbering Plans » Electronic Switched Metwark (ESN) » Customer 00 » Network Control & Services » Flexible CLID Manipulstion
Block = Flexible CLID Manipulation Rule

Flexible CLID Manipulation Rule (CLID table 4)

Add... Delete | Refresh

Matching nurnber :
I Rulenumpers {2t Matching NPI Matching ToN MMM peyiacement NPI Replacement TON
17 0 DC Dc DC DC NCHG NCHG

MPI = Mumnbering Plan Indication, TON = Type of number

Adding a CLID manipulation rule to a table

1. In the Flexible CLID Manipulation Rule Web page, click Add .
The Add Flexible CLID Manipulation Rule Web page appears.
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Managing: 192.168.55.152 Username: admin2
Dialing and MNumbering Plans » Electronic Switched Metwork (ESN) » Customer 00 » Network Control & Services » Flexible CLID Manipulstion
Block » Flexible CLID Manipulstion Rule = Add Flexible CLID manipulation Rule

Add Flexible CLID manipulation Rule (CLID table 4)

Rule numhber: I 'l *

Matching rule

Number type: | Donot change =

Initial digits: I
Mumbering plan identifier: |Dcm‘l change ;]

Type of number; |D0n‘lchange vl
Digitrelation;lDon‘lcare vl

Mumber of digits: IEI

Replacement rule
Delete initial digits: | 'I
Inser initial digits: I

Numbering plan identifier. | No change =]

Type of number: IND change vl
* Required value. Save | Cancel |

2. Enter the required values in the fields.
3. Click Save .

The page refreshes to display the Flexible CLID Manipulation Rule Web page with
the new rule added.

You can delete a manipulation table or rule by selecting the corresponding check box and
clicking Delete . To delete multiple values, select the corresponding check boxes.

O Important:
Manipulation tables can be deleted one at a time. Multiple deletion is not allowed for the
tables.

To edit or view the details of a manipulation rule, click on the rule number in the Flexible CLID
Manipulation Rule Web page.
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Coordinated Dialing Plan

Coordinated Dialing Plan

Under Coordinated Dialing Plan (CDP), users can click links to configure or modify parameters
associated with the following codes:

* Local Steering Code (LSC)
« Distant Steering Code (DSC)
 Trunk Steering Code (TSC)

The Coordinated Dialing Plan parameters that are configurable using Element Manager
correspond to data traditionally configured in LD 87.

Numbering Plan

Under Numbering Plan (NET), users can click links to configure or modify parameters
associated with the following codes:

*« Home Location Code (HLOC)

« Location Code (LOC). Maximum number of LOCs is 16 000.
* Numbering Plan Area Code (NPA)

« Exchange (Central Office) Code (NXX)

* Special Number (SPN)

* Network Speed Call Access Code (NSCL)

These codes can also be configured using the prompts and responses in LD 90.
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- Numbering Plan (NET)
- Access Code 1

- Home Location Code (HLOC)

- Location Code {LOC)

- Numbering Plan Area Code (NPA)

- Exchange (Central Office) Code (MNXX)

- Special Number (SPN)

- Network Speed Call Access Code (NSCL)

- Access Code 2

- Home Location Code (HLOC)

- Location Code {LOC)

- Numbering Plan Area Code (NPA)

- Exchange (Central Office) Code {(NXX)

- Special Number (SPN)

- Network Speed Call Access Code (NSCL)

Figure 199: Electronic Switched Network (ESN)

In the ESN web page, click Special Number (SPN) in the Numbering Plan part as shown in the
above figure. The Special Number List web page appears.

Managng: 192.168.209.91 Usemame: zowdhb
Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Numbering Plan (NET) » Access Code 1 » Special Number List

Special Number List

Please enter a Special Number .3‘“
R

+ Special Number —12 [Edit]
+ Special Number —13 (Edit]

Figure 200: Special Number List

In the Special NUmber list web page, enter the special number snd click to Add. The Special
Number web page appears.
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Flexible Code Restriction

Managing: 192,168.209.91 Usemame: sowdhb
Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Numbering Plan (NET) » Access Code 1 » Special Number
List » Special Number

Special Number

Spedal number translation:

Fle:lblelenofh1:0 :-:a.n]
International dialing plan: [7]
Inhibit time-out handler. []

Route list index | 0 |

Type of call that is defined by the special number : | No call type (NONE) -

Number to be denied:

Mems separated by @ space)
Digit manipulation index for LDID numbers: | W

Figure 201: Special Number (Continuedl)

Mobile extension prefo aigits

[Mems separaled by 8 space)

Allowed codes for ADMWMDIM

(Hams separated by & spaoa)

Allowed codes

(llems separaled by 8 space)
Incoming trunk group exclusion index | v

Configure alternate routing remote number and altemate route
listindex

(e (Gona),

Figure 202: Special Number (Continued2)

Enter Mobile extension prefix digits and other required fields and then click Save.

Flexible Code Restriction

To configure or edit Flexible Code Restriction information, click the Flexible Code
Restriction link in the Dialing and Numbering Plans branch of the Element Manager
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navigator. The Flexible Code Restriction Web page appears, as shown in Figure 203: Flexible
Code Restriction Web page on page 282.

Managing: 192.167.102.3
Dialing and Mumbering Plans » Flexible Code Restriction

Flexible Code Restriction

- Customer: 00
- Customer: 01

Figure 203: Flexible Code Restriction Web page

This Web page contains Edit FCR buttons that link to Flexible Code Restriction Property Web
pages for each of the customers configured on the Call Server.

To view the list of Flexible Code Restriction Trees for a customer, click the Edit FCR button
located beside the customer number. The Flexible Code Restriction Property Web page for
the selected customer opens (see Figure 204: Flexible Code Restriction Property Web
page on page 283).
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Managing: 192.167.100.3
Dialing and Mumbering Plans » Flexible Code Restriction » Customer 00 Flexible Code Restriction Property

Flexible Code Restriction

Customer 00 Flexible Code Restriction Property

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

Code Restriction Tree Number:

10

11

12

13

14

15

Edit CRNO |
MNew CRMNO |
Mew CRMNO |
Mews CRMO |
MNew CRMNO |
Mew CRMNO |
Mews CRMO |
MNew CRMNO |
Mew CRMNO |
Mews CRMO |
MNew CRMNO |
Mew CRMNO |
Mews CRMO |
MNew CRMNO |
Mew CRMNO |

New CRMO |

Figure 204: Flexible Code Restriction Property Web page

The Flexible Code Restriction Property Web page contains buttons that link to Code Restriction
Tree Configuration Web pages for each Code Restriction Tree Number (CRNO). If there is an
existing configuration for the CRNO, the button is labeled Edit CRNO. If a configuration has

not been defined for the CRNO, the button is labeled New CRNO. Click the Edit CRNO/New
CRNO button to open the Code Restriction Tree Configuration Web page for the corresponding
CRNO, as shown in Figure 205: Code Restriction Tree Configuration Web page on
page 284.

Element Manager System Reference - Administration March 2013

283



Dialing and Numbering Plans

Managing: 192.167.400.3
Dialing and Mumbering Plans » Flexible Code Restriction » Customer 00 Flexible Code Restriction Propetty » Code Restriction Tree O Configuration

Code Restriction Tree 0 Configuration

- Code Restriction Tree Number Configuration
Code Restriction Tree Number (CRNO)

Initial - Allow or deny all codes. {(INIT) [~ 04

Digit sequence to be denied. (DENY) |
I]
Create new DENY |1 _¥| Starting from I Add New |
Digit sequence ta be allowed. (ALOW) - 1]
Create new ALOW |1 | Starting from I Add MNew |
Digit sequence to be bypassed. (BYPS) |

Create new BYPS |1 Startingfruml Add Mew |

Submit | Delete | Cancel |

Figure 205: Code Restriction Tree Configuration Web page

By entering values in the appropriate text boxes, users can:

« add or edit digit sequences to be enabled
 add or edit digit sequences to be denied

The information entered in this section corresponds to data traditionally configured using LD
49 - Flexible Code Restriction and Incoming Digit Conversion.

To save changes made in the configuration for this Code Restriction Tree, click Submit at the
bottom of the Web page.

Incoming Digit Translation

To configure or edit Incoming Digit Translation information, click the Incoming Digit
Translation link in the Dialing and Numbering Plans branch of the Element Manager
navigator. The Incoming Digit Translation Web page appears, as shown in Figure 206:
Incoming Digit Translation Web page on page 285.
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Incoming Digit Translation

Managing: 192.167.102.3
Dialing and Mumbering Plans » Incoming Digt Translstion

Incoming Digit Translation

- Customer: 00
- Customer: 01

Figure 206: Incoming Digit Translation Web page

This Web page contains Edit IDC buttons that link to Incoming Digit Conversion Property Web
pages for each of the customers configured on the Call Server.

To view the list of Incoming Digit Conversion Trees for a customer, click the Edit IDC button
located beside the customer number. The Incoming Digit Conversion Property Web page for
the selected customer appears. See Figure 207: Incoming Digit Conversion Property Web
page on page 286.
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Managing: 192.167.100.3
Dialing and Mumbering Plans » Incoming Dot Conwversion » Customer 00 Incoming Digit Conversion Property

Customer 00 Incoming Digit Conversion Property

- Digit Conversion Tree Number: 0 Edit DCKHO |

- Digit Conversion Tree Number: 1 Mew DCHO |
- Digit Conversion Tree Number: 2 Mew DCRHO |
- Digit Conversion Tree Number: 3 Mew DCHO |
- Digit Conversion Tree Number: 4 Mew DCHO |
- Digit Conversion Tree Number: 5 Mew DCRHO |
- Digit Conversion Tree Number: 6 Mew DCHO |
- Digit Conversion Tree Number: 7 Mew DCHO |
- Digit Conversion Tree Number: 8 Mew DCRHO |
- Digit Conversion Tree Number: 9 Mew DCHO |
- Digit Conversion Tree Number: 10 Mew DCHO |
- Digit Conversion Tree Number: 11 Mew DCRHO |
- Digit Conversion Tree Number: 12 Mew DCHO |
- Digit Conversion Tree Number: 13 Mew DCHO |
- Digit Conversion Tree Number: 14 Mew DCRHO |
- Digit Conversion Tree Number: 15 Mew DCHO |
- Digit Conversion Tree Number: 16 Mew DCHO |

Figure 207: Incoming Digit Conversion Property Web page

The Incoming Digit Conversion Property Web page contains buttons that link to Digit
Conversion Tree Configuration Web pages for each Digit Conversion Tree Number (DCNO).
If there is an existing configuration for the DCNO, the button is labeled Edit DCNO. If a
configuration has not been defined for the DCNO, the button is labeled New DCNO. Click the
Edit DCNO/New DCNO button to open the Digit Conversion Tree Configuration Web page for
the corresponding DCNO. From this Web page, users can configure Incoming Digit Conversion
data.
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Incoming Digit Translation

Managrg ALA1EH.2M2
Disireg and Karmiberiteg Flans » bcoeming Dol Tratslstion » Cusiores 0 » Dit Comversion Tres 0 Confipuraton

Digit Conversion Tree 0 Configuration

Ragular iIDC tree
Send calling pary DD disabled

Add. | | Gestent | Delete I0C tree | Femrein
Ingoming DigRs « Convered Digs CPND Name SPND Wanguage

i 132 GE00 abed Katakana characters

20 0800 800 abcd Foman charatiers

Figure 208: Digit Conversion Tree Configuration Web page

The information entered in this section corresponds to data traditionally configured using LD
49 - Flexible Code Restriction and Incoming Digit Conversion.
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Chapter 11: Phones

Contents
This chapter contains the following topics for Avaya Communication Server 1000 (Avaya CS
1000):
« Introduction on page 290
« |P_Attendant on page 291

« Limitations of deploying multiple Element Managers to manage a single Call Server on
page 292

 Feature Operation during upgrade on page 292

« System Properties Update on page 293

« Station Fast Sync feature on page 297

» Templates on page 298

« Search Phones on page 307

« Add Phones on page 311

« Program Phone Keys on page 317

« Edit Phones on page 317

* Employee reference field support when exporting and import phone database on
page 320

« Export and Import of employee reference field on page 321

« Import Telephones on page 324

* Move Phones on page 330

« Retrieve Phones on page 331

« Delete Phones on page 333

« Swap Phones on page 333
¢ Reports on page 334

« Custom Views on page 346

« Virtual Office Search and Logout on page 350
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e Lists on page 351

« Migration on page 361
« High Scalability on page 362

Introduction

EM Phone Provisioning functionality provides an interface to provision phones on CS 1000
systems.

You access Phone Provisioning through the Phones link of the Element Manager navigator
as shown in the following figure.
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IP Attendant

- UCM Network Services
- Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+Core Equipment
- Peripheral Equipment
+ 1P Metwark
+Interfaces
-Engineered Values
+ Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwark
- Flexible Code Restriction
-Incoming Digit Translation
- Phones
- Templates
- Reporis
-Views
- Lists
- Froperties
- Migration
- Tools
+Backup and Restore
- Date and Time
+Logs and reporis
- Security
+Passwords
+Puolicies
+Login Options

Figure 209: Phone Provisioning navigation

Use Element Manager to configure phones for the Call Server. The configuration information
described in this chapter corresponds to the Command Line Interface (CLI) prompts and
responses for Telephone Administration traditionally configured in LD 10, LD 11, and LD 12.

Additional information is retrieved from the Call Server for validation purposes corresponds to
Print Routines traditionally performed in LD 20, LD 21, LD 22, and LD 117.

For more information about the overlays described in this chapter, see Avaya Software Input
Output Administration, NN43001-611, and Avaya Software Input Output Reference —
Maintenance, NN43001-711.

IP Attendant

The IP Attendant feature supports phone provisioning of type 3260 using the EM Phone
Provisioning. The system supports a maximum of 63 attendant consoles.
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Before you can manage IP Attendant consoles using the Phones page, the application must
be enabled and configured using the IP Media Services configuration page. For information
about configuring IP Media Services, see Avaya Signaling Server IP Line Applications
Fundamentals, NN43001-125.

Limitations of deploying multiple Element Managers to
manage a single Call Server

You can deploy more than one Element Manager to manage a single Call Server using
Deployment Manager, but the EM Phone provisioning application ( Phones) does not support
this. The issues with duplicate Element Mangers are as follows:

» Changes made in Phones in one Element Manager are not synchronized with other
Element Managers. You should perform a "Retrieve and Reconcile All" operation on other
Element Managers to synchronize with Call Server. However, the non PBX fields
(Subscriber and Template links) of a telephone are not updated even with this retrieval.

» Subscriber Manager considers these duplicate Element Manager applications as different
Service Providers even though they are pointing to the same Call Sever. As a result, in
some work flows you can have duplicate telephony accounts for the same telephone.

Feature Operation during upgrade

When you upgrade Element Manager to CS 1000 Release 7.0 or later, the process does not
automatically upgrade the phone data. Use the following procedures to complete the
upgrade.

Perform the following operations to upgrade from CS 1000 Release 6.0 to CS 1000 Release
7.0 or later.

Upgrading to CS 1000 Release 7.0 or later

Upgrade to CS 1000 Release 7.0 or later.

Launch Element Manager.

From the navigation tree, select Phones > Properties

On the Properties page, in the Database Update section, click Update.

a > w N Pe

Synchronize the data from the Call Server to the Phones database.

For more information, see Retrieve Phones on page 332.

If you upgrade from CS 1000 Release 6.0 to CS 1000 Release 7.0 or later and you experience
problems, such as accounts no longer associated with subscribers, perform the following
procedure. These problems can occur if you redeployed elements, or if you used a redundant
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System Properties Update

Element Manager against a single call server, because these scenarios result in broken links
between subscribers and accounts.

Upgrading to CS 1000 Release 7.0 or later and recreating accounts in Subscriber
Manager

Upgrade to CS 1000 Release 7.0 or later.

Launch Element Manager.

From the navigation tree, select Phones > Properties

On the Properties page, in the Database Update section, click Update.

a bk~ w0 N PE

Synchronize the data from the Call Server to the Phones database.

For more information, see Retrieve Phones on page 332.

6. Run the Migration utility to recreate accounts based on CPND names.

O Important:
You must select the Create New Subscribers check box.

For more information, see Migration on page 361.

You can follow the manual work around steps to bring back template information and link them
to the corresponding phones.

You can create templates from existing phones. For more information, see Create a Template
from an existing phone on page 300. With this procedure, you can create templates quickly,
rather than creating them from scratch.

Use the Bulk Phone Edit procedure to link the selected phones with the template. For more
information, see Update phones using the phone Templates on page 318.

System Properties Update

Database Update

When you click Phones for the first time, the application automatically updates the database
in the background. You must perform the update before you manage telephones to retrieve
configuration changes in packages, customer data blocks, and CPND customer blocks. You
can configure telephones when the update finishes.

To manually update the database, click on the Properties link of the Phones branch of the
Element Manager navigator and click Update in the Database Update section of the
Properties Web page.
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The Properties Web page appears, as shown in Figure 210: Properties Web page on page
294

Managing: EM on ntec-dell1(47.152.232.31)
Fhones»Properties

Properties

Database Update Update

Clicking the update button will initiate retrieval of system, customers and CPND customer properties from the Call Server.

Last Updated: Mon Mar 29 13:26:14 15T 2010

Courtesy Change Enable

When courtesy change is enabled, changes are transmitted to the call server anly if the phone is not busy,

Current Status: Disabled

User Defined Field Names Configure._..

Click on the Configure... button to define custom user field labels.

User field 01:  India User field 06:  User field 06
User field 02. State User field 07:  User field 07
User field 02 Country Userfield 08:  User field 08
User field 04:  User field 04 User field 09:  User field 09
User field 05.  User field 05 Userfield 10:  User field 10
Virtual Office Setting Retieve |  Configure |

Clicking the Refrieve bufton will retrieve the Virual Office Setting from the Call Server.
Click on the Configure... button to configure the automatic logout settings of Inactive Idle DVLA sets,

Last Retrieved Date: Mon Mar 29 13:26:17 IST 2010

Inactive DVLA sets logout settings:
Idle time to logout Disabled
Idle time at midnight to logout 100 minutes

Figure 210: Properties Web page

The Last Updated field displays the timestamp of the last update performed.

Courtesy Change

The Courtesy Change feature checks the telephone busyl/idle status before transmitting
changes to the Call Server. If the telephone is busy, the change is not transmitted; the active

call is disconnected, and the following error message appears: Telephone is busy. Changes
are not transmitted.

Before a telephone call is transmitted to the Call Server, the LD 32 STAT command is used to
check the idle/busy status of the telephone. If the telephone is busy, then the changes are not
committed to the Call Server and you must perform the operation again.
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Avaya recommends that you turn off this feature before doing a bulk import operation.

Enabling and disabling the Courtesy Change feature

You can turn the Courtesy Change feature on or off, from the existing Properties Web page.

To enable or disable the Courtesy Change feature, select the Properties link of the Phones
branch of the Element Manager navigator, and select either Enable or Disable.

The Figure 211: Properties Web page on page 295 shows Courtesy Change on the Properties
Web page.

Properties

Database Update Update ]

Clicking the update button will initiate retrieval of system, customers and CPND customer properties from the Call Server

Last Updated Tue Oct 20 154727 IST 2000
Courtesy Change Enable |
when EI:ILIITES_.-‘ n’.‘f‘lEI"lgE' 15 enabled, CHEI'IQES are transmitied 1o the call sener I:II'IIi:, it the 1'.'IE'I-:II"IG 15 not EIUS:\'

Current Status:. Disabled

User Defined Field Names Configure___

Click on the Configure.. button to define custom user field labels.

Userfisld 01. User field 01 Userfield 06: User feld 06
User field 02: User field 02 Userfield 07: User field 07
User field 03  User field 03 Userfield 08: User field 08
Uzerfield 04. User feld D4 Userfield 09 User feld 09
Userfield 05  User field 05 Liserfield 10 User field 10

Figure 211: Properties Web page

O Important:

Turning on the Courtesy Change feature significantly affects the performance of bulk add,

delete, or import operations. Avaya recommends that you turn off the Courtesy Change
feature before such operations.

Configuring user-defined field names

The user fields with default values User field 01, User field 02, User field 03, and User field 10
can be configured to a meaningful name, which can be a maximum of 30 alphanumeric
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characters. The customized user field names are displayed in the Telephone Details Web page
and the default user field names appear in the Telephone Details Web page. The values for
the user fields have a maximum of 256 alphanumeric characters.

Configure user-defined field names

1. On the Properties Web page, click Configure .

The Edit User Defined Field Names Web page appears.
2. Enter names for the default user-defined fields.
3. Click Save.

O Important:

The default user field names are saved if no value is given. The maximum size
of a field name is 30 alphanumeric characters.

The Virtual Office Setting section in the Properties Web page contains details of the current
virtual office settings for idle DVLA sets.

The system supports the following two types of auto logout settings.

* Logout a DVLA Set after the specified idle time has elapsed.
» Logout a DVLA Set at midnight if the specified midnight idle time has elapsed.

O Important:
The user can set the idle time in the range of 1 to 1440 minutes.

The system supports the following operations for Virtual Office Setting.

* Retrieve Virtual Office Setting
« Configure Virtual Office Setting

O Important:
Only users with LD 117 permissions can perform the preceding operations.

To retrieve the Virtual Office Setting, use the following procedure.
In the Properties Web page, click Retrieve button.

The system retrieves the virtual office settings for idle DVLA sets from the Call Server
and the details in the Virtual Office Setting section get updated.

Configure Virtual Office

To configure Virtual Office Setting, use the following procedure.
1. In the Properties Web page, click Configure button.

The Edit Virtual Office Setting Web page appears displaying the current
configuration.
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Station Fast Sync feature

Managing: EM on ntec-ibm3i{47.152.232.14)
Fhones=Properties=Edit VO Setting

Edit Virtual Office Setting
[] Idle DVLA Sets Logout at specified idle time

[] Idle DVLA Sets Logout at midnight

Note: The default idle time for logout

iz 30 minutes.

Save Cancel |

Figure 212: Edit Virtual Office Setting Web page
2. Select the check box corresponding to the options as required.

The Idle Time field appears.

Manaaging: EM on ntec-ibm3{47.152.232.14)
Phones=Properties=Edit VO Setting

Edit Virtual Office Setting

|dle DVLA Sets Logout at specified idle time
Idle Time: (1 - 1,440 minutes

[] Idle DVLA Sets Lagout at midnight

Note: The default idle time for logout

iz 30 minutes.

Save | Cancel|

Figure 213: Edit Virtual Office Setting Web page
3. Enter the idle time in the Idle Time field.

O Important:
The idle time must be a value between 1 and 1440.
4. To save the configuration , click Save.

The page refreshes to display the Properties Web page.

Station Fast Sync feature

The Station Fast Sync feature keeps the Phones Database synchronized with the PBX. The
3260 phone type does not support this feature.

When a phone is modified on call server using CLI, then SNMP trap is sent from the Call Server
to Element Manager. When Element Manager receives the notification, it retrieves changes or
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deletes the TN/DN as required. This functionality is enabled by configuring the Element
Manager IP address as an SNMP trap destination in LD 117. The EM IP address is configured
automatically when EM Phones is launched for the first time. However, if changes from the CLI
are not being reflected in EM Phones, Avaya recommends that you verify that the management
trap destination is correct using LD 117. See Avaya Communication Server 1000 Fault
Management - SNMP, NN43001-719.

Alog entry is created for each Fast Sync notification received.

O Important:
This feature is not applicable for LD 12.

O Important:

A manual Retrieve and Reconcile All must be performed periodically to ensure data
consistency with the Call Server. The automatic fast synchronization update relies on SNMP
traps and overlay access to maintain the data. Blocked or dropped SNMP traps and overlay
conflicts can result in a data mismatch between the Call Server and EM.

Templates

Use Element Manager to access Templates that contain attributes common to a CS 1000
phone type. After you create a template, use it to apply common attributes to a group of
telephones, without having to repetitively define the same value for each telephone. In general,
using a template is a more efficient method of adding large number of telephones than
individually maintaining each telephone. Template support for 3260 set type (IP Attendant
Console) but Subscriber Manager blocks the usage of this template.

To access the administration pages for Templates click Phones > Templates section of EM
navigator.

The Templates Web page lists all available templates by name, the telephone type to which
they apply, and the time and date of the last update. The action bar has buttons to add, export,
import, and delete templates.

O Important:

Due to performance considerations, the recommended maximum number of templates
supported by the system is 1000.

Create a Template

298

To add a template, click Add on the Templates Web page. The Template Details Web page
appears as shown in Figure 214: Template Details Web page on page 299. Select the
telephone type to use for the Template.
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Templates

Managing: EM on ntec-dell1(47.152.232.31)
PhonessTemplatessTemplate Details

Template Details

General Properties | Features | Single Line Features | UserFields |

General Properties

Template name: | * (1-24 characters)
TelephoneType: ISDU-AnaIug Standard i *
Designation: I:I *  (1-6 characters)
Numbering Zone: l—
Directory Number: [—I *
cupenty: [ |
ANIE entry: |
Features
Feature Description
AACD Meridian Link Associated ACD Agent No |
ABDA CDR on Abandoned Calls | Denied v/
ADAY Alternate Redirection by Day Option |
AGRA Agent Greeting |Dean
Single Line Features
Feature Value
FTR CFW |NUL - Unassigned v

Figure 214: Template Details Web page
The fields marked with an asterisk (*) are mandatory.

The Template name identifies the template. If a template exists with the same name as
specified, then an error message, "Template name already in use. Please specify another
Template name." appears when you try to save the new template.

The templates are not system-specific; therefore, all the phone features and keys applicable
to the selected phone type are available for configuration in the Template Details Web page.
The available features and key features change based on the selected phone type.
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O Important:
Enter a partial DN as part of the key configuration parameter to enable a phone configured
with this template to pick up a DN according to the partial DN.

Configure all required parameters, and click Save to save the template and return to the
Templates Web page. The view refreshes to display the newly-added template.

O Important:

The status of the Validation appears, listing validation errors that occur. If validation errors
occur, repeat the relevant sections of this procedure to correct the errors.

After you create a template, you can use it to add telephones to the system. When you use a
template to add a telephone, only those keys and features that are valid for the system in
context appear in the Phone Details Web page.

Create a Template from an existing phone

You can define a new template from an existing telephone configuration.

Select a telephone to convert to a phone template and view the new template in the Template
Details Web page.

Save a phone as template
1. To open the Search for Phones Web page, click the Phones branch of the Element
Manager navigator.

2. To save as a template, select a telephone from the Search Result section of the
Search for Phones Web page.

© Note:

You can create a template only from one telephone. An error message appears
if you select multiple phones for creating a template.

3. From the More Actions list, select Save As Template as shown in Figure 215:
Search For Phones Web page with option to save a phone as template on
page 301.
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Templates

Managing: EM on ntec-dell1(47.152.232.31)
Search for Phone

Search For Phones

Advanced | Hide

Criteria: | Customer v value: [0 v

Results Per Page (10 v

Phones Found (687)

Add_.. Import.... Retrieve. . | Delete | <More Actions> v Refresh
[ Cusomer  INa m‘ng Actions> Phone Type  Template UXiD

10] 0 00400313 1003 |Move 2500

a0 004005 10 1002 |Edit 500

3] o 004006 01 1001 500

4o 004008 0 1000 SON ) 2500

5] 0 096 0 03 00 SOM 1110

0] 0 096,003 02 SM 1110

7O o 09600303 SM 1110

al] o 096 0 03 04 SM 1110

g[] 0 096003 05 SM 1110

wd o 096003 06 SM 1110

[M][4][4] 123456789 [»][w][w] 1-10 of 687 Page 10f69

Figure 215: Search For Phones Web page with option to save a phone as template

The Template Details Web page appears as shown in Figure 216: Template Details
Web page with the select phone converted into a template on page 302 .
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Managing: EM on ntec-dell1{47.152.232.31)
Phonesx»TemplatessTemplate Details

Template Details

General Properties | Features | _Sinale Line Features | UserFields |

General Properties

Template name: ' | % 1-24 characters)
TelephoneType: ISOU—Analog Standard [ *
Designation: |test * (1.6 characters

Numbering Zone: .1

Dire-:tory-Number::1001 :*

CLID entry:
ANIE entry: ||
Top
Features
Feature Description Value
el
AACD Meridian Link Associated ACD Agent 'No vi
ABDA CDR on Abandoned Calls Denied v:
ADAY Alternate Redirection by Day Option |

Figure 216: Template Details Web page with the select phone converted into a
template

4. Click Save As .

The page refreshes to display the Save Template Details Web page.
5. In the Template name box, type a name for the template.

© Note:

The Template name must be unique. If you type an existing template name, an
error message appears.

6. To save the template, click Save .

The Search for Phones Web page appears. The information of the selected phone
is converted into a telephone template.

View a Template

To view template details, click the template name link in the Templates Web page. The
Template Details Web page appears displaying the selected template. You can make changes
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to the template and save the changes. To save the template with a different name click Save
As . The Save Template Details Web page appears, as shown in the following figure. Enter a
unique name and click Save .

Managing: EM on co-res-cppmi172.16.100.30)

PhonessTemplatessTemplate Detailss Save Template
Details

Save Template Details

Flease enter a unigue template name.

Template name: * (124 characters)

* Reguired value Save Cancel

Figure 217: Save Template Details Web page

Update a Template

To update a template, click the template name link in the Templates Web page. The Template
Details Web page appears displaying the selected template.

Make the required modifications to the template and save the changes.

© Note:

When you update a Template, the telephones associated with this Template are not
automatically updated. See, Update phones using the phone Templates on page 318.

Delete a template

Select any template from the Templates Web page and click Delete to remove the template.

You must confirm the deletion. When you click OK, the selected template is deleted
immediately. If you click Cancel, the deletion is cancelled and the Templates Web page
appears.

O Important:

When you delete a template, its association with telephones is removed, but the telephones
are not deleted.

Export and Import Templates

You can export and import templates in CSV format.
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Template data configured at one EM is not available for every EM in the UCM Common
Services framework. You must perform a manual export and import procedure to share this
data between various Element Managers.

You import and export Templates from the Templates Web page as shown in Figure 218: Import
and Export Templates on page 304.

O Important:

No data validation occurs when you import a template. You must ensure that proper values
are present under all fields in the CSV file that you import.

Managing: EM on ntec-dell1(47.152.232.31)
Phones»Templates

Templates
Add_ || Impot | Export || Delete Refre
[ Template Namea Phone Type Last Updated

1[] 3260Tempiate 3260 2010-03-24 10:21:14

o[] baisi 1110 2010-03-24 12:19:39

} SampleFTProv 1110 2010-03-24 14:41:13

4[] Somashekar 1110 2010-04-05 19:11:09

5[] 200152 2001P2 2010-03-23 15:17:21

§[] t2001pssss 2001P2 2010-03-23 15:17:21

Figure 218: Import and Export Templates

You can use a comma-delimited ASCII text file, with a file extension of CSV as the data file.
The first line or record of the file must contain the names of the fields that you import. You must
enclose each field in the record in quotation marks. The first field in the data record is template
name and is used as the key during the import. Existing templates are updated if a template
with the same name exists. If the template name does not exist, a new template is created.

The following are the mandatory fields required for a template import:

* TEMPLATE_NAME
* PHONE
*DES

Depending on the imported telephone type, other mandatory fields are required. For example,
inthe case of an IP Phone, Zone is a mandatory field. If any of the mandatory fields are missing
in a data record, the import process ignores that data record. The other data requirements for
import of templates, as well as the list of field names used for import of templates, are similar
to Import Telephones. See, Import Telephones on page 324.
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O Important:
You cannot import CPND because templates do not support them.

You can import Admin fields or the user fields also as Templates support these. The following
is a sample of data in CSV format.

"TEMPLATE_NAME","PHONE","DES","ZONE","KEY0",
"USERFIELD1","USERFIELD2","USERFIELD3","USERFIELD4","USERFIELD5","USERFIE
LD6","USERFIELD7","USERFIELDS8","USERFIELD9","USERFIELD10" "1110 for HR
dept","1110","Test","000","SCR 2",
"Johny","Jimy","Tony","Clinton","Obama","Bush","Keny","Kitty","Tina","Ken"

In the above sample data, KeyO is configured with partial DN.

The Ul reports errors encountered during the import operation. You can maodify the CSV file
and try the import again.

The template import is shorter than the telephone import operation so no log file is written.

Export Templates on page 305 describes the step you complete to export one or more
templates.

Export Templates

1. On the EM navigator, click the Templates link .

The Templates Web page appears.
2. Select the list of templates to export.
3. Click Export .

The Bulk Export for Templates Web page appears as shown in Figure 219: Bulk
Export for Templates Web page on page 306.
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Managing: EM on ntec-dell1(47.152.232.31)
Phones=Templates=Export Templates

Bulk Export for Templates

Export Results:
Total number of Templates from the database: 6

Click 'Download Exported Templates’link to download :
1)The specifications for creating the import CSV file
2)All the configured templates(if any) in the database.

Download Exported Templates

oK

Figure 219: Bulk Export for Templates Web page

4. To download and save the exported data to your computer, click the Download
Exported Templates link .

Import Templates

Import Templates on page 306 describes the steps to import one or more templates.

Import Templates

1. On the EM navigator, click the Templates link.
The Templates Web page appears.
2. Click Import .

The Import Templates Web page appears as shown in Figure 220: Import Templates
Web page on page 307.
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Search Phones

Managing: EM on ntec-dell1(47,152.232.31)
PhonesxzTemplates=zimport Templates

Import Templates

File name: | CBiowss ]

Import option: Overwrite existing template
An existing template will be overwritten if a template with the same name is imported.

Import Cancel I

Import Templates Results

Figure 220: Import Templates Web page
3. Specify the source file name by performing one of the following steps:
* Type the path and file name of the source file in the CSV file name box.
* Click Browse to locate and select the file.
4. To perform the Import operation, click Import .

Search Phones

You access the Phones functions in Element Manager from the Search for Phones Web page.
Search for phones based on the following criteria:

e Prime DN

* Phone Type

e Terminal Number
» Designation

e Customer

e Template

* UXID

e |dle Time
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For example, to search for a telephone type, select Phone Type as the criteria and a telephone
type from the Value list. Search for phones on page 308 describes searching for telephones
using Template as the criteria.

Search for phones

1. To open Search for Phones Web page, as shown in Figure 221: Search for Phones
Web page on page 308, click the Phones branch of the Element Manager
navigator .

Managing: EM on ntec-dell1(47.152.232.31)

Search for Phone

Search For Phones

Advanced | Hide

Criteria. | Prime DM ~ | Value:

Prime DN
Phone Type

Terminal Number
Designation Results Per Page Ll

Customer

Phones  UXID
Idle Time (>=)

Add.. | Import...|  Retrieve.. | Refresh

Select the search criteria, enter or selectthe desired value and dlick Search.

MNew Phones may also be added or retrieved.
Figure 221: Search for Phones Web page
2. Select Template as the criteria from the Criteria list.

O Important:

If you select No template as the criteria then the search returns all phones not
associated to a template.

3. Type a Value for the template to search for.
4. Click Search .

The Search for Phones Web page displays the telephones that match the specified
Template as shown in Figure 222: Search for Phones Web page on page 309.
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Search Phones

Search For Phones

Criteria: 'Tempiate

Phones Found (688)

v | Value: jNo Template

Results Per Page

Advanced

:‘I[} v: Searc

Add. .. Import._.

[~ Customer TNa
1[E] 0 00400313
2] 0 004 00510
3]0 004 006 01
4[]0 004 008 02
5] 0 096 000 01
61 0 096 003 00
=F10 096 003 02

Figure 222: Search for Phones Web page

Delete <More Actions> v

Prime DN  Designation Phone Type Template
1003 SOM 2500
1002 som 500
1001 S0M 200
1000 S0M 2500

Sss 1110

SOMA 1110

SM

1110

0
LE

UXID

To search for a phone, based on the Idle Time criteria, use the following procedure.

O Important:

Search operation based on the Idle Time criteria can be performed only for sets which belong

to the DVLA class of service.

1. In the Search For Phones Web page, select Idle Time (>=) from the drop down

available corresponding to the Criteria field.
2. Type the required value in the Value field.

The following figure shows the Search For Phones Web page.
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Managing: EM on ntec-dell5{47.152.232.3)
Search for Phone

Search For Phones

Advanced |

Criteria: |Idle Time (>=) v Value: 23

Results Per Page 10 v |Search

Phones

Add... Import... Retrieve_.. Refre

Select your search criteria, enter or select the desired value and click Search.

New Phones may also be added or retrieved.

Figure 223: Search For Phones Web page

O Important:

You must enter a value between 1 and 1440 as the idle time. If you enter an invalid
value, a validation error occurs.

3. Click Search.

The page refreshes to display the results matching the search criteria.

O Important:

If the phone data is not synchronized with the Call Server, then the search returns
partial results. Click the log file link to view the list of phones not present in the
database.

The following figure shows the partial result returned.

Search For Phones

|Search returned partial results. Refer to the highlighted explanation below.

The phone data is not synchronized with the Call Server data. Please perform Retrieve and Reconcile All operation and then use Search to get the col

resufts.
The summary of terminal numbers which needs to be synchronized with the Call Server can be found in the log file,
Advanced
Criteria: | |dle Time (>=) v | Value: |1 |

To search using additional criteria, click Advanced on the top right corner. The Advanced
Search for Phones Web page appears, as shown in Figure 224: Advanced Search for Phones

Web page on page 311.
Enter the criteria for the advanced search and click Search.
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Managing: EM on ntec-deli1{47.152.232.31)
Search for Phone

Advanced Search For Phones

Bask | |
Logic | Flald Companson Yalue
1 ( » ABDA-COR onAbandoned Calls ¥ - ¥ | Denied ) = X8
2 AND » - ¥ hr v (= (X (O
3 AND = “ v v v =X O
+[AND ¥ - v ~ » (=X (O
5 AND v » v v v > iX (O
Add Criteria
Résulls Per Page 10~ Search
Add_. | impot... Retrieve . Delste |  <More Acbons> v Bafresh
™ Custorner s Erme DN Designation  Phone Tvpa Templste wan
100 © 004 0 03 13 1003 SOM 2500
2] 0 004 0 05 10 1002 som 500
3[] 0 1001 SOM 500
s[]o 1000 SoM 2500
s[] 0 SOM 1110
s[] 0 M 1110
7o SM 1110
oo SM 1110
o] 0 SM 1110

0[] 0 -— 00308 SM 1110
Figure 224: Advanced Search for Phones Web page

O Important:
If you select LIKE or NOT LIKE operator under the Logic column and enter a value (for
example, ABC) without the % wild card, % is appended for this value during the search (for
example, %ABC%). This option behaves like the CONTAINS operator.

Add Phones

To add telephones, use the following methods.
» Add single or multiple telephones
* Add phones using a template
« Add phones using copy from TN option
To add a single telephone, perform the steps in Add Single Phone on page 311.

Add Single Phone

1. On the Search for Phones Web page, click Add .
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The New Phones Web page appears.

2. Type 1 in the Number of phones box.

3. From the Customer list, select the number with which this telephone is

N o a &

associated.

Select the Phone Type from the list.

Select the check box corresponding to Default value for DES .
Type the value in the corresponding field.

Select Automatically assign TN to automatically assign the next available TN from
the starting TN value.

You can click the Magnifying Glass to look up a TN.

If the telephone type is analog, select Automatically assign DN to automatically
assign the next DN from the starting DN value.

© Note:
You can click the Magnifying Glass to look up a DN.

O Note:

You can select Automatically assign DN for analog (500/2500-type) telephone
types and while creating telephones and templates having a partial DN.

Click Preview .

The Phone Details Web page appears, as shown in Figure 225: Phone Details Web
page on page 313.
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10.

11.

12.
13.
14.

Add Phones

Managing: EM on ntec-dell1{47.152,232.31)
Bhenes=New PhonessPhone Details

Phone Details

System: EM on ntec-delll
Phone Type: 1110
Sync Status: NEW

General Properties | Features | Keys | User Fields Custom View: | All b

General Properties

Customer Number: |0 » |*

Terminal Number. * G
Designation: * (16 characters
Zone: *
MNumbering Zone: *
Features
Feature Description Value:
-~
AACS Application Acquire Request
ABDA CDR on Abandoned Calls Denied
ADAY Alternate Redirection by Day Option
ADV Data Port Verification Denied +
~
Top
Keys
Key No. Key Type Key Value
MUL - Unassigned hd
1]
MUL - Unassigned v
16
TRM - Call Transfer v
17
AOE - 6-Party Conference v
18

Figure 225: Phone Details Web page

If necessary, you can change the Customer Number from the default number you
selected on the New Phones Web page.

If Terminal Number is empty, click the magnifying glass icon and select an available
TN.

Enter or update the DES value in the Designation field.
Choose the desired features in the Features section.
Choose the desired keys in the Keys section.

To program keys using the telephone GUI (graphical user interface), see Program
Phone Keys on page 317.
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© Note:
If the telephone type is analog, the Keys section is not available.

© Note:

The Match DN Web page is applicable only for Single Call Ringing (SCR). Search
Match DN by clicking the Phone icon. When you search Match DN in the context
of Digital and IP Phones, all UEXT telephones with same DN appear. If the
context is UEXT, all the Digital and IP Phones appear in the Match DN page.
When you select Single Call Ringing (SCR) for Key 0, the telephone icon (Match
DN) appears. If you select any telephone and click Assign , FDN, HUNT, NCOS,
TGAR, and CLS features are copied to the telephone that you are configuring or
for which you are editing information.

15. To add user-defined fields, click User Fields .
16. To validate the new telephone, click Validate .

The status of the Validation appears, listing validation errors that occur. If validation
errors occur, repeat the relevant sections of this procedure to correct the errors.

O Important:

To cancel the current operation and redirect to the Phone Search Web page, click
Cancel .

17. To add the new telephone to the database, click Save .

On the New Phones Web page, if you select Copy from TN as the Phone Type , the new
telephone uses the properties of the specified TN, with the following exceptions.

« The Default value for DES, if specified, takes precedence.
* The Automatically assign DN, if enabled, takes precedence.
* The Automatically assign TN, if enabled, takes precedence.

In the New Phones Web page, if you select Template as the Phone Type , the new phone
uses the properties of the specified template, with the following exceptions.

« The Default value for DES, if specified, takes precedence.
* The Automatically assign DN, if enabled, takes precedence.
The Template field displays all templates. To add a telephone, select a template from the list.

When Auto Assign DN is on and you specify a starting DN, the starting DN overwrites the
existing partial DN specified in the template. The message "The current DN is the specified
starting DN. It is not the partial DN specified in the template” is displayed indicating that the
starting DN overwrites the partial DN specified in the template.

When Auto Assign DN is switched off, a Partial DN specified in the template becomes the DN.
The Add Phones operation fails unless the user corrects the DN. The message "The current
DN is the partial DN specified in the template. The DN must be modified in order to successfully
add the phone." appears.

To add multiple telephones, perform the steps in Add Multiple Phones on page 315.
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Add Multiple Phones

1.

N o g A

On the Search for Phones Web page, click Add .

The New Phones Web page appears.
In the Number of phones field, enter the number of telephones to add .

You can add up to 100 phones at a time.

O Important:

If the Phone Type is IP Attendant 3260, you can add a maximum of 63
phones.

In the Customer list, select the customer to which these telephones are
associated.

Select the Default value for DES option, and type the value in the text box.
Select Default value for Zone , and type the value in the text box.
Select Automatically assign DN to automatically assign the next available DN.

Select Automatically assign TN and type the value in the starting TN box; or, you
can leave the value blank and the system assigns the next available TN (Loop,
Shelf, Card, Port or Unit) to the specified telephones as defined in the Hardware
database for the system.

Click Preview .

The Preview Phones Web page appears, as shown in Figure 226: Preview Phones
Web page on page 315.

Managing: EM on ntec-dell1{47.152.232.31)
Ehonesshew PhonessPreview Phones

Preview Phones(5)
Number of phones being added: 5

Customer Designation ZONE NUMZOMNE Terminal Number

0-Customer( ¥ | test 1 1 1000 1105
0-Customer( v ||test 10000125
100007 25

1000 08 18

0-Customer() ¥ ||test

0-Customer( ¥ ||test

PR I e | )

1
1
1
1

0-Customer( + | test 10001117

_ Back | Finish |
Figure 226: Preview Phones Web page

This Web page lists the attributes of each new telephone based on the selections
entered in the New Phones Web page in previous steps.

The Preview Phones page lists the desired number of telephones with automatically
assigned TN to each telephone either from the starting value entered or from the
automatically assigned values.
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9. If the Customer number is incorrect, select the correct value from the list.
10. If the DES field is empty or incorrect, type the correct value.

11. For an analog telephone, If the DN field is missing or incorrect, type the correct
value.

12. If the TN field is missing or incorrect, type the correct value.
13. Click Finish to add the telephones to the database.
You can select a template to add multiple telephones.

To add multiple analog phones when Auto Assign DN is on and when the starting DN is
specified, the DNs are used from the unused DN list of the call server. For example, if the
starting DN is 100 and the user adds three phones then 105, 115, 116 could be the DNs if they
are the next available free DNs for the given starting DN.The DNs appear in the Preview
Phones Web page and you can edit it.

To add multiple analog telephones when Auto Assign DN is switched off, the Partial DN
specified in the template becomes the DN. Adding multiple telephones fails unless you correct
the DN. The message "The current DN is the partial DN specified in the template. The DN must
be madified in order to successfully add the phone." appears.

To add multiple digital or virtual telephones when Auto Assign DN is switched on and when
starting DN is specified, the starting DN is incremented and used. For example, if the starting
DN is 100 and you try to add three telephones, then 100, 101, and 102 are the DNs. The DNs
do not appear in the Preview Phones Web page so you cannot modify the DNs.

To add multiple digital or virtual telephones when Auto Assign DN is switched off, you cannot
use the template with partial DN for adding multiple digital or virtual telephones. The error
message "Multiple phone addition is not allowed since the template selected has a partial DN"
appears indicating that this scenario is not allowed. However, no restriction is placed on adding
telephones if the template does not contain a partial DN.

The maximum available list of DNs and TNs are displayed. If the user selects Auto Assign DN
and TN, and the system cannot obtain the list, then the system displays an error message.
The error message is displayed for those phones for which no free TN or DN could be
obtained.

O Important:

When the system searches for terminal numbers (either for a single terminal or for multiple
units), the search looks for unused units on line cards that already exist with the correct type.
It is not possible for the system to select an unused card because the location of a new line
card cannot be determined automatically. Within the Command Line Interface (CLI) the user
can create a new card explicitly, with no units equipped, by using overlay 10 or 11 as
appropriate, to configure a CARDSLT for single line terminals (500 sets) or CARDMLT for
multi-line terminals (digital or IP sets). Once you create the card the search tool will find
unused units on that card.
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Program Phone Keys

You can program telephone keys by using a graphical image of the telephone.

You can program telephone keys from the Phone Details Web page by using the graphical
image of the telephone, which appears when you click on the telephone image at the top left
of the page.

Programing phone keys using phone graphical interface

1. In the Search Result section of the Search for Phones Web page, click the
telephone to be updated.

The Phone Details Web page appears.
2. Click on the telephone image at the top left of the page.

The graphical interface for the selected telephone appears.
3. Click the key button of the telephone you want to program.

The select box for the selected key of the Keys section of the Phone Details Web
page appears highlighted.

4. Change the key configuration as required.
5. Click Finish to add the telephone.

The window closes and the Search for Phones Web page appears.

There are help, minimize, maximize, and close buttons on the title bar of the Phone Graphical
Interface window. Click the question mark, to open the corresponding help page for the
telephone displayed, .

Use the minimize and maximize buttons to hide and display the graphical image window. Hover
the mouse over the key buttons on the image to display a tool tip with the key number and the
current configured value.

When minimized, the Phone Graphical interface title bar remains visible. You can move the
title bar so it does not obscure your view of the Phone Details Web page. However, you cannot
drag and place the title bar on top of the navigation pane of the browser.

You can configure telephones with a key-based add-on module. Use the navigation button at
the bottom to navigate to the extended keys for the telephone.

Edit Phones

Use the Edit feature to edit a single telephone or multiple telephones.

Element Manager System Reference - Administration March 2013 317



Phones

Edit single or multiple phones

Click the Phones branch of the Element Manager navigator to open the Search for Phones
Web page.

To edit a single telephone or multiple telephones, perform the following procedure.

Update phones using the phone Templates

The association of telephones to a template simplifies the bulk change procedure. Use this
association to enable a change to the template content to be applied to all telephones that use
the template.

The Bulk Phone Edit Web page allows the user to update the telephone from templates. The
value Template of the edit Field list, enables the user to update the telephone based on the
value in the template.

Inthe edit Field , if you select Template and click Add , the Old Value field displays an asterisk
(*). The New Value field displays all templates configured for the selected telephone type as
seen in Figure 227: Bulk Phone Edit Web page on page 318.

Managing: EM on ntec-dell1{47.152.232.31)
Phones=Bulk Fhone Edit=Bulk Edit Details

Bulk Edit Details (TEMPLATE-Template associated to a phone)

Old Value: | * w

New Value: v

Save Cance

Figure 227: Bulk Phone Edit Web page

The template is considered the master during this update. All configured telephone attributes
are overwritten with the attributes in the selected template. The CPND name configured in the
telephone is retained during the update.

If the telephones selected for updating are of different telephone types, the Template field is
not available in the edit Field list. You cannot change the following telephone properties when
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Edit Phones

you update using Templates. These properties are different for every telephone and updating
it from template is not supported.

» Designator (DES): This property is part of the General Properties section of the telephone
details page.

« Station Control Password (SCPW): This property is part of the Features section of the
telephone details page.

* Directory number parameter of any key feature.

In addition, certain properties are not part of the template and can be changed in the
telephone.

e Terminal Number (TN): This property is part of the General Properties section of the
telephone details page.

« Call Party Name Display (CPND): This property is part of the Keys section of the
telephone details page.

* Voice Mail Box (VMB): This property is part of the Keys section of the telephone details
page.
If a template has a partial DN configured, you cannot update a telephone with the Template
by using the Edit function. The error message "Editing phones is not allowed since the template

selected has a partial DN" appears. However, no restriction is placed on editing if the template
does not contain partial DN.

Perform this procedure to associate a template with telephones that are not associated with a
template.

Associating a Template to Phones

1. From the Search for phones on page 308 Web page, search for telephones that are
not associated with a template.

2. Sort the telephone list by telephone type.
3. Select telephones to update.
4. Select Edit from the <more actions> list.
The Bulk Phone Edit Web page appears.
5. In the edit Field , specify the value to update as Template and click Add .
The Bulk Edit Details Web page appears.
6. In the Old Value field, select Asterisk (*).
7. Inthe New Value field, select the template to associate with the telephone.
8. Click Save to complete the edit.
OR

Click Cancel to undo changes and return to the Bulk Phone Edit Web page.
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O Important:

When you update the telephone, Element Manager may send an update to the account in
Subscriber Manager depending on the attributes you updated.

Phone properties that can change without breaking the Template
association

Certain properties differ for various telephones; therefore, changing these properties does not
break the telephone-to-template association. The following is a list of properties:

» Designator (DES): This property is part of the General Properties section of the phone
details page.

« Station Control Password (SCPW): This property is part of the Features section of the
phone details page.

« Directory number parameter of any key feature.
In addition, certain properties are not part of the template, and can be changed in the phone.
« Terminal Number (TN): This property is part of the General Properties section of the
phone details page

« Call Party Name Display (CPND): This property is part of the Keys section of the phone
details page.

* Voice Mail Box (VMB): This property is part of the Keys section of the phone details
page.

Employee reference field support when exporting and
import phone database

Including this attribute in the export and import tools enables you to retain important data that
is not persisted on the call server such as the employee reference and template ID. You can
export and the import employee reference fields along with other supported telephone fields.
The employee reference field stores the ID of the subscriber associated with the telephone.
This field is the link between a telephone in EM Phone Provisioning and a subscriber in

Subscriber Manager.

When you need to retain this offline data, perform Retaining offline data on page 321.
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Export and Import of employee reference field

Retaining offline data
1. Export the Phones database as a CSV file with the mandatory fields (TN,
CUSTOMER, PHONE, DES), Template ID, and Employee Reference field.
2. Perform the Retrieve and Reconcile procedure to populate the phone database.

3. Import phones from the CSV file generated in step 1 to re-establish the link from
telephone to template and telephone to subscriber.

Export and Import of employee reference field

Certain limitations apply while importing the EMPLOYEEREFERENCE field. In the import CSV
file, if you update the EMPLOYEEREFERENCE field of an existing telephone, the following
work flow occurs:

« EM Phone Provisioning updates the employee reference field in the telephone
database.

« An update account notification is sent to Subscriber Manager. Because the notification is
not an update to an existing account, Subscriber Manager ignores this notification.

* Run the Account Synchronization operation to synchronize the account differences
between EM phone provisioning and Subscriber Manager. Account synchronization
resynchronize the accounts as follows:

- Account Synchronization finds that the older account exists in Subscriber Manager
but not in EM phone provisioning. This account is automatically removed from
Subscriber Manager.

- Account Synchronization identifies a newer account in EM phone provisioning but
not in Subscriber Manager, but the account has a subscriber ID in the directory. The
newer account is automatically created in Subscriber Manager.

Generating a report and exporting phones with employee reference in the
selected report field

1. Select Report from the Phones branch of the EM navigator.

2. Click Add to add a Report profile.

3. Inthe Field Selection section, select the fields to include in the report. Include
EMPLOYEEREFERENCE field as well.

4. In the Custom Criteria section, select the criteria to determine which telephones
are included in the report.

5. Select CSV as the report format from the Report Format list.
6. Click Generate Report .
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The Download Generated Report Web page appears.
7. Download the report.

« EMPLOYEEREFERENCE field is included in the generated report.

* All telephones linked to a subscriber have a value for the
EMPLOYEEREFERENCE field.

« All telephones not linked to a subscriber do not have a value for the
EMPLOYEEREFERENCE field.

For more information, see Reports on page 334
Generating a report and exporting phones with employee reference field as the
criteria.
Select Report from the Phones branch of the EM navigator.
Click Add to add a Report profile.
Select the fields to include in the report.
In the Custom Criteria section, select the EMPLOYEEREFERENCE field.

P LN

» The corresponding Value field changes to a text box.
 The corresponding Comparison list contains only the equal to (=) operator.
5. Enter a value in the Value field.
6. Select CSV as the report format from the Report Format list.
7. Click Generate Report .
The Download Generated Report Web page appears.
8. Download the report.
« EMPLOYEEREFERENCE field is in the generated report.

« All telephones linked to a subscriber have a value for the
EMPLOYEEREFERENCE field.

For more information, see Reports on page 334
Importing a new phone with employee reference field
1. Modify the generated CSV, and add a new telephone with a valid employee
reference field.
2. Click Import on the Search for Phones Web page.
The Import Phones Web page appears.
3. Specify the name of the source file by performing one of the following steps:
* Type the path and name of the file in the import source file text box
* Click Browse to locate and select the file.
4. Click OK to import the file.
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Export and Import of employee reference field

The Import Status Web page appears indicating the success or failure of the
import.

5. Click Common Manager to go to UCM home page.
6. Click the Subscribers link in UCM.

The Search for Subscribers Web page appears.

Enter the subscriber's last name in the Name field of the search criteria, and click
Search . Use the name of the subscriber whose ID you used in step 1.

The Search for Subscriber Web page appears with search results that match the
search criteria.

. Click the name of the subscriber.

The Subscriber Details Web page appears with a new account added to the account
list.

Importing an existing phone with no update to employee reference field

1.

Modify the generated CSV to update an existing telephone.
Update the DN of Key 0 so that the change is visible in Subscriber Manager.

. Click Import on the Search for Phones Web page.

The Import Phones Web page appears.

. Specify the name of the source file by performing one of the following steps:

« Type the path and name of the file in the import source file text box
* Click Browse to locate and select the file.
Click OK to import the file.

The Import Status Web page appears indicating the success or failure of the import
operation.

5. Click Common Manager to go to UCM home page.
6. Click the Subscribers link in UCM.

The Search for Subscribers Web page appears.

Enter the subscriber's last name in the Name field of the search criteria and click
Search . Use the subscriber name that you used in step 1.

The Search for Subscriber Web page appears with search results that match the
search criteria.

Click the name of the subscriber.

The Subscriber Details Web page appears with the DN changes made to the
account in the account list.

Importing an existing phone with updated employee reference field

1.

Modify the generated CSV to update an existing telephone.
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Update the employee reference field to another valid subscriber.
2. Click Import on the Search for Phones Web page.

The Import Phones Web page appears.
3. Specify the name of the source file by performing one of the following steps:

* Type the path and name of the file in the import source file text box
* Click Browse to locate and select the file.
4. Click OK to import the file.

The Import Status Web page appears indicating the success or failure of the
import.

5. Click Common Manager to go to UCM home page.
6. Click the Subscribers link in UCM.

The Search for Subscribers Web page appears.

7. Enter the subscriber's last name in the Name field of the search criteria, and click
Search . Use the subscriber name that you used in step 1.

The Search for Subscriber Web page appears with search results that match the
search criteria.

8. Click the name of the subscriber.

The Subscriber Details Web page appears with no changes made to the account
in the account list. No changes are made to the account list of the subscriber whose
employee reference field you used in step 1.

Import Telephones

You can import telephones into the telephone database by using the import function. Use the
Import Telephones feature to import telephone data into the database from a comma-separated
value (CSV) file. The Import Telephones Web page as shown in Figure 228: Search for Phones
Web page on page 325 appears when you click the Phones link in EM navigator and then
click Import on the Search for Phones Web page.

The Import Template feature accepts phone features, phone keys, and ten user defined
attributes (USERFIELD1, USERFIELD2, USERFIELD3, and USERFIELD10) in the CSV
format for adding and updating a template.

O Important:

While entering values in the Userfields, ensure that the values are within double quotes (")
and the userfield value itself does not contain any double quote (").
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Import Telephones

Search for Phones

Criteria: | Prime DN j Value: I

Phones

Add... 2 8C

Retrie‘fe. I DEIet@_... | I(rr-flj['ij. F‘I_I'Zfilji': S 3

Selectyour search criteria, enter or select the desired value and click Search.

MNew Phones may also be added, imported or retrieved.

Figure 228: Search for Phones Web page

The Import Telephones Web page appears, as shown in Figure 229: Import Telephones Web
page on page 325.

Managing: EM on ntec-dell1(47.152.232.31)
Phonessimport Telephones

Import Telephones

CSVfile to be imported: | Browse...

Import aption: [v] Overwrite existing phone
An existing phone will be overwritten if a phone with the same TN is imported

Save Cance

Figure 229: Import Telephones Web page
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Specifications for CSV file

* The data file must be in CSV format.

« The first line in the CSV file must contain a list of fields to import.

» Subsequent lines in the CSV file must contain data values for each field being imported
and are in the same order as the corresponding field names appear in the first line.

000005 07 ° 0 2800 MTHLU

PR \Import Admin Fields /
Ready

CDHong - Hiew

ey

“THang

HUM

THan

:___L_TN o F'HONE ES CUSTOMER USERFIELD1 USERFIELDZ USERFIELIH USERFIELDJI USERFIELDS USERFIELDG |USERFIE
2100000501 . 2500 MTHU - 0 Hoang - Le - [Mhat - Thang - ST - Hamh . - Phuc .
3[00000502 2500 MTHU -0 Mua - ¥uan - Thug,r ~o-- - -|Ha {Dong -~ - |Phong - - - Phuong
400000503 - - 2500 MTHL - - Oikhanh - - Duyen - Thuy- - Thu o Thuy - Thach - Thuy -
5100000504 2500 MTHU. - S D Taan oo Thang - Thoye oo Thy CoThuy oo Thach: o Thuy

CE 00000505 - 2500 MTHL 0 Dwng o Thang o Thuy o (Tho CThuy - Thach. - [Thuy
7100000505 2500 MTHU 0 Tam Thiang Thuy Thu Thuy Thiach Thuy
18 . Huong . Ha: | Hoa

g

Figure 230: Example Contents of CSV file

The valid field names to be used while importing data into the database are in the Available
fields list in the Fields selection section of the Reports Ul. Click the Reports link in the
Phones branch of the Element Manager navigator, and then click Add to access the Report
Ul. See Reports on page 334. For more information, see Avaya Software Input Output

Administration, NN43001-611.

Mandatory Fields

The first column of the import file must be either TN or PRIMEDN. The first column is used as

a key to identify the telephones update.

Table 1: Mandatory Fields

Operation

Mandatory Fields

Update an existing
telephone record

TN (Terminal Number) or PRIMEDN (Prime Directory Number)

Add a new telephone
record

TN (Terminal Number), PHONE (Phone type), CUST (Customer

Number), and DES (Designation)

Add an IP Phone record

TN (Terminal Number), PHONE (Phone type), CUST (Customer

Number), DES (Designation), and ZONE (Zone)
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Import Telephones

Add DCS TN (Terminal Number), PHONE (Phone type), DES
(Designation), CUST (Customer Number), PRIMEDN (Prime
Directory Number), FTR_CFW (Forward All Calls), DMC (DECT
Mobility Controller), and IDNX (Index on DMC)

If PRIMEDN is the first column, you can import only to update telephones.
If TN is the first column, you can import to add or update a telephone.

For a TN, if a matching telephone is found, then the configuration is updated using data from
the import file. If no matching telephones are found for a TN, then a new telephone is added
to database if all the mandatory parameters for telephone configuration are specified in the
import file.

O Important:

When you add DCS telephones, you cannot assign a TN to the telephone; the Call Server
automatically assigns the TN after the telephone is added. Therefore, for DCS telephones,
the telephone is imported if the TN field remains blank. If a TN is assigned to a DCS
telephone, the import ignores the user-specified TN.

Data requirements for importing Keys, CPND names and VMB

To import keys, the field name used in CSV file uses the format Key <number> where<number>
is the key number. For example, to import Key 10, the field name is Key10 The value for the
key is specified in the following format:

<mnemonic> [<parameters>] [MARP] [ANIE(<value>)] [CPND_FIRST_NAME (<value>)
CPND_LAST_NAME(value) CPND_LANG(value) CPND_DISPLAY_FORMAT (value)
[VMB_CLASS_OF_SERVICE(value) VMB_SECOND_DN(value) VMB_THIRD_DN(value)
VMB_KEEP_MESSAGES(value)]

The entries in square brackets ([ ]) are optional and are based on key mnemonic and import
requirements:

e <mnemonic>: Represents the key feature mnemonic to be assigned to the key.

» <parameters>: Represents the key parameters. The values described in this section
depend on the key feature mnemonic.

* MARP: Indicates that the DN specified in the <parameters> section should use MARP on
the key.

* ANIE(<value>): Specifies the value for ANIE entry. The <value> represents the ANIE entry
value.
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You can use the sections with names starting with CPND__ to import the CPND name for the

DN specified in the <parameters> section. To import new CPND names, specify a nonblank
value for at least one of the two name fields:

* CPND_FIRST_NAME and CPND_LAST_NAME: Use this section to update existing

CPND names using import, specify values for only those fields that need to be updated.
It is not mandatory to specify a value for all fields.

* CPND_FIRST_NAME: Use this section to specify the CPND first name for the DN
specified in <parameters> section.

* CPND_LAST_NAME: Use this section to specify the CPND last name for the DN specified
in <parameters> section.

* CPND_LANG: Use this section to specify the CPND language for the CPND name.

* CPND_DISPLAY_FORMAT: Use this section to specify the CPND display format for the
CPND name.

You can use the sections with names starting with VMB___ to import VMB configuration data
for the DN specified in the <parameters> section. It is not mandatory to specify values for all
fields; specify a value only for those fields that must be updated:

*VMB_CLASS_OF_SERVICE: Use this section to specify the class of service value for
the VMB.

« VMB_SECOND_DN: Use this section to specify a second DN for the VMB.
* VMB_THIRD_DN: Use this section to specify the third DN for the VMB.

« VMB_KEEP_MESSAGES: Use this section to specify the preference for keep messages
field of the VMB.

The valid values are the same as those accepted by PBX overlays.

Figure 231: Example of a CSV file to import on page 328 is an example of a CSV file to

import.
7 ~tacomanlt Fos el - Qrngest ~le)x
Elpe & Yoo (et Fgmst [ecli Dals  Wiedow fHelp T .8 X

IF S SRAY AR o-RE-H DB 7w -0 - BrplEEEfex(®E _-5H.A."
SR BADE D% T .

E9 - -
A [] c 1] = E =
1 TN CUSTOMER FHONE DES KEYD ]
£ (1030000 0 zo04P1 12004 S0 R VI MARP CPED_FIRST_MAMED rInCPND_LAST_NAMETsHCPND_LAND(ROMCFND_DEPLAY_FORMAT
3
Figure 231: Example of a CSV file to import
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Import Telephones

Data requirements for importing Single Line Features

You can import Single line features (FTR) by specifying the field name in the format
FTR_<mnemonic>, where <mnemonic> is the mnemonic for a single line feature, and by
specifying the value in the format <mnemonic> <parameters>.

E3 Microsoft Excel - DCS4.csv

(4] Fle Edt View Inset Formet Tools Data Window Help

TRNER" RERETIE RN A N T Wi A RARA L R IR TN Rl Y
i ot s NS I LS | 218 33 | ¥eReply with Changes. .

: Arial .m.g;u;';:gs%.:,-g;qgspsp__;.\'y..&.!
RIC1 - A TN
1 2 0 | o | 1 o o 1€ |

i PHONE DES CUSTOMER DN DMC INDX FTR_CFW FTR_SCU
| 2 [076 00008 | DCS TEST 0 DN 2413 MARP (004 000 21/CFWB  SCU1

3
b
| 5 |

Figure 232: Example of a CSV file of FTR data to import for a DCS phone

£1 Microsoft Excel - analog.csv
(] File  Edit View Insert Format Tools Data Window Help
P 3 AT % BB 9 o B 3 o AL ZL P 100%

B et s (P T LS S |y (B=1 |, ¥# Reply with Changes. .. End Review...
; el v 10 -|B L UIEZEZHES % o B EE O A
R1C1 - A TN
1 - | 4 l 5 | o F |
TN !F'HONE DES CUSTOMER DM FTR_CFW FTR_SCU
~2 00401002 500 PH4 0 DN 2415 MARF CFWB SCU1
3
4

Figure 233: Example of a CSV file of FTR data to import for an analog telephone

Data requirements for importing DN for analog telephones

The DN field for analog telephones can have MARP and ANIE settings and, CPND and VMB
configuration. You can import the DN field for analog telephones by specifying the field name
as DN and by specifying the value in the following format:

DN<DNvalue> [MARP] [ANIE(<value>)] [CPND_FIRST_NAME (<value>)
CPND_LAST_NAME(value) CPND_LANG(value) CPND_DISPLAY_FORMAT(value)]
[VMB_CLASS_OF_SERVICE(value) VMB_SECOND_DN(value) VMB_THIRD_DN(value)
VMB_KEEP_MESSAGES(value)]

To Import telephones, perform the steps in Import Telephones on page 330.
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Import Telephones

1. Click the Phones link in EM navigator.

The Search for Phones Web page appears.
2. Click Import to open the Import Telephones Web page.

3. Specify the name of the file from which the telephone details are to be imported by
using the browse button or by entering the file name.

The file must be a CSV file.
4. Click Save.

The status of the import is displayed. Obtain an initial format of the CSV file by generating a
Report in CSV format using the Reports link of the Phones branch of the Element Manager
navigation page.

O Important:

The maximum session time in UCM is 2 hours by default. You must change the maximum
session time for the import operation that exceeds 2 hours in the UCM Session
Properties section. To change the maximum session time, refer to Avaya Unified
Communications Management Common Services Fundamentals, NN43001-116.

Move Phones

You can move a telephone to another TN with the same property values. To do this, perform
the steps in Move Phones on page 330.

Move Phones

1. Fromthe Search Results section of the Search for Phones Web page, select Move
from the More Actions list.

The Move TN Web page appears, as shown in Figure 234: Move TN Web page on
page 331.
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Retrieve Phones

Move TN
Help

,(x)

From: | To:

Submit | Cancel |

Figure 234: Move TN Web page

For Attendant consoles/phones, the Move TN Web page displays two prompts for
Terminal Number and Secondary Terminal Number .

2. Enter the TN to move the telephone, and click Submit.
Moving an IP Attendant 3260 Phone

1. In the Search For Phones Web page, select the check box corresponding to the
3260 phone to be moved.

2. Select the value Move from the More Actions drop-down list.
The Move TN Web page appears as shown in the following figure.

Managing: EM on ntec-dell3{47.152.232.2)
Phones:have TH

Move TN

Terminal Mumber: From TDI:I*Q
L —
The current Primary and Secondary TNs appear in the From fields.

3. Fillin the required values in the To fields corresponding to the Terminal Number
and Second Terminal Number fields.

4. Click Submit to move the phone to the specified TNs.

1

Second Terminal Number: From

The page refreshes to display the Search For Phones Web page.

Retrieve Phones

The Retrieve Phones function synchronizes data from the Call Server to the Phones database.
Perform the steps in Retrieve Phones on page 332.
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Retrieve Phones

1. From the Search for Phones Web page, click Retrieve.

2. The Retrieve Options Web page appears, as shown in Figure 235: Retrieve Options
Web page on page 332.

Managing: CS1000E_Hodes (192.167.100,3)
Phones = Retrieve Options

Retrieve Options

€ Phones selected

@ Alphones and
reconcile

€ Custom

Customer I_;‘
Type  [T! [
Terminal Number |
Card density : Iﬁ
Deagnawr.l
Tenant.l

Modified since : Manth - | Month | pay: |Dey 2] vear: [vear &)

Subrmit Cancel |

Figure 235: Retrieve Options Web page
3. Select one of the Retrieve Options, as follows:

Select Phones selected to retrieve the telephones in the phone Search Results
section.

Select All phones and reconcile to retrieve the telephones.

Select Custom and enter any combination of search criteria to retrieve telephones
that meet those criteria.

4. Click Submit.

O Important:

The maximum session time in UCM is 2 hours by default. You need to change the maximum
session time for import operation that exceeds 2 hours in the UCM Session Properties
section. To change the maximum session time refer to Avaya Unified Communications
Management Common Services Fundamentals, NN43001-116 .

O Important:

It is recommended that only one user at a time perform a retrieve and reconcile operation.
EM Phone Provisioning does not support concurrent users for a retrieve and reconcile
operation.
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Delete Phones

Delete Phones

To delete telephones, perform the steps in Delete Phones on page 333.

Delete Phones
1. From the Search for Phones Web page, search for telephones based on a search
criteria.
2. Click the boxes beside all the telephones to delete.
3. Click Delete .

4. Click OK to confirm the deletion of the telephones selected, or click Cancel to stop
the operation.

Swap Phones
When you swap telephones, two telephones exchange TNs. The following limitations apply to
a swap:
* You can swap only two telephones at a time.
 The telephones to be swapped must belong to the same customer.

* The telephones to be swapped must have compatible TN types. For example, you cannot
swap an analog (500/2500-type) telephone with a digital telephone.

» Swapping is not supported for DCS telephones. Element Manager does not control the
allocation of virtual TNs for DCS telephones.

« If the synchronization status of one of the telephones to be swapped is New, it must be
swapped with another telephone with a synchronization status of New.

* The telephones to be swapped must have the same VCE or DTA Class of Service.
* Swapping is not supported for IP Phones.
* Swapping is not supported with the BFS feature.

» Swapping is not supported if one of the telephones is an ACD telephone in the acquired
state.

* Swapping is not supported for telephones with a branch office link.
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Swap Phones

1. From the Search for Phones Web page, search for telephones based on a search
criteria.
2. From the list of telephones, select the two telephones to swap.

3. Select Swap from the More Actions list.

The changes are submitted to the database.

Reports

Element Manager provides the ability to construct complex queries against the Phones
database in the form of reports. The results can be in either HTML or CSV format. If you choose
HTML format, only a maximum of 1000 records appear.

Click the Reports link of the Phones branch of the Element Manager navigator. The Edit a
Report Web page appears, as shown in Figure 236: Edit a Report Web page on page 334.

Edit a Report

Field Selection

Available Fields(7?) Selected Fields(5)

AAA(Automatic Answer Back) ~ TN(TerminalNumber)

AACD({Mendian Link Associated ACD Agenf) PHOMNE(Instrument)

ABDAICDR on Abandoned Calls) DES(1-6 Character Designator)

ACDS(Keys assigned to Automatic Call Distribution) CUSTOMER(Customer Number

ADAY(Alternate Redirection by Day Option)
ADN(AIl Directory Numbers)

ADV(Data Port Verification)

AEFD(Altemate Exdemal Flexible Call Forward)
AEHT (Alternate Exdernal Hunt DN)
AFD(Alternate Flexable Call Forward DN)
AGRA{Agent Greeting) 4
AGTAIACD Agent Analog Telephone) 4
AHA[{Automatic Hold)

AHNT(Altemate Hunt DN)

AHOL(Altemate Redirection by Holiday Option)

ALLDNS(AIll configured Dns)

AOM({Number of key based modules)

|AOS(Observation of Supervisor) v

v
4>

4

Clear Form

Figure 236: Edit a Report Web page

Configure the desired criteria and report format, and then click Generate Report to generate
the report.

O Note:

Due to performance issues, Avaya does not recommend concurrent execution of reports
with large databases.
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Reports

Canned Reports

The Element Manager provides the ability to create, copy, edit, import, export, and delete report
definitions. You can generate a telephones report, which can be saved in HTML or CSV format.
The CSV file can be used to import phones.

O Important:
The maximum number of report definitions supported by the system is 100.

Report definition

A report definition consists of the following:

1. Report name and description — These are required only if the definition is going to
be saved; otherwise, they are optional.

2. Report schema — This is the set of parameters defining the report format and its
contents. The following parameters are defined in the schema:

* Report fields : telephone properties required in the report.

» Set of report criteria : conditions based on which telephone records are
filtered.

« Sort fields : telephone properties based on which the report is sorted.

* Report format : the format of the report and options for displaying the
report.

Default Reports

Pre-defined reports are part of the Report List Web page and they appear in the Report profile
Name list. See Figure 237: Report List on page 338.

The predefined report is generated by clicking Generate Report on the Report List Web page.
You cannot delete or rename default reports. All default reports are identified by the prefix:
Default_, followed by the report name. The Reports and descriptions table lists the reports that
appear in EMPP, along with a brief description.

Table 2: Reports and descriptions

Report Name Description
Default_HuntPatterns Report Displays all telephones that have HUNT
configured. The following fields are
displayed:
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Report Name Description

* HUNT
* EmployeeReference*
* PrimeDN

Default_KeyAssignments Report Displays all telephones. The following fields
are displayed:

*TN
* PrimeDN
» Location

« Keys Assigned (Key Number, Key
Mnemonic and Key Value)

* EmployeeReference*

« Instrument (Phone Type) - CLS (Trunk/Call
Access Restriction)

Default_MessageCenters Report Displays all telephones that have keys
assigned to Message Waiting. The following
fields are displayed:

« Message Center DN (Keys Assigned to
message waiting - PHONE(phone)

« Instrument (Phone Type)
*TN

Default_Phones Report Displays all telephones that have an
EmployeeReference. The following fields
are displayed:

* EmployeeReference
* PrimeDN
*TN

Default_PrivateLine Report Displays all telephones that have Ringing
Number Pick-up Group configured. The
following fields are displayed:

* RNPG (Ringing Number Pick-up Group)
* PrimeDN

« Instrument (Phone Type)

* EmployeeReference**

* PHONE(phone)

Default_AccessRestriction Report Displays all telephones. The following fields
are displayed:
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Report Name Description
* PrimeDN
¢ CLS (Trunk/Call Access Restriction)

* NCOS (Network Class of Service)
 Location
*TN

* EmployeeReference*

Default_AutomaticCallDistributionPhones Displays all telephones that have Automatic
Report Call Distribution Phones configured. The

following fields are displayed:

¢ ACDS (Automatic Call Distribution
Stations)

e CLS (Trunk/Call Access Restriction)
* SPID (Supervisor Position ID)

* Location

«TN

* EmployeeLastName

Default_DiallntercomGroups Report Displays all telephones that have a Dial
Intercom Group configured. The following

fields are displayed:

* DIG (Dial Intercom Group)
* PrimeDN

« Instrument (Phone Type)
* Location

« Department

* EmployeelLastName

Generating a report

Reports are generated based on report definitions. If an existing report definition is not suitable,
you must create a new definition.

Generate a report

1. From the navigation tree, click Phones and then Report .

The Report List Web page appears as shown in the figure Figure 237: Report
List on page 338.
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Figure 237: Report List
2. From the Report List , select a report by clicking the check box.
3. Click Generate report .

The report appears in HTML table format as shown in the figure Figure 238: Phone
Report on page 339.
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*hone Report

Report Details

Title

Critena

Report Date:

TN
J96 00001
)96 00005
J96 000 12

176 000 00
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176000 02

176 000 03
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PHONE
1110
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2004P2
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2004P2

DES
TEST
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Figure 238: Phone Report

View As CSV 2051 Rows Fetched

fest2

SYNCSTATUS = Transmitted
Tue Oct 13 11:57:46 IST 2009

CUSTOMER
0
0

First Name

First Name

First Name

First Name

FirstName

KEYO

SCR 76144 0 MARP

CPND
Last Name Language Displayformat
SB_05_16144 ROW FIRST LAST
SCR 76145 0 MARP
CPND
LastName Language Display format
SB_05_16145 ROM FIRSTLAST
SCR 76146 0 MARP
CPND
LastName Language Display format
SB_05_16146 ROM FIRST,LAST
SCR 76147 0 MARP
CPND
Last Name Language Displayformat
SB_05_16147 ROM FIRST LAST
SCR 76148 0 MARP
CPND
Last Name Language Displayformat

4. To view the report in CSV format, click View as CSV .

The report opens in Microsoft Excel. If you save the report in CSV format, the report
must be downloaded to your PC.

Creating a new report definition

You can create a new report profile definition in one of the following ways:

« Create a new report definition

» Modify or customize an existing definition

When you create a new report definition, you can generate the report immediately, or save the
report definition and use it later to generate a report.
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Adding a new report profile

You can define each component of the new report definition using the report definition
option.

Add a new report profile

1. From the navigation tree, click Phones and then Report .

The Report List Web page appears, as shown in the figure Figure 237: Report
List on page 338.

2. Click Add .

The Report Details Web page appears, as shown in the figure Figure 239: Report
Details on page 340.

Report Details(test)

Save Report Definition

RapanMNama: | * 1100 characters)
|@strepon |

Dasariplion:

Kalg: T2 aame avd dessription fieits are anly manaamey whes say Ng ¥E rosand clois
Field Selection

Avaliabie Fields (430)

MW Aulomabic Arswe Back) i
AACTC{Maridian Lk Associzsed ACD Agant

AACS[Application Acquine Requast)

AZDA/CDR en Abandcned Calis)

ACDSKeys asaigned 10 Automaltic Call Disnbuien)
ACQ[Acauired AS)

ADAYAhamale Rediraction by Day Opson) ¥
ADV([D31a PotVerficston)

AEFD[Alternate Extemal Flexitiz Call Forward)

AEHT Aemate External Hurt DN)

AFDiAternate Flexble Call Fopwssrd DN} 1
AGRAAoent Graaling) 4
AGTAACD Agent Analog Telaphone) -
ArAAuomzte Hold)

AHNTAbernate Hur ON)

AHOLANemale Rediecban by Holiday Oplion)

ADM{Number of kay basad modiules)

ADS[Observation of Supervisor) L
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Figure 239: Report Details
3. Inthe Field Selection section, select the fields to include in the report:

» Hold down the CTRL key, and click on each required field in the Available
Fields list.

* Click the Add arrow. The selected fields appear in the Selected Fields list.
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To remove a field from the Selected Fields list, click on the field and click the
Remove arrow.

* Click the Top, Up one, Down one, or Bottom arrows as required to move the
fields into the order in which you want them to appear in the report.

Field Selection
Avallable Flelds(?) Selected Flelds(5)

AAA{Automanc Answer Back) ~
AACDMeridian Link Azzocioted ACD Agent)
AACSAppictaon Aculre Reguess) NCOS(any
|ABDAICOR on Abandoned Calls) TN[TeminalNu
ACDS(Keys assigned 1o Autormatic Call Distibution) EMELOYEEREFERENCE(Emplovee Belarencs)
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ADAY(Altemate Rediraction by Dey Option) »
ADV(Data Pon Veritication) A 7
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AEHT(Albemate External Hunt DN) “
AFD(Alernate Flexible Call Forward DiN) 1
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AHOL{Alernste Redrecion by Holidey Oplion)

| AOM(Number of key based modules)

JACS(Observanon of Supanisar) hdl|

pe Access Restiction)

arice)

Figure 240: Define a New Report: Field Selection

4. In the Custom Criteria section, as shown in the figure Figure 241: Define a New
Report: Custom Criteria, Sorting, Report Format, and Format Options on
page 342, select the criteria for the records to report:

a. From the Field list, select a field.

The corresponding Value field changes to a text box or a list, depending
on the field selected.

b. From the Comparison list, select the appropriate comparison
operator.

c. Enter a value in the Value field by selecting from the Value list, or typing
values in the Value box.

d. (Optional) To extend the expression to another row, click Add Criteria .
Select AND or OR from the Logic list and enter the next expression.

e. (Optional) Click Delete Criteria to remove the corresponding row.

f. (Optional) Click Clear Criteria to clear the row and reenter the
expression.

g. Select the appropriate number of parentheses from the opening, (, and
closing, ), parentheses.

Parentheses set the precedence of evaluation of each expression in the
search criteria.
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Figure 241: Define a New Report: Custom Criteria, Sorting, Report Format,
and Format Options

342

5. If there are fields listed in the Sortable Fields list box in the Sorting section shown
in the figure Figure 241: Define a New Report: Custom Criteria, Sorting, Report

Format, and Format Options on page 342, select the sorting order of the records,

if required:

a. From the Sortable Fields list, select a field by which the data is to be

sorted.

Select the field to be the primary sort key; that is, the first field selected
always determines the order of the records. The next field selected
determines the order of those records where the values in the first field
are identical and cannot be sorted. This sort precedence continues
through all selected fields.

b. Click Add to move the field to the Sorting By list box.
c. If required, click Up One and Down One to reorder the sort fields.

d. Click Ascending or Descending to sort the records in ascending or
descending order.

e. Repeat steps 1 through step 4 for each field to be selected as a sort

key.

Note that the sortable fields have only predefined values:

i
ii.
iii.
iv.

V.

CUSTOMER
DES

TN
PRIMEDN
PHONE
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vi. LASTUPDATEDBY
vii. LASTUPDATEDON
6. From the Report Format list, select HTML Table or CSV as the report format.

If the report is in HTML Table format, the report is displayed in a Web page. If the
report is in CSV format, the report is generated as a CSV file and you are prompted
to download the file.

7. Inthe Format Options section, define additional format options as required:

* Enter a title for the report in the Title box.
« Select the report style from the Style list.

The two options are Default and Print. The Default style formats the report
for viewing in a Web page. The Print style formats the report for printing.

* Select Hide Criteria to hide the criteria in the report.

 Select Show Report Date to include the generation date in the generated
report.

* Select Disable Page Header to hide the report header.
« Select Disable Page Footer to hide the report footer.
8. Enter a name for the report definition in the Report Name box.
9. Enter a description for the report definition in the Description box.
10. Click Save .

Creating a new report definition from an existing definition

This method consists of modifying an existing report definition and saving it as a new
definition.

Create a new report definition from an existing definition

1. From the navigation tree, click Phones , and then Report .

The Report List Web page appears, as shown in the figure Figure 237: Report
List on page 338.

2. Select the check box corresponding to the report to copy.
3. Click Copy .

The Report Details Web page appears as shown in the figure Figure 239: Report
Details on page 340.

4. Make the necessary modifications to the report, following step 3 to step 7 of Adding
a new report profile on page 340.

5. Enter a name for the definition in the Report Name box.
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6. Enter a description for the definition in the Description box.
7. Click Save .

Deleting a report definition

1. From the navigation tree, click Phones , and then Report .

The Report List Web page appears, as shown in the figure Figure 237: Report
List on page 338.

2. Select a report profile from the list.
3. Click Delete .

Exporting a report definition

1. From the navigation tree, click Phones , and then Report .

The Report List Web page appears, as shown in the figure Figure 237: Report
List on page 338.

2. Select a report profile from the list.
3. Click Export .
The Bulk Export for Report Profiles Web page appears.
4. Click Download Exported Report Profiles to save it in CSV format.

Importing a report definition
Import a report definition

1. From the navigation tree, click Phones , and then Report .

The Report List Web page appears, as shown in the figure Figure 237: Report
List on page 338.

2. Click Import.

The Import Report Profiles Web page appears, as shown in the figure Figure 242:
Import Report Profiles on page 345.
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Figure 242: Import Report Profiles

The file to be imported should be in csv format as shown in the figure Figure 243:
ImportReportProfile.csv on page 345.
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Figure 243: ImportReportProfile.csv

3. Browse for the file to be imported and click Save to save it in CSV format.
Import progress page appears, including information about the number of report

profiles imported successfully. For more information, see Figure 244: Report Profile
Import Progress on page 345.

Import operation is in progress...

("3

Frograsn bmaseing mpert sl 63 of 70

£3 repen siel 3 Impaten

T ccanataty

Figure 244: Report Profile Import Progress

When the import is complete, the Profile Import Summary Report Web page
appears, as shown in the figure Figure 245: Report Profile Import Summary on
page 345.

Report Profile import Summary

Tote segon® JorBet amd tmmy J4

T ewgcrt goyBes Mpbeg *
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Figure 245: Report Profile Import Summary

4. Click the log file link as shown in the figure Figure 245: Report Profile Import
Summary on page 345.
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The File Download dialog box appears with Open and Save options.
5. Click Open .

The log file appears with the details of the errors for the failed report profiles.

Custom Views

The Custom Views feature allows the user to specify the telephone fields to be displayed on
the Telephone Details Web page. Each field is validated based on the telephone type and
system configuration, before displaying it on the Web page. This applicability checking allows
the view to be independent of telephone type at the time of view configuration.

The Views Web page displays a list of configured views, the name, description, and last
updated date and time. The maximum number of custom views supported by the system is
100. You can perform the following actions on the views.

* Add a view.

« Edit an existing view.

» Copy an existing view.

* Delete a view.

 Apply view to the Telephone Details Web page.

To open the Views Web page on the Element Manager navigator, expand the Phones branch
and then click Views .

The following figure shows the Views Web page.

Maragirg: EM o ntecsbm 547152, 2522

Phonasziiews

Views
Add... Beirgh
I Custom Wiews Cascnpdan Last Uaidaiad
1] alasrbels Cantzins only & usameds inL8er dald sedon FOE-2-00 123802
] j Luth Teafues Cantains only SUTH faaturas in saahuas st P20 123735

3] Hec-Detauk Kevs Cantzing only non defzuly kays Inkeys list Z008-12-02 12:38:07

Figure 246: Views Web page

Adding a custom view

To add a custom view, use the following procedure.

1. Select Phones > Views .
2. On the Views Web page click Add.
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O Important:
The Add button is disabled when the maximum custom views limit is reached.

The View Details Web page appears.

Managing EM o0 ntec-ibm3(47.152.732.2)
EhonessYiewssView Details

View Details
View name % (1.24 characters
Description
* (1-128 characters
Field Selection
General Properties Features Keys Single Line Features User Fietds.

Mwvallable Flelds (23) Selected Fields (0)

ANUM(Attengant Number) -
AOM({Number of key based modules)
CUID_ENTRY{CLID Entry)
CUST(Customer Number)
CUSTOMER(Customer Number)
DBA(Display Based Add-On Support)
DES(1-6 Character Designator)
DiN(Station Directory Number)
FMCL{FMCL)

KBA(Number of key based modules)
KEM{Key Expansion Modules)
MCCL{Max Client Count)

NDID(Node id)

NUMZONE (Numbering Zone)
SETN(Second Terminal Number)

A A w

Figure 247: View Details Web page

3. Enter the name of the view in the View name field.

The name can have a maximum of 24 characters.
4. Enter a description of the view in the Description field.

The description can be a maximum of 128 characters.

Inthe Field Selection section of the Web page, the following five tabs are available:
* General Properties
* Features
* Keys
* Single Line Features
» User Fields

The Available Fields list under each tab contains all fields applicable to the
particular tab.

5. Move the required fields from the Available Fields list on the left side to the
Selected Fields list on the right side.

You can move selected fields, or all fields together, to and from the lists.
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O Important:
You must select at least one field under any of the five tabs.

6. Click Save to save the configuration.

The Views Web page appears with the newly added view.

Editing a custom view

To edit a custom view, use the following procedure.
1. Select Phones > Views .
2. In the Views Web page, click the link of the custom view to be edited.

The View Details Web page appears with the details of the selected custom view.
3. Edit the description in the Description field.

O Important:
You cannot edit the name of the custom view.

4. Add or remove the fields under the tabs as required.
5. Click Save.

The page refreshes to display the Views Web page.

Copying from an existing custom view

To create a copy of an existing custom view, use the following procedure.

1. Select Phones > Views .

2. Select the check box corresponding to the custom view to be copied from the Views
Web page.

3. Click Copy.

O Important:
Select at least one custom view, to enable the Copy button.

The page refreshes to display the View Details Web page with the details of the
selected custom view except the name and description.

4. Type the name for the new custom view in the View name field.
5. Type the description for the new custom view in the Description field.
6. Click Save.
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Deleting a custom view

To delete a custom view, use the following procedure.

1. Select Phones > Views .
2. Select the check box corresponding to the custom view to be deleted.

To delete multiple custom views, select the check boxes corresponding to the
custom views to be deleted.

3. Click Delete.

O Important:
The Delete button is enabled only when at least one custom view is selected.

The system displays a dialog box asking for confirmation to delete the custom
view.

4. Click OK to delete the selected custom view.

Applying custom view to Telephone Details

To apply custom view to Telephone Details, use the following procedure.
1. Select Phones > Search For Phones > Add .

The New Phones Web page appears.
2. Configure the following fields as required.

« Number of phones

» Customer

* Type

 Default value for DES

* Default value for Zone

e Automatically assign TN starting TN

» Automatically assign DN starting DN
3. Click Preview.

The Phone Details Web page appears. The Custom View box is listed with the
available views.

4. Select the required view from the values available in the Custom View drop-down
box.

All views applicable to the selected telephone type is displayed in the list.
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If you select the value All inthe Custom View list, all fields applicable to the selected
telephone type gets listed.

Virtual Office Search and Logout

The user can search for virtually logged in sets, based on idle time criteria and then logout,
based on the duration for which the set is idle. Only those users with LD 117 permission can
perform these operations.

To access the Search For Phones Web page, click Phones in the navigation tree. The user
can search for those virtually logged in sets which are idle for greater than or equal to a
specified time, based on the Idle Time criteria.

For more information on searching for phones, see Search for phones on page 308.

The Logout option enables the user to select phones from the searched phones list, based on
idle time criteria, and log out. This option also is available in the Search For Phones Web page.
The default time out for an idle set is 30 minutes.

For more information on the Virtual Office logged in sets, see Avaya Features and Services
Fundamentals - Book 6 of 6, NN43001-106-B6.

Logout a phone

To logout a phone, use the following procedure.
1. On Search For Phones Web page, search for a phone.
2. Select the check box corresponding to the phone to logout.

You can logout from multiple phones by selecting the corresponding check boxes.
3. Select Logout from the More actions drop down.

350 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Search For Phones

Criteria: | Phone Type

Phones Found (50)

v | value: 1110 -IP Phone 1110

Lists

Advanced

10 » Searc

Results Per Page

Add... [ Import. . Retrieve... Delete | [<More Actions>  +/|

I™ Customer TN. Prime DN Desig ;’:::Le Actions> b
10 096 000 00 E Move
2] 0 096 00001 DEep |Edit

1Save As Template
096 0 00 03

Y 'FTES
4[]0 096000 04 IPTES i
5] 0 096 000 10 P 1110
610 096 000 12 IPTEST 1110

—_— R

aaaa e aaan

Figure 248: Search For Phones Web page

Template

The system asks for a confirmation to logout from the selected phone.

4. Click OK.

The page refreshes to display the Search for Phones Web page with the selected
phones removed from the search result list.

Lists

The Lists feature enables you create, view, edit, and delete lists in the Element Manager. You
can also add and modify lists through a CSV or a web detailed interface. You can import new
lists into the system in the CSV format. To access the list feature you can click the Lists link

of the Phones branch of the Element Manager navigator. The Lists Web page appears, as

shown in the following figure.
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Figure 249: Lists Web page

Using the Lists web page, you can perform the following actions:
* view the lists
 import new lists in CSV format
* export the lists
* add lists
* delete lists
« edit lists
The different types of Lists supported in Element Manager are as follows:
* Speed Call
» System Speed Call
* Group Call
* Group Hunt

In the Lists web page, you get a view of the lists available. To see the details of a particular
list, you can click on the required list number. The corresponding details Web page appears.

If you add, modify, or delete lists information directly from the CLI of the Call Server or from
another Element Manager web page, click the Refresh link on the Lists Web page to see the
updated information about lists.

Use the following procedure to import a list into the Element Manager:
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Importing a List
1. Click Import on the Lists Web page.
The Import Lists Web page appears.

Maraging: 192.1658.209.63 Username: admin2
Lists » Import Listz

Import Lists

Click on Impor button to impor the selected .csv file.
File name: Browse..

Download a sample CSV file

| Cancel ‘

2. Click Browse .

The Choose File dialog box appears.
3. Select the file to be imported.
4. Click Open .

The dialog box closes and the path of the selected file appears in the File name
field.

5. Click Download a sample CSV file if you want to view a valid format of a CSV
file.

6. Click Import .

The processing status of the import appears. When the file is imported, the Lists
web page appears and the details of the new list are displayed with the pre existing
lists.

O Important:

If you try to import a list with an existing number in the Call Server and if the list type in the
csv file is the same as the one configured in the Call Server, the list is updated with the new
values from the csv file.

If you try to import a list with the same list number as that of an existing list but the list type
in the csv file is not the same as on the one configured in the Call Server, the import fails
and Element Manager displays a message that the List number already exists.

The following table is a sample of a CSV file format:
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Table 3: Sample CSV file format

List |Cols [Col 1 |Col 2 Col 3 Col 4 |Col 5 |Col 6
Type

Group 5 List GroupCitrl CustomerNo | EntryNo | DN

call Number

Group 6 List MaxDnSize CustomerNo | ListSize | EntryNo | DN
hunt Number

Speed 5 List MaxDnSize ListSize EntryNo | DN

call Number

System 6 List NetworkCOS | MaxDnSize | ListSize | EntryNo | DN
speed Number

call

To export a list from the Element Manager, you can click on the Export button. The files are
exported in the CSV format.

Use the following procedure to add a Speed Call list.
Adding a Speed Call List

1. Select Speed Call from the drop-down list on the Lists Web page.
The Add button is enabled.
2. Click Add .

The List Details (Speed Call) Web page appears.

Managing: 192.168.209.63 Username: admin2
Lists » List Details

List Details (Speed Call)
Properties
List number: |23 0-8190]
Mumber of lists: |1 w

Multiple identical lists are created with the list number incremented by 1 for each new lis

Maximum DM size: |18 “

List Entries

Click Add to add an entry ta the list

Note: Maximum of 1000 list entriez can be configured.
< >

* Required value._ Save Cancel
3. Type the number of the list in the List number field.

You can give a value between 0 and 8190.

4. Select the number of Speed Calls lists to be created from the drop-down list in the
Number of lists field.
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Default value of the field is 1 .

If you select a value more than one, the system creates the specified number of
identical lists. The list number of each list gets incremented by one from the previous
list number.

5. Select the maximum DN size of the Speed Calls lists to be created from the drop-
down list in the Maximum DN size field.

Default value of the field is 16 .
6. Click Add .

A row for the Entry Number and DN fields appear in the List Entries block.
7. Type the first number for the list entry in the Entry Number field.
8. Type the first DN number for the list entry in the DN field.

To add more rows, you can use the Add button.

You can add up to 1000 list entries for a Speed Call.
9. To remove a list entry perform the following steps:

« Select the check box corresponding the entry to be removed.

The Remove button gets enabled.
* Click Remove .
The selected list entry is removed from the block.
10. Click Save .

The processing status appears. When the list is added successfully , the Lists web
page appears and the details of the new list are displayed with the existing lists.

When the list is added to the Element Manager, the Lists Web page appears and
the new list appears with the existing lists.

Use the following procedure to add a System Speed Call list.

Adding a System Speed Call List

1. Select System Speed Call from the list on the Lists Web page.

The Add button is enabled.
2. Click Add .

The List Details (System Speed Call) web page appears.
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Managing: 192.1658.209.111 Username: admini
Liztz » Lizt Detailz

List Details {System Speed Call)

Properties
List number: |22 0-4095
Mumber of lists: |1 v
Wultiple identical listz are created with the list number incremented by 1 for each new list.
Maximum DN size: |4 A

Metwoark class of service: |82

List Entries

e

Click Add to add an entry to the list.

Note: Maximum of 1000 lizt entriez can be configured.
< >

* Recquired value. Save ‘ Cancel|

Type the number of the list in the List number field.

You can give a value between 0 and 4095.

Select the number of Speed Calls lists to be created from the drop-down list in the
Number of lists field.

Default value of the field is 1 .

If you select a value more than one, the system creates the specified number of
identical lists. The list number of each list gets incremented by one from the previous
list number.

. Select the maximum DN size of the Speed Calls lists to be created from the drop-

down list in the Maximum DN size field.

Default value of the field is 16 .
Type the required value in the Network class of service field.

You can give a value between 0 and 99.

. Click Add .

A row for the Entry Number and DN fields appear in the List Entries block.

8. Type the first number for the list entry in the Entry Number field.

9. Type the first DN number for the list entry in the DN field.

10.

To add more rows, you can use the Add button.

You can add up to 1000 list entries for a System Speed Call.
To remove a list entry perform the following steps:

» Select the check box corresponding the entry to be removed.
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Lists

The Remove button gets enabled.
* Click Remove .

The selected list entry is removed from the block.
11. Click Save .

The page refreshes to show the status of the process. The page displays the
following information:

* Status

* Total call list(s)

e List(s) processed

» Successfully configured

« Failed to configure

e List(s) pending to be processed

When the list is added to the Element Manager, the Lists Web page appears and
the new list appears with the existing lists.

Use the following procedure to add a Group Call list.

Adding a Group Call List

1. Select Group Call from the drop-down list on the Lists Web page.
The Add button is enabled.

2. Click Add .
The List Details (Group Call) web page appears.

Managing: 192.168.209.111 Username: admini
Lists » List Details

List Details (Group Call)

Properties
List number:

Customer number.

Group call control: [T] Control to the originatar

List Entries

Add | [
Click Add to add an entry to the list.

Note: Maximum of 15 lizt entriez can be configured.

< b
* Required value. Save I Cancel‘

3. Type the number of the list in the List number field.
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You can give a value between 0 and 63.
4. Type the customer number for the list in the Customer number field.
You can give a value between 0 and 99.

5. Select the check box corresponding to the field Group Call control if you want to
give control of the list to the originator.

6. Click Add .
A row for the Entry Number and DN fields appear in the List Entries block.

You can add a maximum of 19 list entries.
7. Type the first number for the list entry in the Entry Number field.
8. Type the first DN number for the list entry in the DN field.
To add more rows, you can use the Add button.
9. To remove a list entry perform the following steps:
* Select the check box corresponding the entry to be removed.
The Remove button gets enabled.
* Click Remove .
The selected list entry is removed from the block.
10. Click Save .

The page refreshes to show the status of the process. The page displays the
following information:

* Status

« Total call list(s)

e List(s) processed

» Successfully configured

* Failed to configure

* List(s) pending to be processed

When the list is added to the Element Manager, the Lists Web page appears and
the new list appears with the existing lists.

Use the following procedure to add a Group Hunt list.

Adding a Group Hunt List

1. Select Group Hunt from the drop-down list on the Lists Web page.

The Add button is enabled.
2. Click Add .

The List Details (Group Hunt) web page appears.
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Lists

Managing: 192.168.209.111 Username: admin1
Lists » List Details

List Details (Group Hunt)

Propertics

List number: * (0-8120]

Maximum DN size: |16 v
Customer number,
List Entries
Add
Click Add to add an entry to the list.
Note: Maximum of 35 list entries can be configured.
< >
* Required value. Save Cancel

3. Type the number of the list in the List number field.

You can give a value between 0 and 8190.

4. Select the maximum DN size of the Speed Calls lists to be created from the drop-
down list in the Maximum DN size field.

Default value of the field is 16 .
5. Type the customer number for the list in the Customer number field.

You can give a value between 0 and 99.
6. Click Add .

A row for the Entry Number and DN fields appear in the List Entries block.
7. Type the first number for the list entry in the Entry Number field.
8. Type the first DN number for the list entry in the DN field.

To add more rows, you can use the Add button.

You can add up to 96 list entries for a Group Hunt list.
9. To remove a list entry perform the following steps:

« Select the check box corresponding the entry to be removed.

The Remove button gets enabled.
* Click Remove .

The selected list entry is removed from the block.
10. Click Save .

The page refreshes to show the status of the process. The page displays the
following information:

* Status
* Total call list(s)
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e List(s) processed

» Successfully configured

* Failed to configure

« List(s) pending to be processed

When the list is added to the Element Manager, the Lists Web page appears and
the new list appears with the existing lists.

Perform the following procedure to edit a list.
Editing a List
1. Click the required list from the Lists Web page.
The details page of the particular list appears
2. Edit the values as required.

You can update the values for List types, Group call, Group hunt, Speed call, and
System speed call. For more information about List types, refer Table 4: Editing List
Types on page 360.

3. Click Add to add list entries.
4. To remove any list entries, select the entry and click Remove .

5. Click Save to save the changes made to the list.
Table 4: Editing List Types

List Types Fields
Group call Group call control list entries
Group hunt Maximum DN size list entries
Speed call Maximum DN size list entries
System speed call Maximum DN size network class of service list entries

Deleting a List

1. Select the check box of the list you want to delete.

If you want to delete more than one list, select the check boxes against each list. If
you want to delete all the lists, select the check box corresponding to the List
Number field.

The Delete button gets enabled.
2. Click Delete .
A dialog box appears asking confirmation to delete the list.

3. Click Yes to delete the selected lists.

Status of deleting is displayed as Completed and the Lists Web page is updated
with current information about lists.
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Migration

Migration

Use the Migration Web page to migrate telephone data from Element Manager to Subscriber
Manager. This feature associates the telephone with existing subscribers, or adds a subscriber
and then adds accounts to them.

O Note:

For systems that have migrated to System Manager 6.2, Subscriber Manager has been
replaced with User Profile Management (UPM). There is no automatic migration between
EM (BCC) and UPM as there was between EM and Subscriber Manager for creating the
subscribers. In System Manager 6.2 the EM Migration menu option is not intended to work
in the UPM environment. It is only applicable to UCM deployments.

You can migrate only telephones that have a CPND name configured. During migration, the
system checks with the Subscriber Manager for a subscriber with the same name as the CPND
name in the telephone. Based on the search result, it either adds an account under the existing
subscriber, or creates a new subscriber and then adds an account under it.

To start the Migration, select on the Migration link on the Phones branch of the Element
Manager navigator. The Migration Web page appears as shown in Figure 250: Migration Web
page on page 361.

|»

B e Managing EM on pecrmd 1004172.16.100.2)
-Home Phones 0 Migraton
-Links
=Virtual Terminals Migration
- System
« Marms
- Maintenance Telephomy accounts will be created for all phones. The accounts will be associzted o 3 new or existing
*EUT_EENUIDEHEM =ubscriber dapending on the CPND name configured in the phone.
= Paripheral Equipment CPHND name mismatch: B create new subscriber
+IF Network f the: CPMD name on the phone and the subscriber
+Interfaces name differ, & new subsciber wil be o gated
- Engineered Yalues
+« Emargency Sendces Migrate Cancel
+Geographic Redundancy
+Software
- Customers
-Routes and Trunks.
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Swilched Network
- Flerable Code Restriction
- Incoming Digit Translation
-Phones
-Templates
-Repors
-Properies

Figure 250: Migration Web page

To create a new subscriber when a CPND name mismatch occurs, ensure the Create new
subscriber box is selected.
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When you click Migrate , a confirmation message box appears before the migration starts.

While the migration is in progress, the system displays a status page that provides the current
status of the migration. The page refreshes every 5 seconds with the latest status.

After the migration is complete, the page shows the summary as shown in Figure 251: Migration
Results Web page on page 362.

+System Migration Results
= Customers

+ Routes and Trunks Migration Cormplets

+ Dialing and Numbering Plans

- Phones Mumber of phones to migrate: 10
- Templates ’ ]
- R’epfﬁs Subscriber accounts queued for creation; 3
- Properties Subscribers created 2
= Migration

+ Tools

# Security Subsgcribers failed creaton: 0

Subscriber accounts failed creation: 1

For failures, you need to check the log files..

Cancel

Figure 251: Migration Results Web page

High Scalability

The High Scalability feature centralizes and simplifies the phone configuration processes of
the individual CS 1000 systems that constitute a CS 1000E HS system. This reduces the
administrative effort and ensures data consistency. The user can use the HS-EM to perform
phone operations like add, modify, and delete on different CS 1000 HA Systems, also known
as cores, with the High Scalability feature.

When you launch the System Overview Web page, Common Data is the selected core in the
View drop down . The core Common Data includes all the configurable values that can be
applied commonly across the cores. When Common Data is the selected value, only Template
link is available under Phones in the navigation tree.

The following figure shows the System Overview Web page when Common Data is the
selected core.
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High Scalability

= UCM Network Services Managing: C31000 High Scalability

-Home ( View| Common Data |1|]
- System L\\S

+ Core Equipment -

+IP Metwork System Overview

+Interfaces

SIS VA Installed Components
+Emergency Senices

- Customers | Bulk F'rwision...|

-Routes and Trunks Index  Name LastUpdated P Address  Replication Status

System Ovenview
- Routes and Trunks Common Data Not available Common Data Version: 4021, Release: 634
-D-Channels o) M

- Dialing and Numbering Plans 47.1522322* Notavailable 47.152.232.2 Noreplicated Data Version: 4021, Release: 634
_ Electronic Switched Network 2 shesk ' s e wo '

Phones 2 4715223214 Not available 47.152.232.14 Not available Version: 4021, Release: 634
- Templates @] m

- Security
+Passwords
-HS System
- Common Data Specification
- Common Data Replication Report
- Auditing Service

* Reference Core

Figure 252: System Overview Web page

If you select any other core, other links under Phones appear in the navigation tree.

Launching EM by using reference core in HS EM

1. In the System Overview Web page, select a value from the box corresponding to

the View field.
The page refreshes to display the other links under Phones in the navigation
tree.
- UCM Network Services Managing: CS1000 High Scalabiity i |
- Home %W_ 47152 232 120* v]J
- Links -

=Y¥irual Terminals System Overview
- System

+ Alarms

-Maintenance Installed Components

- Peripheral Equipment

+1F Network | Bulk Provision. |

+Geographic Redundancy

+ Software Index  Mame LastUpdated |P Address Replication Status mm

~  Common Data Mot avallable Common Data Version: 4021, Release: 634 J

- Phones 111 @]

- Templates 2 4L 4 Not available 4715223214  MNoreplicated Data  Version: 4021, Release: 634 J

-Reports 2 O Shmmesesm

- Views f 47.152.232 120* | Mot available 47152232120 Mot available Version: 4021, Release: 634 J

-Lists 30

-Properties * Reference Core

| - Migration
= Tools
+Backup and Restore
- Call Server Initialization
- Date and Time
+Logs and reports
- Security
+Passwords
+Paolicies
+Login Options
- HS System
- Common Data Specification
- Common Data Replication Report
- Auditing Service

Figure 253: System Overview Web page
2. Click Phones.
The Search For Phones Web page appears.

3. To change the core information, select the required value from the View drop down
box.
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The page refreshes to display the System Overview Web page with the selected
value in the View drop down box.
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Chapter 12: Tools

Contents

This chapter contains the following topics for Avaya Communication Server 1000 (Avaya CS
1000):

« Introduction on page 365

« Backup and Restore on page 365

« Call Server Initialization on page 376

 Date and time on page 379

 Logs and Reports on page 393

Introduction

The following Call Server Tools can be accessed through Element Manager:

* Backup and Restore

« Call Server Initialization
« Date and Time

* Logs and Reports

Backup and Restore

The Backup and Restore link of the Tools branch of the Element Manager navigator provides
access to Call Server Backup and Restore functions, as well as Personal Directories Backup
and Restore functions.

The User Admin Fields is backed and restored up as part of the sysbackup/sysrestore
command or Backup/Restore Option from Deployment Manager. This is same for any other
data (keys and features) in Element Manager. Backing up the data is important as the userfields
are not stored on the Call Server.

Element Manager System Reference - Administration March 2013 365



Tools

Call Server

In the Services branch of the Element Manager navigator, click Backup and Restore > Call
Server. The Call Server Backup and Restore Web page opens (see Figure 254: Call Server
Backup and Restore Web page on page 366).

lanaging: 192.167.100.3
Toals » Backup and Restore » Call Server Backup and Restore

Call Server Backup and Restore

Backup Archive Summary
Last Backup Archive: Mot Available
Status: Mot Available
Backup Archive Initiation: Mot Availahle

Backup
Fetfarm a backup ofthe Call Server data to the Call Server's primary and internal backup drives.

Restore
Restore backed up files fram the internal hackup memaory device to the primary memaory device.

Backup Rules
Configure and view the Backup Rules.

Backup Schedules
Configure and view the Backup Schedules.

Figure 254: Call Server Backup and Restore Web page

O Note:
Backup Rules and Backup Schedules are available only on CPP IV and CP PM systems.

O Important:

For information about restoration from a prior-Release Call Server, see Restoration of IP
Telephony Nodes from a prior-Release Call Server on page 369.
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Backup

Backup

To back up the Call Server, click the Backup link on the Call Server Backup and Restore Web

page. The Call Server Backup Web page opens, as shown in Figure 255: Call Server Backup
Web page on page 367.

Managing: 192.167.102.3
Tools » Backup and Restore » Call Server Backup and Restore » Call Server Backup

Call Server Backup

Action satur .

Figure 255: Call Server Backup Web page

Select Backup from the Action drop-down list and click Submit. The Call Server Backup
Waiting Web page opens to indicate that the backup is in progress.

The Backup function invokes a data dump and writes the Call Server data to the primary and
internal backup drives.

The Backup function performs the same task as the EDD CLI command traditionally configured
in LD 43.

A summary of the results of the EDD appears at the bottom of the Call Server Backup Web
page.

Performing manual database replication

To manually invoke the database replication process, select Backup According to Rule from
the Action drop-down list, and click Submit. The Backup Rule Number drop-down list

appears. In the Backup Rule Number drop-down list, enter the Backup Rule number to use
for the restore operation. Click Submit.

For more information on backing up and restoring databases for Geographic Redundancy, see
Avaya System Redundancy Fundamentals, NN43001-507 .
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Restore

The Call Server Restore function restores the backed-up files from the internal backup device
to the primary device. The Restore function performs the same task as the CLI RIB command

traditionally configured in LD 43.
O Important:

For information about restoration from a prior-Release Call Server, see Restoration of IP
Telephony Nodes from a prior-Release Call Server on page 369.

AWarning:

The process to restore data using the Element Manager interface is immediate. There is no
warning or detailed information provided on the specifics of the data to be restored.

Also, note that a "cold start" of the system is required before the restored data is in effect.

Click the Restore link on the Call Server Backup and Restore Web page. The Call Server
Restore Web page opens (see Figure 256: Call Server Restore Web page on page 368).

Managing: 192.167.102.3
Tools » Backup and Restore » Call Server Backup and Restore » Call Server Restore

Call Server Restore

Action | Restors from Backup Data(RES) v

Figure 256: Call Server Restore Web page
Select Restore from Backup Data (RES) in the Action drop-down list, and click Submit.

© Note:

The database for Element Manager IP Telephony is updated immediately after the restore.
Other call server databases require a cold start after the restore.

For information about the server databases and when they were created, select Database
issue and creation date in the Action drop-down list, and click Submit. The information is
displayed in the text area below the command.
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Restoration of IP Telephony Nodes from a prior-Release Call Server

To manually invoke a database restore process, select Restore According to Rule (RSR X
Y) from the Action drop-down list. The Backup Rule Number and Restore Version drop-
down lists appear, as well as the Apply Filtering checkbox.

In the Backup Rule Number drop-down list, enter the Backup Rule number to use for the
restore operation.

For more information on backing up and restoring databases for Geographic Redundancy, see
Avaya System Redundancy Fundamentals, NN43001-507 .

Restoration of IP Telephony Nodes from a prior-Release Call
Server

You can restore Call Servers from prior releases to a Call Server running the current Release.
Before you begin the restore operation, you must delete all of the IP Telephony Nodes, which
exist on the current-Release Call Server. Deleting the IP Telephony Nodes removes the
mapping between the elements and the nodes, so that all elements of the current-Release IP
Telephony Nodes are available to add to the restored nodes. For more information about
management of IP Telephony Nodes, see IP_Telephony Nodes on page 123.

You must remove all elements from the node that are not a part of the current Release
configuration, before you perform Save and Synchronize operations.

Backup Rules

To add or edit a Backup Rule, click the Backup Rules link on the Call Server Backup and
Restore Web page. The Backup Rules Web page opens as shown in Figure 257: Backup Rules
Web page on page 370.
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Managing 192.167.100.3
Tools » Backup and Restore » Call Server Backup and Restore » Backup Rules

Backup Rules

[ Add ] [History | [ Schedules | [ Delete | Refresh
Rule Number Rule Type Rule Name SCS IP Address Versions
@ [l SCS BACKUP1 0.00.0 2

Figure 257: Backup Rules Web page

To view a log of backup attempts, select a Backup Rule and click History . The Backup
History Web page opens. This Web page displays information for each backup attempt based
on the given Backup Rule.

To add a Backup Rule, click Add on the Backup Rules Web page. The Add Backup Rule Web
page opens. To edit a Backup Rule, click the Backup Rule Number. The Edit Backup Rule
Web page opens, as shown in Figure 258: Edit Backup Rule Web page on page 371.
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Backup Schedules

Managing 192.167.100.3
Tools » Backup and Restore » Call Server Backup and Restore » Backup Rules » Edit Backup Rule 1

Edit Backup Rule 1

Rule Type: | Secondary Call Senver

Qnly ane backup rule of type Fixed Media Device or
Removable Media Device can be configured

Rule Name: | BACKUP

ELANIP Address of Secondary CS for Geographic Redundancy: |0.0.0.0

Number of versions kept: | 2 v

Figure 258: Edit Backup Rule Web page
The following Backup Rule Types are available:
* Fixed Media Device
* Protected Fixed Media Device
* Removable Media Device
*FTP

« Secondary Call Server

For more information about how to configure backup rules for Geographic Redundancy, see
Avaya System Redundancy Fundamentals, NN43001-507 .

Backup Schedules

Backup schedules provide the user with the ability to schedule backup operations associated
with a specified backup rule. To add or edit a Backup Schedule, click the Backup
Schedules link on the Call Server Backup and Restore Web page. The Backup Schedules
Web page opens as shown in Figure 259: Backup Schedules Web page on page 372
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Managing 192.167.100.3
Tools » Backup and Restore » Call Server Backup and Restore » Backup Schedules

Backup Schedules

[ #dd [ Automatic Schedules | [ Delete | Reiresh
Schedule Number Rule Number Rule Name Rule Type Frequency Day Hour Minutes
@ i 1 M 1 2 5

Figure 259: Backup Schedules Web page

To add a Backup Schedule, click Add. The Add Backup Schedule Web page opens. To edit a
Backup Schedule, click the Schedule Number. The Edit Backup Schedule Web page opens,
as shown in Figure 260: Edit Backup Schedule Web page on page 373.
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Backup Schedules

Manawing 192.167.100.3
Tools » Backup and Restore » Call Server Backup and Restore » Backup Rules » Backup Schedules » Edit Backup Schedule 1

Edit Backup Schedule 1

Backup Rule: | 1-BACKUP1 w»
Frequency: | Monthly s
Day: |1
Hourz: |2«

Minte:: |5

Figure 260: Edit Backup Schedule Web page

Each backup schedule defines a total of six associated parameters, as follows:

e Backup Schedule Number — up to ten backup schedules can be defined, numbered
from one to ten.

* Backup Rule — specifies the backup rule number associated with this backup schedule.
The backup rule number must be previously configured.

* Frequency — defines how often the scheduled backup operation occurs. The default is
D. Not more than one backup schedule can be defined with Frequency set to the value
A. Options are:

- M (monthly)

- W (weekly)

- D (daily)

- A (automatic — immediately after every EDD)

« Day — specifies the day on which the backup occurs with a default value of SU. When
Frequency is M, the range is 1 to 31 with a default value of 1. This parameter does not
apply when Frequency is set to either of the values D or A. When Frequency is W, the
range is the days of the week as follows:

-SuU
- MO
-TU
- WE
- TH
-FR
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- SA

* Hour — specifies the hour in the day on which the backup occurs. The range is 0 to 23,
with a default of 3. This parameter does not apply when FREQ is set to the value A.

» Minute — specifies the minute in the hour in the day on which the backup occurs. The
range is 0 to 59.

To update Backup Schedules, click Automatic Schedules. The Update Backup Schedules Web
page opens, as shown in Figure 261: Update Backup Schedules Web page on page 374.

Mansgng: 192.167.102.3
Tools » Backup and Restore » Call Server Backup and Restore » Backup Schedules » Update Backup Schedules

Update Backup Schedules

All the Backup Schedules of type Secondary Call Server are scanned and associated Backup Schedules are updated.

Frequency: | Monthly
Day: [1 ~|
Hour: | 1] v
Mimute: 0w
Delay: (3 v

Save || Delete | [ Cancel

Figure 261: Update Backup Schedules Web page

Backup schedules are supported only on CP PIV and CP PM systems. A backup schedule
can be created, modified, deleted, and printed by the respective command options NEW, CHG,
OUT, and PRT.

Personal Directories Backup and Restore

To backup or restore Personal Directories click the Backup and Restore > Personal
Directories link of the Tools branch of the Element Manager Navigator.
O Note:

Element Manager always uses SFTP if it is enabled for the system. You must explicitly
disable SFTP in order to perform backup and restore to FTP servers.

The Personal Directories Backup and Restore Web page opens and shown in the following
figure.
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Personal Directories Backup and Restore

tanaging 172.16.100.2
Todls » Backup and Restors » Personal Direclories Backup and Restors

Personal Directories Backup and Restore

- Personal Directories Backup
- Personal Directories Restore

Figure 262: Personal Directories Backup and Restore Web page

To backup Personal Directories click the Personal Directories Backup link on the Personal
Directories Backup and Restore Web page.

The Personal Directories Backup Web page opens as shown in the following figure.

tanaging 172.16.100.2
Todls » Backup and Restore » Personal Directories Backup and Restore » Persanal Direclories Backup

Personal Directories Backup

Action | Backup 'I Subrnit I Cancel |

Remote backup IP address |
Remote backupuserid |
Remote backup password |
Remote backupfull path |
Remote backup file name |—

Figure 263: Personal Directories Backup Web page

To backup Personal Directories, enter the backup information and click Submit .

To restore Personal Directories click the Personal Directories Restore link on the Personal
Directories Backup and Restore Web page.

The Personal Directories Restore Web page opens as shown in the following figure.
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hsnaging: 172,16,100.2

Tools » Backup and Restore » Personal Directories Backup and Restore » Pearsonal Directories Restore

Personal Directories Restore

ActioanTP from Remote S'rted Submit Cancal I

Remote backup IP address li
Remote backup userid l—
Remote backup password l—
Remote backup full path l—
Remote backupfilename [

Figure 264: Personal Directories Restore Web page

To restore Personal Directories, enter the backup information to restore and click Submit .

For information on Backup and Restore functions of Personal Directories, Personal
Directories on page 185.

Call Server Initialization

The Call Server Initialization page is used to invoke Call Server INI & Call Server SYSLOAD
commands.

Click the Call Server Initialization link in the Tools branch of the Element Manager navigator.
The Call Server Initialization Web page opens, as shown in Figure 265: Call Server Initialization

Web page on page 376.

Call Server Initialization

Comimands executed from this page will reboot the Call Server and the Element Manager user will be logged out

INI ACTIVE SYSLOAD ACTIVE

CPU Information

Disk State : NOT REDUNDANT
Actiaty State ; Active

Health ; 14

Figure 265: Call Server Initialization Web page

To check for the message displayed, roll the mouse over buttons displayed on the page.
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Call Server INI ACTIVE Command

If there is an INI command on the button, then the following message appears, “Restarts the
Application Server”.

Ifitis a SYSLOAD command, then another message appears, “Restarts the Application Server
as well as the Operating System”.

Call Server INI ACTIVE Command

The Call server is a Redundant System or a Split System on the Active side.

Initializing the INI ACTIVE command

1. Click INI ACTIVE .

A confirmation message is displayed.
2. Click OK .

The Call Server is rebooted and the Element Manager user is logged out.

Call Server INI INACTIVE Command

The Call server is Redundant System on the Inactive side.

Initializing the INI INACTIVE command

1. Click INI INACTIVE .

A confirmation message is displayed.
2. Click OK .

The inactive core reboots.

Call Server INI BOTH Command

The Call Server is a CPP Redundant System.
Initializing the INI BOTH command

1. Click INIBOTH .

A confirmation message is displayed.
2. Click OK .
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The Call Server is rebooted and the Element Manager user is logged out.

Call Server SYSLOAD ACTIVE

The Call server is a Redundant System or a Split System on the Active side.
Initializing the SYSLOAD ACTIVE command

1. Click SYSLOAD ACTIVE .

A confirmation message appears.
2. Click OK .

The Call Server reboots and the Element Manager user is logged out.

Call Server SYSLOAD INACTIVE Command

The Call server is Redundant System on the Inactive side.
Initializing the SYSLOAD INACTIVE command

1. Click SYSLOAD INACTIVE .

A confirmation message appears.
2. Click OK .

The inactive core goes for sysload.

Call Server SYSLOAD BOTH Command

The Call Server has a Redundant System.
Initializing the SYSLOAD BOTH command

1. Click SYSLOAD BOTH .

A confirmation message appears.
2. Click OK .

The Call Server reboots and the Element Manager user is logged out.
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© Note:

If the selected command is does not run successfully for any reason, such as an overlay
conflict for example, the following error message appears, “The command was not executed
successfully. Try again.”

Date and time

The date and time management covers the configuration of time synchronization options, as
well as the setting of the actual date and time, and time zone related settings. An important
concept is that there is a recommended configuration for any elements that are part of a CS
1000 system (these are running CS 1000 applications, such as CS, SS, SIPL, PD).

Timezone offsets for distributed phone subscribers is separately configurable through the
Element Manger Branch Office zone configuration. In order to ensure that the configuration for
a CS 1000 system is consistent, the configuration must be done using Element Manager.

The purpose of system-level coordination of the operating system date and time configuration
for all elements of a single CS 1000 system is to facilitate the interpretation of system event
and error messages generated by different elements.

The CS 1000 system level date and time management in Element Manager allows the
configuration of Network Time Protocol (NTP) and Network Time Synchronization (NTS). The
NTS client and NTP usage are mutually exclusive options for the CS 1000 system. A Call
Server may be designated as the NTS master and utilize NTP to synchronize its own time.

In Element Manager, the configuration setting of NTP requires the systemadmin permissions,
whereas setting of the actual date/time clock requires either systemadmin or timeadmin
permissions.

For any other Linux servers that are not part of a CS 1000 system, configuration is done using
Base Manager of UCM. See Avaya Linux Platform Base and Applications Installation and
Commissioning, NN43001-315.

Configuration of time synchronization options performed from Element Manager overrides
those previously performed by CLI, Base Manager, or the install tool on all system elements.
Conversely, if changes are attempted later on at the individual element level that may interfere
with the system time synchronization options chosen at the system level using Element
Manager.

Avaya recommends that you use the ELAN interface for all NTP communication within a
system. This would be to communicate to CS 1000 NTP primary and secondary servers. The
CS 1000 NTP primary and secondary servers would normally communicate with external NTP
clock sources using their TLAN connections. If TLAN is not available, then ELAN would be
used. In all cases, it is necessary to ensure that appropriate routing is in place for
communication between devices. This applies for communication to external sources and also
for communication with CS 1000 NTP primary and secondary servers if the ELAN network
interfaces of devices are on different subnets.
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System time synchronization options

The following are the time synchronization options offered. Only one such option may be
chosen. All configuration for these options is done solely by Element Manager and conveyed
to all system elements.

* NTS client (Call Server as NTS client) can be configured to allow the Call Server to be
synchronized from a ISDN digital trunk D-channel. The Call Server then pushes time
directly to all system elements. An exception is standalone Element Manager, where
Element Manager is not running on an element with any of the Call Server, SS, SIPL, or
PD applications. In such as case, Base Manager must be used to set appropriate time
synchronization, if required, on that element

* NTS Master (Call Server as NTS master) can be configured to allow the Call Server to
act as the NTS Master. This Call Server provides time synchronization to other Call
Servers set up as NTS slaves across MCDN. The system with Call Server as NTS master
may use NTP configuration to maintain time from external time sources or internal
hardware clock of the CS 1000 Primary NTP server.

« CS 1000 system level primary and, optionally, secondary NTP servers are configured on
Linux system elements that are part of this CS 1000 system. The secondary NTP server
would act as a backup for the primary NTP server, and normally synchronize time with
the primary NTP server and then try with other external sources. The default is that the
element on which Element Manager is running is set as the CS 1000 primary NTP server,
but that can be altered. All other Linux system elements (including EM if applicable) will
synchronize to these CS 1000 NTP servers. Configuration is done by EM and pushed to
all Linux elements.

The CS 1000 primary and secondary NTP servers can source their time in two ways:

- The CS 1000 primary and secondary NTP servers use their internal hardware clocks.
The date/time has to be set using Base Manager on the primary (assuming that the
secondary NTP server will sync time from the primary NTP server in normal
operation).

- External NTP clock sources are used. The internal system primary and secondary
NTP servers are synchronized from external clock sources, up to 10, with optional
single key security. The secondary NTP server would normally synchronize with the
primary NTP server, and only synchronized with the external sources if the primary
is not available.

If you use NTP security, all the clock source servers need to have the same private key. This
means that an internal primary NTP server can not use a different key to access an external
server than that which is used for servicing requests from internal clients. The implication is

that if the external connection is to be secured, the internal connections would also have to be
secured using the same single key as the external connections. Also, all the external servers
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need to have the same private key to service the requests from the internal servers or other
Linux NTP clients.

O Note:

In previous releases, the Call Server supported configuration of two external clock sources
with different private keys for each, but only a single private key is supported in
Communication Server 1000 from Release 6.0.

When NTP configuration is done using EM, the ELAN IP addresses of system elements are
obtained from UCM element information and used for the configuration of such elements as
primary or secondary NTP servers.

When NTP is utilized, you must configure each element with time zone and daylight saving
adjustments. Element Manager supports Windows-style selection of time zones. The time
zone you select determines the time zone regions and subregions to be used on Linux system
elements. The configuration associated with the time zone you select is applied to all system
elements

System Date and Time

The System Date and Time Web page offers configuration of the following:

 The ability to configure the Date and Time for the system
* The ability to configure the Time Zone
» The option to configure Network Time Protocol for the system

* The option to configure Network Time Synchronization for the system

O Note:

If there are no time synchronization options currently chosen (i.e., neither NTP nor NTS are
configured) then a warning appears.

Click the Date and Time link in the Tools branch of the Element Manager navigator. The
System Date and Time Web page opens, as shown in Figure 266: System Date and Time Web
page on page 382.
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Managing: 172.16.100.2

System Date and Time

The system clock may be et manually, or synchron|zed with a network time server.

Current System Date and Time

Date: 13 February 2009

Time: 15.56:49
Time Zone
Zone: (GMT-04:00) Atantic Time (Canada)
(wyith Daylight Saving adjustments)
NetworkTimeProtocol

KeylD: 1234
Private Key. s
Primary NTP servar IP: 192.16855 45
Secondary NTP server IP. 19216855 41

Network Time Synchronization

Mode role: NTS Master

Figure 266: System Date and Time Web page

O Note:

Sync Now | Edit.... |

Edit...

Sync Now | Edit... |

Edit...

If NTP is disabled the Sync Now button is disabled, as shown in the following figure:

Tools » Date and Time » System Data and Tine

System Date and Time
The ystem clock may be set manually or synchronized with a network time server
Current System Date and Time
Date: 06 June 2011
Time:04:19:55
Time Zone
Zone: (GMT) Greenwich Mean Time : Dublin, Edinburgh, Lisbon, London
(with Daylight savng adjustments)
Network Time Protocol

Keay ID:Not Configured

Private Key

Primary NTP sarver IP-10.125.254 9
Secondary NTP server IP:10.125.254.17

Network Time Synchronization

Mode rale: NTS Stand Alone

Note:No Time synchronization has been configured

Figure 267: System Date and Time — Sync Now disabled

Element Manager System Reference - Administration
Comments? infodev@avaya.com

Syne Mow

March 2013


mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Current System Date and Time

The System Date and Time Web page summarizes the following sections:

* Current System Date and Time: The time displayed is always the Call Server time.
* Time zone: The time zone configured for the CS 1000 system is displayed

* Network Time Protocol: The NTP server (Primary/Secondary) details are displayed. If
security is configured then the key id and private key are shown (masked), otherwise a
message is displayed with “Not configured".

* NTS configuration is displayed (NTS Master/NTS Slave/NTS Stand-alone).

Current System Date and Time

The Current System Date and Time section displayed on the System Date and Time Web page
displays the current date and time on the CS 1000 Call Server. When you select Edit, you can
manually configure the date and time on the Call Server or NTP server. Manual configuration
of the date and time is not an operation that you would normally perform in the cases where
either NTP or NTS were configured because manual adjustments would be overwritten.

The Sync Now button initiates re-application of the date and time configuration to all elements.
If NTP is in use on the system this results in an immediate synchronization with external NTP
sources and/or the CS 1000 primary NTP server. If NTP is not in use the Sync Now button is
disabled.

If NTP is in use and the Primary NTP server is joined to the security domain, you are redirected
to Base Manager to configure the date and time on the internal Primary NTP server. If NTS is
in use, configure the date and time on the Call Server (in the case of a Linux-based Call Server,
you are redirected to Base Manager).

Use the Edit button in the following scenarios:

« If the system is running as NTS slave then time is set on the Call Server. For a VxWorks
Call Server clicking Edit brings up a new page to set the time. For the CP PM Co-Resident
CS & SS on Linux, the Base Manager of the CS server is opened in a new window.

« If the system is using NTP and the Primary NTP server is not joined to the security domain,
clicking Edit causes the following message to appear:
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System Date and Time

The systen clock may be sel manualy or synchronized with & network time server
Current System Date and Time Sync Now | Edit...
Date: 06 June 2011
Time: 04:19:55
Time ' NTP is being uzed for Lime synchronization o the time has o be sst on the Primary NTP server, This server i not registerad with the Primary UCM.
. Chedk the NTP configuration settings to determine the Primary NTP server and set the time on it using the Base Manager for that server.
Network Time Protocol Sync Now | Edit.. |
Key ID: Not Configured
Private Key. ™
Primary NTP server IP:10.125.2549
Secondary NTP server IP: 1012525417
Network Time Synchronization Edit.

MNode role: NTS Stand Aloné

Figure 268: NTP time synchronization message

« If the system is using NTP and the Primary NTP server is joined to the security domain,
clicking Edit opens the Base Manager time page of the Primary NTP server.

« In the case of NTS master or NTS stand-alone (i.e., NTS disabled), then if NTP is in use
clicking Edit opens the Base Manager time page.

« If time synchronization is not configured, a warning is normally given when accessing the
page. Clicking Edit allows the time on the Call Server to be set. For a VxWorks Call Server
clicking Edit brings up a new page to set the time. For the CP PM Co-Resident CS & SS
on Linux, the Base Manager of the CS server is opened in a new window.

If NTP is being used on the system, then after setting the time, click Sync Now, to immediately
start time synchronization to all elements.

For more information about configuring Date and Time using Base Manager, refer to Avaya
Linux Platform Base and Applications Installation and Commissioning, NN43001-315.

Editing date and time on a VxWorks Call Server

1. Click Edit in the Current System Date and Time section of the System Date and
Time Web page.

The Edit Date and Time Web page opens, as shown in Figure 269: Edit Date and
Time Web page on page 385

2. Enter the Date and Time in the appropriate fields.

3. If necessary enter the value for the Daily Time Adjustment to compensate for a
fast or slow system clock.

4. Click Save .
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Time Zone

The System Date and Time Web page opens with the new time settings.

5. If NTP is being used on the system, click Sync Now to immediately start time
synchronization to all elements.

Tools » System Date and Time » Edit Date and Time

Edit Date and Time

Date
Day: |15 » | Month: | October [ Year 2008
Time
Hours: 111 = Minutes: |10 = Seconds: |18
Daily Time Adjustment

Adjust time of day during the midnight routines to compensate for a fast ar slow system clock

Increment | + | Adjustrent (000 * {0 260 milliseconds)

Figure 269: Edit Date and Time Web page

Time Zone

The Time Zone Web page displays the time zones and lists all the supported zones and UTC
values. The time zone selected is used to set the time on the Call Server and Linux elements.
For the case of a VxWorks Call Server internal mapping is also done of the offset from UTC
and Daylight Saving time start and end dates. For a VxWorks Call Server, the Daylight Saving
time start and end dates will be configured on the Call Server using the internally mapped
values. For Linux devices, the Linux time region Daylight Saving time information is used.

If the time zone selected has automatic Daylight Saving adjustments built in, the text on the
screen indicates that as “(with Daylight Saving adjustments)”, otherwise the text indicates “(no
Daylight Saving adjustments)”. Some time zones (e.g., currently those associated with
Jerusalem and Tehran) have Daylight Saving dates that vary each year. These are not handled
and you must manually change the time zones for these regions upon entering or leaving the
Daylight Saving calendar period. When such time zones are selected, the text on the screen
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indicates “(manual time zone change required when entering or leaving Daylight Saving
period)”.

Editing the Time Zone

1. Click Edit in the Time Zone section of the System Date and Time Web page.
The Time Zone Web page opens as shown in the following figure.

2. Select the Time Zone from the list.

3. Click Save .

The System Date and Time Web page opens with the new time zone setting.

Managing: 192.168.209.122 Username:admin2
Tools » Date and Time » Systern Date and Time » Time Zone

Time Zone

Warning: Altering the time zone may have an impact on system operation. Scheduled tasks may not run when expected, and other time-
dependent application behavior may be affected. Larger time differences may result in system stability issues and security certificate
expiry. Your current management session may be terminated and then it will be necessary to log in again.

Time Zone:

These seitings will be propagated to all servers associated with CS1000 system

Region: | (GMT-02:00) Mid-Atlantic v

*Required value. Save Cancel

Figure 270: Time Zone Web page

Network Time Protocol

386

Prior to CS 1000 Release 6.0, Element Manager used overlay configuration of the Call Server
(CS) on VxWorks to support system level NTP configuration. The NTP configuration only
applied to the CS and all of the VxWorks based Communication Server 1000 system elements
derived their time from the CS through a pbxLink.

You must use Element Manager to configure time synchronization settings that are used on
the Call Server as well as all other system elements. Some settings for polling interval, query
offset, and alarms which were applicable for VxWorks based CS are not offered now, since
the Call Server now synchronizes only with internal system primary or secondary NTP servers,
and not with external clock sources. These settings are hardcoded now and ten minutes for
polling is the mid-range of Linux NTP clients.

If this is the first time that NTP is being configured, after you select the Synchronize System
Clock with NTP check-box, the Ul loads with a default configuration. The default configuration
has the server running Element Manager selected as the internal Primary NTP server, and
internal clock sources (hardware clock on this server) is used. If NTP had been previously
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CS 1000 Linux System Elements

configured on the system, but subsequently disabled then the previous configuration is
displayed.

The default selection for transfer mode is “Secure”. This selection requires the operator to enter
the Key ID and Private key. Only a single key is supported to be applied for NTP protocol
security between external clock sources as well as between internal system NTP servers and
other system Linux elements. Only MD5 authentication is supported for NTP security. Selecting
insecure transfer mode disables the fields for Key ID and Private key and the key data is not
removed.

When you click the Sync Now button in the Network Time Protocol section, a ntpconfig
command is sent to the Linux element with the pre-configured NTP details.

CS 1000 Linux System Elements

The NTP Configurations propagate into all Linux elements associated with the CS 1000
system. Default configuration shows the list of Linux elements registered with the CS 1000
system. Linux elements that are not associated with the CS 1000 system can be added and
removed manually and updates the same for CS 1000 system-level NTP servers.

CS 1000 system-level NTP server(s)

The selection of a primary internal NTP server is mandatory, whereas a secondary internal
NTP server is optional, but recommended when there are two or more Linux based elements
configured in the CS 1000 system.

The secondary internal NTP server's NTP client normally gets its time source from the primary
internal NTP Server. If the Primary internal NTP server does not respond to the Secondary,
then the Secondary gets its time source from the first external NTP server which responds to
polling by the Secondary.

NTP clients running on Linux base elements which are "Not a clock server", as well as on the
VxWorks-based Call Server, get their time source from the Primary internal NTP server, or
from the Secondary internal NTP server, if the Primary does not respond to polling by the other
NTP clients in the CS 1000 system.

If NTP has not already been configured for the CS 1000 system, the default value for is the
ELAN address Element Manager for the system. The drop down boxes for primary and
secondary server IP addresses provide the choice of any Linux server associated with the
given CS 1000 system. ELAN IP’s are always shown even if the hostname is on TLAN.
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© Note:

The Primary and Secondary IP addresses must be different and the system validates the
IP addresses before they are accepted.

External Servers

The selection of External server(s) enables the additional fields labeled “NTP server IP” thereby
allowing the operator to enter the IP addresses of one to ten external clock sources. The
internal system primary and secondary NTP servers are Synchronized with these servers. The
list is an ordered list, such that the first external source listed is contacted first, and if that fails
then move on down the list. If the list is not in correct order then it may be necessary to delete
sources and re-add in desired order. A newly added external server IPs is added to the end of
the list.

If necessary to reach external servers then IP routing configuration may have to be performed
on devices. This would not normally be required for devices that reach external sources by the
TLAN, since the default route for most devices uses the TLAN. An IP route is required if the
ELAN has to be used to reach an external source. The IP routes would have to be performed
on the primary and secondary servers if required, and Base Manager can be used for this
configuration. If external servers are not provided, the primary NTP server will derive its system
clock from its internal hardware clock.

© Note:

The maximum number of Network Time Protocol server IP addresses is ten entries and
these are validated for uniqueness.

Network Time Protocol for High Scalability systems

O Note:

The information in this section applies only to Communication Server 1000 High Scalability
systems, which use Element Manager for High Scalability.

High Availability systems are managed by one instance of Element Manager for High
Scalability. When you select a High Availability system, the navigation menu displays the option
to configure the time synchronization parameters for that system. These parameters include
the time zone, Network Time Protocol configuration, and Network Time Synchronization
configuration.

You must configure Network Time Protocol separately for each core as the configuration
settings are not included with common data. Redundant systems with Element Manager for
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Network Time Protocol configuration

High Scalability and High Availability systems with local Element Manager both support
Network Time Protocol configuration.

© Note:

During Communication Server 1000 software upgrades, NTP configuration settings are
retained only for Element Manager to Element Manager upgrades and not for Element
Manager to Element Manager for High Scalability upgrades.

By default, the Network Time Protocol status for the Primary and Secondary NTP Servers is
not configured. You must choose the Primary and Secondary NTP servers from the list of
automatically generated system elements or the list of elements that have been added
manually. The Element Manager for High Scalability system is not selected by default. If
required, you must add it to the list manually.

For each High Availability system of High Scalability, you must configure the external NTP
clock sources and any security keys separately.

If you use the local Element Manager to configure a core belonging to a High Availability
system, the configuration is consistent with CS 1000 Network Time Protocol configuration, as
described in Network Time Protocol configuration on page 389.

Network Time Protocol configuration

To configure Network Time Protocol, click the Date and Time link in the Tools branch of the
Element Manager navigator. The System Date and Time Web page opens.

Configuring Network Time Protocol
1. Click Edit in the Network Time Protocol section of the System Date and Time Web
page.

The Network Time Protocol Web page opens as shown in Figure 271: Network Time
Protocol Web page on page 391.

2. Select the Synchronize System Clock with NTP box.

O Note:

Clicking this box enables Network Time Protocol configuration otherwise only
synchronization is available.

3. Select Secure .
Secure is the default setting.
4. Enter the Key ID and Private Key.

5. Select Primary and Secondary IP addresses from the lists.

The drop down boxes for primary and secondary server |IP addresses provide the
choice of any Linux server associated with the given CS 1000 system.
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© Note:

If NTP has not been configured for the CS 1000 system, the default value for the
primary server IP address is the ELAN address of the server hosting Element
Manager for the system.

6. To select an external server as a clock source select the External server(s) box.

Selecting External server(s) enables the additional fields labeled “NTP server IP”
which allows you to enter the IP addresses of one to ten external clock sources.

© Note:

Specifying an external NTP clock sources are optional, and if configured, are
used by the local Primary and Secondary NTP servers. If external servers are
not configured then the internal hardware clocks are used on the primary and
secondary NTP servers.

. Enter an external clock source and click Add .

You can add up to ten external clock sources. The list is an ordered list, such that
the first external source listed is contacted first, and if that fails then the next on the
list is used.

O Note:

You may have to perform IP routing configuration to reach external servers. This
would not normally be required for devices that reach external sources by the
TLAN, since the default route for most devices uses the TLAN. Base Manager
can be used for IP route configuration.

. Click Save .

The parameters are transferred to all system Linux elements.
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Network Time Synchronization

Managing: 192.168.55.143 Usemame.admin2

Tools » Date and Time » System Date and Time » Network Time Protoc

Network Time Protocol
Synchronize System Clock with NTP: [
Transfer Mode: & Secure
O Insecure
Key ID:|666 *(1-85535
Private Key: [*(1-18 alpha numeric chars

The length of the private key should be at most 16 characters where #, single quotes and spaces are not

accepted.

CS 1000 Linux system elements

Linux alement IP

System Linux element IP | 192.168.55 140 A
addresses: |192.168.209.122

192.168.209.91 ™

CS1000 system NTP server(s)

Primary NTP server IP address: 192 168.209.92 v
Secondary NTP server IP address:| 192.168.209.101 a

Clock Source: [¥] Edernal server(s)
ITF
Add up to ten external clock sources in arder of priority. The first item in the list will be used first. Enter an
IP Address below and click Add to add itto the bottom of the list
NTP server IP:

External NTP Senversinuse: (2222

*Required value.

Figure 271: Network Time Protocol Web page

Network Time Synchronization

The clock synchronization feature is designed to work on ISDN networks, using D channel
messages. NTS helps to synchronize time across different zones with different time zones for
each. The Call Server is configured in master/stand-alone/slave modes for these zones. The
stand-alone Call Server doesn’t sync up with the master but the slave does sync up with the
master. NTS enables the CS 1000 Call Server to derive its system clock from a Digital Trunk
Signaling Link (DTRL). All of the other Signaling Servers, Media Gateway Controllers, and
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Voice Gateway Media Cards associated with the CS 1000 system derive their system clock
from the Call Server by signaling over the PBXLink. protocol.

Support for NTS has been included in the deployment of Linux based servers. If the CS 1000
Call Server NTS Node Roleis setas NTS slave then NTP and NTS configurations are mutually
exclusive. For roles like stand-alone and master user can configure NTP for the elements to
get time synced from the NTP servers. The Time Delta time adjustment factor keeps the Call
Server at a difference with the master Call Server. This allows the slave Call Server to keep
CS 1000 system time for its local timezone. If there are DST differences between the master
NTS and slave NTS then manual adjustments may be required of the offset as the DST starts/
ends.

You set the customer of the node and Local Virtual DN in charge of synchronizing the switch
(that customer makes and receives the calls to and from the Master/Backup switch). That
customer must already exist, prior to referencing it

If NTS is disabled and NTP is not in effect, then an warning message is shown to the user.

The Network Time Synchronization feature ensures that all time stamps in a network are
synchronized from one source.

Configuring Network Time Synchronization

1. Click Editinthe Network Time Synchronization section of the System Date and Time
Web page.

The Network Time Synchronization Web page opens, as shown in Figure 272:
Network Time Synchronization Web page on page 393.

Select the Node Role form the list.

Select the Customer from the list.

Enter the Local Virtual DN.

Enter the Master/Backup Time Synchronization Number.

Choose the mode: Background (BKGD) or Daily Services Routine (DVCS).

If there are Daylight Saving Time (DST) differences between the master NTS and
slave NTS then manual adjustments may be required of the offset as the DST starts
or ends. Enter the Time Adjustment factor with clock on Master values

8. Click Save.

N o g s~ DN
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Logs and Reports

" Tools »> Date and Time >> Network Time Synchronization

Network Time Synchronization

Node Role: [STDA (Stand-Alone) [ ¥ |
Customer
Local Virtual DN: [ ]
Master/Backup Time I:I
Synchronization Mumber
Mode: (=) Background (BKGD)
(O Daily Senices Routine (DWSC)

Time Delta

Time Adjustment factor with clock on Master

sign [+ [¥] Hour [1 v Minute |1 |¥]

* Required value Save Cancel

Figure 272: Network Time Synchronization Web page

Logs and Reports

To access IP Telephony Node Maintenance Reports click the Logs and Reports > IP
Telephony Nodes link in the Tools branch of the Element Manager navigator. The Node
Maintenance and Reports Web page appears.

For information on IP Telephony Node Maintenance and Reports, see Nodes: Servers, Media
Cards on page 139.

In addition, information about the database status and synchronization are available under the
Reports tab in NRS Manager. For more information on these reports, refer to Avaya IP Peer
Networking Installation and Commissioning, NN43001-313 .

To display information on all IP Phones configured in the system, click the Logs and Reports
> |P Phone Location link in the Tools branch of the Element Manager navigator. The IP Phone
Location Web page opens, as shown in Figure 273: IP Phone Location Web page on

page 394.
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Managing: 192.1467.102.3
Tools » Logs and reports » [P Phone Location

Search for IP Phone Location

Criteria: | All

IP Phones Found (3)

Entry Terminal Prime Tyne State Hardware ID

#a Number DN

|

m
-0
—
m

Public IP

1 96010 8000 1110 REG 180016ca00760MBA23 192,167 103.26:5000
2 96011 8001 1110 REG 180016ca00767 36623 192,167 103.27:5000
3 96013 8004 1140 REG 18001365f682a6625 192.168.249.68:5000

Figure 273: IP Phone Location Web page

e

-
=
o

Results per page 100 v

Location Manual
Description Update

Eefresh

Need  Private
Update |P

First | Prev | Mext | Last

Enter the search criteria in the Search for IP Phone Location section and click Search. The

results matching the criteria entered are displayed in the IP Phones Found section.

Call Server Report

To access the Call Server Report Web page, click the Logs and Reports > Call Server
Report link in the Tools branch of the Element Manager navigator. The Call Server Report

Web page opens as shown in the following figure.
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Call Server Report

Tools = Logs and reports » Call Server Report

Call Server Report

ROPREY ROMNEXT ROSCONVERT
Report Log File Name with F‘al:hl RDOPEN ROSHOWY

Display Latest F!ec.nrdshﬁ RODTAIL
Dlsnlavomestﬂecoruslm RODHEAD
0

Digplay Record Numb9r|13?3 ROGD

Skip Recnrdslﬂ_ Display F-!ecu:umsh_ RD
Skip Records[0 Display Records[1 =] RDS
Start Record Mumber |E|— Display Records m VIEWY
Backup Timea [Huurs)lZU_
Click a button to invoke a command. =

Figure 274: Call Server Report Web page

The following buttons provide one-click access to the following functions:
« RDSCONVERT — Convert a report log file to text
* RDPREV — Open the previous log file
* RDNEXT — Open the next log file
* RDOPEN — Open the latest report file
* RDSHOW — Show a summary of the report file

« RDTAIL — Show x records up to the newest record in the report file (where x is the
configured display size).

« RDHEAD — Show x records starting from the oldest record in the report file (where x is
the configured display size).

To view selected detail data on records in the report file, use the text boxes, the drop-down
lists, and the following buttons:

« RDGO — Displays the record specified in the adjacent text box (where -1 is the oldest
record and 1000 is the most recent).

* RD — Browses the report records. Enter the number of records to skip and the number
of records to display in the adjacent text boxes.
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* RDS — Browses the report records with (symbolic) memory dump. Enter the number of
records to skip, and select the number of records to display using the adjacent text box
and drop-down list.

* VIEW — Views selected records. Enter a starting record number and select the number
of records to view using the adjacent text box and drop-down list. Negative numbers
indicate records previous to the starting record.

Equipped Feature Packages

To view a list of software feature packages, click the Logs and Reports > Equipped Feature
Packages link in the Tools branch of the Element Manager navigator. The Equipped Feature
Packages List Web page opens as shown in Figure 275: Equipped Feature Packages List Web
page on page 396.

Managing: 192.168.209.115
Tools » Logs and reports » Equipped Feature Packages

Equipped Feature Packages

Package Description Package Mame Package Mumber . -
1 Optional Features OPTF 1
2 Multi-Customer Cperation CUST 2
3 Call Detail Recording, Teletype Terminal CDR 4
4 Call Detail Recording, Teletype Terminal cTY 5
5§ Recorded Ahhouncement RAN 7
6 Timeand Date TAD g
7 Do Mot Disturb Individual DNDI 9
8  End-to-End Signaling EES 10
9 Intercept Treatment INTR 11
10 Automatic Number ldentification ANI 12
11 Autoratic Number ldentification, Route Selection ANIR 13
12 Basic Routing BRTE 14
13 Do Mot Disturb Group DNDG 16
14 Make Set Busy MSB 17

13 Special Serice for 2500 Sets 5525 18 2

ftems per page | 100 » | First | Prev | bext | Last

Figure 275: Equipped Feature Packages List Web page

Peripheral Software Version Data

To view a list of Peripheral Software Version Data, including the loadware version of the Media
gateway Controller (MGC) card, click the Logs and Reports > Peripheral Software Version
Data link in the Tools branch of the Element Manager navigator. The Peripheral Software
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System License Parameters

Version Data Web page opens as shown in Figure 276: Peripheral Software Version Data Web
page on page 397.

Peripheral Software Version Data

PSWV Version: 123 MDCS Version:

Extended Network Card {XNET) 23
Carrier Remote IPE Card {LCRI) 02
Extended Peripheral Equipment Controller Card {(XPEC) 41
Multipurpose ISDN Signalling Link Basecode Loadware {MISP) 7
MISP BRI Line Application Loadware (BRIL) 83
MISP BRI Trunk Application Loadware (BRIT) 82
MISP Meridian Packet Handler Application Loadware (MPH) 51
Multipurpose Serial Data Link Basecode Loadware (MSDL) 73
MSDL ASYN Application (SDI) 51
MSDL DCH Application (DCH) T2
MSDL Application Module Link Application {AML) 81
BRSC Basecode (BRSC) 71
BRSC BRI Application (BBRI) 54
UIPE PRI Loadware Application (PRIE) 85
UIPE BRIT Loadware Application (BRIE) a7
MNI2 TR1268 Datafile (NI02) 26
IS0 OSIG PRIZ Interface Datafile {ISIG) 33
NEW ZEALAND Interface Datafile (TCNZ) 13
ETSI Interface Datafile (ETSI) 48
AUSTRIA Interface Datafile (AUS1) 48
DENMARK Interface Datafile (DEN1) 48
FINLAND Interface Datafile (FIN1) 48
GERMANY Interface Datafile (GER1) 53
ITALY Interface Datafile (ITA1) 53 1

Figure 276: Peripheral Software Version Data Web page

System License Parameters

To view a list of System License Parameters, click the Logs and Reports > System License
Parameters link in the Tools branch of the Element Manager navigator. The System License
Parameters Web page opens as shown in the following figure.
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Managing: 192.167.102.3

Toolz » Logs and reports » System License Parameters

System License Parameters

ANALOGUE TELEPHONES
CLASS TELEPHONES
DIGITAL TELEPHONES
DECT USERS

IP USERS

BASIC IP USERS
TEMPORARY IP USERS
DECT VISITOR USER
ACD AGENTS

PCA

ITG ISDN TRUNKS
H.323 ACCESS PORTS
AST

SIP CONVERGED
DESKTOPS

SIP CTITR87

SIP ACCESS PORTS
RAN CON

MUS CON

TNS

ACDN

AML

IDLE_SET_DISPLAY

Sl e use
32767 I2767 0
32767 32767 0
32767 32767 0
32767 32767 (1]
32767 32760 T
32767 32765 2
32767 32767 0
10000 10000 0
32767 32762 5
32767 32762 5
32767 32767 1]
32767 32757 10
32767 32767 0
32767 32765 2
32767 32767 0
32767 32757 10
32767 32767 (1]
32767 32767 0
32767 32713 a4
24000 23998 2

16 14 2
CS1000E PIV
Node 9

Figure 277: System License Parameters Web page

Operational Measurements

398

Procedure steps

Element Manager provides users with regularly scheduled reports on system traffic. Perform
this procedure to access reports.

In the Element Manager navigator tree, open the following folders: Tools, Logs and

Reports, Operational Measurements.

The Figure 278: Operational Measurements on page 399 web page appears.
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System Traffic

Managing: 192.168.209.111 Username: adminZ

Tocls » Logs and reperts » Operational Measuremants

Operational Measurements
Systems accumulate traffic data during normal call pracessing. This data is processed 1o provide regularly scheduled repons
Traffic

Traffic data is collectad on the system, Specific traffic reports are enabled or disabled for inclusion in the collection, Reports are scheduled to
be collected on a houry of half hourdy basis

System Traffic
Enable and disable System(TF3) reports. View and edit system thresholds and report schedule

Customer Tratfic
Enable and disable CustomerTFC) and Custamer Network(TFN) reports. View and edit customer thresholds and report schedule

Traffic Parameters
View and edit Line Load Control parameters and feature key usage information.

Individual Traffic Measurement

View, set and clear the Individual Traffic Measurement{ITH)
Traffic Report Cellection

Enable or disable the traffic report collection

Others
Quality of service
View the QoS IP statistics of an aftribute for 2ones
Bandwidth Management
View bandwidih ulilization for zones

Figure 278: Operational Measurements

System Traffic

Perform this procedure to enable or disable system traffic (TFS) reports. You can also view
and edit system thresholds and reports schedule.

Procedure steps

1. Click System Traffic.
The Figure 279: System Traffic on page 400 web page appears.
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Managng: 192.168.209.111 Usename: admin2

Tools s Logs and reports » Operation ] =,

nis » System Traffic

System Traffic

[ Thresholds | [ Schedule |
[ ReporTitle «
1] Command status links and application madulé link
2[[] D-Channel
[ Dialtone delay
4[] 120N BRI trunk DSL svstem report
¢ 1SDN GF transport
€[] Junctor aroup
7] Weridian packet handler
8] Muylti-purpose ISDN signaling processor DCH management
o] pduiti- ISON =ignalin
1007 Luti- ISDN signaling pr raffi
1100 Metweork
12[] Processorload
1?[:] QoS |P statistics

14[] Sslected terminals
18] Service loops

Figure 279: System Traffic

To view the report, click Report Title. The report window appeatrs.

To enable a report, select a report.
Click Enable. The report is enabled.
To disable a report, select the report.
Click Disable. The report is disabled.

BRepord Number Report Status
TFS008 Enabled
TFS009 Enabled
TFS003 Enabled
TFS014 Enabled
TFS010 Enabled
TFS007 Enabled
TFS015 Enabled
TFS012 Enabled
TFS013 Enabled
TFS011 Enabled
TFS001 Enabled
TFS004 Enabled
TFS016 Enabled
TFS005 Enabled
TFS002 Enabled

To configure Threshold information, click Thresholds. The Thresholds screen

appears.

To configure report schedules, click Schedules. The Report Schedule screen

appears.

For more information about report schedules, see Call Server Traffic Collection

Schedule on page 404.

Customer Traffic

400

1.

Procedure steps

Click Customer Traffic.

The Figure 280: Customer Traffic on page 401 web page appears.

Element Manager System Reference - Administration
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Perform this procedure to enable and disable customer (TFC) and customer network (TFN)
reports. You can also view and edit customer thresholds and display details of the traffic reports
for each customer configured in the system.
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Traffic Parameters

Managing: 192.168.209.111 Username: admin2
Tools » Logs and reports » Oparationsl I

[ nts = Customer Traffic

Customer Traffic

Reports For Customer. |0 ¥

[ Thresholds | [ Schedule | Retresh
[ Report Title a Report Number Repont Status
1] Call blocking dyue to lack of DSP resource TFCO012 Disabled
2] callpark TFC007 Enabled
30 tomer console measurement TFC003 Enabled
4[] Eeature kevusage TFC005 Enabled
€[] Incoming trunk group measurements TFM002 Enabled
&[] Individual console measurament TFCO004 Enabled
7] I1SPC links establishment TFC105 Enabled
&[] Messaging and auxliary processor links TFC008 Enabled
s[] Network sttendant senice TFCO009 Enabled
10] Metwork dass of senice measurements TFNOO2 Disabled
1] Networks TFC001 Enabled
12[7] Radio paging TFCO008 Enabled
12[] Route list measurements TFNOO1 Disabled
14[] Trunks TFC002 Enabled
12[] Use of broadcasting routes set TFC111 Enabled

Figure 280: Customer Traffic

2. To display traffic reports for a customer, select a customer from the Reports For
Customer list.

To enable a report for the selected customer, select the report.
Click Enable.
To disable a report for the selected customer, select the report.
Click Disable.

To configure threshold information for the selected customer, click Thresholds. The
Thresholds screen appears.

N o g s~ w

8. To configure report schedules for the selected customer, click Schedules. The
Report Schedule screen appears.

For more information about report schedules, see Call Server Traffic Collection
Schedule on page 404.

Traffic Parameters

Perform this procedure to view and edit line board control parameters and key feature usage
information for a system.

Procedure steps

1. Click Traffic Parameters.

The Figure 281: Edit Traffic Parameters on page 402 web page appears.
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hanaging: 192.167.100.3
Tools » Logs and reports » Call Server Operationsl Messurements » Edit Traffic Parameters

Edit Traffic Parameters
Line Load Control Level : | off v

Blocked growp members cannot originate internal or trunk calls.

Blocking Probabilities

Feature Key Customer ;|0 »

Customer which will run the feature key measuraments report. Only 1
customer can mun this report at a time_

Figure 281: Edit Traffic Parameters
2. Selecta Line Load Control Level from the list.
3. Enter the Blocking Probabilities.
4. Choose a customer from the Feature Key Customer list.

O Important:
If the line load control level is set to off, the blocking probabilities are disabled.

5. Click Save.

Individual Traffic Measurement

Perform this procedure to view and edit the individual traffic measurement (ITM).

Procedure steps

1. To configure lines and trunks for Individual Traffic Measurement, click Individual
Traffic Measurement.

The Figure 282: Individual Traffic Measurement on page 403 web page opens.

402 Element Manager System Reference - Administration March 2013
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Individual Traffic Measurement

Managing 192.167.102.3

Toolz = Logs and reports » Call Server Operational Measurements » Individual Tratfic Measurement

Individual Traffic Measurement

Add._. Reifresh
[] Tme s Terminal
11 TN 096 0 02 01
20 TN 096 0 02 0O

Figure 282: Individual Traffic Measurement

2. To add a terminal for individual traffic measurement, click Add. The Figure 283: Add

TN on page 403 web page appears.

Managing: 192.167.102.3
Toolz » Logs and reports » Call Server Operational Measurements » Individual Traffic Measurement » Add Terminal

Add TN

TH:

Terminals with [Th set are included in the groups forwhich Line Traffic Measurements are
recorded.

Save Cancel

Figure 283: Add TN
3. To add TNs, type the TN in the TN field.
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O Important:
You can enter up to five TNs and must be separated by a comma.

4. Click Save.

Traffic Report Collection

Perform this procedure to enable or disable the traffic report collection.

O Important:

By default, traffic reports are collected every 30 minutes and are stored locally. Each traffic
report table in the database can hold a maximum of 3 000 records. Once this limitis reached,
old data is deleted so that new reports may be added.

1. Click Traffic Report Collection. The Figure 284: Traffic Report Collection on
page 404 web page appears.

Managing: 192.162.209.111  Username: admin2
Tools s Logs and Reports s Operational ieasuremants s Traffic Regort Collaciion

Traffic Report Collection

When this option is enabled, the traffic reports from the call server are collected every 30 minutes and stored local ¥

Traffic report collection:

Save Cancel

Figure 284: Traffic Report Collection

2. To enable traffic report collection, select the Traffic Report Collection check box.
The traffic report collection is enabled.

3. To disable traffic report collection, clear the Traffic Report Collection check box.
The traffic report collection is disabled.

4. Click Save to save the changes.

Call Server Traffic Collection Schedule

Perform this procedure to configure report schedules for a selected system or a customer.

Procedure steps

1. Click Schedule.
The Figure 285: Report Schedule on page 405 web page appears.

404 Element Manager System Reference - Administration March 2013
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Viewing historic and current traffic reports for system traffic

Managing: 192.168.205.43  Username: admin2
Toals » Logs and reports » Operational Measurements » System Tratfic » Report Schedule

Report Schedule

Traffic will be collected each year from | January  w | |1 » | to | December » || 31 »

Every. [4] Sunday
] Monday
] Tuesday
Flwednesday
] Thursday
[¥] Friday
[¥] saturday

From [ 0:00 s until | 23:00 | hours

Repoding | Every half hour ~

Save || Cancel |

Figure 285: Report Schedule

Select the report collection duration in year.

Select the days check boxes.

From the From and until lists, select the hours for report collection.
From the Reporting list, select the time.

Click Save.

o 0k~ wbd

Viewing historic and current traffic reports for system
traffic

Perform this procedure to view the historic and current traffic reports of each system or network,
configured in the system.

Procedure steps

1. To view the system report, click System . The Figure 286: System Traffic on
page 406 web page appears.

Element Manager System Reference - Administration March 2013 405



Tools

406

Managing: 192,168.209.111 Username: admin2

Tools s Logs and reports s Operational lleasuramants s System Traffic

System Traffic

[ Thresholds | [ Schedule |

[ ReporTitle «
1] Command status links and application module links
2[]) D-Channel
)] Dialtong delay
4[] 1SDN BRI trunk DS, svstem report
[ 1SDN GF transport
6 Junctor aroup
7] Weridian packet handler
o0 - o
(] lult-purpose ISON signaling processor messages
10 Mutti-purpose ISDN signaling processor traffic
1[0 Metwerk
12[]] Processorload
12 QoS IP statistics
147 Selected terminals
15[] Senvice logps

Figure 286: System Traffic

TFS008
TFS009
TFS003
TFS014
TFS010
TFS007
TFS015
TFS012
TFS013
TFS011
TFS001
TFS004
TFS016
TFS005
TFS002

Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled

. Click a Report Title. The Figure 287: System Networks Report on page 406

window appears displaying the current data with the current date and time.

Manraging:
Tools » Logs and reports » rational W remants s Svsbem Traffic » Nefworks Report

192.168.209.191 Username: admin2

System 0 Networks Report

The Networks Report (TFS001) measures intralcop and loop data on Terminal eguipment, Tone and Digit Switch. Multifrequency Sender and
Conference Senice loops.

Diate: 2010-02-03 Time: 2:20 PN

Loop Numbers LoopType  Intraloop FTM  Intraloop CCS Count
i TOWF 1] 0 0
2 1 CONF 1] 0 0
3 4 SUPL 0 0 0
4 12 SUPL 1] 0 0
5 16 TOMF 0 0 0
& 17 CONF 0 0 ]
720 SUPL o 0 0
3 48 SUPL 1] 0 0
9 96 SUPL 1] 0 0

1] 0 0

10 108

SUPL

Figure 287: System Networks Report

4. Click Next, to traverse between the records.
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3. Click Previous, to view the historic data of a particular report type.
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Viewing historic and current traffic reports for customer traffic

Managing: 192.168.209.111  Username: admin2
Tooks » Logs and repons s Qparational easuraments » Sygtem Trafhc » Hetworks Repon

System 0 Networks Report
The Hetworks Report (TFS001) measures intraloop and loop data on Terminal equipment, Tone and Digit Switch, Muttifequency Sender and
Confarance Sendce loops

Date: 2010-03-15 Time: 330 PM

i ~
LoopHumbers loopTipe InialoooFTW IniioopCs fhdionPed  Tolcon  Fatslese  TollioopPeo

10 TOWF 0 0 ] 0 ] 0
2 1 CONF 0 i} i} 1} i} 0
34 SUPL 0 0 0 0 ] 0
4 12 SUPL 0 0 0 0 0 0
5 16 TDKF 0 (1] i} 1] o 0
& 17 COMF 0 0 0 0 ] 0
To20 SUPL 0 0 0 0 0 0
& 48 SUPL 0 0 0 0 1] 0
9 80 SUPL 0 i} i} 0 il 0
10 96 SUPL 0 0 0 0 ] 0
108 SUPL 0 0 0 0 0 0
12 112 SUPL 1] (1] (i} 0 o 0

0 0 ] 0 ] 0

13 128 CONF

Figure 288: System Networks Report

O Important:

The date and time displays the report generated by the call server, which is stored
and retrieved from the database.

5. To view the current data, click View current data.

Viewing historic and current traffic reports for customer
traffic

Perform this procedure to view the historic and current traffic reports of a customer, configured
in the system.

Procedure steps

1. To view the customer report, click Customer Traffic. The Figure 289: Customer
Traffic on page 408 web page appears.
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Managing: 192.468.209.191  Username: admin2

Tools » Logs and reports » Qparationsl Maasurements » Customer Traffic

Customer Traffic

Reports For Customer. |0 V:

[ Thresholds | [ Schedule | Refresh
(] ReportTitle » Report Number Report Statug
1] Call blocking due to lack of DSP resgurce TFC012 Disabled
2] callpark TFC007 Enabled
2] Customer consgle measuremeants TFCO003 Enabled
4[7] Eeature kevusage TFC005 Enabled
€[] Incoming trunk group measurements TFNOO3 Enabled
&[] Individual console measurament TFC004 Enabled
7O I1SPC link: lishment TFC105 Enabled
&[] Messaaqing and awdliary processor links TFCO08 Enabled
s Network aftendant senvice TFC009 Enabled
10[] Network class of senice measurements TFMDO02 Disabled
1] Networks TFCO01 Enabled
12[[] Radio paging TFCO006 Enabled
12[] Route list measurements TFM001 Disabled
14[] Trunks TFC002 Enabled
12[] Use of broadcasting routes set TFC111 Enabled

Figure 289: Customer Traffic

2. ClickaReport Title in one of the reports. The Figure 290: System Customer Feature

Key Usage Report on page 408 window appears displaying the current data with

the current date and time.

Managing: 192.168.209.111 Username: admin
Tools » Logs and réports » Qperationsl Measuremants » Customar Traffic » Feature Kay Usage Report

System 0 Customer 0 Feature Key Usage Report
Feature Key Usage Report (TFC005) looks at pattemns of customer usage

Date: 2010-02-15 Time: 12:22 PK

< Previous
Eeature Numbers

~§ B A R W
W N - O

W om
W0~ U
DDDDGDDGDDDDDQDE

Figure 290: System Customer Feature Key Usage Report

3. Click Previous, to view the historic data of a particular report type.

4. Click Next, to traverse between the records.
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Quality of Service

Managing: 192.168.209.111 Usemame: adming

Tocls » Logs and reports s Qparationsl Maasuramants s Cugtomar Tratfic s Feature Key Usags Report

System 0 Customer 0 Feature Key Usage Report

Feature Key Usage Report (TFCO05) looks at patterns of customer usage

Date: 2010-03-15 Time: 230 PM

((<Previous | [ Hext> |
Esature Nymbars Eeg Count &
1 0 0
2 1 0
3 2 0
s 3 0
] 4 0
5 0
A Cl
g8 7 0
9 8 0
10 10 0
1M 11 0
12 12 0
12 13 0
14 14 0
15 15 0 w

Figure 291: System Customer Feature Key Usage Report

O Important:

The date and time displays the report generated by the call server, which is stored
and retrieved from the database.

5. To view the current data, click View current data.

Quality of Service

Perform this procedure to view the QoS IP statistics of an attribute for a zone.

Procedure steps

To view the Ethernet Quality of Service Diagnostics web page, click Quality of
service. For more information, see Ethernet Quality of Service Diagnostics on
page 83.

Bandwidth Management

Perform this procedure to view bandwidth utilization for zones.
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Procedure steps

To open the Maintenance Commands for Zones web page, click Bandwidth
Management. For more information, see Zone Diagnastics on page 106.
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Chapter 13: Security

The following links are provided under the Security branch of Element Manager:

» Passwords

- System Passwords

- Customer Passwords
* Policies

- Media

- System Keys

- File Transfer

- Port Access Restrictions
* Login Options

- Shell Login

- Access Warning

All information about the Security features available in Element Manager is covered and maintained in
Avaya Security Management Fundamentals, NN43001-604.
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Chapter 14: Certificate Management

Contents

This chapter contains information about the following topics:

* Overview on page 413

« Creating a new certificate request on page 414

* Processing a pending certificate response on page 415

« Deleting a pending certificate request on page 415

« Creating a self-signed certificate on page 416

« Assigning an existing certificate on page 417

 Importing a certificate and its private key on page 417

« Creating a certificate renew request for the current certificate on page 418

« Removing the current certificate on page 418

» Replacing the current certificate on page 419

« Exporting the current self-signed certificate on page 419

« Exporting the current certificate and its private key on page 420

« SSL/TSL security configuration on page 420

Overview

When accessing Element Manager Certificate Management is provided by the Unified
Communication Management (UCM) Common Services. For more information, see Avaya
Unified Communications Management Common Services Fundamentals, NN43001-116 .

This section contains information about the Element Manager SSL/TLS Service Management
Wizard, which guides users through the certificate management and Transportation Layer
Security (TLS) configuration process.
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Creating a new certificate request

When Element Manager is first deployed, no certificate is installed. The TLS service for the
Element Manager is disabled.

Follow the steps in Creating a new certificate request on page 414 to create a new certificate
request.

Creating a new certificate request

1. Log in using the non-secure mode.
2. Click Configure.

The Server Certificate Web page appears.

3. Select the Create a new certificate request to be signed by Certificate
Authority radio button and click Next.

The Name and Security Settings Web page appears.
4. Enter a Friendly Name for the certificate.
5. Select a bit length from the Bit length list.
6. Click Next.

The Organization Information Web page appears.
7. Enter an Organization and Organization Unit and click Next.

The Your Server's Common Name Web page appears
8. Enter a Common Name and click Next.

The Geographical Information Web page appears.
9. Enter a Country/Region.
10. Enter a State/Province.
11. Enter a City/Locality.
12. Click Next.

The Certificate Request Summary Web page appears.

13. Click Commit to download the certificate request to a local file.
The X.509 Certificate Request Web page appears.

14. Click Close to close the wizard.

414  Element Manager System Reference - Administration March 2013
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Processing a pending certificate response

Processing a pending certificate response

The certificate request file is submitted to a Certificate Authority. The Certificate Authority sends
a response in a text file.

Follow the steps in Processing a pending certificate response on page 415 to process the
pending certificate response file.

Processing a pending certificate response

1. Onthe SSL/TLS Service Configuration Web page, click Configure.

The Server Certificate Web page appears.

2. Selectthe Process the pending request and install the certificate option button
and click Next.

The Process a Pending Request Web page appears.
3. Copy the contents of the text file received from the certificate authority.
4. Click Commit.

The Certificate Summary Web page appears.
5. Click Finish.

To verify that the Certificate Authority is trusted by Internet Explorer, choose Tools > Internet
Options > Content > Certificates. The Trusted Certificate Authority List Web page
appears.

If the Certificate Authority is not in the trusted Certificate Authority list of Internet Explorer, a
Security Alert Web page appears when accessing Element Manager using SSL or TLS.

The user must then log in using the secure mode.

Deleting a pending certificate request

Follow the steps in Deleting a pending certificate request on page 415 to delete a pending
certificate request.

Deleting a pending certificate request

1. Onthe SSL/TLS Service Configuration Web page, click Configure.

The Server Certificate Web page appears.
2. Select the Delete the pending request option button and click Next.
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The Delete a Pending Request Web page appears.
3. Click Finish.

Creating a self-signed certificate

Follow the steps in Creating a self-signed certificate on page 416 to create a self-signed
certificate.

Creating a self-signed certificate

1. Onthe SSL/TLS Service Configuration Web page, click Configure.
The Server Certificate Web page appears.

2. Select the Create a new self-signed certificate option button and click Next.
The New Self-Signed Certificate Web page appears.

3. Click Next.

The Name and Security Settings Web page appears.
4. Enter a Friendly Name for the certificate.
5. Select a bit length from the Bit length list.
6. Click Next.
The Organization Information Web page appears.
7. Enter an Organization and Organization Unit and click Next.
The Your Server's Common Name Web page appears.
8. Enter a Common Name and click Next.
The Geographical Information Web page appears.
9. Enter a Country/Region.
10. Enter a State/Province.
11. Enter a City/Locality.
12. Click Next.
The Certificate Request Summary Web page appears.
13. Click Commit.
The X.509 Certificate Request Web page appears.
14. Click Close to close the wizard.

If the Security Alert Web page appears, click Yes.
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Assigning an existing certificate

© Note:

The user can also export the self-signed certificate and distribute it into the trusted
Certificate Authority list of Internet Explorer.

Assigning an existing certificate

To assign an existing certificate to the Element Manager's Web site, follow the steps in
Assigning an existing certificate on page 417.

Assigning an existing certificate

1. Onthe SSL/TLS Service Configuration Web page, click Configure.
The Server Certificate Web page appears.

2. Select the Assign an existing certificate option button and click Next.
The Available Certificate Web page appears.

3. Select a certificate from the list of available certificates and click Next.
The Certificate Summary Web page appears.

4. Click Finish.

Importing a certificate and its private key

Follow the steps in Importing a certificate and its private key on page 417 to import a certificate
and its private key.

Importing a certificate and its private key

1. Onthe SSL/TLS Service Configuration Web page, click Configure.

The Server Certificate Web page appears.

2. Select the Import a certificate and its private key from a PEM encoded file
option button and click Next.

The Import Certificate Password Web page appears.
3. Enter the password of the certificate file and click Commit.

The Import Certificate Web page appears.
4. Copy the contents of the text file received from the certificate authority.
5. Click Commit.
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The Certificate Summary Web page appears.
6. Click Finish.

Creating a certificate renew request for the current
certificate

The X.509 certificate has an expiration date. A warning message is shown if the expiration
date is less than one month away. To create a certificate renewal request, follow the steps in
Creating a certificate renew request on page 418.

Creating a certificate renew request

1. Onthe SSL/TLS Service Configuration Web page, click Configure.
The Server Certificate Web page appears.

2. Select the Create a certificate renew request option button and click Next.
The Certificate Request Summary Web page appears.

3. Click Commit to download the certificate request to a local file.
The X.509 Certificate Request Web page appears.

4. Click Close to close the wizard.

Removing the current certificate

To remove a current certificate, follow the steps in Removing the current certificate on
page 418.

Removing the current certificate

1. On the SSL/TLS Service Configuration Web page, click Configure.

The Server Certificate Web page appears.
2. Select the Remove the current certificate option button and click Next.

The Remove a Certificate Web page appears.

3. Click Finish.
© Note:
All client sessions must be terminated before the removing operation can take
effect.
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Replacing the current certificate

Replacing the current certificate

To replace the current certificate, follow the steps in Replacing the current certificate on
page 419.

© Note:

The security context of the Web SSL service will change to the new certificate when there
is no active HTTPS connection.

Replacing the current certificate

1. Onthe SSL/TLS Service Configuration Web page, click Configure.
The Server Certificate Configuration Wizard Web page appears.

2. Select the Replace the current certificate option button and click Next.
The Available Certificate Web page appears.

3. Select a certificate from the list and click Next.
The Certificate Summary Web page appears.

4. Click Close to close the wizard.

Exporting the current self-signed certificate

When the current certificate is self-signed, it can be exported. Using SSL and TLS protocol,
the certificate file can be used to set up a trust relationship between different parties.

To export the current self-signed certificate, follow the steps in Exporting the current self-signed
certificate on page 419.

Exporting the current self-signed certificate

1. Onthe SSL/TLS Service Configuration Web page, click Configure.

The Server Certificate Configuration Wizard Web page appeatrs.

2. Select the Export the current self-signed certificate option button and click
Next.

The Export Self-signed Certificate Summary Web page appears.
3. Click Download.

The Certificate Content Web page appears. Copy the contents of the text box and
save it as a plain text file. When exporting the self-signed certificate, name the file
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with extension .cer. The file can then be installed in the trusted certificate list of the
client.

4. Click Close to close the wizard.

Exporting the current certificate and its private key

The current certificate and its private key can be exported. A password is required to encrypt
the file. Use the same password that was used to import the file.

Follow the steps in Exporting the current certificate on page 420 to export the current certificate
and its private key.

Exporting the current certificate

1. On the SSL/TLS Service Configuration Web page, click Configure.

The Server Certificate Configuration Wizard Web page appears.

2. Select the Export the current certificate and its private key option button and
click Next.

The Export Certificate Password Web page appears.
3. Enter the password and click Next.
The Export Current Certificate and Private Key Summary Web page appears.

4. Click Download.

The Certificate Content Web page appears. When exporting the certificate and
private key, import the file to another server.

5. Click Close to close the wizard.

SSL/TSL security configuration

When a certificate is installed on Element Manager, the SSL/TLS usage rule is set to "Always"
by default.

If "Always" is selected, all user traffic must use SSL/TLS. If "UserChoice" is selected, users
can choose between secure and non-secure sessions when they log in.

The user can configure the TCP port used by the SSL and TLS service by entering a value in
the SSL/TLS field. The default value is 443.
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Chapter 15: Support

Contents

This chapter contains information about the following topics:
« Introduction on page 421
 Help on page 421

* Release Notes on page 422

Introduction

The following Support features can be accessed through Element Manager:
* Help
* Release Notes

Help

Element Manager provides context-sensitive online Help. To access Help, click the Help link
located in the top right corner of the Element Manager Web pages. The Help Web page shown
in Figure 292: Help Web page on page 422 appears.
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eml - EM - Microsaft Internet Explorer

Fl= Edit ‘iew Favorbes Tools Help

Contents | Index || Search |

Hida | < | Next

2l
=] Bemect Manager - Overview Overview
& @ 5ystem Status Elerment Manager s a simple and user-tendly web-based interface that suppons a broad range of system managerment
3] econliwrahon tasks, including:
) @ pietwork Mummizating Plan
5 @ sottwere Upgrare « configuration and maintenance of IP Peer and IP telephony features
2] mehi,\g » configuration and maintenance of fradifional routes and runks
@ System Uity « configuration and maintenance of numbering plans
5@ A dmiristration » configuration of Call Server dala blocks (such as configuration data, custornear data, Common Equipment data, D-
@ ypport channals)
5 @ 10l

» maintenance commands, system status inquiries, backup and restore funclions
» software download, patch download, patch activation

Elemment Managear has many features to halp administralors manage systems with greatar efciency. Examples are as
Tollows:

« web panes provide 3 single point-of-access 1o parameters that were traditionally svailable through mulliple
overlays.

« parameters are presented in logical groups fo increase ease-ofuse and speed-of-access,

» the “hide or show information” option enables administrators o see Information that relates directly to the task at
hand.

w full-lexd descriptions of parameters and acromms help administrators reduce configuration errors,

s configuration screens offer pre-selected defaulis, drop-down lists, checkboxes, and range values to simplify
response selection

The Element Manager web server resides on the Signaling Server and can be accessed directly through a web browser or
Optiity Telephony Manager (OTH). The OTMW navigator includes integrated links to each neteork systern and their
respeclive instances of Element Manager.

For details about the Succession 1000 Call Server parameters that you can configure and manage, see Software
IrgeCuriput Administration (553-3001-311) and Software inpubCudput Maintenance (553-3001-511).

For details about the IF Line 4.0 oice Gateway parameters that you can configure and manage using, see (P Line:
Description, Instailation, and Operation (553-3001-365).

Figure 292: Help Web page

Release Notes

A Release Note can describe a design change or a product feature that was discovered after
market release. Often, a Release Note describes how to work around a product limitation. Click
the Release Notes link to access the Web-based Helmsman Express application.
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Chapter 16: Appendix A

AWarning:

Do not contact Red Hat for technical support on your Avaya version of the Linux base operating system.
If technical support is required for the Avaya version of the Linux base operating system, contact Avaya
technical support through your regular channels

This section governs the use of the Red Hat Software and any updates to the Red Hat Software, regardless
of the delivery mechanism and is governed by the laws of the state of New York in the U.S.A. The Red
Hat Software is a collective work under U.S. Copyright Law. Subject to the following terms, Red Hat, Inc.
(“Red Hat") grants to the user (“Customer”) a license to this collective work pursuant to the GNU General
Public License. Red Hat Enterprise Linux (the “Red Hat Software”) is a modular operating system
consisting of hundreds of software components. The end user license agreement for each component is
located in the component's source code. With the exception of certain image files identified below, the
license terms for the components permit Customer to copy, modify, and redistribute the component, in
both source code and binary code forms. This agreement does not limit Customer's rights under, or grant
Customer rights that supersede, the license terms of any particular component. The Red Hat Software
and each of its components, including the source code, documentation, appearance, structure and
organization are owned by Red Hat and others and are protected under copyright and other laws. Title to
the Red Hat Software and any component, or to any copy, modification, or merged portion shall remain
with the aforementioned, subject to the applicable license. The “Red Hat” trademark and the “Shadowman”
logo are registered trademarks of Red Hat in the U.S. and other countries. This agreement does not permit
Customer to distribute the Red Hat Software using Red Hat's trademarks. If Customer makes a
commercial redistribution of the Red Hat Software, unless a separate agreement with Red Hat is executed
or other permission granted, then Customer must modify any files identified as “REDHAT-LOGOS” and
“anaconda-images” to remove all images containing the “Red Hat” trademark or the “Shadowman” logo.
As required by U.S. law, Customer represents and warrants that it: (a) understands that the Software is
subject to export controls under the U.S. Commerce Department’'s Export Administration Regulations
(“EAR”); (b) is not located in a prohibited destination country under the EAR or U.S. sanctions regulations
(currently Cuba, Iran, Iraq, Libya, North Korea, Sudan and Syria); (c) will not export, re-export, or transfer
the Software to any prohibited destination, entity, or individual without the necessary export license(s) or
authorizations(s) from the U.S. Government; (d) will not use or transfer the Red Hat Software for use in
any sensitive nuclear, chemical or biological weapons, or missile technology end-uses unless authorized
by the U.S. Government by regulation or specific license; (e) understands and agrees that if it is in the
United States and exports or transfers the Software to eligible end users, it will, as required by EAR Section
740.17(e), submit semi-annual reports to the Commerce Department’s Bureau of Industry & Security
(BIS), which include the name and address (including country) of each transferee; and (f) understands
that countries other than the United States may restrict the import, use, or export of encryption products
and that it shall be solely responsible for compliance with any such import, use, or export restrictions. Red
Hat may distribute third party software programs with the Red Hat Software that are not part of the Red
Hat Software. These third party programs are subject to their own license terms. The license terms either
accompany the programs or can be viewed at http://www.redhat.com/licenses/. If Customer does not
agree to abide by the applicable license terms for such programs, then Customer may not install them. If
Customer wishes to install the programs on more than one system or transfer the programs to another
party, then Customer must contact the licensor of the programs. If any provision of this agreement is held
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to be unenforceable, that shall not affect the enforceability of the remaining provisions. Copyright © 2003
Red Hat, Inc. All rights reserved. "Red Hat" and the Red Hat "Shadowman" logo are registered trademarks

of Red Hat, Inc. "Linux" is a registered trademark of Linus Torvalds. All other trademarks are the property
of their respective owners.
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Chapter 17: Appendix B

Configuring the IPMG in Element Manager

The following procedure describes how to configure the IPMG in Element Manager.

Configuring the IPMG (Element Manager)

1. In Element Manager, select IP Network > Media Gateways.

2. On the Add IPMG page, configure the appropriate Superloop Number and Shelf,
and then click Add.

Managing: 192.168.209.106 Username: admin2

Add IPMG

Choose a Superloop Number: | 0 E and Shelf 0 VJ

3

|78
lan

Figure 293: Add IPMG

3. Configure the IP address, zone number, and the Media Gateway type (in this case,
a Media Gateway Controller), and then click Save.

You can select MGC to automatically fill in the remaining fields.

© Note:

The IP address that you configure here is the same IP address as the one
configured on the MGC in an earlier procedure.

The IPMG Media Gateway Controller (MGC) Configuration Web page appears.
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Mansging 192.167.100.3
Syalam » P Network o Mods Gatewaye » ASD PUMG » PNG 4 0 Nedis Gateway Conbrelier (INGT) ConTiguratio

IPMG 4 0 Media Gateway Controller (MGC) Configuration

- Media Gateway Controller

Hostmame |MGC

Management LAN (ELAN) IP address |'=|ﬁ 167 104 52

Management LAN [ELAN) gatewey IP addreas [192 167104 1

Voice LAN (TLAN) IP address [0000

Voice LAN [TLAN) gateway IP address [000 1

Voice LAM {TLAN) subnet mask (955 255 255 ()
- DEP Daughderboard 1
Type of the DSP Daughternoard [DB3Z =]
Voice LAN (TLAN) IP address (192 167.105 55

Voice LAMN (TLAN) gatewsay IP address 0.0.0.1
Vosce LAN [TLAN) subnat mask 255.255.254.0

Hostname |DE1

- DSP Daughterboard 2
Type of the DSP Daughlerboand IMDH 'I

Voice LAN (TLAN) IP address |; 0.0.0
Volce LAN [TLAN) gateway IF address 0.0.0.1

Figure 294: IPMG Media Gateway Controller (MGC) Configuration Web page

4. Configure the Gateway IP addresses and Voice LAN IP addresses. If the MGC has
DSP daughterboards connected, select the type and enter the IP addresses.

After the configuration is complete the following figure appears.

Fanaging: 102.161.102.3
Sysiem s IF Network » Media Galeways

Media Gateways

Add. |  Digal Timking. | Reboot | Delets | [icre actions

IPMIG P Address

[ 004 oo 192 167 102 2

Figure 295: Media Gateways
The Media Gateways screen lists the superloop and shelf numbers, IP address,
zone, and type of the recently configured MGC.

5. Click the radio-button next to the superloop, and then from the list, select Add VGW
channels.
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Configuring conference TDS

The Add VGW channels Web page appears as shown below.

WManagng: 192.167.100.3
System » P Network » Medin Gateways » VGEW Channels - IPMG 004 00 » Add VGYY channels

Add VGW channels

Multiple VGW channel input number : lﬂ
Trunk data block : lfi
TerminalNumber:’W .
Designator field for trunk W
Extended Trunk : [DSP DB 32 (DB32) ] -

Customer number : lo_;I .
Save Cancel
Figure 296: Add VGW channels Web page

6. On this page, configure the number of required channels, the Terminal Number (the
superloop and shelf numbers of the MGC, the card number, and the unit). Provide
a name and the daughterboard and customer type. Click Save.

The VGW Channels IPMG Web page appears. The MGC is added to the list.

Managing: 182.167.100.3
System » P Network » lledia Galeways » VGW Channels - PMG 004 00

VGW Channels - IPMG 004 00

soc | Delete | wuit-Deiete | Refresh
Terminal No Description Cuslomer
C 00401100 MGC_VGW 0 000
€ 00N MGC_VGW 0 000
O 00401102 MGC_VGW 0 000
001 MGC_VGW 0 000
401108 MGC_VGW 0 000
C 004 011 05 MGC_VGW a ooo
€ 401108 MGC_VGW 0 000
C 004 011 07 WMGC_VGW 0 000
€ p401108 MGC_VGW 0 000
C 004 011 08 WMGC_VGW 0 000

Figure 297: VGW Channels IPMG Web page

Configuring conference TDS

To configure conference TDS for IPMG using Element Manager, complete the following
procedure.
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Configuring conference TDS

1. In the Element Manager screen, select IP Network > Media Gateways.

The Media Gateway Web page appears, as shown in the following figure.

CS 1000 ELEMENT MANAGER

IManaging: 192.167.102.3
System » IP Network » Media Gateways

Media Gateways

Add. | Digital Trunking. | Reboot | Delete | [Wore Actions =1 Refresh
IPMG IP Address Zone Type
e 004 00 192.167.102.2 000 MGC

Figure 298: Media Gateways Web page

2. Onthe Media Gateway Web page, select the IPMG superloop and then click Digital
Trunking.

The Digital Trunking Web page appears, as shown in the following figure.

CS 1000 ELEMENT MANAGER

Managing: 192.167.102.3
System » IP Network » Media Gatewavys » Digital Trunking for IPMG 004 00

Digital Trunking for IPMG 004 00

[ Add ~| |Maintenance | Enable | Disable | Delete

DLOF
PRIZ
DTIZ
DDCs

TDS
Conference
Clock Controller
D-izhannel

MGTDS 004 0
MGTDS 004 0

Figure 299: Digital Trunking for IPMG Web page
3. From the first menu, select TDS to add a TDS loop.

The IPMG TDS Web page appears as shown in the following figure.
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Configuring DSP Daughterboard Voice gateway channels

CS 1000 ELEMENT MANAGER

Managing: 192167.104.53
Syatem » IP Network » Media Gateways » Digital Trunking for IPMG 004 00 » IPMG 004 00 TDS

IPMG 004 00 TDS

TDS Loop Number:lEDD

Figure 300: IPMG TDS Web page
4. Type the TDS loop number (0 — 255).
5. Click Save.

The TDS loop is not available until after you type a loop humber and press TAB to
move the cursor.

6. On the confirmation box, click OK to complete the configuration.

The updated loop configuration page appears and the new Conference loop
appears.

Configuring DSP Daughterboard Voice gateway channels

If the MGC has DSP daughterboards connected, select the type daughterboard and configure
the IP addresses on the IPMG Media Gateway Controller (MGC) Configuration Web page.
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Chapter 18. Appendix C

Avaya 1110 IP Deskphone

The following figure shows the Avaya 1110 IP Deskphone layout.

Feature Status Lamp Visual Alerters
Message Waiting indicator

Handsat
LCD display screan
Speaker Context-sensitive soft keys
. Mavigation keys
Services key S — ; By Message/inbox key
' Enter key
| Goodbye ke

Volume keys E = Bl - Hokdl ey 4

Lina
Expand key

Dialpad

Figure 301: Avaya 1110 IP Deskphone layout

Avaya 1110 IP Deskphone Display Areas

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
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That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.

AVAYA

Upper display area 2333 8e-29 aim;
-information display el R R

Lower display area _
-context-sensitive soft key labels | ™

Figure 302: Avaya 1110 IP Deskphone Display Areas

Avaya 1110 IP Deskphone with Soft Keys 17-19

More
/

Key 17 Key 18 Key 18

Figure 303: Avaya 1110 IP Deskphone with Soft Keys 17-19

Press the More key to access Soft Keys 20-22.
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Avaya 1110 IP Deskphone

Avaya 1110 IP Deskphone with Soft Keys 20-22

AVAYA

2333 83723 Sib0an

Trans Conf Fud Hore..

v

Key 20 Key 21 Key22

Figure 304: Avaya 1110 IP Deskphone with Soft Keys 20-22

More

Press the More key to access the Soft Keys 23-25, 26-28 and 29-31. Note that Soft Keys are
numbered from left to right on each page. Pressing the More key on the last page with Soft
Keys 29-31 will return you to Soft Keys 17-19.

Avaya 1110 IP Deskphone Default Key Values

Table 5: Default Key Values

Key No Value
16 Message Waiting (MWK)
17 Call Transfer (TRN)
18 Party Conference (A06)
19 Forward All Calls (CFW)
20 Ring Again (RGA)
21 Call Park (PRK)
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
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Key No Value
26 Calling Party Number (CPN)

Avaya 1120E IP Deskphone

The following figure shows the Avaya 1120E IP Deskphone layout.

Usar-defined featurs keys

Data message waiting indicator* Message waiting indicator

Handset

High-resolution
graphical display screen

Soft keys

Navigaltion keys
Message/inbox key
Shift'Outbox key

Directory key

Speaker —

Copy key
Services key
Quit/Stop key
Goodbye key
Volume control
Expand to PC key

Headsel key
Hold key

Mute key

Dialpad

Figure 305: Avaya 1120E IP Deskphone Layout

Avaya 1120E IP Deskphone Display Areas

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.
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Avaya 1120E IP Deskphone

Upper display area
liser-gefinad
leatura hay lsbals

Middle display area
Information line

Lewer display area
Soft kay Iabals

Figure 306: Avaya 1120E IP Deskphone Display Areas

Avaya 1120E IP Deskphone with Feature Keys 0-3 and Soft Keys
17-19

Key 17 Key 18 Key 19

Figure 307: Avaya 1120E IP Deskphone with Soft Keys 17-19

Press the More key to access Soft Keys 20-22.
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Avaya 1120E IP Deskphone with Soft Keys 20-22

=

More

Key 20 Key21 Key22

Figure 308: Avaya 1120E IP Deskphone with Soft Keys 20-22

Press the More key to access Soft Keys 23-25, 26-28 and 29-31. Note that Soft Keys are
numbered from left to right on each page. Pressing the More key on the last page with Soft
Keys 29-31 will return you to Soft Keys 17-19.

Avaya 1120E IP Deskphone Expansion Module 1 with Keys 32-49

The Avaya 1120E IP Deskphone can have up to three Expansion Modules which provides up
to 54 additional line/feature keys.

436 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

D00000000000000000

Key 49
Key 48
Keyd7
Keyd6
Keydb
Key 44
Key d3
Keyd2
Keyd1
Key 40
Key 39
Key 38
Key 37
Key 36
Key 35
Key 34
Key 33
Key 32

Avaya 1120E IP Deskphone

Figure 309: Avaya 1120E IP Deskphone Expansion Module 1 with Keys 32-49

Expansion Module 2 contains keys 50-67 and Expansion Module 3 contains keys 68-85.
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Avaya 1120E IP Deskphone Default Keys Value

Table 6: Default Keys Value

Key No Value
16 Message Waiting (MWK)
17 Call Transfer (TRN)
18 Party Conference (A06)
19 Forward All Calls (CFW)
20 Ring Again (RGA)
21 Call Park (PRK)
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
26 Calling Party Number (CPN)

Avaya 1140E IP Deskphone

The following figure shows the Avaya 1140E IP Deskphone layout.
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Avaya 1140E IP Deskphone

User-defined featura keys

Data message waiting indicator Message waiting indicator

Handset

High-resolution
graphical display screen

Speaker
Soft keys
GCopy key Messaga/inbox key
Services key Shift'Outbox key
Quit/Stop key [irectary key
Goodbye key

Volume control
Expand to PC key

Mute key e CE R 7~ ; Headset key

Handsfres Hald key

Navigation keys

Dialpad

Figure 310: Avaya 1140E IP Deskphone Layout

Avaya 1140E IP Deskphone Display Areas

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.
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Figure 311: Avaya 1140E IP Deskphone Display Areas
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Avaya 1140E IP Deskphone

Avaya 1140E IP Deskphone with Feature Keys 0-5 and Soft Keys
17-19

Key &
Key 4
Key 3

More

[ P o pr—y pm—y —

Key 17 Key 18 Key 19

Figure 312: Avaya 1140E IP Deskphone with Soft Keys 17-19

Press the Shift/Outbox key to access Feature Keys 6-11.
Press the More key to access Soft Keys 20-22.
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Avaya 1140E IP Deskphone with Soft Keys 20-22

More

Figure 313: IP Phone 1140E with Soft Keys 20-22

Press the Shift/Outbox key to return to Feature Keys 0-5
Press the More key to access Soft Keys 20-22.
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Avaya 1140E IP Deskphone

Avaya 1140E IP Deskphone with Soft Keys 20-22

Set busy activated

! 1] ]

Key 20 Key 21 Key 22

Figure 314: IP Phone 1140E with Soft Keys 20-22

Press the More key to access Soft Keys 23-25, 26-28 and 29-31. Note that Soft Keys are
numbered from left to right on each page. Pressing the More key on the last page with Soft
Keys 29-31 will return you to Soft Keys 17-19.

Avaya 1140E IP Deskphone Expansion Module 1 with Keys 32-49

The Avaya 1140E IP Deskphone can support up to 54 additional line/feature keys with 3
Expansion Modules. Using the Shift key functionality and one Expansion Module, it can provide
up to 36 additional line/feature keys. With more than one Expansion Module connected, the
Shift key functionality does not affect the Expansion Module since the maximum number of
line/feature keys is already available.

Expansion Module 2 contains keys 50-67 and Expansion Module 3 contains keys 68-85.
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Figure 315: IP Phone 1140E Expansion Module 1 with Keys 32-49

Expansion Module 2 contains keys 50-67 and Expansion Module 3 contains keys 68-85.
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Avaya 1150E IP Deskphone

Avaya 1140E IP Deskphone Default Keys Value

Table 7: Default Keys Value

Key No

Value

16

Message Waiting (MWK)

17

Call Transfer (TRN)

18

Party Conference (A06)

19

Forward All Calls (CFW)

20

Ring Again (RGA)

21

Call Park (PRK)

22

Ringing Number Pick-up (RNP)

24

Privacy Release (PRS)

25

Charge Account (CHG)

26

Calling Party Number (CPN)

Avaya 1150E IP Deskphone

The following figure shows the Avaya 1150E IP Deskphone Default Agent Key
Configuration.
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Figure 316: Avaya 1150E IP Deskphone Default Agent Key Configuration
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Avaya 1150E IP Deskphone

Avaya 1150E IP Deskphone Supervisor Key Configuration
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Figure 317: Avaya 1150E IP Deskphone Supervisor Key Configuration

Avaya 1150E IP Deskphone Display Areas

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.

Key numbers 12-15 are used for the ACD fixed features but they can be programmed for
different functions.
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Figure 318: Avaya 1150E IP Deskphone Display Areas

ACD default Agent fixed feature keys

Key number Response Description
Key 12 NRD Not Ready
Key 13 MSB Make Set Busy
Key 14 ASP Call Supervisor
Key 15 EMR Emergency

Supervisor fixed feature keys

Key number Response Description

Key 12 oBv Observe Agent
Key 13 RAG Call Agent

Key 14 AAG Answer Agent

Key 15 AMG Answer Emergency

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.
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Avaya 1150E IP Deskphone

Avaya 1150E IP Deskphone with Feature Keys 0-5 and Soft Keys
17-19
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Figure 319: Avaya 1150E IP Deskphone with Soft Keys 17-19

Press the Shift/Outbox key to access Feature Keys 6-11.
Press the More key to access Soft Keys 20-22.
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Avaya 1150E IP Deskphone with Soft Keys 6-11

More

Figure 320: Avaya 1150E IP Deskphone with Soft Keys 6-11

Press the Shift/Outbox key to return to Feature Keys 0-5
Press the More key to access Soft Keys 20-22.
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Avaya 1150E IP Deskphone
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Figure 321: Avaya 1150E IP Deskphone with Soft Keys 20-22

Press the More key to access Soft Keys 23-25, 26-28 and 29-31. Note that Soft Keys are
numbered from left to right on each page. Pressing the More key on the last page with Soft
Keys 29-31 will return you to Soft Keys 17-19.

Avaya 1150E IP Deskphone Expansion Module 1 with Keys 32-49

The Avaya 1150E IP Deskphone can support up to 54 additional line/feature keys with 3
Expansion Modules. Using the Shift key functionality and one Expansion Module, it can provide
up to 36 additional line/feature keys. With more than one Expansion Module connected, the
Shift key functionality does not affect the Expansion Module since the maximum number of
line/feature keys is already available.

Expansion Module 2 contains keys 50-67 and Expansion Module 3 contains keys 68-85.
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Figure 322: Avaya 1150E IP Deskphone Expansion Module 1 with Keys 32-49

Expansion Module 2 contains keys 50-67 and Expansion Module 3 contains keys 68-85.
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Avaya 1210 IP Deskphone

Avaya 1150E IP Deskphone Default Keys Value

Table 8: Default Keys Value

Key No

Value

16

Message Waiting (MWK)

17

Call Transfer (TRN)

18

Party Conference (A06)

19

Forward All Calls (CFW)

20

Ring Again (RGA)

21

Call Park (PRK)

22

Ringing Number Pick-up (RNP)

24

Privacy Release (PRS)

25

Charge Account (CHG)

26

Calling Party Number (CPN)

Avaya 1210 IP Deskphone

The following figure shows the Avaya 1210 IP Deskphone layout.
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Figure 323: Avaya 1210 IP Deskphone Layout

The Avaya 1210 IP Deskphone has five fixed call-processing keys (hold, goodbye, handsfree,
headset, mute), four context-sensitive soft keys, and two specialized fixed keys (Services and
Message).

Context-sensitive soft keys are below the display area. The LCD label above each key changes
based on the active feature.

The Services key is used to access various phone options, such as changing the ring type.

Double-press the Services key to access the Local Tools menu, and use the navigation keys
to make a selection.

Press the Navigation keys to scroll through menus and lists that appear on the display screen.
The outer part of this key cluster rocks for up, down, left, and right movements.

Press the Enter key, at the center of the Navigation key cluster, to confirm menu selections.

In most menus, you can press the Enter key instead of the Select soft key.
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Avaya 1220 IP Deskphone

Avaya 1210 IP Deskphone Default Keys Value

Table 9: Default Keys Value

Key No

Value

16

Message Waiting (MWK)

17

Call Transfer (TRN)

18

Party Conference (A06)

19

Forward All Calls (CFW)

20

Ring Again (RGA)

21

Call Park (PRK)

22

Ringing Number Pick-up (RNP)

24

Privacy Release (PRS)

25

Charge Account (CHG)

26

Calling Party Number (CPN)

Avaya 1220 IP Deskphone

The following figure shows the Avaya 1220 IP Deskphone layout.
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Figure 324: Avaya 1220 IP Deskphone Layout

The Avaya 1220 IP Deskphone has six specialized fixed keys (quit, directory, message, redial,
services, and applications), six fixed call-processing keys (hold, goodbye, handsfree, headset,
mute, and conference), and four context-sensitive soft keys. The Avaya 1220 IP Deskphone

also has six programmable DN/feature keys.

The keys on either side of the display area are programmable keys with labels on the LCD
display. The system administrator programs these keys as memory, line, or intercom keys.
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Avaya 1220 IP Deskphone

Avaya 1220 IP Deskphone Programmable/DN Feature keys
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Figure 325: Avaya 1220 IP Deskphone Programmable/DN Feature keys

Context-sensitive soft keys are located below the display area. The LCD label above each key
changes based on the active feature.

The Services key is used to access various phone options, such as changing the ring type.
Double-press the Services key to access the Local Tools menu, and use the navigation keys
to make a selection.

Press the Navigation keys to scroll through menus and lists that appear on the display screen.
The outer part of this key cluster rocks for up, down, left, and right movements

Press the Enter key, at the center of the Navigation key cluster, to confirm menu selections.
In most menus, you can press the Enter key instead of the Select soft key.

The Avaya 1220 IP Deskphone supports up to four LCD 12- Key Self-Labeling Expansion
Modules.
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LCD Expansion Module:12-Key Self-Labeling
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Figure 326: LCD Expansion Module:12-Key Self-Labeling
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Avaya 1230 IP Deskphone

Avaya 1220 IP Deskphone Default Keys Value

Table 10: Default Keys Value

Key No

Value

16

Message Waiting (MWK)

17

Call Transfer (TRN)

18

Party Conference (A06)

19

Forward All Calls (CFW)

20

Ring Again (RGA)

21

Call Park (PRK)

22

Ringing Number Pick-up (RNP)

24

Privacy Release (PRS)

25

Charge Account (CHG)

26

Calling Party Number (CPN)

Avaya 1230 IP Deskphone

The following figure shows the Avaya 1230 IP Deskphone layout.
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Figure 327: Avaya 1230 IP Deskphone layout

The Avaya 1230 IP Deskphone has six specialized fixed keys (quit, directory, message, redial,
services, and applications), six fixed call-processing keys (hold, goodbye, handsfree, headset,
mute, and conference), and four context-sensitive soft keys. The Avaya 1230 IP Deskphone
also has twenty programmable feature keys: ten keys for user-defined feature key labels and
ten lines/features that can be accessed through Second Page Functionality.

The keys on either side of the display area are programmable keys with labels on the LCD
display. The system administrator programs these keys as memory, line, or intercom keys.

Programmable/DN Feature keys

First page of programmable/DN feature keys.
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Avaya 1230 IP Deskphone
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Figure 328: Programmable/DN feature keys (first page)

Second page of programmable/DN feature keys.
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Figure 329: Programmable/DN feature keys (second page)

Context-sensitive soft keys are below the display area. The LCD label above each key changes
based on the active feature. The Services key is on the bottom left of the display area and is
used to access various phone options, such as changing the ring type.

Double-press the Services key to access the Local Tools menu, and use the navigation keys
to make a selection

Press the Navigation keys to scroll through menus and lists that appear on the display screen.
The outer part of this key cluster rocks for up, down, left, and right movements.

Press the Enter key, at the center of the Navigation key cluster, to confirm menu selections. In
most menus, you can press the Enter key instead of the Select soft key.

The 10 keys on either side of the LCD are self-labeled line/programmable feature keys, with
labels on the LCD. These keys also function as line (DN) keys. These keys are numbered 0
— 9 for the first feature key page. Press the Left or Right arrow keys to access the second

page of feature keys (Second Page Functionality). The keys on the second feature key page
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are numbered from 10 — 15, and the last four are numbered 27 — 30. Keys 17 — 26 are

reserved for soft keys.

Key 0 is the primary DN key. Keys 1 — 15 and 27 — 30 can be configured with any DN or
feature key supported on IP phones except for Message Waiting, which must be configured

on Key 16.

The Avaya 1230 IP Deskphone supports up to four LCD 12-Key Self-Labeling Expansion

Modules.

LCD Expansion Module:12-Key Self-Labeling

——Key 43 (55, 67, 79)
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Key 40 (52, 64, 76)
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—Key 35 (47, 59, 71)
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Figure 330: LCD Expansion Module:12-Key Self-Labeling
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Avaya 1230 IP Deskphone Default Key Values

Table 11: Default Key Values

IP Phone 2001

Key No

Value

16

Message Waiting (MWK)

17

Call Transfer (TRN)

18

Party Conference (A06)

19

Forward All Calls (CFW)

20

Ring Again (RGA)

21

Call Park (PRK)

22

Ringing Number Pick-up (RNP)

24

Privacy Release (PRS)

25

Charge Account (CHG)

26

Calling Party Number (CPN)

IP Phone 2001

The following figure shows the IP Phone 2001 layout.
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Figure 331: IP Phone 2001 Layout

IP Phone 2001 Display Areas

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.
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Figure 332: IP Phone 2001 Display Areas

IP Phone 2001 with Soft Keys 17-19

Mare

Key 1T Key 18 Key 19

Figure 333: IP Phone 2001 with Soft Keys 17-19

Press the More key to access Soft Keys 20-22.
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IP Phone 2001 with Soft Keys 20-22

HKew 20 HKew 21 HKey 22

Figure 334: IP Phone 2001 with Soft Keys 20-22

. More

Press the More key to access Soft Keys 23-25, 26-28 and 29-31. Note that Soft Keys are
numbered from left to right on each page. Pressing the More key on the last page with Soft
Keys 29-31 will return you to Soft Keys 17-19.

IP Phone 2001 Default Keys Value

Table 12: Default Keys Value

Key No

Value

16

Message Waiting (MWK)

17

Call Transfer (TRN)

18

Party Conference (A06)

19

Forward All Calls (CFW)

20

Ring Again (RGA)

21

Call Park (PRK)

22

Ringing Number Pick-up (RNP)

24

Privacy Release (PRS)

25

Charge Account (CHG)

26

Calling Party Number (CPN)

IP Phone 2002

The following figure shows the IP Phone 2002 layout.
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IP Phone 2002
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Figure 335: IP Phone 2002 Layout

IP Phone 2002 Programmable Line (DN)/Feature Key and Soft Key
Labels

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.
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Figure 336: IP Phone 2002 Programmable Line (DN)/Feature Key and Soft Key Labels

IP Phone 2002 with Feature Keys 0-3 and Soft Keys 17-19
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Figure 337: IP Phone 2002 with Feature Keys 0-3 and Soft Keys 17-19

Press the More key to access Soft Keys 20-22.
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IP Phone 2002

IP Phone 2002 with Soft Keys 20-22
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Figure 338: IP Phone 2002 with Soft Keys 20-22
Press the More key to access Soft Keys 23-25, 26-28 and 29-31. Soft Keys are numbered from

left to right on each page. Pressing the More key on the last page with Soft Keys 29-31 will
return you to Soft Keys 17-19.
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IP Phone 2002 Key Expansion Module 1 with Keys 32-55
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Figure 339: IP Phone 2002 Key Expansion Module 1 with Keys 32-55
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The IP Phone 2002 can have up to 54 additional line/feature keys with 3 IP Phone Key
Expansion Modules (KEM). The IP Phone 2002 does not support Shift key functionality

KEM 2 contains keys 56-79

IP Phone 2002 Default Keys Value

470

Table 13: Default Keys Value

Key No

Value

16

Message Waiting (MWK)
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IP Phone 2004

Key No Value
17 Call Transfer (TRN)
18 Party Conference (A06)
19 Forward All Calls (CFW)
20 Ring Again (RGA)
21 Call Park (PRK)
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
26 Calling Party Number (CPN)

IP Phone 2004

The following figure shows the IP Phone 2004 layout.

Programmabie line [DN)Teature keys (seli-labeled)

CGoodbye key
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Hold hey Incoming call indicator

Handwet - ? - AVAYA Primary Direciory
Number key
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Multi-field LCD
Dialpad display screen
Handsfre= LED Soft keys
| sl el i)
Handsfree key
Expand to PC key
Copy key
LED Sernces key
Volume Headet K N tion ke
control bar e v .
Mute Key Outbow/Shift key
Directory key Message (inbox) key
Cuil key

Figure 340: IP Phone 2004 Layout
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IP Phone 2004 Programmable Line (DN)/Feature Key and Soft Key
Labels

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.

Programmable
line (DN)/
feature keys
[self-labeled)

Soft keys
(self-lakeled)

Figure 341: IP Phone 2004 Programmable Line (DN)/Feature Key and Soft Key Labels
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IP Phone 2004

IP Phone 2004 with Feature Keys 0-5 and Soft Keys 17-19

Key 4 - Key 1

More

Key 17
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Figure 342: IP Phone 2004 with Feature Keys 0-5 and Soft Keys 17-19

Press the Shift/Outbox key to access Feature Keys 6-11.
Press the More key to access Soft Keys 20-22.
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IP Phone 2004 with Feature Keys 6-11

Key®
Key7
Key €

More

Figure 343: IP Phone 2004 with Feature Keys 6-11

Press the Shift/Outbox key to return to Feature Keys 0-5
Press the More key to access Soft Keys 20-22.
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IP Phone 2004
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Figure 344: IP Phone 2004 with Soft Keys 20-22

Press the More key to access Soft Keys 23-25, 26-28 and 29-31. Note that Soft Keys are
numbered from left to right on each page. Pressing the More key on the last page with Soft
Keys 29-31 will return you to Soft Keys 17-19.

IP Phone 2004 Key Expansion Module 1 with Keys 32-55

The IP Phone 2004 can support up to 54 additional line/feature keys with 3 Key Expansion
Module (KEM) or with one KEM using the Shift key functionality Key. With two IP Phone KEMs
connected, the Shift key functionality does not affect the IP Phone KEMs since the maximum
number of line/feature keys is already available.

KEM 2 contains keys 56-79.
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Figure 345: IP Phone 2004 Key Expansion Module 1 with Keys 32-55
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IP Phone 2004 Default Keys Value
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Table 14: Default Keys Value

Key No

Value

16

Message Waiting (MWK)

17

Call Transfer (TRN)

18

Party Conference (A06)

19

Forward All Calls (CFW)

20

Ring Again (RGA)

21

Call Park (PRK)
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Avaya 2007 IP Deskphone

Key No Value
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
26 Calling Party Number (CPN)

Avaya 2007 IP Deskphone

The following figure shows the Avaya 2007 IP Deskphone layout.
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Figure 346: Avaya 2007 IP Deskphone Layout

Avaya 2007 IP Deskphone Application Areas

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.
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Figure 347: Avaya 2007 IP Deskphone Application Areas

Avaya 2007 IP Deskphone with Feature Keys 0-5 and Soft Keys
17-19
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Figure 348: Avaya 2007 IP Deskphone with Feature Keys 0-5 and Soft Keys 17-19

Press the More key to access Soft Keys 20-22.

Press the Outbox key to access Feature Keys 6-11.
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Avaya 2007 IP Deskphone

Avaya 2007 IP Deskphone with Feature Keys 6-11
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Figure 349: Avaya 2007 IP Deskphone with Feature Keys 6-11

Press the More key to access Soft Keys 20-22.

Press the Outbox key to return to Feature Keys 0-5.
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Avaya 2007 IP Deskphone with Soft Keys 20-22
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Figure 350: Avaya 2007 IP Deskphone with Soft Keys 20-22

Press the More key to access Soft Keys 23-25, 26-28 and 29-31. Note that Soft Keys are
numbered from left to right on each page. Pressing the More key on the last page with Soft

Keys 29-31 will return you to Soft Keys 17-19.

Avaya 2007 IP Deskphone Default Keys Value

Table 15: Default Keys Value

Key No Value
16 Message Waiting (MWK)
17 Call Transfer (TRN)
18 Party Conference (A06)
19 Forward All Calls (CFW)
20 Ring Again (RGA)
21 Call Park (PRK)
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
26 Calling Party Number (CPN)
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Avaya 2033 IP Conference Phone

Avaya 2033 IP Conference Phone

The following figure shows the Avaya 2033 IP Conference Phone.

Microphone
(hidden)

Status indicator LEDs Speaker

LCD display screen
MNavigation keys

Message (Inbox) key 4 Services key

Hold key |

Microphone Microphone

Soft keys (self-labeled) Volume control keys

Mute key

|— Dialpad

Figure 351: Avaya 2033 IP Conference Phone Layout

Goodbye key

Avaya 2033 IP Conference Phone Display Areas

The Message Indication key is assigned to key 16. Keys numbered 17 to 31 are the soft keys
below the display area. Keys 27-31 are reserved for future feature implementation.

Local Cirectory Number

Cate/Time Display

Zall Party information

Feature Status information - -
Soft key labels i CLE | DELETE ] CaNCEL

Soft keys (seli-labeled}

Figure 352: Avaya 2033 IP Conference Phone Display Areas
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Avaya 2033 IP Conference Phone with Soft Keys 17-19

Figure 353: Avaya 2033 IP Conference Phone with Soft Keys 17-19

DELETE

Key 17 Key 18 Key 19

Use the Shift (>>) key to navigate through the layers of functions. If there are only three
functions assigned to the soft keys, the Shift (>>) key does not appear and all three functions
are displayed.

Avaya 2033 IP Conference Phone Default Keys Value

Table 16: Default Keys Value

Key No

Value

16

Message Waiting (MWK)

17

Call Transfer (TRN)

18

Party Conference (A06)

19

Forward All Calls (CFW)

20

Ring Again (RGA)

21

Call Park (PRK)
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Avaya 2050 IP Softphone

Key No Value
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
26 Calling Party Number (CPN)

Avaya 2050 IP Softphone

The following figure shows the Avaya 2050 IP Softphone layout.

Line keys

Navigation
arrows

Quit

Services

Copy

Volume up
Volume down
Mute
Speaker

Line keys
Display

Soft keys
Inbox/Messages

Qutbox/Shift
Directory

Release
Expand

Answer
Hold

Dialpad

Figure 354: Avaya 2050 IP Softphone layout.
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Avaya 2050 IP Softphone - Compact Skin Call Control Window
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Figure 355: Avaya 2050 IP Softphone - Compact Skin Call Control Window

Avaya 2050 IP Softphone - 1140 Skin Display

| AVAYA i _

|
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- -

Primary display —;

Soft keys = —— I

Figure 356: Avaya 2050 IP Softphone - 1140 Skin Display

Avaya 2050 IP Softphone - Compact Skin Display

Primary display

Soft keys

Figure 357: Avaya 2050 IP Softphone - Compact Skin Display

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will only be 1 layer of soft keys
containing keys 17-20 and there will be no More key.
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Avaya 2050 IP Softphone

The Message key is numbered 16. Key numbers 17 to 31 are the four soft key labels below
the display area. Keys 27-31 are reserved for future feature implementation.

Avaya 2050 IP Softphone with Feature Keys 0-5 and Soft Keys 17-19

AVAYA

Key 5
Key 4
Key ¥

Key 2
M Key1
|| Hey0

Frimary
Display

. More

Soft
Keys

Key 1T Key 18 Key 18

Figure 358: Avaya 2050 IP Softphone with Feature Keys 0-5 and Soft Keys 17-19

Press the Outbox/Shift key to access Feature Keys 6-11.
Press the More key to access Soft Keys 20-22.

Avaya 2050 IP Softphone with Feature Keys 6-11

I AVAYA
Key 11 _'_‘g {_ Key 8
Key10 M | Key?
Key9 [ L. Key6
Frimary
Display ’
. More
Soft f—
Keys ;g_. — 3

Figure 359: Avaya 2050 IP Softphone with Feature Keys 6-11

Press the Outbox/Shift key to return to Feature Keys 0-5.
Press the More key to access Soft Keys 20-22.
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Avaya 2050 IP Softphone with Soft Keys 20-22

Primary

140 —

AVAYA

538153

Display

Soft

More

Keys

Figure 360: Avaya 2050 IP Softphone with Soft Keys 20-22

>

Key 20 Key 21 Key22

Press the More key to access Soft Keys 23-25, 26-28 and 29-31. Note that Soft Keys are
numbered from left to right on each page. Pressing the More key on the last page with Soft
Keys 29-31 will return you to Soft Keys 17-19.

Avaya 2050 IP Softphone Default Key Values

Table 17: Default Keys Value

Key No
16 Message Waiting (MWK)
17 Call Transfer (TRN)
18 Party Conference (A06)
19 Forward All Calls (CFW)
20 Ring Again (RGA)
21 Call Park (PRK)
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
26 Calling Party Number (CPN)
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Meridian M2006 Digital Telephone

Meridian M2006 Digital Telephone

The following figure shows the Meridian M2006 Digital Telephone Layout.

Speaker

RLS key

Message
waiting
light

Hold key

Feature

keys and
LCDs

DN

Volume Control

Figure 361: Meridian M2006 Digital Telephone Layout

The M2006 is a single-line telephone with six programmable function keys, and accepts only
one DN. The fixed keys are hold, release, and volume control. The remaining five keys can be
assigned any feature that is not a DN.
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M2006 with Feature Keys 0to 5

Key 5

Key 4

Key 3

Key 2

Key 1

DN J Key 0

Figure 362: M2006 with Feature Keys 0to 5

M2006 Default Key Values

No default key values.

Meridian M2008 Digital Telephone

The following figure shows the Meridian M2008 Digital Telephone Layout.
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Meridian M2008 Digital Telephone
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Figure 363: Meridian M2008 Digital Telephone Layout

The M2008 is a multi-line telephone with eight programmable function keys. The fixed keys
are hold, release, and volume control. The remaining seven keys can be assigned any
feature.
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M2008 with Feature Keys 0to 7
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Figure 364: M2008 with Feature Keys O0to 7

M2008 Default Key Values

No default key values.
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Meridian M2616 Digital Telephone

Meridian M2616 Digital Telephone

The following figure shows the Meridian M2616 Digital telephone layout.

Display

Brandline
insert

Message
- Waiting

RLS key light

Hold key Feature

~ keysand
LCDs

Volume Control
Incalls key

Figure 365: Meridian M2616 Digital telephone layout
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M2616 with Feature Keys 0 to 15
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Figure 366: M2616 with Feature Keys 0 to 15
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Meridian M2616 Digital Telephone

M2616 with Feature Keys 16 to 37
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Figure 367: M2616 with Feature Keys 16 to 37
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M2616 with Feature Keys 38 to 59
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Figure 368: M2616 with Feature Keys 38 to 59

Meridian M2616 Default Key Values
No default key values.

Avaya 3902 Digital Deskphone
The following figure shows the Avaya 3902 Digital Deskphone layout.
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Avaya 3902 Digital Deskphone

LCD indicator

Message waiting light

Oneline

Programmable
- feature keys

~ Navigation keys

Velume Bar

LED

Figure 369: Avaya 3902 Digital Deskphone layout

The Avaya 3902 Digital Deskphone has one-line (DN) capability, and three programmable soft
keys (Programmable feature keys) and fixed feature keys (options, message, transfer,
goodbye, hold, mute, and volume control).

As there are only three functions assigned to the soft keys, the Shift key does not appear, and
all functions are displayed.

Avaya 3902 Digital Deskphone with feature keys 0 - 3

Key 1 Key2 Key3

Figure 370: Avaya 3902 Digital Deskphone with feature keys O - 3
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Avaya 3902 Digital Deskphonewith feature keys 4 - 5

Key 4
Key 5

Figure 371: Avaya 3902 Digital Deskphone with feature keys 4 - 5

Avaya 3902 Digital Deskphone Default Key Values

No default key values.
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Avaya 3903 Digital Deskphone

Table 18: Default Keys Value

Key No Value
4 Transfer (TRN)

Avaya 3903 Digital Deskphone

The following figure shows the Avaya 3903 Digital Deskphone layout.

_ Message waiting indicator/

Handset incoming call indicator

Soft-labeled line/
feature keys

LCD indicator

Programmable

Handsfree feature keys
LED

Handsfree §8
key

LED

Figure 372: Avaya 3903 Digital Deskphone Layout.

The Avaya 3903 Digital Deskphone has two programmable line/feature keys (self-labeled)
which have two layers each, permitting access to four line/feature keys.

There are four interactive soft keys (self-labeled) that change functionality depending on the
features available or the application in use.

Use the More soft key to navigate through the layers of functions.
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Avaya 3903 Digital Deskphone with feature keys 0 - 1 and soft keys
17 -19

et Hey 0
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Figure 373: Avaya 3903 Digital Deskphone with feature keys O - 1 and soft keys 17 - 19

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will be only 1 layer of soft keys
containing keys 17 — 20 and there will be no More key.

The message key is numbered 16. Key numbers 17 — 31 are the four soft key labels below
the display area. Keys 27 — 31 are reserved for future feature implementation.

498 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Avaya 3903 Digital Deskphone

Avaya 3903 Digital Deskphone with feature keys 2 - 3

Jam 16 08: 44 A

Transfe Canfere Farward Mere

Figure 374: Avaya 3903 Digital Deskphone with feature keys 2 - 3

Use the More key to access soft keys 20 — 22.
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Avaya 3903 Digital Deskphone with soft keys 20 - 22
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Figure 375: Avaya 3903 Digital Deskphone with soft keys 20 - 22

Press the More key to access soft keys 23 — 25, 26 — 28, and 29 — 31.
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Avaya 3903 Digital Deskphone

Avaya 3903 Digital Deskphone with soft keys 23
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Figure 376: Avaya 3903 Digital Deskphone with soft keys 23 - 25
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Figure 377: Avaya 3903 Digital Deskphone with soft keys 26 - 28
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Avaya 3903 Digital Deskphone with soft keys 29 - 31
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Figure 378: Avaya 3903 Digital Deskphone with soft keys 29 - 31

Avaya 3903 Digital Deskphone Key Values

Table 19: Default Keys Value

Key No Value
16 Message Waiting (MWK)
17 Call Transfer (TRN)
18 Party Conference (A06)
19 Forward All Calls (CFW)
20 Ring Again (RGA)
21 Call Park (PRK)
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
26 Calling Party Number (CPN)
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Avaya 3904 Digital Deskphone

Key No Value
27 Callers List (CLT)

28 Redial List (RLT)

Avaya 3904 Digital Deskphone

The following figure shows the Avaya 3904 Digital Deskphone layout.

LCD Indicator Message waiting light

Hold key Soft-labeled line/
fealure keys
Handsfree key
Programmable
feature k
LED eature keys
Fixed feature
keys
L Copy

bar LED

Figure 379: Avaya 3904 Digital Deskphone Layout.

The three keys on both sides of the LCD indicator panel represent two layers of programmable
keys. Use the shift key to view and use the second layer of keys.

Use the More soft key to navigate through the layers of functions.
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Avaya 3904 Digital Deskphone with feature keys 0 - 5, 16, and soft

keys 17 - 19
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Figure 380: Avaya 3904 Digital Deskphone with feature keys 0 - 5, 16, and soft keys 17 - 19

Use the More soft key to navigate through the layers of functions. If there are only four functions
assigned to the soft keys, the More key does not appear and all four functions are displayed.
That is, if the soft keys are only defined up to key 20, there will be only 1 layer of soft keys

containing keys 17 — 20 and there will be no More key.

Message waiting is not a default feature for key 16. Key numbers 17 — 31 are the four soft

key labels below the display area. Keys 27 — 31 are reserved for future feature

implementation.
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Avaya 3904 Digital Deskphone

Avaya 3904 Digital Deskphone with feature keys 6 - 11
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Figure 381: Avaya 3904 Digital Deskphone with feature keys 6 - 11

The Avaya 3904 Digital Deskphone phone can have additional expansion modules, providing
up to 55 additional line/feature keys.

DBA 1 contains keys 32 — 55, KBA 1 contains keys 32 — 53, and KBA 2 contains keys 54 -
75.
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Avaya 3904 Digital Deskphone DBA 1 with Keys 32 to 39

Key 32
Key 33

Key 34

Key 35 _
Key 36

Key 37 _

Key 38 |
Key 39

Figure 382: Avaya 3904 Digital Deskphone DBA 1 with Keys 32 to 39
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Avaya 3904 Digital Deskphone

Avaya 3904 Digital Deskphone DBA 1 with Keys 40 - 47
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Figure 383: Avaya 3904 Digital Deskphone DBA 1 with Keys 40 - 47
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Avaya 3904 Digital Deskphone DBA 1 with Keys 48 - 55
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Figure 384: Avaya 3904 Digital Deskphone DBA 1 with Keys 48 - 55
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Avaya 3904 Digital Deskphone

Avaya 3904 Digital Deskphone KBA 1 with Keys 32 to 53
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Figure 385: Avaya 3904 Digital Deskphone KBA 1 with Keys 32 to 53
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Avaya 3904 Digital Deskphone KBA 2 with Keys 54 - 75

Key 42 | Key 53
Key 41 | Key 52
Key 40 | Key 51
Key 39 | Key 50
Key 38 | Key 49
Key 37 | Key 48
Key 36 | Key 47
Key 35 | Key 46
Key 34 | Key 45
Key 33 | Key 44
Koy 32 | | Key 43
Figure 386: Avaya 3904 Digital Deskphone KBA 2 with Keys 54 - 75
Avaya 3904 Digital Deskphone Default Key Values
Table 20: Default Keys Value
Key No value

16 Message Waiting (MWK)

17 Call Transfer (TRN)

18 Party Conference (A06)

19 Forward All Calls (CFW)

20 Ring Again (RGA)
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Avaya 3905 Digital Deskphone

Key No Value
21 Call Park (PRK)
22 Ringing Number Pick-up (RNP)
24 Privacy Release (PRS)
25 Charge Account (CHG)
26 Calling Party Number (CPN)
27 Callers List (CLT)
28 Redial List (RLT)

Avaya 3905 Digital Deskphone

The following figure shows the Avaya 3905 Digital Deskphone layout.

Goodbye key
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control bar
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Haadset Incalls
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Make busy

Navigation keys
Figure 387: Avaya 3905 Digital Deskphone Layout.

The Avaya 3905 Digital Deskphone has eight programmable line/feature keys (self-labeled)
giving the user access to eight line/feature keys.

There are four interactive soft keys (self-labeled) that change functionality depending on the
features available or the application in use.

Use the More soft key to navigate through the layers of functions.
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Avaya 3905 Digital Deskphone with Feature Keys O - 11 and Soft
Keys 16 - 18

Key 3
Key 6 Key 2
Kay 5 Key 1
Key 4 bl Key 0
Jaa 17 ©1:37 A
Tramsfe Comfere Hore
Key 16 = More
Key 17
Key 18

Key 11 Key10 Key9 HKey8 Key7

Figure 388: Avaya 3905 Digital Deskphone with Feature Keys 0 - 11 and Soft Keys 16 - 18

Press the More key to access soft keys 19 — 21.
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Avaya 3905 Digital Deskphone

Avaya 3905 Digital Deskphone with Soft Keys 19 - 21

Jan 17 01:37 A

Transfe Confere More

Figure 389: Avaya 3905 Digital Deskphone with Soft Keys 19 - 21

Press the More key to access soft keys 22 — 24, 25 — 27, 28 — 30, and key 31.
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Avaya 3905 Digital Deskphone with Soft Keys 22 - 24
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Figure 390: Avaya 3905 Digital Deskphone with Soft Keys 22 - 24
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Avaya 3905 Digital Deskphone

Avaya 3905 Digital Deskphone with Soft Keys 25 - 27
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Figure 391: Avaya 3905 Digital Deskphone with Soft Keys 25 - 27

Element Manager System Reference - Administration March 2013 515



Appendix C

Avaya 3905 Digital Deskphone with Soft Keys 28 - 30
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Figure 392: Avaya 3905 Digital Deskphone with Soft Keys 28 - 30

516 Element Manager System Reference - Administration March 2013
Comments? infodev@avaya.com



mailto:infodev@avaya.com?subject=Element Manager System Reference - Administration

Avaya 3905 Digital Deskphone

Avaya 3905 Digital Deskphone with Soft Key 31

Options

Jen 17 01:37 A
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Figure 393: Avaya 3905 Digital Deskphone with Soft Key 31

DBA 1 contains keys 32 — 55, KBA 1 contains keys 32 — 53, and KBA 2 contains keys 54 -
75.
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Avaya 3905 Digital Deskphone DBA 1 with Keys 32 - 39
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Figure 394: Avaya 3905 Digital Deskphone DBA 1 with Keys 32 - 39
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Avaya 3905 Digital Deskphone

Avaya 3905 Digital Deskphone DBA 1 with Keys 40 - 47
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Figure 395: Avaya 3905 Digital Deskphone DBA 1 with Keys 40 - 47
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Avaya 3905 Digital Deskphone DBA 1 with Keys 48 - 55
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Figure 396: Avaya 3905 Digital Deskphone DBA 1 with Keys 48 - 55
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Avaya 3905 Digital Deskphone

Avaya 3905 Digital Deskphone KBA 1 with Keys 32 - 53
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Figure 397: Avaya 3905 Digital Deskphone KBA 1 with Keys 32 - 53
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Avaya 3905 Digital Deskphone KBA 2 with Keys 54 - 75
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Key 63 11 | Key 74
Key 62 | - i | Key 73
Key 61 11 | Key 72
Key 60 | I | | Key 71
Kay 59 | N | | Key 70
Key 58 | W | | Key 69
Key 57 B ' Key 68
Key 56 R | Key 67
Key 55 11 | Key 66
Key 54 [. _ | Key 65

Figure 398: Avaya 3905 Digital Deskphone KBA 2 with Keys 54 - 75

Avaya 3905 Digital Deskphone Default Key Values
Table 21: Default Keys Value
Key No Value

16 Message Waiting (MWK)

17 Call Transfer (TRN)

18 Party Conference (A06)

19 Forward All Calls (CFW)

20 Ring Again (RGA)
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Avaya 3905 Digital Deskphone

Key No

Value

21

Call Park (PRK)

22

Ringing Number Pick-up (RNP)

24

Privacy Release (PRS)

25

Charge Account (CHG)

26

Calling Party Number (CPN)

27

Callers List (CLT)

28

Redial List (RLT)
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